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Scope
This document discusses some of the procedures changes in TS 24.229 resulting from the ETSI TISPAN business communication requirements.  


This all in the context of Subscription Based Business Trunking as defined by ETSI TISPAN TS 181 019, TS 182 023 and TS 182 025.

Introduction

ETSI TS 182 025 provides an architecture and functional requirements for Business Trunking for the Next Generation Network (NGN). The TS also specifies the protocol requirements on the NGN for the NGCN to attach to the NGN (in particular the IM CN subsystem) and also any protocol requirements relation to application servers provided in support of Business Trunking.

In the TS one of the supported scenarios is where the connection of an Next Generation Corporate Network site (NGCN site) to the NGN uses the P-CSCF as an entry point to the service layer. This scenario is called Subscription Based Business Trunking.

The following diagram shows the reference architecture for Subscription Based Business Trunking as defined in TISPAN TS 182 023
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Although the NGCN acts as a UE towards the NGN, there are some properties specific for a NGCN:


· the NGCN itself is a network, with one or more IpPbx’s and end user devices;


· individual NGCN users are not known in the NGN, rather the NGCN as a whole;

· A consequence of this is that the mapping between SipURI and tel URI is not known in the NGN.


· the NGCN executes the SIP registration procedure, so that individual NGCN users (implicitly registered in NGN using wild-carded IMPU’s) can be addressed.

· The IMS subscription holds a default public identity and wild-carded public identities.


· individual NGCN users register within the NGCN;


· because individual users are not known in the NGN, a call setup from NGCN to NGN will typically contain both a tel URI and SIP URI (see TS 181 019, clause 4.1.5);

· This in order to support interworking with the PSTN/ISDN, and for other purposes.


· for calls that originate from the NGCN and for which no identity is provided in the initial request, the identity of the company (the default public identity as defined in 24.229) will be used as calling party identity. 

· This is valid for calling party identity (for calls that originate in the NGCN) and for connected party identity (for call that terminate in the NGCN) 


· the NGCN itself can consist of one or more NCGN sites and each of these NGCN sites can do a SIP registration in the NGN

· It is possible that calls from NGCN-site1 are routed via NGCN-Site2 to the NGN, if NGCN-site 1 is also connected to the NGN.

In 24.229-880 support for Subscription Based Business Trunking is provided through capabilities, such as Wild-carded IMPU, retain Request Uri and priviledged sender.

Problem-1: Served user for priviledged sender
Introduction

In 24.229-880, the P-CSCF takes into account if a UE is consider as priviledged sender. In case of a priviledged sender the P-CSCF 

· Identifies a served user, for which it uses as input the P-Preferred-Identity provided by the UE. The served user is copied to the P-Served-User when an initial SIP request (other then REGISTER) is forwarded to the S-CSCF. In the S-CSCF the P-Served-User is used to identify the IMS Service Profile.

Problem description

For NGCN there is no requirement that the implicit registration set shall be able to contain multiple service profiles. So the procedure for the determining the served user for a priviledged sender can simplified by always setting it to the default public.

Proposal

Update the procedure for P-CSCF in 24.229, clause 5.2.6.3.1 for priviledged sender for setting of the served user. For a priviledged sender, the served user shall always be set to the default public user identity.

Note: The default public identity is part of an implicit registration set for the NGCN site which contains only one Service Profile.

Problem-2: Alias handling for a Priviledged Sender

Introduction

The IMS Subscription for an NGCN always contains a Public User Identity that represent the company (e.g. Main number / attendant / switchboard) and one or more wild-carded public user identities for the NGCN users.

As described in the introduction, only the NGCN has knowledge of the SIP URI and tel URI of each individual NGCN user. The NGCN can include both type of identities in requests over the Gm interface in the P-Preferred-Identity or P-Asserted-Identity header fields as specified in TS 181 019, clause 4.1.5.
This means that these headers can contain both a SIP URI and tel URI, where the second URI can be seen as intended alias (to the first URI).

If NGCN provides these identities, it ensures that a callback is possible to the NGCN user that initiated the call regardless whether the called party only supports SIP URI’s or telephone numbers (PSTN user).

Note that in 24.229, only HSS & S-CSCF has knowledge on aliases.

Problem description

S-CSCF contains procedures (24.229-870-clause 5.4.3.2 bullet 9) on alias handling. These procedures do not take into account that the UE can be considered as a priviledged sender and that the P-Asserted-Identity can contain an intended alias.

Proposal

· The S-CSCF procedures for alias handling for originating / terminating call need to be updated in case of a priviledged sender. 

· If P-Asserted-Identity contains 2 URI’s, no futher processing is done.

· If P-Asserted-Identity contains only a tel URI, no 2nd URI is added.

· If P-Asserted-Identity contains only a SIP URI, the first tel URI in the implicit registration set belonging to the served user, is added

Problem-3: Removal of P-Preferred-Identity for a priviledged sender
Introduction

24.229-870 describes in clause 5.2.6.3.3, item 5C procedures in case of a priviledged sender. It defines procedures for the handling of P-Asserted-Identity and P-Served-User.

24.229-870 describes in clause 5.2.6.4.4, item 0A procedures in case of a priviledged sender. It defines procedures for the handling of P-Asserted-Identity and P-Preferred-Identity.

Problem description

Item 5c states that step 6 shall be skipped, which implies that a P-Preferred-Identity is not removed. There are no requirements from NGCN that require forwarding from P-Preferred-Identity from P-CSCF to the S-CSCF. The P-CSCF is the place where P-Preferred-Identity shall be removed.

Item 0A states that step 1 shall be skipped, which implies that a P-Preferred-Identity is not removed. There are no requirements from NGCN that require forwarding from P-Preferred-Identity from P-CSCF to the S-CSCF. The P-CSCF is the place where P-Preferred-Identity shall be removed.

Proposal

Update above mentioned procedures such that P-Preferred-Identity is removed in P-CSCF for a priviledged sender when received it is received.

Problem-4: P-Preferred-Identity with SIP URI and Tel URI

Introduction

TISPAN TS 182 025 clause 6.1.4.2 defines that the NGCN uses the P-Preferred-Identity header for providing the calling party to the NGN.

As described in the introduction, only the NGCN has knowledge of the SIP URI and tel URI of each individual NGCN user. The NGCN can include both type of identities in SIP requests over the Gm interface as specified in TS 181 019, clause 4.1.5, bullet 3. This means that the P-Preferred-Identity header field can contain both a SIP URI and tel URI, where the second URI can be seen as alias to the first URI.

If the NGCN provides these identities, it ensures that a callback is possible to the NGCN user that initiated the call regardless whether the party that initiates the callback supports only SIP URI’s or telephone numbers (PSTN / ISDN).

Problem description

For requests initiated by the UE,

· the procedures for the P-CSCF do not take into account that that the P-Preferred-Identity header field can contains 2 URI’s;

· the procedures for the S-CSCF do not take into account that that the P-Asserted-Identity header field can contains 2 URI’s.

Proposal

For requests initiated by the UE, the P-CSCF needs to take into account that for a SIP Request the P-Preferred-Identity can contain a tel URI and a SIP URI. More specific

· When the P-CSCF matches the P-Preferred-Identity against the registered public user identities, it has to take into account that there can be 2 URI

· When inserting a P-Asserted-Identity (clause 5.2.6.3.3, bullet 6), the P-CSCF shall use URI’s.


For requests initiated by the UE, the P-CSCF forwards the values from the P-Preferred-Identity in the P-Asserted-Identity to the S-CSCF. So the S-CSCF has to take into account for requests initiated by the served user, that a received P-Asserted-Identity can contain a tel URI and SIP URI. More specific

· when the served user is derived from the P-Asserted-Identity, it has to take the first URI in the P-Asserted-Identity;

· The S-CSCF  has to check if the second URI in the P-Asserted-Identity is an alias;
If the second URI is not an alias, the S-CSCF shall act based on local policy, e.g. reject or remove the second URI
When adding an alias to the P-Asserted-Identity, the S-CSCF has to take into account that there may already be two URI’s.
Problem-5: Emergency calls: support P-Asserted-Identity/P-Preferred-Identity with SIP URI and Tel URI

Introduction

The IMS subscription for an NGCN always contains a Public User Identity that represent the company (e.g. Main number / attendant / switchboard) and one or more wild-carded public user identities for the NGCN users.

As described in the introduction, only the NGCN has knowledge of the SIP URI and tel URI of each individual NGCN user. The NGCN can include both type of identities in SIP requests as specified in TS 181 019, clause 4.1.5, bullet 3.
As specified in TS 182 025 clause 6.1.4.2 / 6.1.5.2, these identities are included the P-Preferred-Identity or P-Asserted-Identity header when sending a SIP Request. This means that these headers can contain both a SIP URI and tel URI, where the second URI can be seen as alias to the first URI.

If the NGCN provides these identities, it ensures that a callback is possible to the NGCN user that initiated the call regardless whether the party that initiates the callback supports only SIP URI’s or telephone numbers (PSTN / ISDN).

For emergency calls, the possibility to provide both tel URI and SIP URI of the user by UE is already envisioned in 23.167, clause 6.1, but not contained in 24.229 yet. See appendix-1 for referred 23.167 text.

Note that in 24.229, only HSS and S-CSCF have knowledge on aliases.

Problem description

The general clause (clause 5.3.6.3.1) in the P-CSCF does not take into account that either P-Preferred-Identity or P-Asserted-Identity can contain two alias identities (one SIP URI and one tel URI) for emergency calls.

Although the possibility to provide a tel URI and SIP URI of the user by UE is already envisioned in 23.167, clause 6.1, it is not contained in 24.229.

Proposal

The P-CSCF procedures need to be updated such that for the second URI is taken into account in it emergency procedures. This also has implication for clause 5.2.6.3.1, which is common for normal and emergency calls.
Problem-6: missing support for semi-priviledged sender
Introduction

The table below describes the different types of NGCN. 

	Type of NGCN

	NGCN-1a (see TS 182 025 clause 6.1.4.2 / 6.1.5.2)

NGCN provides user identity in P-Preferred-Identity header for calling party.

P-CSCF checks the P-Preferred-Identity header against registered public user identities and uses that to set P-Asserted-Identity.

	NGCN-1b (see TS 182 025 clause 6.1.4.2 / 6.1.5.2)

NGCN provides user identity in the P-Asserted-Identity header for calling and connected party.
P-CSCF checks the P-Asserted-Identity header against registered public user identities and uses that to set P-Asserted-Identity.

	NGCN-2 (see TS 182 025 clause 6.1.4.3 / / 6.1.5.3)

NGCN provides user identity in the P-Asserted-Identity header for calling and connected party.
P-CSCF accepts P-Asserted-Identity header without checking it.


It is assumed that the IMS Subscription for a NGCN site, contains only one implicit registration set with only one service profile.

Problem description

24.229 provides support for different type of NGCN as shown below


	Type of NGCN
	Supported in 24.229 as

	NGCN-1a
	UE

	NGCN-1b
	?

	NGCN-2
	UE considered as priviledged sender


The P-CSCF as specified in 24.229 allows a UE considered as priviledged sender to send a P-Asserted-Identity. But this P-Asserted-Identity is not subject to screening in the P-CSCF. For NGCN-1b, it is required that the P-CSCF, applies screening, similar to when it receives a P-Preferred-Identity from the UE. So a special indication for NGCN-1b is required such that P-CSCF can recognize this use case for originating or terminating calls.

Proposal
Define the semi-priviledged sender similar to priviledged sender.

Semi-privileged-sender: a Semi-priviledged sender is allowed to send SIP messages where the identities in P-Asserted-Identity will be passed on in the P-CSCF and is subject to screening in the P-CSCF.

P-CSCF can determine if UE is considered as semi-priviledged sender, in a similar way to privileged sender.

For an originating call, extend the procedure for the P-CSCF in clause 5.2.6.3.1 by adding support for the semi-priviledged sender in a similar way to the priviledged sender
· The P-CSCF checks identity provided in P-Asserted-Identity against the registered public user identities and in case of a match uses that to identify the originator and served user..

· If no P-Asserted-Identity is provided or if there is no match, the default public identity will be used to identify the originator and served user.


For a terminating call, extend the procedures for the P-CSCF in clause 5.2.6.4 by adding support for semi-priviledged sender in a similar way to the priviledged sender.

· The P-CSCF checks identities provided in P-Asserted-Identity against the registered public users identities and if there is a match, use it.

· If no P-Asserted-Identity is provided or if there is no match, the default public identity will be provided in the P-Asserted-Identity.

This shall be done for all responses where the P-Asserted-Identity is set.

The S-CSCF has to take into account for an originating call that when it wants to determine the served user based on the P-Asserted-Identity, that the P-Asserted-Identity may contain 2 URI. 

· The first URI in the P-Asserted-Identity, shall be used to set the served user 

· If the second URI is an alias, the S-CSCF shall use that.

· If the second URI is not an alias, the S-CSCF shall act based on local policy, e.g. reject or remove the second URI

The S-CSCF has to take into account for a terminating call, that when it received a P-Asserted-Identity and it wants to add an alias, that the P-Asserted-Identity can contain 2 URI’s. 
Appendix-1: Referred 26.167 text

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message.

-
Emergency session indication.

-
A registered Public User Identifier. If the UE performed an emergency registration using a temporary Public User Identifier then the UE should not use the temporary Public User Identifier to initiate the emergency session. The selected Public User Identifier shall be part of an implicit registration set that includes a TEL‑URI.

NOTE 3:
The UE can be preconfigured with information to select the appropriate Public User Identifier if more than one Public User Identifier is provisioned in the UE.
-
Optionally, type of emergency service. It could be implied in the above emergency session indication.

-
UE's location information, if available.

-
The TEL‑URI associated to the Public User Identifier, if available.

-
GRUU, if available.
Terminology & Abbreviations

Terminology

Intended Alias
If a UE provides a SIP URI and Tel URI in the P-Preferred-Identity or the P-Asserted-Identity, the UE proposes that the 2nd URI shall be seen as alias to the 1st URI.  


Abbreviations

NGCN

Next Generation Corporate Network

NGN 

Next generation Network (IMS Core network)
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