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1. Abstract

The IMS SIP procedures as currently defined in 24.229 Rel-8 do not support the routing of dialog-initiating and mid-dialog requests to a SIP-PBX that is operating in the subscription mode, when the request is addressed to a public or temporary GRUU assigned by the SIP-PBX. As a result, DID/DOD calls from/to an enterprise endpoint will fail when the enterprise endpoint uses a GRUU assigned by the SIP-PBX as its contact address.
2. Overview of Problem
The I-CSCF and S-CSCF procedures related to handling, verifying and routing GRUUs associated with its served users are built on the assumption that these GRUUs are assigned by the IMS-core (specifically, they are assigned by the S-CSCF/registrar that owns the served user), and not by some external entity. The procedures therefore don’t support GRUUs that are assigned by a SIP-PBX operating in the subscription mode.
The IMS GRUU procedures fail in the following general cases when handing GRUUs assigned by the SIP-PBX:
· The GRUU validation checks in the originating and terminating S-CSCF assume that the GRUU was assigned by the S-CSCF itself. Therefore, valid GRUUs assigned by a SIP-PBX will incorrectly appear to be invalid.
· The S-CSCF must make sure that the temp-GRUUs it assigns have sufficient information to route back to itself, the assigning S-CSCF (e.g., assign temp-GRUUs so they match a wildcard Public User Identity assigned to the S-CSCF). Temp-GRUUs assigned by a SIP-PBX would not necessarily follow the temp-GRUU assignment scheme used by the S-CSCF, and therefore would not be routed correctly.
· A terminating S-CSCF that receives a temp-GRUU in a Request-URI for a served user must translate the temp-GRUU to its equivalent public-GRUU in order to identify the target user. This translation will fail when the temp-GRUU is assigned by a SIP-PBX.

· When it receives a request addressed to a GRUU, the terminating S-CSCF performs special procedures to translate the GRUU to its associated registered instance. When the GRUU is assigned by a SIP-PBX, the terminating S-CSCF should not perform this translation step. Instead, it should simply forward the request containing the GRUU in the Request-URI to the SIP-PBX, and let it (the PBX) perform the translation. 
Note that IMS does support SIP-PBX-assigned GRUUs when the SIP-PBX is operating in the peering mode, since in this case the enterprise users do not appear as “served users” to the IMS network.
3. Conclusion/Recommendation:

A SIP-PBX can legitimately assign its own GRUUs, and then use these GRUUs for DID/DOD calls from/to the Service Provider network (please Fig-1 through 3 in section-5, below). The current procedures in Rel-8 of 24.229 don’t handle GRUUs assigned by a SIP-PBX operating in the subscription mode (please see section-4 below). Since GRUU support is mandated in 23.228, the IMS-Corp work item should enhance the GRUU procedures in Rel-8 of 24.229 so they fully support the SIP-PBX subscription mode case.
If 3GPP CT1 agrees that this capability is in-scope for the IMS-Corp work item, then CRs can be introduced in subsequent CT1 meetings to support this capability.

4. A more detailed look at the affected GRUU procedures in the IMS core
Here is a sample of the current S-CSCF procedures that do not support GRUUs assigned by a SIP-PBX.

Originating S-CSCF section 5.4.3.2…

Problem-1 :Step 1A)  would cause originating calls from the SIP-PBX that use GRUUU as contact to fail. 

     1A) if the Contact is a GRUU, but is not valid as defined in subclause 5.4.7A.4, then return a 4xx response as specified in draft-ietf-sip-gruu [93];
Problem-2: Step-13 sets a “special GRUU processing required” indicator if the contact contains a GRUU.  Special GRUU processing is not required when the when GRUU is assigned by a SIP-PBX. i.e., the S-CSCF does not need to Record-Route in order to do special GRUU routing procedures for subsequent in-dialog requests. In fact, if the S-CSCF were to apply these special GRUU procedures to subsequent in-dialog requests, the requests will fail.
13) in case of an initial request for a dialog: 

a) determine the need for GRUU processing. GRUU processing is required if:

- an original dialog identifier that the S-CSCF previously placed in a Route header field is not present in the topmost Route header field of the incoming request (this means the request is not returning after having been sent to an AS), and

- the contact address contains a valid GRUU as specified in subclause 5.4.7A.4.
b) if GRUU processing is not required and the initial request originated from a served user, then determine the need to record-route for other reasons: 

- if the request is routed to an AS which is part of the trust domain, the S-CSCF can decide whether to record-route or not. The decision is configured in the S-CSCF using any information in the received request that may otherwise be used for the initial filter criteria. If the request is record-routed the S-CSCF shall create a Record-Route header field containing its own SIP URI; or

- if the request is routed elsewhere, create a Record-Route header field containing its own SIP URI;
NOTE 11: For requests originated from a PSI the S-CSCF can decide whether to record-route or not based on operator policy.
c) if GRUU processing is required, the S-CSCF shall create a Record-Route header field containing its own SIP URI;

d) if GRUU processing is required, the S-CSCF shall save an indication that GRUU-routeing is to be performed for in-dialog requests that reach the S-CSCF because of the Record-route header field added in step c);
NOTE 12: The manner of representing the GRUU-routeing indication is a private matter for the S-CSCF. The indication is used during termination processing of in-dialog requests to cause the S-CSCF to replace a Request-URI containing a GRUU with the corresponding registered contact address. It can be saved using values in the Record-Route header field, or in dialog state. 

Terminating S-CSCF section 5.4.3.3, dialog initiating request procedures…

Problem-3: if the terminating request is addressed to a temp-GRUU, then step-1 translates the temp-GRUU to its associated Public-GRUU in order to identify the target user. Likewise, step 4) temporarily updates the Request-URI containing a temp-GRUU to the associated Public GRUU so terminating App Servers can identify the user. This temporary-to-public GRUU translation will fail if the GRUU is assigned by the SIP-PBX. 

1)
check if an original dialog identifier that the S-CSCF previously placed in a Route header field is present in the topmost Route header field of the incoming request.

-
If present, the request has been sent from an AS in response to a previously sent request.

-
If not present, it indicates that the request is visiting the S-CSCF for the first time and in this case the S-CSCF shall determine the served user by taking the identity contained in the Request-URI. If the Request-URI is a temporary GRUU as defined in subclause 5.4.7A.3, then take the public GRUU that is associated with the temporary GRUU (i.e. the public GRUU representing the same public user identity and instance ID as the temporary GRUU) to be the served user identity. Then check whether the determined served user identity is a barred public user identity. In case the served user identity is a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 404 (Not Found) response. Otherwise, the S-CSCF shall save the served user identity from the request and the public user identity of the served user and continue with the rest of the steps;
<steps deleted>

4)
check whether the initial request matches any unexecuted initial filter criteria based on the public user identity of the served user in the priority order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] subclause 6.5. If there is a match, then the S-CSCF shall select the first matching unexecuted initial filter criteria and:

-
if the Request-URI is a temporary GRUU as defined in section 5.4.7A.3, then replace the Request-URI with the public GRUU that is associated with the temporary GRUU (i.e. the public GRUU representing the same public user identity and instance ID as the temporary GRUU);
Problem-4: GRUU validation checks fail if GRUU is assigned by a SIP-PBX. 
3A)
if the Request-URI is a GRUU, but is not valid as defined in subclause 5.4.7A.4, then return a 4xx response as specified in draft-ietf-sip-gruu [93];
Problem-5: Special terminating routing procedures when Request is addressed to a GRUU should be skipped when GRUU is assigned by the SIP-PBX.

8)
in the case there are no Route header fields in the request, create a target set of potential routes from the the list of preloaded routes saved during registration or re-registration as described in subclause 5.4.1.2, as follows:

a)
if the Request-URI is a valid GRUU as defined in subclause 5.4.7A.4, then the target set is determined by following the procedures for Request Targeting specified in draft-ietf-sip-gruu [93], using the public user identity and instance ID derived from the GRUU using the procedures of subclause 5.4.7A; 

b)
if the Request-URI is not a GRUU, then the target set is all the registered contacts saved for the destination public user identity;

5. Example Message Flow
The problem is illustrated using the example deployment shown in Figure 1.
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Fig-1: Example Deployment


In Figure-2, the SIP-PBX registers with the Service Provider network. 
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Fig-2: SIP-PBX Registers with SP Network


In Figure-3, the SIP endpoint registers with its SIP.PBX. The SIP-PBX assigns a Public and Temporary GRUU to this registered instance, and returns them to the registering SIP endpoint in the 200OK to REGISTER. The SIP endpoint then uses the public GRUU in a originating INVITE request. Any subsequent in-dialog or out-of-dialog request to this GRUU will fail at the terminating S-CSCF.
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Fig-3: Enterprise SIP endpoint Registers with SIP-PBX, and initiates a call


Note that this problem could be avoided if the Service Provider network returned temp and public GRUUs for each enterprise user when the SIP-PBX registered, and then have the SIP-PBX use these GRUUs in subsequent SIP requests and responses. In this case the SIP-PBX would have to operate in a B2BUA mode, in order to translate from the internal SIP-PBX-assigned GRUUs to the external SP-network-assigned GRUUs. 
The problem with this approach is as follows:
· would require SIP-PBX to support the reg-event package and its GRUU extension, which is unlikely.
· isn’t scalable – the wildcard public user identity mechanism allows the SP network to support large enterprises, but if the interface also has to carry network-assigned public and temporary GRUUs per enterprise user, the scalability breaks

· in any case, the network could only return one GRUU per implicitly registered enterprise user, whereas an enterprise user could in fact have multiple registered instances (from the perspective of the SIP-PBX) with each instance needing its own unique GRUU.

