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1. Introduction
Currently, UE would use the information provided by ANDSF to perform its access network selection.  However, there are cases in which using the access network information from ANDSF would results in some issues.  For example, it takes up some of the UE's battery power when powering on a radio interface.  If the UE's battery power is at critical level, the user might have a policy in the UE that instructs it not to switch radio interface frequently to try and save its battery power.  However, the mobility policy provided by ANDSF might ask the UE to connect to Wireless Local Area Network (WLAN) access if possible.  In such a case, if the UE would to just follow the mobility policy provided by ANDSF, the UE would always try to connect to WLAN access if avaliable.  If WLAN access is not available, UE would switch to other access types (e.g. WiMax) to maintain its connection to EPC.  This constantly turning on/off of WLAN radio would drain the battery power in the UE.
Also, in section 6.8.2.2.1, there is an editor's note that states it is for further study on how the UE can avoid ping-ponging due to performing the inter-system changes based on the information provided by the ANDSF.  In TS 23.402, it is stated that UE uses the inter-system mobility policy to select the most preferable access technology type or access network that should be used to access EPC.  One example given is that the inter-system mobility policy can also indicate a preference of one access system over the other.  As the ANDSF does not really know the preferences and present condition of the UE, it is likely that the inter-system mobility policy provided by ANDSF might make the UE alternate between different access systems.
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For example, the inter-system mobility policy informs the UE that WLAN has higher preference over WiMax.  As the coverage of WLANs is more 'spread out', this implies that UE would be switching between inter-access system (WLAN and WiMax) in order to stay connected to the EPC.  Hence, at point 1, UE connects to the EPC via WLAN.  When UE moves to point 2, it discovers that there is no WLAN coverage in the area and hence switches to the WiMax access system to stay connected to the EPC.  When UE moves to point 3, it discovers WLAN access again and hence connects back to WLAN as the inter-system mobility policy puts WLAN preference higher over WiMax.  Therefore, in this use case, it is illustrated that the UE is alternating between different access systems just to stay connected to the EPC based on the inter-system mobility policy provided by ANDSF.
2. Reason for Change
We propose for the UE to make use of a local policy along with the inter-system mobility policy provided by the ANDSF when the UE does its access network selection.  The use of the local policy along with the mobility policy provide by ANDSF would help in minising the issues described previously.  One example of this local policy could be a history on the performance of the various UE's radio.  If the inter-system mobility policy has a preference for UE to select Wireless Local Area Networks (WLAN) and the UE records a history that its WLAN interface has been unstable (e.g. keep changing access point frequently), the UE would choose another access network provided by ANDSF (e.g. WiMax) which have a more stable history record.  This would prevent UE from alternating between WiMax and WLAN in order to stay connected to the core network.
3. Conclusions

It is proposed to 
· add references to TS 25.304 and TS 36.304. 
· remove the editor's note in section 6.8.2.2.1 regarding the ping-pong.

· add a new section to state that UE would use local policy along with information provided by ANDSF when performing access network selection. 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v1.1.0.
* * * First Change * * * *
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* * * End of First Change * * * *
* * * Second Change * * * *
6.8.2.2.1
UE discovering the ANDSF

The domain name or the IP address of the ANDSF can be provisioned in the UE by the home operator. If not provisioned in the UE,  the domain name or the IP address of the ANDSF can also be discovered by the UE by means of the DHCP query as specified in draft-ietf-mipshop-mos-dhcp-options [34]. The ANDSF IP address, the port and the transport protocol by which the UE can contact the ANDSF can be obtained by the UE as described in draft-ietf-mipshop-mos-dns-discovery [33].
Editor's note:
When a UE is roaming, how the UE's location can be obtained by the ANDSF in order to provide the corresponding information to that UE is FFS.

Editor's note:
The granularity of the UE's location that the UE provides to the ANDSF is FFS.

Editor’s note: It is FFS how ANDSF performs the access control (i.e., user authentication and authorization) to access network discovery information and limit the amount of information delivered to the UE.

Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.
When performing DNS resolution, the UE shall build a Fully Qualified Domain Name (FQDN) for the DNS request and select the IP address of the ANDSF included in the DNS response message.

When performing DHCP resolution, the UE shall perform DHCP query and select the IP address of the ANDSF offered by the DHCP Server, or perform another DNS query to get the IP address of the ANDSF when the DHCP Server only provides the domain name of the ANDSF.

* * * End of Second Change * * * *
* * * Third Change * * * *

6.8.2.2.x
UE using information provided by ANDSF
The specific requirements for network detection and selection may take into account of the UE's local policy, e.g. user preference setting, access history, etc, along with the information provided by the ANDSF when selecting an access network. The local policy and the information provided by the ANDSF shall be used by the UE in an implementation dependent way to limit the undesired alternating between access systems, e.g. ping-pong type of inter-system changes. However, the use of such information from the ANDSF shall not be in contradiction to functions specified in TS 23.122 [xx], TS 25.304 [yy] and TS 36.304 [zz].
* * * End of Third Change * * * *
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