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* * * First Change * * * *

4.1
Conformance of IM CN subsystem entities to SIP, SDP and other protocols

SIP defines a number of roles which entities can implement in order to support capabilities. These roles are defined in annex A.

Each IM CN subsystem functional entity using an interface at the Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Mw reference point and the Ici reference point, and also using the IP multimedia Subsystem Service Control (ISC) Interface, shall implement SIP, as defined by the referenced specifications in Annex A, and in accordance with the constraints and provisions specified in annex A, according to the following roles.

The Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Mw reference point and the ISC reference point are defined in 3GPP TS 23.002 [2]. The Ici reference point is defined in 3GPP TS 23.228 [7].
-
The User Equipment (UE) shall provide the User Agent (UA) role, with the exceptions and additional capabilities to SIP as described in subclause 5.1, with the exceptions and additional capabilities to SDP as described in subclause 6.1, and with the exceptions and additional capabilities to SigComp as described in subclause 8.1. The UE shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2).

-
The P-CSCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.2, with the exceptions and additional capabilities to SDP as described in subclause 6.2, and with the exceptions and additional capabilities to SigComp as described in subclause 8.2. Under certain circumstances as described in subclause 5.2, the P-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
when acting as a subscriber to or the recipient of event information; and

b)
when performing P-CSCF initiated dialog-release, even when acting as a proxy for the remainder of the dialog;

c)
when performing retargeting as described in subclause 5.2.10.4.


The P-CSCF shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2).
-
The I-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.3.

-
The S-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.4, and with the exceptions and additional capabilities to SDP as described in subclause 6.3. Under certain circumstances as described in subclause 5.4, the S-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
the S-CSCF shall also act as a registrar. When acting as a registrar, or for the purposes of executing a third-party registration, the S-CSCF shall provide the UA role;

b)
as the notifier of event information the S-CSCF shall provide the UA role;

c)
when providing a messaging mechanism by sending the MESSAGE method, the S-CSCF shall provide the UA role; and

d)
when performing S-CSCF initiated dialog release the S-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog.

-
The MGCF shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.4.

-
The BGCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.6.

-
The AS, acting as terminating UA, or redirect server (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.1), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.2, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as originating UA (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.2), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.3, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as a SIP proxy (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.3), shall provided the proxy role, with the exceptions and additional capabilities as described in subclause 5.7.4.

-
The AS, performing 3rd party call control (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.4), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

NOTE 1:
Subclause 5.7 and its subclauses define only the requirements on the AS that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [5].

-
The AS, receiving third-party registration requests, shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.

-
The MRFC shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.8, and with the exceptions and additional capabilities to SDP as described in subclause 6.5.

-
The IBCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.10. If the IBCF provides an application level gateway functionality (IMS-ALG), then the IBCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10, and with the exceptions and additional capabilities to SDP as described in subclause 6.7. If the IBCF provides screening functionality, then the IBCF may provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10.

-
The E-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.11.

In addition to the roles specified above, the P-CSCF, the I-CSCF, the IBCF, the S-CSCF, the BGCF and the E-CSCF can act as a UA when providing server functionality to return a final response for any of the reasons specified in RFC 3261 [26].

NOTE 2:
Annex A can change the status of requirements in referenced specifications. Particular attention is drawn to table A.4 and table A.162 for capabilities within referenced SIP specifications, and to table A.317 and table A.328 for capabilities within referenced SDP specifications. The remaining tables build on these initial tables.

NOTE 3:
The allocated roles defined in this clause are the starting point of the requirements from the IETF SIP specifications, and are then the basis for the description of further requirements. Some of these extra requirements formally change the proxy role into a B2BUA. In all other respects other than those more completely described in subclause 5.2 the P-CSCF implements proxy requirements. Despite being a B2BUA a P-CSCF does not implement UA requirements from the IETF RFCs, except as indicated in this specification, e.g., relating to registration event subscription.

NOTE 4:
Except as specified in clause 5 or otherwise permitted in RFC 3261, the functional entities providing the proxy role are intended to be transparent to data within received requests and responses. Therefore these entities do not modify message bodies. If local policy applies to restrict such data being passed on, the functional entity has to assume the UA role and reject a request, or if in a response and where such procedures apply, to pass the response on and then clear the session using the BYE method.

All the above entities are functional entities that could be implemented in a number of different physical platforms coexisting with a number of other functional entities. The implementation shall give priority to transactions at one functional entity, e.g. that of the the E-CSCF, over non-emergency transactions at other entities on the same physical implementation. Such priority is similar to the priority within the functional entities themselves specified elsewhere in this document.

Additional routeing functionality can be provided to support the ability for the IM CN subsystem to provide transit functionality as specified in Annex I. The additional routeing functionality shall assume the proxy role.

* * * Next Change * * * *

5.1.1.2.1
General

The initial registration procedure consists of the UE sending an unprotected REGISTER request and, if challenged depending on the security mechanism supported for this UE, sending the integrity protected REGISTER request or other appropriate response to the challenge. The UE can register a public user identity with its contact address at any time after it has acquired an IP address, discovered a P-CSCF, and established an IP-CAN bearer that can be used for SIP signalling. However, the UE shall only initiate a new registration procedure when it has received a final response from the registrar for the ongoing registration, or the previous REGISTER request has timed out.
When registering any public user identity, if the UE has an already active pair of security associations or a TLS session, then the UE shall use those security associations or TLS session to protect the REGISTER requests. 
If the UE detects that the existing security associations or TLS sessions are no longer active (e.g., after receiving no response to several protected messages), the UE shall: 

-
consider all previously registered public user identities as deregistered; and

-
stop processing all associated ongoing dialogs and transactions, if any (i.e. no further SIP signalling will be sent by the UE on behalf of these transactions or dialogs).

The UE shall send only the unprotected REGISTER requests to the port advertised to the UE during the P-CSCF discovery procedure. If the UE does not receive any specific port information during the P-CSCF discovery procedure, or if the UE was pre-configured with the P-CSCF's IP address or domain name and was unable to obtain specific port information, the UE shall send the unprotected REGISTER request to the SIP default port values as specified in RFC 3261 [26]. 

The UE shall extract or derive a public user identity, the private user identity, and the domain name to be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A or subclause 5.1.1.1B. A public user identity may be input by the end user.

On sending an unprotected REGISTER request, the UE shall populate the header fields as follows:

a)
a From header set to the SIP URI that contains the public user identity to be registered;

b)
a To header set to the SIP URI that contains the public user identity to be registered;

c)
a Contact header set to include SIP URI(s) containing the IP address or FQDN of the UE in the hostport parameter. If the UE supports GRUU (see table A.4, item A.4/53) or multiple registerations, the UE shall include a +sip.instance parameter containing the instance ID. If the UE supports multiple registrations it shall include reg-id as described in draft-ietf-sip-outbound [92]. The UE shall include all supported ICSI values (coded as specified in subclause 7.2A.8.2) in a g.3gpp.icsi_ref feature tag as defined in subclause 7.9.2 and RFC 3840 [62] for the IMS communication services it intends to use, and IARI values (coded as specified in subclause 7.2A.9.2), for the IMS applications it intends to use in a g.3gpp.iari_ref feature tag as defined in subclause 7.9.3 and RFC 3840 [62];

d)
a Via header set to include the sent-by field containing the IP address or FQDN of the UE and the port number where the UE expects to receive the response to this request when UDPis used. For TCP, the response is received on the TCP connection on which the request was sent. The UE shall also include a "rport" parameter with no value in the Via header;

NOTE 1:
When sending the unprotected REGISTER request using UDP, the UE transmit the request from the same IP address and port on which it expects to receive the response to this request.
e)
an Expires header, or the expires parameter within the Contact header, set to the value of 600 000 seconds as the value desired for the duration of the registration;

NOTE 2:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.

f)
a Request-URI set to the SIP URI of the domain name of the home network used to address the REGISTER request;

g)
the Supported header containing the option tag "path", "histinfo", and
1)
if GRUU is supported  (see table A.4, item A.4/53), the option tag "gruu"; and

2)
if multiple registrations is supported, the option tag "outbound".
h)
if a security association or TLS session exists, and if available to the UE (as defined in the access technology specific annexes for each access technology), a P-Access-Network-Info header set as specified for the access network technology (see subclause 7.2A.4).

On receiving the 200 (OK) response to the REGISTER request, the UE shall:

a)
store the expiration time of the registration for the public user identities found in the To header value;

b)
store as the default public user identity the first URI on the list of URIs present in the P-Associated-URI header;

NOTE 3:
The UE can utilize additional URIs contained in the P-Associated-URI header, e.g. for application purposes.

c)
treat the identity under registration as a barred public user identity, if it is not included in the P-Associated-URI header;

d)
store the list of Service-Route headers contained in the Service-Route header, in order to build a proper preloaded Route header value for new dialogs and standalone transactions;

e)
find the Contact header within the response that matches the one included in the REGISTER request. If this contains a "pub-gruu" parameter or a "temp-gruu" parameter or both, and the UE supports GRUU (see table A.4, item A.4/53), then store the value of those parameters as the GRUUs for the UE in association with the public user identity that was registered; and

f)
the UE shall check whether the option-tag "outbound" is present in the Require header:
-
if no option-tag "outbound" is present, the UE shall refrain from registering additional IMS flows for the same private identity; or

-
if an option-tag "outbound" is present, the UE may establish additional IMS flows for the same private identity, as defined in draft-ietf-sip-outbound [92].
On receiving a 305 (Use Proxy) response to the unprotected REGISTER request, the UE shall:

a)
release all IP-CAN bearers used for the transport of media according to the procedures in subclause 9.2.2;

b)
initiate either a new P-CSCF discovery procedure as described in subclause 9.2.1, or select a new P-CSCF, if the UE was pre-configured with more than one P-CSCF's IP addresses or domain names;

c)
select a P-CSCF address, which is different from the previously used address, from the address list; and

d)
perform the procedures for initial registration as described in subclause 5.1.1.2.

On receiving a 423 (Interval Too Brief) response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.

On receiving a 408 (Request Timeout) response or 500 (Server Internal Error) response or 504 (Server Time-Out) or 600 (Busy Everywhere) response for an initial registration, the UE may attempt to perform initial registration again.

When the timer F expires at the UE, the UE may:

a)
select a different P-CSCF address from the list of P-CSCF addresses discovered during the procedures described in subclause 9.2.1 or from its pre-configured list of P-CSCF's IP addresses or domain names;

b)
if no response has been received when attempting to contact all P-CSCFs known by the UE, the UE may get a new set of P-CSCF-addresses as described in subclause 9.2.1; and

c)
perform the procedures for initial registration as described in subclause 5.1.1.2.

NOTE 4:
It is an implementation option whether these actions are also triggered by other means than expiration of timer F, e.g. based on ICMP messages.

After a maximum of 5 consecutive unsuccessful initial registration attempts, the UE shall not automatically attempt any further initial registration via the same network and the same P-CSCF, for an implementation dependant time of at least: 

a)
the amount of time indicated in the Retry-After header of the 4xx, 5xx, or 6xx response received in response to the most recent registration request, if that header was present; or

b)
30 minutes, if the header was not present and the initial registration was automatically performed as a consequence of a failed reregistration; or 

c)
5 minutes, if the header was not present and the initial registration was not performed as a consequence of a failed reregistration.

These limits do not apply if the UE is power cycled.
* * * Next Change * * * *

5.1.1.4.1
General

The UE can perform the reregistration of a previously registered public user identity with its contact address at any time after the initial registration has been completed. The UE shall perform the reregistration over any existing set of security associations or TLS session that is associated with the related contact address.

The UE can perform registration of additional public user identities at any time after the initial registration has been completed. The UE shall perform the registration of additional public user identities over the existing set of security associations or TLS sessions, if appropriate to the security mechanism in use, that is associated with the related contact address.

Unless either the user or the application within the UE has determined that a continued registration is not required the UE shall reregister an already registered public user identity either 600 seconds before the expiration time if the previous registration was for greater than 1200 seconds, or when half of the time has expired if the previous registration was for 1200 seconds or less, or when the UE intends to update its capabilities according to RFC 3840 [62] or when the UE needs to modify the ICSI values that the UE intends to use in a g.3gpp.icsi_ref feature tag or IARI values that the UE intends to use in the g.3gpp.iari_ref feature tag.

The UE shall protect the REGISTER request using a security association or TLS session, see 3GPP TS 33.203 [19], established as a result of an earlier registration, if one is available.

The UE shall extract or derive a public user identity, the private user identity, and the domain name to be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A or subclause 5.1.1.1B.

On sending a REGISTER request that does not contain a challenge response, the UE shall populate the header fields as follows:

a)
a From header set to the SIP URI that contains the public user identity to be registered;

b)
a To header set to the SIP URI that contains the public user identity to be registered;

c)
a Contact header set to include SIP URI(s) that contain(s) in the hostport parameter the IP address or FQDN of the UE, and containing the instance ID of the UE in the +sip.instance parameter, if the UE supports GRUU (see table A.4, item A.4/53) or multiple registrations. If the UE support multiple registrations, it shall include reg-id as described in draft-ietf-sip-outbound [92]. The UE shall include all supported ICSI values (coded as specified in subclause 7.2A.8.2) in a g.3gpp.icsi_ref feature tag as defined in subclause 7.9.2 and RFC 3840 [62] for the IMS communication it intends to use, and IARI values (coded as specified in subclause 7.2A.9.2), for the IMS applications it intends to use in a g.3gpp.iari_ref feature tag as defined in subclause 7.9.3 and RFC 3840 [62];

d)
a Via header set to include the IP address or FQDN of the UE in the sent-by field. For the TCP, the response is received on the TCP connection on which the request was sent;

e)
an Expires header, or an expires parameter within the Contact header, set to 600 000 seconds as the value desired for the duration of the registration;

NOTE 1:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.

f)
a Request-URI set to the SIP URI of the domain name of the home network used to address the REGISTER request;

g)
the Supported header containing the option tag "path", "histinfo",, and if GRUU is supported (see table A.4, item A.4/53), the option tag "gruu"; and

h)
if available to the UE (as defined in the access technology specific annexes for each access technology), a P-Access-Network-Info header set as specified for the access network technology (see subclause 7.2A.4).

On receiving the 200 (OK) response to the REGISTER request, the UE shall:

a)
store the new expiration time of the registration for this public user identity found in the To header value;

b)
store the list of Service-Route headers contained in the Service-Route header, in order to build a proper preloaded Route header value for new dialogs and standalone transactions; and
NOTE 2:
The UE can utilize additional URIs contained in the P-Associated-URI header, e.g. for application purposes.

c)
find the Contact header within the response that matches the one included in the REGISTER request. If this contains a "pub-gruu" parameter or a "temp-gruu" parameter or both, and the UE supports GRUU (see table A.4, item A.4/53), then store the value of those parameters as the GRUUs for the UE in association with the public user identity that was registered.

When a 401 (Unauthorized) response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.

On receiving a 423 (Interval Too Brief) response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.

On receiving a 408 (Request Timeout) response or 500 (Server Internal Error) response or 504 (Server Time-Out) response for a reregistration, the UE shall perform the procedures for initial registration as described in subclause 5.1.1.2.

On receiving a 305 (Use Proxy) response to the REGISTER request, the UE shall:

a)
release all IP-CAN bearers used for the transport of media according to the procedures in subclause 9.2.2;

b)
initiate either a new P-CSCF discovery procedure as described in subclause 9.2.1, or select a new P-CSCF, if the UE was pre-configured with more than one P-CSCF's IP addresses or domain names;

c)
select a P-CSCF address, which is different from the previously used address, from the address list; and

d)
perform the procedures for initial registration as described in subclause 5.1.1.2.

When the timer F expires at the UE:

1)
the UE shall stop processing of all ongoing dialogs and transactions associated with that flow, if any (i.e. no further SIP signalling will be sent by the UE on behalf of these transactions or dialogs); and

2)
after releasing all IP-CAN bearers used for the transport of media according to the procedures in subclause 9.2.2:

a)
the UE may select a different P-CSCF address from the list of P-CSCF addresses discovered during the procedures described in subclause 9.2.1 or from its pre-configured list of P-CSCF's IP addresses or domain names;

b)
if no response has been received when attempting to contact all P-CSCFs known by the UE, the UE may get a new set of P-CSCF-addresses as described in subclause 9.2.1;

c)
the UE may perform the procedures for initial registration as described in subclause 5.1.1.2; and
d)
the UE shall perform the procedures in draft-ietf-sip-outbound [92] to form a new flow to replace the failed one if it supports multiple registrations. If failed registration attempts occur in the process of creating a new flow, the flow recovery procedures defined in draft-ietf-sip-outbound [92] shall apply.
NOTE 3:
It is an implementation option whether these actions are also triggered by other means than expiration of timer F, e.g. based on ICMP messages.

* * * Next Change * * * *

5.1.2A.1.1
General
The procedures of this subclause are general to all requests and responses, except those for the REGISTER method.

When the UE sends any request, the UE shall:

-
if IMS AKA is in use as a security mechanism, include the protected server port in the Via header entry relating to the UE;

-
if SIP digest without TLS is in use as a security mechanism:

a)
if the UE has not obtained a GRUU, populate the Contact header of the request with the port value of an unprotected port where the UE expects to receive subsequent mid-dialog requests; and

b)
populate the Via header of the request with the port value of an unprotected port where the UE expects to receive responses to the request; 

-
if SIP digest with TLS is in use as a security mechanism:

a)
if the UE has not obtained a GRUU, populate the Contact header of the request with the protected server port; and

b)
include the protected server port in the Via header entry relating to the UE;
-
if NASS-IMS bundled authentication is in use as a security mechanism, and therefore no port is provided for subsequent SIP messages by the P-CSCF during registration, the UE shall send any request to the same port used for the initial registration as described in subclause 5.1.1.2;
-
if GPRS-IMS-Bundled authentication is in use as a security mechanism, and therefore no port is provided for subsequent SIP messages by the P-CSCF during registration, the UE shall send any request to the same port used for the initial registration as described in subclause 5.1.1.2.
If SIP digest without TLS is used, the UE shall not include RFC 3329 [48] headers in any SIP messages.
When SIP digest is in use, upon receiving a 407 (Proxy Authentication Required) response to an initial request, the originating UE shall:

-
extract the digest-challenge parameters as indicated in RFC 2617 [21] from the Proxy-Authenticate header field; 

-
calculate the response as described in RFC 2617 [21]; and

-
send a new request containing a Proxy-Authorization header in which the header fields are populated as defined in RFC 2617 [21] using the calculated response.

When SIP digest is in use, upon receiving a 2xx response in response to a challenged request, the originating UE shall authenticate the response using the "response-auth" directive in the Proxy-Authentication-Info header as described in draft-dotson-sip-mutual-auth [139].

Where a security association or TLS session exists, the UE shall discard any SIP response that is not protected by the security association or TLS session and is received from the P-CSCF outside of the registration and authentication procedures. The requirements on the UE within the registration and authentication procedures are defined in subclause 5.1.1.

In accordance with RFC 3325 [34] the UE may insert a P-Preferred-Identity header in any initial request for a dialog or request for a standalone transaction as a hint for creation of an asserted identity (contained in the P-Asserted-Identity header) within the IM CN subsystem.

NOTE 1:
Since the S-CSCF uses the P-Asserted-Identity header when checking whether the UE originating request matches the initial filter criteria, the P-Preferred-Identity header inserted by the UE determines which services and applications are invoked. 

The UE may include any of the following in the P-Preferred-Identity header:

-
a public user identity which has been registered by the user;

-
a public user identity returned in a registration-state event package of a NOTIFY request as a result of an implicit registration that was not subsequently deregistered or that has not expired; or

-
any other public user identity which the user has assumed by mechanisms outside the scope of this specification to have a current registration.

NOTE 2:
The temporary public user identity specified in subclause 5.1.1.1 is not a public user identity suitable for use in the P-Preferred-Identity header.

NOTE 3:
Procedures in the network require international public telecommunication numbers when telephone numbers are used in P-Preferred-Identity header.

NOTE 4:
A number of headers can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other headers that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers.

Where privacy is required, in any initial request for a dialog or request for a standalone transaction, the UE shall set the From header to "Anonymous" as specified in RFC 3261 [26].

NOTE 5:

The contents of the From header should not be relied upon to be modified by the network based on any privacy specified by the user either within the UE indication of privacy or by network subscription or network policy. Therefore the user should include the value "Anonymous" whenever privacy is explicitly required. As the user may well have privacy requirements, terminal manufacturers should not automatically derive and include values in this header from the public user identity or other values stored in or derived from the UICC. Where the user has not expressed a preference in the configuration of the terminal implementation, the implementation should assume that privacy is required. Users that require to identify themselves, and are making calls to SIP destinations beyond the IM CN subsystem, where the destination does not implement RFC 3325 [34], will need to include a value in the From header other than Anonymous.

The UE shall determine the public user identity to be used for this request as follows:

1)
if a P-Preferred-Identity was included, then use that as the public user identity for this request; or

2)
if no P-Preferred-Identity was included, then use the default public user identity for the security association or TLS session as the public user identity for this request;

If this is a request for a new dialog, and the request includes a Contact header, the Contact header is populated as follows:

1)
if a public GRUU value (pub-gruu) has been saved associated with the public user identity to be used for this request, and the UE does not indicate privacy of the P-Asserted-Identity, then the UE should insert the public GRUU (pub-gruu) value as specified in draft-ietf-sip-gruu [93];

2)
if a temporary GRUU value (temp-gruu) has been saved associated with the public user identity to be used for this request, and the UE does indicate privacy of the P-Asserted-Identity, then the UE should insert the temporary GRUU (temp-gruu) value as specified in draft-ietf-sip-gruu [93];

NOTE 6: The above items 1 and 2 are mutually exclusive.
3)
if the request is related to an IMS communication service that requires the use of an ICSI then the UE shall include in a g.3gpp.icsi_ref feature tag as defined in subclause 7.9.2 and RFC 3841 [56B] the ICSI value (coded as specified in subclause 7.2A.8.2), for the IMS communication service. The UE may also include other ICSI values that the UE is prepared to use for all dialogs with the terminating UE(s); and
4)
if the request is related to an IMS application that is supported by the UE, then the UE may include the IARI value (coded as specified in subclause 7.2A.9.2), that is related to any IMS application and that applies for the dialog, in a g.3gpp.iari_ref feature tag as defined in subclause 7.9.3 and RFC 3841 [56B].

NOTE 7: The above items 3 and 4 are mutually exclusive.
If this is a request within an existing dialog, and the request includes a Contact header, and the contact address previously used in the dialog was a GRUU, then the UE should insert the previously used GRUU value in the Contact header as specified in draft-ietf-sip-gruu [93].

If the UE supports multiple registrations, the UE shall include a Contact header according to the following rules:

-
if this is a request for a new or existing dialog, and the UE included a GRUU in the Contact header, then the UE shall include its instance ID (+sip.instance), and an "ob" parameter as described in draft-ietf-sip-outbound [92]; or

-
if this is a request for a new or existing dialog, and the UE did not include a GRUU in the Contact header, then the UE shall include the public IP address of the UE or FQDN and the protected server port value bound to the security association or TLS session in the hostport parameter along with its instance ID (+sip.instance), and an "ob" parameter as described in draft-ietf-sip-outbound [92].

If the UE support multiple registrations as specified in draft-ietf-sip-outbound [92], the UE should include option tag "outbound" in the Supported header.

The UE shall include option tag "histinfo" in the Supported header.

If this is a request for a new dialog or standalone transaction and the request is related to an IMS communication service that requires the use of an ICSI then the UE:

1)
shall include the ICSI value (coded as specified in subclause 7.2A.8.2), for the IMS communication service that is related to the request in a P-Preferred-Service header field according to draft-drage-sipping-service-identification [121]. If a list of network supported ICSI values was received as specified in 3GPP TS 24.167 [8G], the UE shall only include an ICSI value that is in the received list;

NOTE 8: The UE only receives those ICSI values correponding to the IMS communication services that the network provides to the user.
2)
may include an Accept-Contact header field containing an ICSI value (coded as specified in subclause 7.2A.8.2) that is related to the request in a g.3gpp.icsi_ref feature tag as defined in subclause 7.9.2 if the ICSI for the IMS communication service is known. 

Editor's note: It is FFS whether the UE shall always include an ICSI value in an Accept-Contact header field. This also may need some clarifications to the stage 2 text to fully align.

NOTE 9:
If the UE includes the same ICSI values into the Accept-Contact header and the P-Preferred-Service header, there is a possibility that one of the involved S-CSCFs or an AS changes the ICSI value in the P-Asserted-Service header, which results in the message including two different ICSI values (one in the P-Asserted-Service header, changed in the network and one in the Accept-Contact header).

If an IMS application indicates that an IARI is to be included in a request for a new dialog or standalone transaction, the UE shall include an Accept-Contact header field containing an IARI value (coded as specified in subclause 7.2A.9.2) that is related to the request in a g.3gpp.iari_ref feature tag as defined in subclause 7.9.3 and RFC 3841 [56B].
NOTE 10:
RFC 3841 [56B] allows multiple Accept-Contact header fields along with multiple Reject-Contact header fields in a SIP request, and within those header fields, expressions that include one or more logical operations based on combinations of feature tags. Which registered UE will be contacted depends on the Accept-Contact header field and Reject-Contact header field combinations included that evaluate to a logical expression and the relative qvalues of  the registered contacts for the targeted registered public user identity. There is therefore no guarantee that when multiple Accept-Contact header fields or additional Reject-Contact header field(s) along with the Accept-Contact header field containing the ICSI value or IARI value are included in a request that the request will be routed to a contact that registered the same ICSI value or IARI value. Charging and accounting is based upon the contents of the P-Asserted-Service header field and the actual media related contents of the SIP request and not the Accept-Contact header field contents or the contact reached.

NOTE 11:
The UE only includes the parameters require and explicit in the Accept-Contact header field containing the ICSI value or IARI value if the IMS communication service absolutely requires that the terminating UE understand the IMS communication service in order to be able to accept the session. Including the parameters require and explicit in Accept-Contact header fields in requests which don’t absolutely require that the terminating UE understand the IMS communication service in order to accept the session creates an interoperability problem for sessions which otherwise would interoperate and violates the interoperability requirements for the ICSI in 3GPP TS 23.228 [7]. 

After the dialog is established the UE may change the dialog capabilities (e.g. add a media or request a supplementary service) if defined for the IMS communication service as identified by the ICSI value using the same dialog. Otherwise, the UE shall initiate a new initial request to the other user.

The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with RFC 3323 [33], and the additional requirements contained within RFC 3325 [34].

If resource priority in accordance with RFC 4412 [116] is required for a dialog, then the UE shall include the Resource-Priority header field in all requests associated with that dialog.

Editor's Note: Further study is needed in order to find out whether usage scenarios of the Resource-Priority header field might not by covered by the mechanisms described above or might need additional action in other functional entities.

If available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall insert a P-Access-Network-Info header into any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request for a standalone method (see subclause 7.2A.4).

NOTE 12:
During the dialog, the points of attachment to the IP-CAN of the UE may change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

The UE shall build a proper preloaded Route header value for all new dialogs and standalone transactions. The UE shall build a list of Route header values made out of the following, in this order:

a)
the P-CSCF URI containing the IP address or the FQDN learnt through the P-CSCF discovery procedures; and
b)
the P-CSCF port based on the security mechanism in use:

-
if IMS AKA or SIP digest with TLS is in use as a security mechanism, the protected server port learnt during the registration procedure;

-
if SIP digest without TLS, NASS-IMS bundled authentciation or GPRS-IMS-Bundled authentication is in use as a security mechanism, the unprotected server port used during the registration procedure;

c)
and the values received in the Service-Route header saved from the 200 (OK) response to the last registration or re-registration. 

The UE may indicate that proxies should not fork the request by including a "no-fork" directive within the Request-Disposition header in the request as described in RFC 3841 [56B].
If a request is for a new dialog or standalone transaction, and the request matches a trigger for starting logging of SIP signalling, as described in draft-dawes-sipping-debug-event [140] and contained in the trace management object defined in 3GPP TS 24.323 [8K], the UE shall:

-
start to log SIP signalling for this dialog; and 

-
in any requests or responses sent on this dialog, insert a P-Debug-ID header field containing the value contained in the trace management object. 

If a request or response is sent on a dialog for which logging of signalling is in progress, the UE shall check whether a trigger for stopping logging of SIP signalling has occurred, as described in draft-dawes-sipping-debug-event [140] and contained in the trace management object defined in 3GPP TS 24.323 [8K]. 

a)
If a stop trigger event has occurred, the UE shall stop logging of signalling; or 

b)
if a stop trigger event has not occurred, the UE shall: 
-
in any requests or responses sent on this dialog, insert a P-Debug-ID header field containing the value for this session contained in the trace management object; and
-
log the request. 
When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.

NOTE 13:
It is an implementation option whether these actions are also triggered by other means.

In the event the UE receives a 181 (Call is being forwarded) response to an initial request for a dialog, or a standalone transaction, or an unknown method, the response containing a History-Info header field including an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], the UE:

-
shall execute emergency service procedures as described in subclause 5.1.6;

-
may indicate the nature of the session to the user; 
-
shall, if the preconditions mechanism is supported, send an UPDATE request method according to RFC 3311 [29]: and

1)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the UE shall include in the UPDATE request a P-Access-Network-Info header and it shall contain a location identifier such as the cell id or the identity of the I-WLAN access node;
2)
if the UE has its location information available, then the UE shall include it in the UPDATE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Geolocation header is set to a Content ID in accordance with draft-ietf-sip-location-conveyance [89]; 
3)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sip-location-conveyance [89]; and
4)
if a public GRUU value (pub-gruu) has been saved associated with the public user identity and the UE does not indicate privacy of the P-Asserted-Identity, then the UE shall insert the public GRUU (pub-gruu) value in the Contact header field of the UPDATE request as specified in draft-ietf-sip-gruu [93]; otherwise the UE shall include the protected server port in the address in the Contact header.
-
shall, upon receiving a subsequent 200 (OK) response, sent an ACK request according to procedures in RFC 3261 [26], followed by sending a re-INVITE request method according to RFC 3261 [26]: and the UE shall insert in the re-INVITE request:
NOTE 14
according to RFC 3261 [26], a reINVITE request can not be sent while another INVITE transaction is in progress in either direction.

1)
a P-Preferred-Identity that includes the public user identity or the tel URI associated with the public user identity as described in subclause 4.2;
2)
if the preconditions mechanism is not supported:
Editor’s note: usage of the re-INVITE request method for the purpose of conveying emergency session relevant information as the only fall-back when the preconditions mechanism is not supported, is FFS. For example, a PRACK request method could also convey some of the emergency session relevant information, if transmission of a PRACK request method is needed and supported.

I)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the UE shall include in the re-INVITE request a P-Access-Network-Info header and it shall contain a location identifier such as the cell id or the identity of the I-WLAN access node;
II)
if the UE has its location information available, then the UE shall include it in the re-INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Geolocation header is set to a Content ID in accordance with draft-ietf-sip-location-conveyance [89]; 
III)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sip-location-conveyance [89]; and
IV)
if a public GRUU value (pub-gruu) has been saved associated with the public user identity and the UE does not indicate privacy of the P-Asserted-Identity, then the UE shall insert the public GRUU (pub-gruu) value in the Contact header field of the re-INVITE request as specified in draft-ietf-sip-gruu [93]; otherwise the UE shall include the protected server port in the address in the Contact header.
NOTE 15:
The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

NOTE 16
it is not necessary for this reINVITE request to change the session parameters.

NOTE 17:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

NOTE 18:
During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header in any request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

* * * Next Change * * * *

5.2.1
General

Where the P CSCF provides emergency call support, the procedures of subclause 5.2.10 shall be applied first.

Subclause 5.2.2 through subclause 5.2.9 define P-CSCF procedures for SIP that do not relate to emergency. All SIP requests are first screened according to the procedures of subclause 5.2.10 to see if they do relate to an emergency. 

For all SIP transactions identified:

-
as relating to an emergency; or

-
if priority is supported, as containing an authorised Resource-Priority header, or, if such an option is supported, relating to a dialog which previously contained an authorised Resource-Priority header;

the P-CSCF shall give priority over other transactions or dialogs. This allows special treatment of such transactions or dialogs.

NOTE 1: 
The special treatment can include filtering, higher priority processing, routeing, call gapping. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

The P-CSCF shall support the Path and Service-Route headers.

NOTE 2:
The Path header is only applicable to the REGISTER request and its 200 (OK) response. The Service-Route header is only applicable to the 200 (OK) response of REGISTER request.

Editor's note: A mechanism is needed as part of registration and its associated procedures whereby the P-CSCF learns the details of the trust domain of the private network indication, and also whether than access is authorised to use a particular value of the private network indication. This information allows the P-CSCF to validate the usage of the private network indication on incoming requests, and also to insert the private network indication if appropriate on incoming requests.

When the P-CSCF sends any request or response to the UE, before sending the message the P-CSCF shall:

-
remove the P-Charging-Function-Addresses and P-Charging-Vector headers, if present.

When the P-CSCF receives any request or response from the UE, the P-CSCF:

1)
shall remove the P-Charging-Function-Addresses and P-Charging-Vector headers, if present. Also, the P-CSCF shall ignore any data received in the P-Charging-Function-Addresses and P-Charging-Vector headers; and

2)
may insert previously saved values into the P-Charging-Function-Addresses and P-Charging-Vector headers before forwarding the message;
NOTE 3:
When the P-CSCF is located in the visited network, then it will not receive the P-Charging-Function-Addresses header from the S-CSCF, IBCF, or I-CSCF. Instead, the P-CSCF discovers charging function addresses by other means not specified in this document.

3)
shall remove the P-Access-Network-Info header, if the request or the response include a P-Access-Network-Info header with a "network-provided" parameter;
4)
may insert a P-Access-Network-Info header where, if the request or the response are sent using:

-
xDSL as an IP-CAN, the access-type field is set to one of "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", or "IDSL", the "network-provided" parameter is added and the "dsl-location" parameter is set with the value received in the Location-Information header in the User-Data Answer command as specified in ETSI ES 283 035 [98];

-
Ethernet as an IP-CAN, the access-type field is set to one of "IEEE-802.3", "IEEE-802.3a", "IEEE-802.3e",  "IEEE-802.3i", "IEEE-802.3j", "IEEE-802.3u" ,"IEEE-802.3ab"or "IEEE-802.3ae", IEEE-802.3ak", IEEE-802.3aq", IEEE-802.3an", "IEEE-802.3y", "IEEE-802.3z" or "IEEE-802.3y" and if NASS subsystem is used, the "network-provided" parameter is added and the "eth-location" parameter is set with the value received in the Location-Information header in the User-Data Answer command as specified in ETSI ES 283 035 [98];
NOTE 4:
The way the P-CSCF deduces that the request comes using xDSL or Ethernet access is implementation dependent.

Editor's Note: Insertion of P-Access-Network-Info header by a P-CSCF is not allowed according to RFC 3455 [52].
-
DOCSIS as an IP-CAN, the access-type field is set to "DOCSIS" and the "network-provided" parameter is added.

NOTE 5:
The way the P-CSCF deduces that the request comes using DOCSIS access is implementation dependent.

Editor's Note: Insertion of P-Access-Network-Info header by a P-CSCF is not allowed according to RFC 3455 [52].
-
3GPP as an IP-CAN, the access-class field is set to the value has been obtained from the PCRF using the procedures specified in 3GPP TS 29.214 [13D] and the "network-provided" parameter is added.
Editor’s Note: The granularity of the RAT provided by the PCRF is different from the coding of the P-Access-Network-Info header defined in this document. The definition of the access-type field for 3GPP IP-CAN is FFS.

NOTE 6:
The way the IM CN subsystem functionalities (e.g. S-CSCF, AS) deduce the request comes using a 3GPP Rel-8 P-CSCF is implementation dependent.
Editor's Note: Insertion of P-Access-Network-Info header by a P-CSCF is not allowed according to RFC 3455 [52].
When the P-CSCF receives any request or response containing the P-Media-Authorization header, the P-CSCF shall remove the header.

NOTE 7:
Depending on the security mechanism in use, the P-CSCF can integrity protect all SIP messages sent to the UE outside of the registration and authentication procedures by using a security association or TLS session. The P-CSCF will discard any SIP message that is not protected by using a security association or TLS session and is received outside of the registration and authentication procedures. The integrity and confidentiality protection and checking requirements on the P-CSCF within the registration and authentication procedures are defined in subclause 5.2.2.

With the exception of 305 (Use Proxy) responses, the P-CSCF shall not recurse on 3xx responses.

NOTE 8:
If the P-CSCF is connected to a PDF the requirements for this interconnection is specified in the Release 6 version of this specification.

The P-CSCF may add, remove, or modify, the P-Early-Media header within forwarded SIP requests and responses according to procedures in RFC 5009 [109].

NOTE 9:
The P-CSCF can use the header for the gate control procedures, as described in 3GPP TS 29.214 [13D]. In the presence of early media for multiple dialogs due to forking, if the P-CSCF is able to identify the media associated with a dialog, (i.e., if symmetric RTP is used by the UE and and the P-CSCF can use the remote SDP information to determine the source of the media) the P-CSCF can selectively open the gate corresponding to an authorized early media flow for the selected media. 
When SIP digest without TLS is used, the P-CSCF shall discard any SIP messages received outside of the registration and authentication procedures that do not map to an existing IP association as defined in subclause 5.2.3.
In case a device performing address and/or port number conversions is provided by a NA(P)T or NA(P)T-PT controlled by the P-CSCF, the P-CSCF may need to modify the SIP contents according to the procedures described in annex F. In case a device performing address and/or port number conversions is provided by a NA(P)T or NA(P)T-PT not controlled by the P-CSCF, the P-CSCF may need to modify the SIP contents according to the procedures described in annex K if both a reg-id and instance ID parameter are present in the received contact header as described in draft-ieft-outbound [92].
When the P-CSCF receives a 181 (Call is being forwarded) message, and the message containing a History-Info header field with a hist-info entry set to an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], the P-CSCF shall remove the History-Info header field.

* * * Next Change * * * *

5.2.10.4
General treatment for all dialogs and standalone transactions excluding the REGISTER method - non-emergency registration

If the P-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user the P-CSCF shall inspect the Request URI independent of values of possible entries in the received Route headers for known emergency service identifiers, i.e. emergency numbers and the emergency service URN from these configurable lists. If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in any of these lists, the P-CSCF shall:
0)
determine the geographical location of the UE. Access technology specific procedures are described in each access technology specific annex. If the UE is roaming or the P-CSCF is in a different network than the UE's home operator's network, then the P-CSCF:

-
shall reject the request by returning a 380 (Alternative Service) response to the UE;

-
shall assume that the UE supports version 1 of the XML Schema for the IM CN subsystem XML body if support for the 3GPP IMS XML body in the Accept header is not indicated; and
-
shall include in the 380 (Alternative Service) response:

-
a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1.


The body shall contain:

NOTE 1:
Roaming is when a UE is in a geographic area that is outside the serving geographic area of the home IM CN subsystem.

a)
an <alternative-service> element, set to the parameters of the alternative service;
b)
a <type> child element, set to "emergency" to indicate that it was an emergency call;
c)
a <reason> child element, set to an operator configurable reason; and

d)
an <action> child element, set to "emergency-registration" if the request included an emergency service URN in the Request-URI.
NOTE 2:
Emergency service URN in the request-URI indicates for the network that the emergency call attempt is recognized by the UE.
1)
include in the Request-URI an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], if necessary, and execute the procedure described in step 3, 4, 5, 6, and 7, in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate. An additional sub-service type can be added if information on the type of emergency service is known. The P-CSCF shall store the emergency service URN included in the Request-URI as deduced from the Request-URI received from the UE (i.e. the Request URI as received from the UE is not in accordance with RFC 5031 [69]). The entry in the Request-URI that the P-CSCF includes may either be:

-
as received from the UE in the Request URI in accordance with RFC 5031 [69]; or

-
as deduced from the Request-URI received from the UE; and

2)
if the request contains a Contact header field containing a GRUU the P-CSCF shall save the GRUU received in the Contact header field of the request and associate it with the UE IP address and UE port such that the P-CSCF is able to route target refresh request containing that GRUU in the Request-URI. The UE port used for the association is determined as follows:
-
if IMS AKA or SIP digest with TLS is being used as a security mechanism, the UE protected server port for the security association on which the request was received; or

-
if SIP digest without TLS is being used as a security mechanism, the UE unprotected port on which the request was received.
In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

3)
the P-CSCF shall:

-
if the public user identity included in the P-Preferred-Identity header matches one of the registered public user identities, remove the P-Preferred-Identity header from the received request and insert a P-Asserted-Identity header that includes the public user identity that was present in the P-Preferred-Identity header. Add a second P-Asserted identity header that contains the tel URI associated with the public user identity. If the tel URI associated with one of the registered public user identities is included in the P-Preferred-Identity header, check the validity of the tel URI, remove the P-Preferred-Identity header and insert a P-Asserted-Identity header that includes the tel URI that was present in the P-Preferred-Identity header. Add a second P-Asserted-Identity header that contains a public user identity associated with the tel URI;


-
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header.

NOTE 3:
It is implementation dependant as to how the P-CSCF obtains the list of E-CSCFs.

In addition, if an emergency service URN was stored per step 1, the P-CSCF shall: 
-
provide the UA role when transmitting the initial request for a dialog, or a standalone transaction, or an unknown method per step 3;

-
provide the UA role when transmitting a 181 (Call is being forwarded) response, including a History-Info header. Two hist-info entries shall be generated. The first entry includes the hi-targeted-to-uri of the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method and the Index is set to "1" according to the rules specified in RFC 4244 [66]. The second entry includes the hi-targeted-to-uri of the emergency service URN stored per step 1 and the index is set to "1.1" according to the rules specified in RFC 4244 [66].

If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF and forward the INVITE request.

When the P-CSCF receives a target refresh request for a dialog with the Request-URI containing a GRUU the P-CSCF shall:

-
obtain the UE IP address and UE port associated to the GRUU contained in the Request-URI and rewrite the Request-URI with that UE IP address and UE port; and

-
perform the steps in subclause 5.2.6.4 for when the P-CSCF receives, destined for the UE, a target refresh request for a dialog.

* * * Next Change * * * *

A.2.1.2
Major capabilities

Editor's note: it needs to be checked whether it should be explicitly clarified that the IBCF (IMS-ALG) is transparent to some presence or conference extensions.

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	1
	client behaviour for registration?
	[26] subclause 10.2
	o
	c3

	2
	registrar?
	[26] subclause 10.3
	o
	c4

	2A
	registration of multiple contacts for a single address of record
	[26] 10.2.1.2, 16.6
	o
	o

	2B
	initiating a session?
	[26] subclause 13
	o
	o

	2C
	initiating a session which require local and/or remote resource reservation?
	[27]
	o
	c43

	3
	client behaviour for INVITE requests?
	[26] subclause 13.2
	c18
	c18

	4
	server behaviour for INVITE requests?
	[26] subclause 13.3
	c18
	c18

	5
	session release?
	[26] subclause 15.1
	c18
	c18

	6
	timestamping of requests?
	[26] subclause 8.2.6.1
	o
	o

	7
	authentication between UA and UA?
	[26] subclause 22.2
	c34
	c34

	8
	authentication between UA and registrar?
	[26] subclause 22.2
	o
	c74

	8A
	authentication between UA and proxy?
	[26] 20.28, 22.3
	o
	c75

	9
	server handling of merged requests due to forking?
	[26] 8.2.2.2
	m
	m

	10
	client handling of multiple responses due to forking?
	[26] 13.2.2.4
	m
	m

	11
	insertion of date in requests and responses?
	[26] subclause 20.17
	o
	o

	12
	downloading of alerting information?
	[26] subclause 20.4
	o
	o

	12A
	an extension to the session initiation protocol for request history information?
	[66]
	o
	cXY

	
	Extensions
	
	
	

	13
	the SIP INFO method?
	[25]
	o
	n/a

	14
	reliability of provisional responses in SIP?
	[27]
	c19
	c44

	15
	the REFER method?
	[36]
	o
	c33

	16
	integration of resource management and SIP?
	[30] [64]
	c19
	c44

	17
	the SIP UPDATE method?
	[29]
	c5
	c44

	19
	SIP extensions for media authorization?
	[31]
	o
	c14

	20
	SIP specific event notification?
	[28]
	o
	c13

	21
	the use of NOTIFY to establish a dialog?
	[28] 4.2
	o
	n/a

	22
	acting as the notifier of event information?
	[28]
	c2
	c15

	23
	acting as the subscriber to event information?
	[28]
	c2
	c16

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	[35]
	o
	c6

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	[34]
	o
	m

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	[33]
	o
	m

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	[33]
	c9
	c11

	26B
	application of privacy based on the received Privacy header?
	[33]
	c9
	n/a

	26C
	passing on of the Privacy header transparently?
	[33]
	c9
	c12

	26D
	application of the privacy option "header" such that those headers which cannot be completely expunged of identifying information without the assistance of intermediaries are obscured?
	[33] 5.1
	c10
	c27

	26E
	application of the privacy option "session" such that anonymization for the session(s) initiated by this message occurs?
	[33] 5.2
	c10
	c27

	26F
	application of the privacy option "user" such that user level privacy functions are provided by the network?
	[33] 5.3
	c10
	c27

	26G
	application of the privacy option "id" such that privacy of the network asserted identity is provided by the network?
	[34] 7
	c10
	n/a

	26H
	application of the privacy option "history" such that privacy of the History-Info header is provided by the network?
	[66] 7.2
	c37
	c37

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	[50]
	o
	c7

	28
	session initiation protocol extension header field for service route discovery during registration?
	[38]
	o
	c17

	29
	compressing the session initiation protocol?
	[55]
	o
	c8

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	[52]
	o
	m

	31
	the P-Associated-URI header extension?
	[52] 4.1
	c21
	c22

	32
	the P-Called-Party-ID header extension?
	[52] 4.2
	c21
	c23

	33
	the P-Visited-Network-ID header extension?
	[52] 4.3
	c21
	c24

	34
	the P-Access-Network-Info header extension?
	[52] 4.4
	c21
	c25

	35
	the P-Charging-Function-Addresses header extension?
	[52] 4.5
	c21
	c26

	36
	the P-Charging-Vector header extension?
	[52] 4.6
	c21
	c26

	37
	security mechanism agreement for the session initiation protocol?
	[48]
	o
	c20

	38
	the Reason header field for the session initiation protocol?
	[34A]
	o
	c68

	38A
	use of the Reason header field in Session Initiation Protocol (SIP) responses?
	[130]
	o
	c82

	39
	an extension to the session initiation protocol for symmetric response routeing?
	[56A]
	o
	c62

	40
	caller preferences for the session initiation protocol?
	[56B]
	C29
	c29

	40A
	the proxy-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40B
	the cancel-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40C
	the fork-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40D
	the recurse-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40E
	the parallel-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40F
	the queue-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	41
	an event state publication extension to the session initiation protocol?
	[70]
	o
	c30

	42
	SIP session timer?
	[58] 
	c19
	c19

	43
	the SIP Referred-By mechanism?
	[59]
	o
	c33

	44
	the Session Inititation Protocol (SIP) "Replaces" header?
	[60]
	c19
	c38 (note 1)

	45
	the Session Inititation Protocol (SIP) "Join" header?
	[61]
	c19
	c19 (note 1)

	46
	the callee capabilities?
	[62]
	o
	c35

	47
	Void
	n.a.
	n.a
	n.a

	48
	Rejecting anonymous requests in the session initiation protocol?
	[67]
	o
	o

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response?
	[68]
	o
	o

	50
	Session Initiation Protocol's (SIP) non-INVITE transactions?
	[84]
	m
	m

	51
	the P-User-Database private header extension?
	[82] 4
	o
	o

	52
	a uniform resource name for services?
	[69]
	n/a
	c39

	53
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	[93]
	o
	c40 (note 2)

	54
	an extension to the session initiation protocol for request cpc information?
	[95]
	o
	c41

	55
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	[96]
	o
	c42

	56
	the SIP P-Profle-Key private header extension?
	[97]
	n/a
	n/a

	57
	managing client initiated connections in SIP?
	[92]
	o
	c45

	58
	indicating support for interactive connectivity establishment in SIP?
	[102]
	o
	c46

	59
	multiple-recipient MESSAGE requests in the session initiation protocol?
	[104]
	c47
	c48

	60
	SIP location conveyance?
	[89]
	o
	c49

	61
	referring to multiple resources in the session initiation protocol?
	[105]
	c50
	c50

	62
	conference establishment using request-contained lists in the session initiation protocol?
	[106]
	c51
	c52

	63
	subscriptions to request-contained resource lists in the session initiation protocol?
	[107]
	c53
	c53

	64
	dialstring parameter for the session initiation protocol uniform resource identifier?
	[103]
	o
	c19

	65
	the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular?
	[111]
	o
	c60

	66
	the SIP P-Early-Media private header extension for authorization of early media?
	[109] 8
	o
	c58

	67
	number portability parameters for the ‘tel’ URI?
	[112]
	o
	c54

	67A
	assert or process carrier indication?
	[112]
	o
	c55

	67B
	local number portability?
	[112]
	o
	c57

	68
	DAI Parameter for the ‘tel’ URI?
	[113]
	o
	c56

	69
	extending the session initiation protocol Reason header for preemption events
	[115]
	c69
	c69

	70
	communications resource priority for the session initiation protocol?
	[116]
	o
	c70

	70A
	inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol?
	[116] 4.2
	c72
	c72

	70B
	inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol?
	[116] 4.2
	c72
	c72

	70C
	resource priority namespace of DSN (Defense switched network)?
	[116] 10.2
	c71
	n/a

	70D
	resource priority namespace of DSRN (Defense RED switched network)?
	[116] 10.3
	c71
	n/a

	70E
	resource priority namespace of Q735?
	[116] 10.4
	c71
	n/a

	70F
	resource priority namespace of ETS (Government Emergency Telecommunications Service)?
	[116] 10.5
	c71
	n/a

	70G
	resource priority namespace of WPS (Wireless priority service)?
	[116] 10.6
	c71
	c73

	71
	addressing an amplification vulnerability in session initiation protocol forking proxies?
	[117]
	o
	c87

	72
	the remote application identification of applying signalling compression to SIP
	[79] 9.1
	o
	c8

	73
	a session initiation protocol media feature tag for MIME application sub-types?
	[120]
	o
	c59

	74
	Identification of communication services in the session initiation protocol? 
	[121]
	o
	c61

	75
	a framework for consent-based communications in SIP?
	[125]
	c76
	c76

	75A
	a relay within the framework for consent-based communications in SIP?
	[125]
	c77
	c78

	75B
	a recipient within the framework for consent-based communications in SIP?
	[125]
	c80
	c79

	76
	transporting user to user information for call centers using SIP?
	[126]
	o
	c81

	77
	requirements for explicit private network indication?
	[134]
	o
	o

	79
	proxy mutual authentication in SIP?
	[139]
	c84
	c83

	80
	the P-Debug-ID header extension?
	[141]
	o
	c85

	81
	the 199 (Early Dialog Terminated) response code)
	[142]
	o
	c86

	c2:
IF A.4/20 THEN o.1 ELSE n/a - - SIP specific event notification extension.

c3:
IF A.3/1 OR A.3/4 THEN m ELSE n/a - - UE or S-CSCF functional entity.

c4:
IF A.3/4 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - S-CSCF or AS functional entity.

c5:
IF A.4/16 THEN m ELSE o - - integration of resource management and SIP extension.

c6:
IF A.3/4 OR A.3/1 THEN m ELSE n/a. - - S-CSCF or UE.

c7:
IF A.3/1 OR A.3/4 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B THEN m ELSE n/a - - UA or S-CSCF or AS acting as terminating UA or AS acting as originating UA or AS performing 3rd party call control or IBCF (IMS-ALG).

c8:
IF A.3/1 THEN (IF (A.3B/1 OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5 OR A.3B/6 OR A.3B/7 OR A.3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14 OR A.3B/15) THEN m ELSE o) ELSE n/a - - UE behaviour (based on P-Access-Network-Info usage).

c9:
IF A.4/26 THEN o.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/26B THEN o.3 ELSE n/a - - application of privacy based on the received Privacy header.

c11:
IF A.3/1 OR A.3/6 THEN o ELSE IF A.3/9B THEN m ELSE n/a - - UE or MGCF, IBCF (IMS-ALG).

c12:
IF A.3/7D THEN m ELSE n/a - - AS performing 3rd-party call control.

c13:
IF A.3/1 OR A.3/2 OR A.3/4 OR A.3/9B THEN m ELSE o - - UE or S-CSCF or IBCF (IMS-ALG).

c14:
IF A.3/1 AND A4/2B THEN m ELSE IF A.3/2 THEN o ELSE n/a – UE and initiating sessions or P-CSCF.

c15:
IF A.4/20 AND (A.3/4 OR A.3/9B) THEN m ELSE o – SIP specific event notification extensions and S-CSCF or IBCF (IMS-ALG).

c16:
IF A.4/20 AND (A.3/1 OR A.3/2 OR A.3/9B) THEN m ELSE o - - SIP specific event notification extension and UE or P-CSCF or IBCF (IMS-ALG).

c17:
IF A.3/1 or A.3/4 THEN m ELSE n/a - - UE or S-CSCF.

c18:
IF A.4/2B THEN m ELSE n/a - - initiating sessions.

c19:
IF A.4/2B THEN o ELSE n/a - - initiating sessions.

c20:
IF A.3/1 THEN m ELSE n/a - - UE behaviour.

c21:
IF A.4/30 THEN o.4 ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP).

c22:
IF A.4/30 AND (A.3/1 OR A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF or UA.

c23:
IF A.4/30 AND A.3/1 THEN o ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE.

c24:
IF A.4/30 AND A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF.

c25:
IF A.4/30 AND (A.3/1 OR A.3/4 OR A.3/7A OR A.3/7D OR A.3/9B) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE, S-CSCF or AS acting as terminating UA or AS acting as third-party call controller or IBCF (IMS-ALG).

c26:
IF A.4/30 AND (A.3/6 OR A.3/7A OR A.3/7B or A.3/7D) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and MGCF, AS acting as a terminating UA, or AS acting as an originating UA, or AS acting as third-party call controller.

c27:
IF A.3/7D THEN o ELSE x - - AS performing 3rd party call control.

c28:
IF A.3/1 THEN m ELSE o.5 - - UE.

c29:
IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a - - support of any directives within caller preferences for the session initiation protocol.

c30:
IF A.3A/1 OR A.3A/2 THEN m ELSE IF A.3/1 THEN o ELSE n/a - - presence server, presence user agent, UE, AS.

c33:
IF A.3/9B OR A.3A/11 OR A.3A/12 OR A.4/44 THEN m ELSE o - - IBCF (IMS-ALG) or conference focus or conference participant or the Session Inititation Protocol (SIP) "Replaces" header.

c34:
IF A.4/44 OR A.4/45 OR A.3/9B THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header or the Session Inititation Protocol (SIP) "Join" header or IBCF (IMS-ALG).
c35: 
IF A.3/4 OR A.3/9B OR A.3A/21 OR A.3A/22 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7 OR A.3/8) THEN o ELSE n/a - - S-CSCF or IBCF (IMS-ALG) functional entities or CSI user agent or CSI application server, UE or MGCF or AS or MRFC functional entity.

c37
IF A.4/12A THEN o.3 ELSE n/a - - an extension to the session initiation protocol for request history information.

c38:
IF A.4/2B AND (A.3A/11 OR A.3A/12 OR A.3/7D) THEN m ELSE IF A.4/2B THEN o ELSE n/a - - initiating sessions, conference focus, conference participant, AS performing 3rd party call control.

c39:
IF A.3/1 THEN m ELSE n/a - - UE.

c40
IF A.3/4 OR A.3/1 THEN m ELSE IF (A.3/7A OR A.3/7B OR A.3/7D) THEN o ELSE n/a - - S-CSCF, UE, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c41:
IF A.3/2 OR A.3/3 OR A.3/4 OR A.3.5 OR A.3/6 OR A.3/7 OR A.3/8 OR A.3/9 THEN o ELSE n/a - - cpc URI parameter.

c42:
IF A.3/1 n/a ELSE o - - UE.

c43:
IF A.4/2B THEN o ELSE n/a - - initiating sessions. 

c44:
IF A.4/2C THEN m ELSE o - - initiating a session which require local and/or remote resource reservation.

c45:
IF A.3/1 OR A.3/4 THEN o ELSE n/a - - UE, S-CSCF.

c46
IF A.3/1 OR A.3/4 THEN o ELSE n/a - - UE, S-CSCF.

c47:
IF A.4/27 THEN o ELSE n/a - - a messaging mechanism for the Session Initiation Protocol (SIP).

c48:
IF A.3A/32 AND A.4/27 THEN m ELSE IF A.4/27 THEN o ELSE n/a - - messaging list server, a messaging mechanism for the Session Initiation Protocol (SIP).

c49:
IF A.3/1 OR A.3/9B THEN m ELSE o - - UE, IBCF (IMS-ALG).

c50:
IF A.4/15 THEN o ELSE n/a - - the REFER method.

c51:
IF A.4/2B THEN o ELSE n/a - - initiating a session.

c52:
IF A.3A/11 AND A.4/2B THEN m ELSE IF A.4/2B THEN o ELSE n/a - - conference focus, initiating a session.

c53:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification.

c54:
IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7D THEN o, ELSE n/a - - UE, MGCF, AS acting as originating UA, AS performing 3rd party call control.

c55:
IF A.4/67 THEN m ELSE n/a - - number portability parameters for the ‘tel’ URI.

c56:
IF A.3/6 OR A.3/7B OR A.3/7D THEN o, ELSE n/a - - MGCF, AS acting as originating UA, AS performing 3rd party call control.

c57:
IF A.4/67 THEN m ELSE n/a - - number portability parameters for the 'tel' URI.

c58:
IF A.3/9B OR A.3/6 THEN m ELSE o - - IBCF (IMS-ALG), MGCF.

c59:
IF (A.3/4 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/8) THEN o ELSE n/a - - S-CSCF, UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, or MRFC.

c60:
IF A.3/9B THEN m ELSE IF A.3/1 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, AS acting as terminating UA, AS acting as originating UA, AS performing 3rd party call control.

c61:
IF (A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/8 OR A.3/9B) THEN o ELSE n/a - - UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, or MRFC or IBCF (IMS-ALG).

c62:
IF A.3/1 THEN o ELSE n/a - - UE.

c68:
IF A.4/69 THEN m ELSE o  - - extending the session initiation protocol Reason header for preemption events and Q.850 causes.

c69:
IF A.4/70C OR A.4/70D OR A.4/70E THEN m ELSE o - - resource priority namespace of DSN (Defense switched network), resource priority namespace of DSRN (Defence RED switched network), resource priority namespace of Q735.

c70:
IF A.3/9B THEN m ELSE IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c71:
IF A.4/70 THEN o.6 ELSE n/a - - communications resource priority for the session initiation protocol.
c72:
IF A.4/70 THEN o ELSE n/a - - communications resource priority for the session initiation protocol
c73:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c74:
IF A.3/4 OR A.3/1 THEN o ELSE n/a. - - S-CSCF or UE.
c75:
IF A.3/1 THEN o ELSE n/a. - - UE.
c76:
IF A.4/75A OR A.4/75B THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP, a recipient within the framework for consent-based communications in SIP.

c77:
IF A.4/59 OR A.4/61 OR A.4/62 OR A.4/63 THEN m ELSE o - - multiple-recipient MESSAGE requests in the session initiation protocol, referring to multiple resources in the session initiation protocol, conference establishment using request-contained lists in the session initiation protocol, subscriptions to request-contained resource lists in the session initiation protocol.
c78:
IF (A.4/59 OR A.4/61 OR A.4/62 OR A.4/63) AND (A.3A/11 OR A.3A/31) THEN m ELSE o - - multiple-recipient MESSAGE requests in the session initiation protocol, referring to multiple resources in the session initiation protocol, conference establishment using request-contained lists in the session initiation protocol, subscriptions to request-contained resource lists in the session initiation protocol, conference focus, messaging application server.

c79:
IF A.3/9B OR (A.3/1 AND (A.4/2B OR A.4/15 OR A.4/20 OR A.4/27)) THEN m ELSE IF A.3/6 OR A.3/7A OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, initiating a session, the REFER method, SIP specific event notification, a messaging mechanism for the Session Initiation Protocol (SIP), AS acting as terminating UA, or redirect server, AS performing 3rd party call control.

c80:
IF A.4/2B OR A.4/15 OR A.4/20 OR A.4/27 THEN m ELSE n/a - - initiating a session, the REFER method, SIP specific event notification, a messaging mechanism for the Session Initiation Protocol (SIP).

c81: 
IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE IF A.3/9B THEN m ELSE n/a - - UE, MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG).
c82:
IF A.3/6 THEN m ELSE n/a - - MGCF.
c83: 
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c84: 
IF A.4/8A THEN o ELSE n/a - - authentication between UA and proxy.
c85:
IF A.3/1 OR A.3/2 THEN m ELSE n/a - - UE, P-CSCF.
c86:
IF A.3/4 OR A.3/1 OR A.3/6 THEN m ELSE n/a. - - S-CSCF or UE or MGCF.
c87:
IF A.3/9B OR A.3/9C THEN m ELSE o - - IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

cXY:
IF A.3/1 OR A.3/2 THEN m ELSE o - - UE or P-CSCF.

o.1:
At least one of these capabilities is supported.

o.2: 
At least one of these capabilities is supported.

o.3: 
At least one of these capabilities is supported.

o.4:
At least one of these capabilities is supported.

o.5:
At least one of these capabilities is supported.

o.6:
It is mandatory to support at least one of these items.

	NOTE 1:
Void
NOTE 2:
If a UE is unable to become engaged in a service that potentially requires the ability to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity then the UE support can be "o" instead of "m". Examples include telemetry applications, where point-to-point communication is desired between two users.


Editor's Note: In table A.4, additional usage scenarios of the Resource-Priority header field might not by covered by the condition c70. They might need additional action in other functional entities.

Editors Note: Additional work on UUS maybe needed in IETF.
Editor's Note: It is FFS whether other IMS entities will be added to condition c85. 
Prerequisite A.5/20 - - SIP specific event notification

Table A.4A: Supported event packages

	Item
	Does the implementation support
	Subscriber
	Notifier

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	reg event package?
	[43]
	c1
	c3
	[43]
	c2
	c4

	1A
	reg event package extension for GRUUs?
	[94]
	c1
	c25
	[94]
	c2
	c4

	2
	refer package?
	[36] 3
	c13
	c13
	[36] 3
	c13
	c13

	3
	presence package?
	[74] 6
	c1
	c5
	[74] 6
	c2
	c6

	4
	eventlist with underlying presence package?
	[75], [74] 6
	c1
	c7
	[75], [74] 6
	c2
	c8

	5
	presence.winfo template-package?
	[72] 4
	c1
	c9
	[72] 4
	c2
	c10

	6
	ua-profile package?
	[77] 3
	c1
	c11
	[77] 3
	c2
	c12

	7
	conference package?
	[78] 3
	c1
	c21
	[78] 3
	c1
	c22

	8
	message-summary package?
	[65] 
	c1
	c23
	[65] 3
	c2
	c24

	9
	poc-settings package?
	[110]
	c1
	c26
	[110]
	c2
	c27

	10
	debug event package?
	[140]
	c1
	c28
	[140]
	c2
	c4

	c1:
IF A.4/23 THEN o ELSE n/a - - acting as the subscriber to event information.

c2:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c3:
IF A.3/1 OR A.3/2 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - UE, P-CSCF, AS.

c4:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c5:
IF A.3A/3 OR A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - resource list server or watcher, acting as the subscriber to event information.

c6:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c7:
IF A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - watcher, acting as the subscriber to event information.

c8:
IF A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - resource list server, acting as the notifier of event information.

c9:
IF A.3A/2 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent, acting as the subscriber to event information.

c10:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c11:
IF A.3A/2 OR A.3A/4 THEN o ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent or watcher, acting as the subscriber to event information.

c12:
IF A.3A/1 OR A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server or resource list server, acting as the notifier of event information.

c13:
IF A.4/15 THEN m ELSE n/a - - the REFER method.

c21:
IF A.3A/12 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - conference participant or acting as the subscriber to event information.

c22:
IF A.3A/11 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - conference focus or acting as the notifier of event information.

c23: 
IF A.3A/52 THEN m ELSE (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/23 THEN o ELSE n/a - - message waiting indication subscriber UA, UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as subscriber of event information.

c24:
IF A.3A/52 THEN m ELSE (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/22 THEN o ELSE n/a - - message waiting indication notifier UA, UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as notifier of event information.

c25:
IF A.4A/1 THEN (IF A.3/1 AND A.4/53 THEN m ELSE o) ELSE n/a - - reg event package, UE, reg event package extension for GRUUs.

c26:
IF (A.3/7B OR A.3/1) AND (A.4/23 OR A.4/41) THEN o ELSE n/a - - AS acting as originating UA, UE ,acting as the subscriber to event information, an event state publication extension to the session initiation protocol.

c27:
IF (A.4/22 OR A.4/41) AND A.3/1 THEN o ELSE n/a - - UE, acting as the notifier of event information, an event state publication extension to the session initiation protocol.
c28:
IF A.3/1 OR A.3/2 THEN m ELSE n/a - - UE, P-CSCF.


Editor's Note: It is FFS whether other IMS entities will be added to condition c28. 
* * * Next Change * * * *

A.2.1.4.7
INVITE method

Prerequisite A.5/8 - - INVITE request

Table A.46: Supported headers within the INVITE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c32
	c32

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	4
	Alert-Info
	[26] 20.4
	o
	o
	[26] 20.4
	c1
	c1

	5
	Allow
	[26] 20.5, [26] 5.1
	o (note 1)
	o
	[26] 20.5, [26] 5.1
	m
	m

	6
	Allow-Events
	[28] 7.2.2
	c2
	c2
	[28] 7.2.2
	c2
	c2

	8
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	9
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	10
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	11
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	12
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	13
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	14
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	15
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	16
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	17
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	18
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	19
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	20
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	20A
	Geolocation
	[89] 3.2
	c33
	c33
	[89] 3.2
	c33
	c33

	20B
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1 
	c31
	c31

	21
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	21A
	Join
	[61] 7.1
	c30
	c30
	[61] 7.1
	c30
	c30

	21B
	Max-Breadth
	[117] 5.8
	n/a
	c45
	[117] 5.8
	c46
	c46

	22
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	23
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	23A
	Min-SE
	[58] 5
	c26
	c26
	[58] 5
	c25
	c25

	24
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	24A
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	24B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c7
	c7

	24C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c38
	c38

	24D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	24F
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	24G
	P-Debug-ID
	[141]
	o
	c43
	[141]
	o
	c44

	24H
	P-Early-Media
	[109] 8
	c34
	c34
	[109] 8
	c34
	c34

	25
	P-Media-Authorization
	[31] 5.1
	n/a
	n/a
	[31] 5.1
	c11
	c12

	25A
	P-Preferred-Identity
	[34] 9.2
	c7
	c5
	[34] 9.2
	n/a
	n/a

	25B
	P-Preferred-Service
	[121] 4.2
	c37
	c36
	[121] 4.2
	n/a
	n/a

	25C
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	25D
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	25E
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	26
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	26A
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	26B
	Private-Network-Indication
	[134]
	c42
	c42
	[134]
	c42
	c42

	27
	Proxy-Authorization
	[26] 20.28
	c6
	c6
	[26] 20.28
	n/a
	n/a

	28
	Proxy-Require
	[26] 20.29
	o (note 2)
	o (note 2)
	[26] 20.29
	n/a
	n/a

	28A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	29
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	30
	Referred-By
	[59] 3
	c27
	c27
	[59] 3
	c28
	c28

	31
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c32
	c32

	31A
	Replaces
	[60] 6.1
	c29
	c29
	[60] 6.1
	c29
	c29

	31B
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	31C
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	c32
	c32

	32
	Require
	[26] 20.32
	o
	m
	[26] 20.32
	m
	m

	32A
	Resource-Priority
	[116] 3.1
	c35
	c35
	[116] 3.1
	c35
	c35

	33
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	33A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	33B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	33C
	Session-Expires
	[58] 4
	c25
	c25
	[58] 4
	c25
	c25

	34
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	35
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	36
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	37
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	37A
	Trigger-Consent
	[125] 5.11.2
	c39
	c39
	[125] 5.11.2
	c40
	c40

	38
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	38A
	User-to-User
	[126] 5
	c41
	c41
	[126] 5
	c41
	c41

	39
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/12 THEN m ELSE n/a - - downloading of alerting information.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c7:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.

c12:
IF A.3/1 THEN m ELSE n/a - - UE.

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 4).

c23:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

c26:
IF A.4/42 THEN o ELSE n/a - - the SIP session timer.

c27:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c28:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c29:
IF A.4/44 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header.

c30:
IF A.4/45 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Join" header.

c31:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c33:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c34:
IF A.4/66 THEN m ELSE n/a - - The SIP P-Early-Media private header extension for authorization of early media.

c35:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c36:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and identification of communication services in the session initiation protocol
c37:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol 

c38:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol.
c39:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c40:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c41: 
IF A.4/76 THEN o ELSE n/a - - transporting user to user information for call centers using SIP.

c42:
IF A.4/77 THEN m ELSE n/a - - requirements for explicit private network indication.

c43:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol. 

c44:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c45:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c46:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

o.1:
At least one of these shall be supported.

	NOTE 1:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.

NOTE 2: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 4:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/8 - - INVITE request

Table A.47: Supported message bodies within the INVITE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	XML Schema for PSTN
	[11B]
	
	c1
	[11B]
	
	c1

	c1:
IF A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B THEN o ELSE n/a - -  MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG).


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.48: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol. 

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/9 - - INVITE response for all remaining status-codes

Table A.49: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	8ª
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation
	[89] 3.2
	c14
	c14
	[89] 3.2
	c14
	c14

	9B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1 
	c13
	c13

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	11B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	11C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c11
	c11

	11D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	11E
	P-Debug-ID
	[141]
	o
	c16
	[141]
	o
	c17

	11F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	11G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	11H
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	11I
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	11J
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13B
	User-to-User
	[126] 5
	c15
	c15
	[126] 5
	c15
	c15

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/6 OR A.6/18 THEN m ELSE o - - 200 (OK), 405 (Method Not Allowed).

c13:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c15: 
IF A.4/76 THEN o ELSE n/a - - transporting user to user information for call centers using SIP.

c16:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol. 

c17:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/101A - - Additional for 18x response

Table A.50: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Contact
	[26] 20.10
	o
	m
	[26] 20.10
	m
	m

	5
	P-Answer-State
	[111]
	c13
	c13
	[111]
	c13
	c13

	5A
	P-Early-Media
	[109] 8
	c14
	c14
	[109] 8
	c14
	c14

	6
	P-Media-Authorization
	[31] 5.1
	n/a
	n/a
	[31] 5.1
	c11
	c12

	7
	Record-Route
	[26] 20.30
	o
	m
	[26] 20.30
	m
	m

	9
	Rseq
	[27] 7.1
	c2
	m
	[27] 7.1
	c3
	m

	c2:
IF A.4/14 THEN o ELSE n/a - - reliability of provisional responses in SIP.

c3:
IF A.4/14 THEN m ELSE n/a - - reliability of provisional responses in SIP.

c11:
IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.

c12:
IF A.3/1 THEN m ELSE n/a - - UE.

c13:
IF A.4/65 THEN m ELSE n/a - - the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular.

c14:
IF A.4/66 THEN m ELSE n/a - - the SIP P-Early-Media private header extension for authorization of early media.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/5A - - Additional for 199 (Early Dialog Terminated) response

Table A.50A: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Contact
	[26] 20.10
	o
	m
	[26] 20.10
	m
	m

	7
	Record-Route
	[26] 20.30
	o
	m
	[26] 20.30
	m
	m

	9
	Rseq
	[27] 7.1
	c2
	m
	[27] 7.1
	c3
	m

	c2:
IF A.4/14 THEN o ELSE n/a - - reliability of provisional responses in SIP.

c3:
IF A.4/14 THEN m ELSE n/a - - reliability of provisional responses in SIP.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.51: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	1B
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	1C
	Accept-Resource-Priority
	[116] 3.2
	c15
	c15
	[116] 3.2
	c15
	c15

	2
	Allow-Events
	[28] 7.2.2
	c3
	c3
	[28] 7.2.2
	c4
	c4

	4
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	6
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	P-Answer-State
	[111]
	c14
	c14
	[111]
	c14
	c14

	8
	P-Media-Authorization
	[31] 5.1
	n/a
	n/a
	[31] 5.1
	c11
	c12

	8A
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139] 9
	c16
	c16

	9
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	m
	m

	10
	Session-Expires
	[58] 4
	c13
	c13
	[58] 4
	c13
	c13

	13
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c4:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c11:
IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.

c12:
IF A.3/1 THEN m ELSE n/a - - UE.

c13:
IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

c14:
IF A.4/65 THEN m ELSE n/a - - the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular.

c15:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c16: 
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.51A: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.52: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Contact
	[26] 20.10
	o (note 1)
	o
	[26] 20.10
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.53: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Proxy-Authenticate
	[26] 20.27
	c3
	c3
	[26] 20.27
	c3
	c3

	13
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 600 (Busy Everywhere), 603 (Decline) response

Table A.54: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.55: Void

Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.56: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	11
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.57: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.57A: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.58: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	10
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.58A: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/28A - - Additional for 422 (Session Interval Too Small) response

Table A.58B: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Min-SE
	[58] 5
	c1
	c1
	[58] 5
	c1
	c1

	c1: 
IF A.4/42 THEN o ELSE n/a - - the SIP session timer.


Table A.59: Void

Table A.60: Void

Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/29G - - Additional for 470 (Consent Needed) response

Table A.60A: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/45 - - 503 (Service Unavailable)

Table A.61: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	m


Prerequisite A.5/9 - - INVITE response

Prerequisite: A.6/17 OR A.6/22 OR A.6/29D OR A.6/30 OR A.6/34 OR A.6/36 OR A.6/42 OR A.6/44 - - Additional for 404 (Not Found), 410 (Gone), 433(Anonymity Disallowed), 480(Temporarily not available), 484 (Address Incomplete), 486 (Busy Here), 500 (Internal Server Error), 502 (Busy Everywhere) response

Table A.61A: Supported headers within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Reason
	[130]
	o
	c1
	[130]
	o
	c1

	c1:
IF A.4/38A THEN o ELSE n/a - - use of the Reason header field in Session Initiation Protocol (SIP) responses?


Prerequisite A.5/9 - - INVITE response

Table A.62: Supported message bodies within the INVITE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	XML Schema for PSTN
	[11B]
	
	c1
	[11B]
	
	c1

	c1:
IF A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B THEN o ELSE n/a - -  MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG).


* * * Next Change * * * *

A.2.1.4.7A
MESSAGE method

Prerequisite A.5/9A - - MESSAGE request

Table A.62A: Supported headers within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c28
	c28

	1A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	6
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	7
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	8
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 29.15
	m
	m

	11
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	13
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	14A
	Geolocation
	[89] 3.2
	c29
	c29
	[89] 3.2
	c29
	c29

	14B
	History-Info
	[66] 4.1
	c27
	c27
	[66] 4.1
	c27
	c27

	15
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	15A
	Max-Breadth
	[117] 5.8
	n/a
	c39
	[117] 5.8
	c40
	c40

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	18
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	18A
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c16

	18B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	18C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c33
	c33

	18D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	18E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	18F
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	18G
	P-Debug-ID
	[141]
	o
	c37
	[141]
	o
	c38

	18H
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	18I
	P-Preferred-Service
	[121] 4.2
	c32
	c31
	[121] 4.2
	n/a
	n/a

	18J
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	18K
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	18L
	P-Visited-Network-ID
	[52] 4.3
	x (note 1)
	x
	[52] 4.3
	c14
	n/a

	19
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	19A
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	19B
	Private-Network-Indication
	[134]
	c36
	c36
	[134]
	c36
	c36

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c6
	c6
	[34A] 2
	c6
	c6

	22
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	22A
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	23
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c28
	c28

	23A
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	23B
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	c28
	c28

	24
	Require
	[26] 20.32
	c8
	o
	[26] 20.32
	m
	m

	24A
	Resource-Priority
	[116] 3.1
	c30
	c30
	[116] 3.1
	c30
	c30

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	25A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	25B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	26
	Subject
	[26] 20.35
	o
	o
	[26] 20.36
	o
	o

	27
	Supported
	[26] 20.37
	c9
	m
	[26] 20.37
	m
	m

	28
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	29
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	29A
	Trigger-Consent
	[125] 5.11.2
	c34
	c34
	[125] 5.11.2
	c35
	c35

	30
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	31
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/14 THEN o.1 ELSE o - - Reliable transport.

c9:
IF IF A.4/14 THEN o.1 ELSE o - - support of reliable transport.

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP). 

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c23:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c27:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c28:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c30:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c31:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and Identification of communication services in the session initiation protocol
c32:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol.
c33:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol.
c34:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c35:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c36:
IF A.4/77 THEN m ELSE n/a - - requirements for explicit private network indication.

c37:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c38:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c39:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c40:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

	NOTE 1:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/9A - - MESSAGE request

Table A.62B: Supported message bodies within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	permission document
	[125] 5.4
	c1
	c1
	[125] 5.4
	c2
	c2

	c1:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c2:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.62BA: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/9B - - MESSAGE response for all remaining status-codes

Table A.62C: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	3
	Content-Disposition
	[26] 20.11
	o (note 1)
	o (note 1)
	[26] 20.11
	m (note 1)
	m (note 1)

	4
	Content-Encoding
	[26] 20.12
	o (note 1)
	o (note 1)
	[26] 20.12
	m (note 1)
	m (note 1)

	5
	Content-Language
	[26] 20.13
	o (note 1)
	o (note 1)
	[26] 20.13
	m (note 1)
	m (note 1)

	6
	Content-Length
	[26] 20.14
	m (note 1)
	m (note 1)
	[26] 20.14
	m (note 1)
	m (note 1)

	7
	Content-Type
	[26] 20.15
	m (note 1)
	m (note 1)
	[26] 20.15
	m (note 1)
	m (note 1)

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9A
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10A
	Geolocation
	[89] 3.2
	c14
	c14
	[89] 3.2
	c14
	c14

	10B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	11
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	12A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	12B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	12C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	12D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	12E
	P-Debug-ID
	[141]
	o
	c15
	[141]
	o
	c16

	12F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	12G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	12H
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	12I
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	13
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	14
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	15
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	16
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	17
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	18
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c13:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c15:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c16:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE 1: 
RFC 3428 [50] clause 7 states that all 2xx class responses to a MESSAGE request must not include any body, therefore for 2xx responses to the MESSAGE request the values on Sending side for "RFC status" and "Profile status" are "x", the values for Receiving side for "RFC status" and "Profile Status" are "n/a". RFC 3261 [26] subclause 7.4 states that all responses may contain bodies, therefore for all responses to the MESSAGE request other than 2xx responses, the values on Sending side for "RFC status" and "Profile status" are "o", the values for Receiving side for "RFC status" and "Profile Status" are "m".


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.62D: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c5
	c5
	[116] 3.2
	c5
	c5

	1
	Allow-Events
	[28] 7.2.2
	c3
	c3
	[28] 7.2.2
	c4
	c4

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139]
	c6
	c6

	4
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c4:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c5:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c6: 
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.62DA: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/103 - - Additional for 3xx or 485 (Ambiguous) response

Table A.62E: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.62F: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.62G: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.62H: Void

Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.62I: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.62J: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.62JA: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.62K: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.62L: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.62M: Void

Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/29G - - Additional for 470 (Consent Needed) response

Table A.62MA: Supported headers within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/9B - - MESSAGE response

Table A.62N: Supported message bodies within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.1.4.8
NOTIFY method

Prerequisite A.5/10 - - NOTIFY request

Table A.63: Supported headers within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	c23
	c23

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	c25
	c25

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 7.2.1
	m
	m
	[28] 7.2.1
	m
	m

	15
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15A
	Geolocation
	[89] 3.2
	c24
	c24
	[89] 3.2
	c24
	c24

	15B
	History-Info
	[66] 4.1
	c22
	c22
	[66] 4.1
	c22
	c22

	15C
	Max-Breadth
	[117] 5.8
	n/a
	c26
	[117] 5.8
	c27
	c27

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	17A
	P-Access-Network-Info
	[52] 4.4
	c10
	c11
	[52] 4.4
	c10
	c12

	17B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	17C
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c15
	[52] 4.5
	c14
	c15

	17D
	P-Charging-Vector
	[52] 4.6
	c13
	n/a
	[52] 4.6
	c13
	n/a

	17E
	P-Debug-ID
	[141]
	o
	c30
	[141]
	o
	c31

	17F
	P-Preferred-Identity
	[34] 9.2
	c6
	x
	[34] 9.2
	n/a
	n/a

	17G
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	18
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	19
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	19A
	Reason
	[34A] 2
	c18
	c18
	[34A] 2
	c18
	c18

	20
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	c9
	c9

	20A
	Referred-By
	[59] 3
	c20
	c20
	[59] 3
	c21
	c21

	20B
	Reject-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	c23
	c23

	20C
	Request-Disposition
	[56B] 9.1
	c19
	c19
	[56B] 9.1
	c23
	c23

	21
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	22A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	22B
	Security-Client
	[48] 2.3.1
	c16
	c16
	[48] 2.3.1
	n/a
	n/a

	22C
	Security-Verify
	[48] 2.3.1
	c17
	c17
	[48] 2.3.1
	n/a
	n/a

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	23
	Subscription-State
	[28] 8.2.3
	m
	m
	[28] 8.2.3
	m
	m

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	29
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c10:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c11:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c12:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c13:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c14:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c16:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c17:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c18:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c19:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c20:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c21:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c22:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c23:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c24:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c25:
IF A.4/63 THEN m ELSE o - - subscriptions to request-contained resource lists in the session initiation protocol.
c26:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c27:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c29:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c30:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c31:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/10 - - NOTIFY request

Table A.64: Supported message bodies within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	sipfrag
	[37] 2
	c1
	c1
	[37]
	c1
	c1

	c1:
IF A.4/15 THEN m ELSE o - - the REFER method extension


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.64A: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/11 - - NOTIFY response for all remaining status-codes

Table A.65: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation
	[89] 3.2
	c12
	c12
	[89] 3.2
	c12
	c12

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	n/a
	[52] 4.6
	c8
	n/a

	10E
	P-Debug-ID
	[141]
	o
	c13
	[141]
	o
	c14

	10F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10G
	Privacy
	[33] 4.2
	c4
	n/a
	[33] 4.2
	c4
	c4

	10H
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10I
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c12:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c13
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.66: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c6
	c6
	[116] 3.2
	c6
	c6

	0B
	Allow-Events
	[28] 7.2.2
	c4
	c4
	[28] 7.2.2
	c5
	c5

	1
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	1A
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m

	1B
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139] 9
	c7
	c7

	2
	Record-Route
	[26] 20.30
	c3
	c3
	[26] 20.30
	c3
	c3

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c4:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c5:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c6:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c7: 
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.66A: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/103 - - Additional for 3xx response

Table A.67: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.68: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.69: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.70: Void

Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.71: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c3
	c3
	[26] 20.27
	c3
	c3

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c3:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.72: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.72A: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/27 - - Addition for 420 (Bad Extension) response

Table A.73: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.73A: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.74: Void

Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/35 - - Additional for 485 (Ambigious) response

Table A.74A: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.75: Supported headers within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Table A.76: Supported message bodies within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.1.4.9
OPTIONS method

Prerequisite A.5/12 - - OPTIONS request

Table A.77: Supported headers within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c26
	c26

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c24
	c24
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	c2
	c2
	[26] 20.7
	c2
	c2

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	8
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	o
	o

	9
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	10
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	11
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	c3
	c3
	[26] 20.17
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 3.2
	c27
	c27
	[89] 3.2
	c27
	c27

	16B
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	16C
	Max-Breadth
	[117] 5.8
	n/a
	c31
	[117] 5.8
	c32
	c32

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	19
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	19A
	P-Access-Network-Info
	[52] 4.4
	c11
	c12
	[52] 4.4
	c11
	c13

	19B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	19C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c30
	c30

	19D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c9
	c9

	19E
	P-Charging-Function-Addresses
	[52] 4.5
	c16
	c17
	[52] 4.5
	c16
	c17

	19F
	P-Charging-Vector
	[52] 4.6
	c14
	c15
	[52] 4.6
	c14
	c15

	19G
	P-Debug-ID
	[141]
	o
	c35
	[141]
	o
	c36

	19H
	P-Preferred-Identity
	[34] 9.2
	c6
	c4
	[34] 9.2
	n/a
	n/a

	19I
	P-Preferred-Service
	[121] 4.2
	c29
	c28
	[121] 4.2
	n/a
	n/a

	19J
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	19K
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	19L
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c10
	n/a

	19M
	Private-Network-Indication
	[134]
	c34
	c34
	[134]
	c34
	c34

	19N
	Privacy
	[33] 4.2
	c8
	c8
	[33] 4.2
	c8
	c8

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	o (note 1)
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c20
	c20
	[34A] 2
	c20
	c20

	22
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	22A
	Referred-By
	[59] 3
	c22
	c22
	[59] 3
	c23
	c23

	22B
	Reject-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c26
	c26

	22C
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	c26
	c26

	23
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	23A
	Resource-Priority
	[116] 3.1
	c33
	c33
	[116] 3.1
	c33
	c33

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	24A
	Security-Client
	[48] 2.3.1
	c18
	c18
	[48] 2.3.1
	n/a
	n/a

	24B
	Security-Verify
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	25
	Supported
	[26] 20.37
	c6
	c6
	[26] 20.37
	m
	m

	26
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	m
	m

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c4:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c8:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c9:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c10:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c11:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c12:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c13:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c14:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c15:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c17:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c19:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c20:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c22:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c23:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c25:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c27:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c28:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and Identification of communication services in the session initiation protocol.
c29:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol.

c30:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol.

c31:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c32:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c33:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c34:
IF A.4/77 THEN m ELSE n/a - - requirements for explicit private network indication.

c35:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c36:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE 1: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/12 - - OPTIONS request

Table A.78: Supported message bodies within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.79: Void

Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.79A: Supported headers within the OPTIONS response 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/13 - - OPTIONS response for all remaining status-codes

Table A.80: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation
	[89] 3.2
	c14
	c14
	[89] 3.2
	c14
	c14

	9B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	11B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	11C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	11D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	11E
	P-Debug-ID
	[141]
	o
	c15
	[141]
	o
	c16

	11F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	11G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	11H
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	11I
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/6 OR A.6/18 THEN m ELSE o - - 200 (OK), 405 (Method Not Allowed).

c13:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c15:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c16:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.81: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	m
	m

	1A
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	m
	m

	1B
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	m
	m

	1C
	Accept-Resource-Priority
	[116] 3.2
	c14
	c14
	[116] 3.2
	c14
	c14

	2
	Allow-Events
	[28] 7.2.2
	c3
	c3
	[28] 7.2.2
	c4
	c4

	3
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	5
	Contact
	[26] 20.10
	o
	
	[26] 20.10
	o
	

	6
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139] 9
	c5
	c5

	8
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c4:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c5:
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.
c14:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.81A: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.82: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.83: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	10
	WWW-Authenticate
	[26] 20.44
	o
	
	[26] 20.44
	o
	

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response.

Table A.84: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.85: Void

Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.86: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.87: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.87A: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.88: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	7
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/28 OR A.6/41A - - Additional 421 (Extension Required), 494 (Security Agreement Required) response

Table A.88A: Supported headers within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.89: Void

Prerequisite A.5/13 - - OPTIONS response

Table A.90: Supported message bodies within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.1.4.10A
PUBLISH method

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c28
	c28

	2
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	3
	Allow-Events
	[26] 7.2.2
	c1
	c1
	[26] 7.2.2
	c2
	c2

	4
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[70] 4, 6
	m
	m
	[70] 4, 6
	m
	m

	15
	Expires
	[26] 20.19, [70] 4, 5, 6
	o
	o
	[26] 20.19, [70] 4, 5, 6
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	History-Info
	[66] 4.1
	c27
	c27
	[66] 4.1
	c27
	c27

	17
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	
	
	
	
	
	
	
	

	17A
	Max-Breadth
	[117] 5.8
	n/a
	c23
	[117] 5.8
	c24
	c24

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	21
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	22
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	22A
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c31
	c31

	23
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	25
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	25A
	P-Debug-ID
	[141]
	o
	c34
	[141]
	o
	c35

	26
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	26A
	P-Preferred-Service
	[121] 4.2
	c29
	c30
	[121] 4.2
	n/a
	n/a

	26B
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	26C
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	27
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	28
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	29A
	Private-Network-Indication
	[134]
	c33
	c33
	[134]
	c33
	c33

	30
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	31
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	33
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c28
	c28

	33A
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	34
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	c28
	c28

	35
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	36
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	36A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	38
	Security-Client
	[48] 2.3.1
	c9
	c9
	[48] 2.3.1
	n/a
	n/a

	39
	Security-Verify
	[48] 2.3.1
	c10
	c10
	[48] 2.3.1
	n/a
	n/a

	40
	SIP-If-Match
	[70] 11.3.2
	o
	o
	[70] 11.3.2
	m
	m

	41
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	42
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	43
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 1).

c10:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c24:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c27:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c28:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.

c30:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and Identification of communication services in the session initiation protocol.
c31:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol.

c32:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol.
c33:
IF A.4/77 THEN m ELSE n/a - - requirements for explicit private network indication. 

c34:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c35:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE 1:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. 

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.


Prerequisite A.5/15A - - PUBLISH request

Table A.104B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.104BA: Supported headers within the PUBLISH response 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response for all remaining status-codes

Table A.104C: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 24.9
	o
	o
	[26] 24.9
	m
	m

	3
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	4
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10A
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	11
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	13
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	14
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	15
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	16
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	16A
	P-Debug-ID
	[141]
	o
	c14
	[141]
	o
	c15

	17
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	18
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	20
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	21
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	22
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	24
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	25
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c13:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.
c14:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c15:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/7 - - Additional for 200 (OK) response

Table A.104D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c3
	c3
	[116] 3.2
	c3
	c3

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Expires
	[26] 20.19, [70] 4, 5, 6
	m
	m
	[26] 20.19, [70] 4, 5, 6
	m
	m

	3A
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139] 9
	c4
	c4

	4
	SIP-Etag
	[70] 11.3.1
	m
	m
	[70] 11.3.1
	m
	m

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.
c4: 
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.104DA: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.104E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11OR A.6/12 – Additional for 401 (Unauthorized) response

Table A.104F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.104G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.104H: Void

Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.104I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	5
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.104J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.104JA: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.104K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.104L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/29 - - Additional for 423 (Interval Too Brief) response

Table A.104M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Min-Expires
	[26] 20.23, [70] 5, 6
	m
	m
	[26] 20.23, [70] 5, 6
	m
	m


Table A.104N: Void

Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.104O: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Table A.104P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.1.4.11
REFER method

Prerequisite A.5/16 - - REFER request

Table A.105: Supported headers within the REFER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	0B
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c25
	c25

	0C
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	1
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	1A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	5A
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	5B
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5C
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	10
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11A
	Geolocation
	[89] 3.2
	c26
	c26
	[89] 3.2
	c26
	c26

	11B
	History-Info
	[66] 4.1
	c24
	c24
	[66] 4.1
	c24
	c24

	11C
	Max-Breadth
	[117] 5.8
	n/a
	c30
	[117] 5.8
	c31
	c31

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	13
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	14
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	14A
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	14B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c8
	c8

	14C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c29
	c29

	14D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c10
	c10

	14E
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	14F
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	14G
	P-Debug-ID
	[141]
	o
	c37
	[141]
	o
	c38

	14H
	P-Preferred-Identity
	[34] 9.2
	c8
	c7
	[34] 9.2
	n/a
	n/a

	14I
	P-Preferred-Service
	[121] 4.2
	c28
	c27
	[121] 4.2
	n/a
	n/a

	14J
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	14K
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	14L
	P-Visited-Network-ID
	[52] 4.3
	x (note 1)
	x
	[52] 4.3
	c11
	n/a

	14M
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	14N
	Private-Network-Indication
	[134]
	c36
	c36
	[134]
	c36
	c36

	15
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	16
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	16A
	Reason
	[34A] 2
	c21
	c21
	[34A] 2
	c21
	c21

	17
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	18
	Refer-To
	[36] 3
	m
	m
	[36] 3
	m
	m

	18A
	Referred-By
	[59] 3
	c23
	c23
	[59] 3
	c23
	c23

	18B
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c25
	c25

	18C
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	c25
	c25

	19
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	19A
	Resource-Priority
	[116] 3.1
	c33
	c33
	[116] 3.1
	c33
	c33

	20
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	20A
	Security-Client
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	20B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	n/a
	n/a

	21
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	22
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	23
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23A
	Trigger-Consent
	[125] 5.11.2
	c34
	c34
	[125] 5.11.2
	c35
	c35

	24
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	25
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c11:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c14:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.
c19:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c20:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c21:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By Mechanism.

c24:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c25:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c26:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c27:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and Identification of communication services in the session initiation protocol.
c28:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol.

c29:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol.

c30:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c31:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

c33:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c34:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c35:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c36:
IF A.4/77 THEN m ELSE n/a - - requirements for explicit private network indication.

c37:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c38:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE 1:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/16 - - REFER request

Table A.106: Supported message bodies within the REFER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.107: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.107A: Supported headers within the REFER response 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/17 - - REFER response for all remaining status-codes

Table A.108: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Contact
	[26] 20.10
	c13
	c13
	[26] 20.10
	m
	m

	1B
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	2
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	3
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	4
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	5
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	6
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	7
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	8
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	8A
	Geolocation
	[89] 3.2
	c15
	c15
	[89] 3.2
	c15
	c15

	8B
	History-Info
	[66] 4.1
	c14
	c14
	[66] 4.1
	c14
	c14

	9
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	10E
	P-Debug-ID
	[141]
	o
	c16
	[141]
	o
	c17

	10F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	10H
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10I
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed)

c13:
IF A.6/102 THEN m ELSE o - - 2xx response.

c14:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c15:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c16:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c17:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.109: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c12
	c12
	[116] 3.2
	c12
	c12

	1
	Allow-Events
	[28] 7.2.2
	c3
	c3
	[28] 7.2.2
	c4
	c4

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139] 9
	c5
	c5

	5
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	m
	m

	8
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c4:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c5:
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.
c12:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.109A: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Table A.110: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.111: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	10
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.112: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.113: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.114: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.115: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.115A: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.116: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.116A: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.117: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/29G - - Additional for 470 (Consent Needed) response

Table A.117A: Supported headers within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/17 - - REFER response

Table A.118: Supported message bodies within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.1.4.12
REGISTER method

Prerequisite A.5/18 - - REGISTER request

Table A.119: Supported headers within the REGISTER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c27
	c27
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7, [49]
	c2
	c29
	[26] 20.7, [49]
	m
	c22

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	8
	Contact
	[26] 20.10
	o
	m
	[26] 20.10
	m
	m

	9
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	10
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	11
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	c3
	c3
	[26] 20.17
	m
	m

	16
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	m
	m

	17
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17A
	Geolocation
	[89] 3.2
	c31
	c31
	[89] 3.2
	c31
	c31

	17B
	History-Info
	[66] 4.1
	c28
	c28
	[66] 4.1
	c28
	c28

	17C
	Max-Breadth
	[117] 5.8
	n/a
	c35
	[117] 5.8
	c36
	c36

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	20A
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	20B
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	20C
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	20D
	P-Debug-ID
	[141]
	o
	c33
	[141]
	o
	c34

	20E
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	c30
	c30

	20F
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c10
	c11

	20G
	Path
	[35] 4
	c4
	c5
	[35] 4
	m
	c6

	20H
	Privacy
	[33] 4.2
	c9
	n/a
	[33] 4.2
	c9
	n/a

	21
	Proxy-Authorization
	[26] 20.28
	c8
	c8
	[26] 20.28
	n/a
	n/a

	22
	Proxy-Require
	[26] 20.29
	o
	o (note 1)
	[26] 20.29
	n/a
	n/a

	22A
	Reason
	[34A] 2
	c23
	c23
	[34A] 2
	c23
	c23

	22B
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	22C
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	n/a
	n/a

	23
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	23A
	Resource-Priority
	[116] 3.1
	c32
	c32
	[116] 3.1
	c32
	c32

	24
	Route
	[26] 20.34
	o
	n/a
	[26] 20.34
	n/a
	n/a

	24A
	Security-Client
	[48] 2.3.1
	c19
	c20
	[48] 2.3.1
	n/a
	n/a

	24B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	c21
	n/a

	25
	Supported
	[26] 20.37
	o
	c29
	[26] 20.37
	m
	m

	26
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	c7
	c7

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/8 THEN m ELSE n/a - - authentication between UA and registrar.

c3:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c4:
IF A.4/24 THEN o ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c5:
IF A.4/24 THEN x ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c6:
IF A.3/4 THEN m ELSE n/a. - - S-CSCF.

c7:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c8:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c11:
IF A.4/33 THEN m ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND (A.3/1 OR A.3/4) THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE or S-CSCF.

c14:
IF A.4/34 AND (A.3/4 OR A.3/7A) THEN m ELSE n/a - - the P-Access-Network-Info header extension and S-CSCF or AS acting as terminating UA.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Vector header extension (including S-CSCF as registrar).

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension (including S-CSCF as registrar).

c19:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c20: 
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c21: 
IF A.4/37 AND A.4/2 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol and registrar.

c22:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c23:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c27:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c28:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c29:
IF A.3/1 THEN m ELSE o - - UE.

c30:
IF A.4/48 THEN m ELSE n/a - - the P-User-Database private header extension.

c31:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c32:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.
c33:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c34:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c35:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c36:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

	NOTE 1:
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.


Prerequisite A.5/18 - - REGISTER request

Table A.120: Supported message bodies within the REGISTER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.121: Void

Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.121A: Supported headers within the REGISTER response 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/19 - - REGISTER response for all remaining status-codes

Table A.122: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c8
	c8
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation
	[89] 3.2
	c10
	c10
	[89] 3.2
	c10
	c10

	9B
	History-Info
	[66] 4.1 
	c9
	c9
	[66] 4.1
	c9
	c9

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c3
	n/a
	[52] 4.4
	c3
	n/a

	11B
	P-Charging-Function-Addresses
	[52] 4.5
	c6
	c7
	[52] 4.5
	c6
	c7

	11C
	P-Charging-Vector
	[52] 4.6
	c4
	c5
	[52] 4.6
	c4
	c5

	11D
	P-Debug-ID
	[141]
	o
	c11
	[141]
	o
	c12

	11E
	Privacy
	[33] 4.2
	c2
	n/a
	[33] 4.2
	c2
	n/a

	11F
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	11G
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	12
	Timestamp
	[26] 20.38
	c2
	c2
	[26] 20.38
	m
	m

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c3:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c4:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c5:
IF A.4/36 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Vector header extension (including S-CSCF as registrar).

c6:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c7:
IF A.4/35 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension (including S-CSCF as registrar).

c8:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c9:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c10:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c11:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c12:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.123: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	
	[26] 20.1
	o
	

	1A
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	1B
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	1C
	Accept-Resource-Priority
	[116] 3.2
	c14
	c14
	[116] 3.2
	c14
	c14

	2
	Allow-Events
	[28] 7.2.2
	c12
	c12
	[28] 7.2.2
	c13
	c13

	3
	Authentication-Info
	[26] 20.6
	c6
	c6
	[26] 20.6
	c7
	c7

	5
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m

	5A
	Flow-Timer
	[92] 11
	c15
	c15
	[92] 11
	c15
	c15

	5B
	P-Associated-URI
	[52] 4.1
	c8
	c9
	[52] 4.1
	c10
	c11

	6
	Path
	[35] 4
	c3
	c3
	[35] 4
	c4
	c4

	8
	Service-Route
	[38] 5
	c5
	c5
	[38] 5
	c5
	c5

	9
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF (A.3/4 AND A.4/2) THEN m ELSE n/a. - - S-CSCF acting as registrar.

c2:
IF A.3/4 OR A.3/1THEN m ELSE n/a. - - S-CSCF or UE.

c3:
IF A.4/24 THEN m ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c4:
IF A.4/24 THEN o ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c5:
IF A.4/28 THEN m ELSE n/a - - session initiation protocol extension header field for service route discovery during registration.

c6:
IF A.4/8 THEN o ELSE n/a - - authentication between UA and registrar.

c7:
IF A.4/8 THEN m ELSE n/a - - authentication between UA and registrar.

c8:
IF A.4/2 AND A.4/31 THEN m ELSE n/a - - P-Assocated-URI header extension and registrar.

c9:
IF A.3/1 AND A.4/31 THEN m ELSE n/a - - P-Assocated-URI header extension and S-CSCF.

c10:
IF A.4/31 THEN o ELSE n/a - - P-Assocated-URI header extension.

c11:
IF A.4/31 AND A.3/1 THEN m ELSE n/a - - P-Assocated-URI header extension and UE.

c12:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c13:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c14:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.
c15:
IF A.4/57 THEN m ELSE n/a - - managing client initiated connections in SIP.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.123A: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.124: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.125: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	x
	[26] 20.27
	c1
	x

	6
	Security-Server
	[48] 2
	x
	x
	[48] 2
	n/a
	c2

	10
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/8 THEN m ELSE n/a - - support of authentication between UA and registrar.

c2:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.126: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.127: Void

Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.128: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Proxy-Authenticate
	[26] 20.27
	c1
	x
	[26] 20.27
	c1
	x

	9
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/8 THEN m ELSE n/a - - support of authentication between UA and registrar.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.129: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.129A: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.130: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.130A: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c2
	c2
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c2:

IF A.4/37 AND A.4/2 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol and registrar.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/29 - - Additional for 423 (Interval Too Brief) response

Table A.131: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Min-Expires
	[26] 20.23
	m
	m
	[26] 20.23
	m
	m


Table A.132: Void

Prerequisite A.5/19 - - REGISTER response

Table A.133: Supported message bodies within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.1.4.13
SUBSCRIBE method

Prerequisite A.5/20 - - SUBSCRIBE request

Table A.134: Supported headers within the SUBSCRIBE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c26
	c26

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	o
	o
	[28] 7.2.2
	m
	m

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 7.2.1
	m
	m
	[28] 7.2.1
	m
	m

	15
	Expires
	[26] 20.19
	o (note 1)
	o (note 1)
	[26] 20.19
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 3.2
	c27
	c27
	[89] 3.2
	c27
	c27

	16B
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	16C
	Max-Breadth
	[117] 5.8
	n/a
	c38
	[117] 5.8
	c39
	c39

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	18A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	18B
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	18C
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	18D
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c32
	c32

	18E
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c10
	c10

	18F
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	18G
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	18H
	P-Debug-ID
	[141]
	o
	c36
	[141]
	o
	c37

	18I
	P-Preferred-Identity
	[34] 9.2
	c6
	c7
	[34] 9.2
	n/a
	n/a

	18J
	P-Preferred-Service
	[121] 4.2
	c31
	c30
	[121] 4.2
	n/a
	n/a

	18K
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	18L
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	18M
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c11
	n/a

	18N
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	18O
	Private-Network-Indication
	[134]
	c35
	c35
	[134]
	c35
	c35

	19
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	20
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	20A
	Reason
	[34A] 2
	c21
	c21
	[34A] 2
	c21
	c21

	21
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	21A
	Referred-By
	[59] 3
	c23
	c23
	[59] 3
	c24
	c24

	21B
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c26
	c26

	21C
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	c26
	c26

	22
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	22A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	23
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	23A
	Security-Client
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	23B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	n/a
	n/a

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	26A
	Trigger-Consent
	[125] 5.11.2
	c33
	c33
	[125] 5.11.2
	c34
	c34

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c11:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c14:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c19:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c20:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c21:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c25:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c27:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c29:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c30:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and Identification of communication services in the session initiation protocol.
c31:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol.

c32:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol.
c33:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c34:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c35:
IF A.4/77 THEN m ELSE n/a - - requirements for explicit private network indication.

c36:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c37:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c38:
IF A.4/71 AND (A.3/9B OR A.3/9C THEN m) ELSE n/a - - IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c39:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/20 - - SUBSCRIBE request

Table A.135: Supported message bodies within the SUBSCRIBE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.135A: Supported headers within the SUBSCRIBE response 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[141]
	o
	c2
	[141]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.
c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/21 - - SUBSCRIBE response for all remaining status-codes

Table A.136: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation
	[89] 3.2
	c14
	c14
	[89] 3.2
	c14
	c14

	9B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10B
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10C
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10D
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	10E
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	10F
	P-Debug-ID
	[141]
	o
	c15
	[141]
	o
	c16

	10G
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10H
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	10I
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10J
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c13:
IF A.4/12A THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c15:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c16:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.137: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c5
	c5
	[116] 3.2
	c5
	c5

	0B
	Allow-Events
	[28] 7.2.2
	o
	o
	[28] 7.2.2
	m
	m

	1
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	1A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	2
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	m
	m

	2A
	Proxy-Authentication-Info
	[139] 9
	x
	x
	[139] 9
	c3
	c3

	3
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	m
	m

	4
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/79 THEN m ELSE n/a - - proxy mutual authentication in SIP.
c5:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.137A: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.138: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m (note)
	m
	[26] 20.10
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than MANDATORY for a 485 response.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.139: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480 (Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.140: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	
	[26] 20.33
	o
	


Table A.141: Void

Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.142: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.143: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	6
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.143A: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.144: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.144A: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/29 - - Additional for 423 (Interval Too Brief) response

Table A.145: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Min-Expires
	[26] 20.23
	m
	m
	[26] 20.23
	m
	m


Table A.146: Void

Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/29G - - Additional for 470 (Consent Needed) response

Table A.146A: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.147: Supported headers within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	m
	m


Table A.148: Void

Prerequisite A.5/21 - - SUBSCRIBE response

Table A.149: Supported message bodies within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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