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1. Reason for Change
Since OMA-DM v1.2 has been selected as the stage 3 protocol for S14, ANDSF server discovery procedure must be defined accordingly to the chosen protocol. This CR proposes some changes to enable ANDSF server discovery taking into consideration OMA-DM v1.2 aspects.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v1.1.0.
* * * First Change * * * *
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6.8.2.2
UE procedures
6.8.2.2.1
UE discovering the ANDSF

The IP address of the ANDSF can be provisioned in the UE by the home operator. If not provisioned in the UE,  the domain name or the IP address of the ANDSF can also be discovered by the UE by means of the DHCP query as specified in draft-ietf-mipshop-mos-dhcp-options [34]. The ANDSF IP address by which the UE can contact the ANDSF can also be obtained by the UE through a  DNS lookup as specified in IETF RFC 1035 [xx]. The QNAME shall be set to the ANDSF-SN FQDN.
Editor's note:
The way ANDSF-SN FQDN is defined and its relation with OMA-DM bootstrapping process for ANDSF are FFS.
Editor's note:
When a UE is roaming, how the UE's location can be obtained by the ANDSF in order to provide the corresponding information to that UE is FFS.

Editor's note:
The granularity of the UE's location that the UE provides to the ANDSF is FFS.
Editor's note:
It is FFS how the UE can avoid the ping-ponging due to performing the inter-system changes based on the information provided by the ANDSF. 

Editor’s note: It is FFS how ANDSF performs the access control (i.e., user authentication and authorization) to access network discovery information and limit the amount of information delivered to the UE.

Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.
When performing DNS resolution, the UE shall build a Fully Qualified Domain Name (FQDN) for the DNS request and select the IP address of the ANDSF included in the DNS response message.

When performing DHCP resolution, the UE shall perform DHCP query and select the IP address of the ANDSF offered by the DHCP Server, or perform another DNS query to get the IP address of the ANDSF when the DHCP Server only provides the domain name of the ANDSF.
* * * End of Changes * * * *

