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This Tdoc lits the open issues in TS 24.302 as collected by the rapporteur.
1. Introduction
C1-084724 collects the editor’s notes within TS 24.302 v1.1.0. This Tdoc C1-084725 collects together the open issues identified by those open editor’s notes. Reason is not each editor’s note identifies an issue and a number of editor’s notes are on a single issue. So this Tdoc serve to collate and rationalisation the editor’s notes requiring work. Additionally, some issues are not flagged by editor’s notes.
Furthermore, in doing this excercise, the open issues are collected together against topics and functions. This it is hoped gives a better picture of which topics needs more work than others.
2. Open issues collected by Rapporteur
In the table below, the editor’s notes mentioned are referenced back to TS 24.302 v1.1.0, but it can easier be referenced to C1-084724 which collects together the open editor’s notes.
	Issue No.
	Reference to TS 24.302 v1.1.0
	Comments
	Status

	
	Placeholder Editor’s notes 
	
	

	1
	-
Clause 5

-
Clause 6
- 
Subclause 6.2

-
Subclause 6.3

- 
Subclause 6.5

-
Subclause 6.5.2

-
Subclause 6.5.2.3

-
Subclause 6.6

-
Subclause 6.7

-
Subclause 6.8

-
Subclause 6.8.2

-
Clause 7

-
Clasue 8
	These are editor’s notes which were placeholders to remind CT1 of needed specification text. As specification text are now in place or events have superseded these editor’s notes, these editor’s notes can be removed.
	

	
	Administrative issue 
	
	

	2
	Clause 1
Scope
and over entire TS 23.402
	Is there a WiMAX trademark that needs to be reflected in 24.302
	

	3
	Clause 2
Reference

-
3GPP2 X.P0057-0

-
3GPP2 C.P0087-0
	What is the the progress of these documents through 3GPP2?
	

	4
	Clause 2
Reference

-
draft-ietf-mipshop-mos-dns-discovery-00.txt (April 2008)

-
draft-ietf-mipshop-mos-dhcp-options-00.txt (April 2008)

-
draft-arkko-eap-aka-kdf-05.txt 
(September 2008)
	What is the the progress of these documents through IETF?.
	

	5
	Subclause 6.3.2.1.1.1
IPMS indication from UE to 3GPP AAA server
Editor’s note: The attribute AT_IPMS_IND defined in this subclause requires registration with the IANA. At the time of freezing of release 8, MCC should make this registration
	
	

	6
	Subclause 6.3.2.1.1.2
IPMS indication from 3GPP AAA server to UE
Editor’s note: The attribute AT_IPMS_RES defined in this subclause requires registration with the IANA. At the time of freezing of release 8, MCC should make this registration.


	
	

	
	
	
	

	
	Identities
	
	

	7
	Subclause 6.6.2.2

UE identities (for HRPD)

Editor's note:  Whether the UE and network shall use the root NAI or decorated NAI for EPC access authentication when the UE obtains service from the EPC via a cdma2000® HRPD access network serving as a VPLMN is for further study.
	
	

	8
	Subclause 6.7.2.2

UE identities (for WiMAX)

Editor's note:  Whether the UE and network shall use the root NAI or decorated NAI for EPC access authentication when the UE obtains service from the EPC via a WiMAX access network serving as a VPLMN is for further study.
	
	

	9
	Subclause 6.7.2.3

WiMAX access network identity

Editor's note:
The means for signalling the WiMAX access network identity to the UE or the means for enabling the UE to derive the access network identity from already available data is FFS. Additionally, the specific value for the WiMAX access network identity is FFS.
	
	

	10
	Subclause 7.2.1
Selection of the ePDG
Editor’s note: the exact format of this FQDN is FFS and needs to be specified in TS 23.003, independently from W-APN and APN.


	
	

	
	
	
	

	
	Authentication and authorization
	
	

	11
	Clause 1
Editors Note:  The scope of the authentication between the UE and EPC to be specified in this document is FFS.
	
	

	12
	Subclause 6.5.2.1

General (of Access authenticaton and authorization)
Editor's note: The choice of an authentication protocol is FFS.
	This editor’s note was part of what was extracted from TR 24.801 into 24.hkl. This Editor’s note seem out od date. Is that the consensus?
	

	13
	Subclause 6.6.2.7
Authentication and authorization for accessing EPC (for HRPD)
Editor's note:
This subclause will identify any particular options, if any, with respect to the authentication and authorization processes used by the UE and 3GPP AAA server for UEs accessing the EPC via a cdma2000® HRPD access network. In particular, any requirements defined in 3GPP2 X.P0057-0 [18] or 3GPP2 C.P0087-0 [19] which mandate the use of any options described in subclause 6.4 or 3GPP TS 33.402 [14] should be identified within this subclause.
	
	

	14
	Subclause 6.7.2.7

Authentication and authorization for accessing EPC
Editor's note:
This subclause will identify any particular options, if any, with respect to the authentication and authorization processes used by the UE and 3GPP AAA server for UEs accessing the EPC via a WiMAX access network. In particular, any requirements defined in WiMAX specifications which mandate the use of any options described in subclause 6.4 or 3GPP TS 33.402 [14] should be identified within this subclause.
	
	

	
	
	
	

	
	ANDSF
	
	

	15
	Subclause 5.1.2.1

Triggering the discovery of operator preferred access networks with the ANDSF
Editor's note:
Additional triggers are FFS. Some triggers like the UE changing access networks could override the minimum interval setting. This issue is FFS.
	
	

	16
	Subclause 5.1.4 
WiMAX System Information
	Need to decide that with the WiMAX ANDSF MO do we need to rationalise this subclause 5.1.4
	

	17
	Subclause 5.2

EPC network selection
Subclause 5.3.2

Editor's note:
How does the information which is retrived from the ANDSF impact the network reselection procedure is FFS.
	At CT1#55bis it was reminded that perhaps there need to tie in the information provided by ANDSF to use in EPC NW selection. This needs consideration?
	

	18
	Related to location and location information of UE:
Subclause 6.8.2.2.1
UE discovering the ANDSF
Editor's note:
When a UE is roaming, how the UE's location can be obtained by the ANDSF in order to provide the corresponding information to that UE is FFS.

Editor's note:
The granularity of the UE's location that the UE provides to the ANDSF is FFS.
6.8.2.2.3
Role of UE for Pull model
Editor's note:  The granularity of location information (e.g. GPS, cell identity, etc.) is FFS. 
Editor's note: It is FFS how to comply with location services requirements in 3GPP TS 22.071 [2], especially referring to local, national and regional privacy requirements and to the confidentiality of location information. In some countries it is not allowed to store the user's location information.


	
	

	19
	Subclause 6.8.2.2.1
UE discovering the ANDSF

Editor's note:
It is FFS how the UE can avoid the ping-ponging due to performing the inter-system changes based on the information provided by the ANDSF. 
	
	

	20
	Subclause 6.8.2.2.1
UE discovering the ANDSF

Editor’s note: It is FFS how ANDSF performs the access control (i.e., user authentication and authorization) to access network discovery information and limit the amount of information delivered to the UE.
	
	

	21
	Subclause 6.8.2.2.1
UE discovering the ANDSF

Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.
	How does UE get the IP address of the ANDSF? Is this editor’s note superseded by OMA-DM being the protocol between UE –ANDSF?
	

	22
	Subclause 6.8.2.2.2
Role of UE for Push model
Editor's note:
The following are FFS:-
- registration by the UE to the ANDSF; and
- the methods and mechanisms in the UE to validate information received from the ANDSF is indeed meant for that UE
- the privacy issues related to provision of location of the UE to the ANDSF and
- the type of location information, the accuracy and how this information is conveyed.
	This editor’s note was added when CT1 was still deciding on the protocol between UE-ANDSF. 
	

	23
	Subclause 6.8.2.2.3
Role of UE for Pull model
Editor's note:  Other information that may be provided by the UE in request message is FFS.
	What is the (complete and total) information that ANDSF provides?
	

	24
	Subclause 6.8.2.3

ANDSF procedures
Subclause 6.8.2.3.1
General

Editor's note: The exact description and scope of policies applicable for different access networks is FFS
Subclause 6.8.2.3.3
Role of ANDSF for Pull model
Editor's note: The exact information provided for each access network is FFS


	
	

	25
	Subclause 6.8.2.3.2
Role of ANDSF for Push model
Editor's note: On the ANDSF side, for the PUSH model to function correctly, the ANDSF:-
- needs the IP address and current location of the UE; and 
- needs to be updated if the IP address or the location of the UE changes; and 
- must have an agreed method with the UE to check that provided information is meant for intended recipient.

Annex A.2
Signalling flow for inter-system change between 3GPP access network and non-3GPP access network

4.
Policy Update based on Network Triggers

Editor's note:
How the ANDSF discovers UE’s address is FFS.
6.
Access Network Information Request

Editor’s Note: It is FFS if the ANDSF can request and retrieve the current UE location
	
	

	26
	Subclause 6.8.2.3.2
Role of ANDSF for Push model

Editor's Note:
The criteria governing the interval at which information is pushed by ANDSF to UE is FFS.
	
	

	
	
	
	

	
	Trusted/Untrusted
	
	

	27
	Subclause 6.2.2
Pre-configured policies in the UE

Editor's note:
The format of the configuration policies is FFS.

Editor's note:
Other types of policies are FFS.
	
	

	
	
	
	

	
	IP Mobility Mode Selection
	
	

	28
	Subclause 6.3.1.1

Static Configuration of Inter-technology Mobility Mechanism
Editor’s note: It is FFS how the network detects the mismatch.
	In static configuration, if the network detects a mismatch between the IP mobility mode mechanism parameters pre-configured in the network and in the UE, the network shall not provide any service to the UE. How does NW detect such a mismatch?
	

	29
	Subclause 6.3.2.1.1.1
IPMS indication from UE to 3GPP AAA server
Editor’s note: It is FFS if and how the UE provides an indication for scenarios where EAP-AKA based authentication is not performed in trusted access networks.
	
	

	
	
	
	

	
	Tunnel Management
	
	

	30
	Subclause 7.2.1
Selection of the ePDG
Editor’s note: it is FFS how the UE determines it’s roaming status.


	“The input to the DNS query is a FQDN, containing the VPLMN ID or HPLMN ID as Operator Identifier, depending on whether the UE is roaming or not.“
	

	31
	Subclause 7.2.1
Selection of the ePDG
Editor’s note: it is FFS if during handover the UE could connect to two different ePDGs. 
	
	

	32
	Subclause 7.2.2
Tunnel establishment
Editor's note: it is FFS which type of attribute (private or assigned by IANA) is used in the configuration payload.


	
	

	33
	Subclause 7.2.2
Tunnel establishment
Editor's note: It is FFS how to indicate the APN which is served by the delivered HA identity and how to support the delivery of HA identities to multiple APNs. 


	The APN the HA connects the UE to has to be (made) known. And what about multiple APNs and (of) multiple HAs?
	

	34
	Subclause 7.4.1
Tunnel establishment
Editor's note: In case of IPv6, it is FFS whether an IPv6 address or an IPv6 prefix is allocated to the UE.


	
	

	35
	Subclause 7.4.1
Tunnel establishment
Editor's note: The implications of the IP mobility mode selection procedure on this section are FFS.


	
	

	
	
	
	

	
	PDUs and parameters
	
	

	36
	Clause 8.
PDUs and parameters specific to the present document
Editor's note:
Presently only specific coding against IETF RFCs are found needed. It is FFS if codings against 3GPP2 specifcations or WiMAX specifications are needed.


	So far CT1 has not identified any 3GPP2 and WiMAX specifics., but this editor’s note need to stay till TS gets frozen.
	

	37
	Subclause8.1.1.2 

Definition of Access Network Identities for Specific Access Networks
Editor's note:
WiMAX Forum is expected to inform 3GPP about the specific Access Network Identity or Identities for WiMAX access networks following the procedures described in Annex B.


	CT1 is awaiting an LS from WMF.
	


4

