3GPP TSG CT WG1 Meeting #55bis
C1-084102
Phoenix, Arizona 6th – 10th October 2008

Source:
Alcatel-Lucent

Title:
3GPP2 Dependencies on 24.302 for INFO
Agenda item:
9.2.2
Document for:
Technical Specification

1. Introduction
This paper for information is the results of a study to determine the status of references in cdma X.P0057 to 3GPP 24.302.

2. Reason for Change

NA

3. Proposal

CT1 delegates should determine if the information given in this paper is correct.
The refering 3GPP2 X.P0057 text follows.  Changes are suggested to align with terminology used in 3GPP documents and to make the correct references to 3GPP documents
3GPP2 Text with suggested modifications:

Editor’s Note: The inclusion of the following two paragraphs is tentative pending the work put into TS 24.302.  The material in 5.6.2.2 is tentative depending on 33.402.
Upon receiving the EAP Request / Identity, the UE shall respond with the EAP 
Response / Identity carrying its identity complying with Network Access Identifier (NAI) format specified in 3GPP TS 23.003 [9] . The NAI shall contain either a pseudonym allocated to the UE in a previous run of the authentication procedure or, in the case of first authentication, the IMSI-based NAI. In the case of first authentication, the NAI shall indicate EAP-AKA as specified in 3GPP TS 23.003 [9]. 
If upon successful EAP-AKA access authentication (see RFC 4187 [43] ), a protected and/or re-authentication identity were received, the UE shall store the temporary identity(s) for future authentications

5.6.2.2 UE Network Access Authentication

Upon receiving the EAP Request / AKA Challenge, the UE shall check whether the AMF separation bit is set to 1. If this is not the case the UE shall reject the authentication. Otherwise, the UE shall execute the AKA algorithms on the UE.

If verification of the AUTN is incorrect, the UE shall reject the authentication. If the sequence number is out of synch, the UE shall initiate a synchronization procedure, c.f. RFC 4187 [43] . 

If AUTN is correct, the UE shall compute RES, IK and CK and send the RES to the HSGW in the EAP Response / AKA Challenge, as specified in RFC 4187 [43] .

The UE shall compute (CK', IK') as per TS33.402 with the access network identifier string set to “HRPD”.
Status:  There are a few issues that are currently outstanding but under discussion in 24.302.  These issues should be closed after the October 2008 CT1 meeting.  

