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1. Introduction

At CT1 #55 the C1-083052 proposed the instance-id generated by the ICS enhanced MSC should be persistent, and have the same value as with the instance-id which is generated by the IMS UE which is registering to the IMS via IMSC. However, the reasoning for such requirement was weak. This document proposes an alternative approach, where the IMSC uses the UUID as an instance-id.

2. Reason for Change
1. C1-083052 lists a few use cases which would benefit from the persistent GRUU in IMSC

The first use case is storing the GRUU e.g. to a phonebook. If the GRUU is not valid to both IMSC and the IMS UE, the GRUU cannot reach the IMS UE if the UE is now reachable only via IMSC. Although this claim is true, it is not realistic scenario. It may be that the IMS UE (Rel-6) does not support GRUU at all, or does not support the proposed R8 procedures for GRUU (Rel-7, i.e. set the instance-id to IMEI or IMSI), in which case the instance-id generated by IMSC cannot be used to reach the IMS UE. In such case, if the other party has stored the GRUU of IMSC to the phonebook, and now the UE is registered via IMS only, all session attempts to the GRUU will fail to reach the UE. In this case, it would have been better not to store and use the GRUU to reach the UE, but use the public user identity instead. In general, in person to person telecommunication services, it does not seem a good idea to store the GRUU’s into a phonebook.
 The second use case was emergency call back. If the IMSC and UE share the GRUU, the PSAP could use a single GRUU to reach the UE, no matter whether the UE is registered via IMSC, or directly to the IMS, at the time of call back. However, this assumes that the PSAP uses the GRUU for call back. Again, this is not realistic assumption, as most of the PSAPs are behind PSTN gateway, and cannot use GRUU for call backs. In addition, it is recommended to use a public user identity for call backs, this ensures best possible reachability for the user. There is no SA1 requirement that the call back should reach only that particular device which made the emergency call.   
2. GRUU in services

The services provided to the UE via IMSC are limited to the very basic telecommunication services; that is the MMtel (TS 24.173) supplementary services interworked to corresponding CS services. Among these services, only the ECT (TS 24.629) may benefit from the use of GRUU. Within this usage of GRUU, there is no need for the GRUU to be persistent. It is sufficient that the GRUU remains valid during the SIP session where the ECT is applied. In addition, there is no reason why the GRUU should be shared with the IMS UE. It is sufficient that the GRUU points to the IMSC currently used by the UE.
3. Additional Complexiy from shared GRUU

Having a shared GRUU with the MSC server enhanced for ICS and the IMS UE may bring additional technical complexity. The MSC server enhanced for ICS must be made aware of the intance-id of the IMS UE. This is not a problem if IMSI is used as instance-id, but if IMEI is used, the IMSC must inquire the IMEI from the UE. This may affect to the performance, as it requires additional Mobility Management signaling.
4. Security Aspects

It should be ensured that sending the IMEI or IMSI unprotected in initial IMS registration does not pose a security threat. 

5. Pre Rel-8 devices

If there are any issues which are caused by the instance-id not being the same among IMS UE and IMSC, these issues exist already with legacy (pre-R8) devices. The main purpose of the MSC server enhanced for ICS is to serve legacy devices, i.e. adapt the legacy devices to the IMS network. The architectural requirement in SA2 was that there is no impact to the UE caused by the MSC server enhanced for ICS.  The proposal in C1-083052 has an impact to the UE, it is not sufficient to support GRUU in general, but the UE must populate the instance-id in certain manner (e.g. use IMEI or IMSI). 
6. UE without IMEI

Not every IMS UE has an IMEI. How the UE not having IMEI populates the instance-id must be defined in any case. UUID (RFC 4122) is the default recommendation in Outbound I-D to populate the instance-id. At best, the use of IMEI could be an exception specific to 3GPP CS capable devices. It should be noted that ICS enhanced MSC applies also to CDMA access, and CDMA does not have IMEI either. 
7. IETF involvement

The use of IMEI or IMSI as instance-id requires IETF work. In our understanding this IETF work may not be finished within Rel 8 timeframe.

8. Missing SA2 requirement

There is no SA2 requirement which would mandate the MSC server enhanced for ICS and the IMS UE to use a common GRUU.

3. Conclusions

Based on the discussion above, it is proposed that the MSC server enhanced for ICS populates the instance-id as per Outbound I-D, i.e. uses the UUID (RFC 4122).

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.292
* * * First Change * * * *

**** FIRST CHANGE ****
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Roles for registration in the IM CN subsystem

6.1
Introduction

This clause specifies procedures that are related to registration in the IM CN subsystem that are required for support of ICS. Both when the ICS UE generates the registration and when the MSC Server enhanced for ICS generates the registration is covered. 
Subclause A.3 gives examples of signalling flows for registration.
6.2
ICS UE

The ICS UE registers to IM CN subsystem as specified in 3GPP TS 24.229 [4] and includes its capabilities in the Contact header.

 Editor's note: the format of the ICS capabilities is FFS.
6.3
MSC Server enhanced for ICS
Editor's note: This subclause describes the MSC Server role in the registration process towards the IM CN subsystem.

Editor's note: It is for further study, whether requirements in clause 6 could be specified by referencing 24.229 procedures. In addition it is for further study whether parts of the requirements in clause 6 will be documented in 24.229.

6.3.1
General

Prior to performing registration on behalf of a UE, the MSC Server enhanced for ICS shall generate 
-
a private user identity;

-
a temporary public user identity; and

-
a home network domain name to address the REGISTER request to;

in accordance with the procedures a described in 3GPP TS 23.003 [9].
Note:
The condition when the MSC Server enhanced for ICS initiates registration on behalf of a UE is described in 3GPP TS 29.292 [6].

Editor's note: The MSC Server enhanced for ICS needs to provide the instance ID. The content of the instance id and how it is provided requires further study.

**** NEXT CHANGE ****

6.3.2
Initial registration

On sending a REGISTER request, the MSC Server enhanced for ICS shall:

1) 
set the Request-URI to the SIP URI of the domain name of the home network used to address the REGISTER request;
2)
set the From header to the SIP URI that contains the temporary public user identity to be registered;
3)
set the To header to the SIP URI that contains the temporary public user identity to be registered;

4)
populate an Authorization header, with:

-
the username directive, set to the value of the private user identity;

-
the realm directive, set to the domain name of the home network;

-
the uri directive, set to the SIP URI of the domain name of the home network;

-
the nonce directive, set to an empty value; and

-
the response directive, set to an empty value;
Editor’s Note: The only usage of the Authorization header is to transport the private user identity. It is for further study what level of security applies to. One approach could be that S-CSCF detects that the user is already authenticated in the MSC based on configuration. 
5)
set the Contact header to include the SIP URI containing the IP address or FQDN of the MSC Server enhanced for ICS in the hostport parameter. The MSC Server enhanced for ICS shall include a +sip.instance parameter containing the instance ID which shall be in the form of a UUID URN as defined in RFC4122 [33]. The MSC Server enhanced for ICS shall include in a g.3gpp.icsi_ref feature tag as specified in 3GPP TS 24.229 [4] the value for the IMS Multimedia Telephony Communication Service as specified in 3GPP TS 24.173 [12];

Editor’s Note: The content of the instance ID requires further study. 

6)
set the Via header to include the IP address or FQDN of the MSC Server enhanced for ICS in the sent-by field;
7)
set the Expires header, or the expires parameter within the Contact header, to the value of 600 000 seconds for the duration of the registration;

NOTE:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.
8)
populate the Supported header with the option tag "gruu";

9)
populate the Require header with the option tag "path";
10)
populate the Path header with:

-
a SIP URI identifying the MSC Server enhanced for ICS;

-
an indication that requests routed in this direction of the path (i.e. from the S-CSCF towards the MSC Server enhanced for ICS) are expected to be treated as for the terminating case;

Editor’s Note: It is for further study whether the MSC Server enhanced for ICS, although not being a proxy, should insert a Path header itself. By inserting the Path header, the ICS registration follows what is specified for Mw reference point.
11)
populate the P-Charging-Vector header with the icid parameter populated as specified in 3GPPP TS 32.260 [pp] and a type 1 orig-ioi parameter. The MSC Server enhanced for ICS shall set the type 1 orig-ioi parameter to a value that identifies the sending network of the request. The MSC Server enhanced for ICS shall not include the type 1 term-ioi parameter;

12)
populate the P-Visited-Network-ID header with the value of a pre-provisioned string that identifies the visited network at the home network; and

Editor’s Note: There needs to be some indication to show that the registration is being sent on behalf of a UE using CS domain access. The usage of P-Access-Network Info header for that purpose requires further study.

Editor’s Note: It is for furthers study whether the usage of UE related header by the MSC Server enhanced of ICS is appropriate.

13)
forward the request as specified in subclause 6.3.3. If the MSC Server enhanced for ICS fails to forward the REGISTER request, the MSC Server enhanced for ICS shall abort the initial IMS registration attempt.

On receiving a 200 (OK) response to the REGISTER request, the MSC Server enhanced for ICS shall:

1)
store the expiration time of the registration for the public user identities found in the To header value;
2)
store the list of Service-Route headers preserving the order, in order to build a proper preloaded Route header value for new dialogs and standalone transactions. The MSC Server enhanced for ICS shall store this list during the entire registration period of the respective public user identity;

3)
associate the Service-Route header list with the registered public user identity;

4)
store as the default public user identity the first URI in the list of URIs present in the P-Associated-URI header;

Editor’s Note: Whether the MSC Server enhanced for ICS must also store the non-default public user identities returned in the P-Associated-URI header is FFS.

5)
treat the identity under registration as a barred public user identity, if it is not included in the P-Associated-URI header;

6)
find the Contact header within the response that matches the one included in the REGISTER request. If this contains a "pub-gruu" parameter or a "temp-gruu" parameter or both, then store the value of those parameters as the GRUUs for the UE in association with the public user identity that was registered;

7)
store the values received in the P-Charging-Function-Addresses header; and

8) 
if a term-IOI parameter is received in the P-Charging-Vector header, store the value of the received term-IOI parameter.

On receiving a 423 (Interval Too Brief) response to the REGISTER request, the MSC Server enhanced for ICS shall:

· send another REGISTER request populating the Expires header or the expires parameter within the Contact header with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.

When the timer F expires at the MSC Server enhanced for ICS, the MSC Server enhanced for ICS may:

1)
select a different exit or entry point as described in this subclause; and

2)
perform the procedures for initial registration as described in this subclause. 
After a maximum of 5 consecutive unsuccessful initial registration attempts, the MSC Server enhanced for ICS shall not automatically attempt any further initial registration for an implementation dependant time of at least:

a) 
the amount of time indicated in the Retry-After header of the 4xx, 5xx or 6xx response received in response to the most recent registration request, if that header was present; or
b)
30 minutes, if the Retry-After header was not present and the initial registration was automatically performed as a consequence of a failed reregistration; or
c)
a 5 minutes, if the header was not present and the initial registration was not performed as a consequence of a failed reregistration.
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