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1. Introduction
With this pCR we propose to complete missing protocol collision handling in the network side.

We identified UE initiated procedures that need to continue and due to their nature, the ongoing security mode procedure need to be aborted. In other cases, we allow both the UE initiated and the network initiated SMC procedures to continue.
2. Reason for Change
Without changes, the clause is incomplete
3. Conclusions

Missing text added.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301.
* * * First Change * * * *

5.4.3.7
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure before the SECURITY MODE COMPLETE or SECURITY MODE REJECT message is received


The network shall abort the procedure.

b)
Expiry of timer T3460


The network shall, on the first expiry of the timer T3460, retransmit the SECURITY MODE COMMAND and shall reset and start timer T3460. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3460, the procedure shall be aborted.

c)
 Collision between security mode control procedure and attach, service request, tracking area updating procedure or detach procedure not indicating power off 


The network shall abort the security mode control procedure and proceed with the UE initiated procedure.
d)
Collision between security mode control procedure and other EMM procedures than in case c)


The network shall progress both procedures.


* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

