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5.2.1
General

Subclause 5.2.2 through subclause 5.2.9 define P‑CSCF procedures for SIP that do not relate to emergency. All SIP requests are first screened according to the procedures of subclause 5.2.10 to see if they do relate to an emergency. 

The P‑CSCF shall support the Path and Service-Route headers.

NOTE 1:
The Path header is only applicable to the REGISTER request and its 200 (OK) response. The
Service-Route header is only applicable to the 200 (OK) response of REGISTER request.

When the P‑CSCF sends any request or response to the UE, before sending the message the P‑CSCF shall:

-
remove the P‑Charging-Function-Addresses and P‑Charging-Vector headers, if present.

When the P‑CSCF receives any request or response from the UE, the P‑CSCF shall:

-
remove the P‑Charging-Function-Addresses and P‑Charging-Vector headers, if present. Also, the P‑CSCF shall ignore any data received in the P‑Charging-Function-Addresses and P‑Charging-Vector headers; 

-
may insert previously saved values into the P‑Charging-Function-Addresses and P‑Charging-Vector headers before forwarding the message.

NOTE 2:
When the P‑CSCF is located in the visited network, then it will not receive the P‑Charging-Function-Addresses header from the S‑CCF, IBCF, or I-CSCF. Instead, the P‑CSCF discovers charging function addresses by other means not specified in this document.

-
remove any P-Access-Network-Info header if such header contains a "network-provided" parameter; and

-
if the P‑CSCF has access to a NASS supporting the UE, and the request is not an ACK request or CANCEL request or CANCEL response, add a P-Access-Network-Info header field that contains the "network-provided" parameter, and include other parameters in the P-Access-Network-Info header in accordance with the information received from the NASS.
NOTE 2A:
Addition of the P-Access-Network-Info header by proxies, and repetition of the P-Access-Network-Info header within the same request or response, requires an update to RFC 3455 before such usage is valid.
When the P‑CSCF receives any request or response containing the P-Media-Authorization header, the P‑CSCF shall remove the header.

NOTE 3:
When a security association was set up at registration, the P‑CSCF will integrity protect all SIP messages sent to the UE outside of the registration and authentication procedures by using athe security association. When a security association was set up at registration, the P‑CSCF will discard any SIP message that is not protected by using athe security association and is received outside of the registration and authentication procedures. The integrity and confidentiality protection and checking requirements on the P‑CSCF within the registration and authentication procedures are defined in subclause 5.2.2.

In case IPsec is employed as security mechanism and an IPsec security association is established and the UE has requested symmetric response routing via an "rport" parameter in the topmost Via header field, in accordance with RFC 3581 [56A], the P-CSCF shall use the ports used for establishing the IPsec security association to forward responses, i.e. the P-CSCF shall ignore the request for symmetric response routeing.
For each registration, the P‑CSCF determines the type of access security to apply:

· if the initial REGISTER contains the Security-Client header field, the P‑CSCF shall behave as specified in subclause 5.2.2;

· otherwise, the P‑CSCF shall behave as specified in subclause 5.2.2A.

With the exception of 305 (Use Proxy) responses, the P‑CSCF shall not recurse on 3xx responses.

 NOTE 4:
If the P‑CSCF is connected to a PDF the requirements for this interconnection is specified in the Release 6 version of this specification.

When the P‑CSCF receives a SIP request or SIP response containing the P-Early-Media header, the P‑CSCF may add, remove, or modify, the header depending on whether media will be allowed to traverse to/from the UE at the point when the header is received.

NOTE 54: The P‑CSCF can use the header for the gate control procedures, as described in 3GPP TS 29.214 [13D].

In case a device performing address and/or port number conversions is provided by a NA(P)T or NA(P)T-PT controlled by the P‑CSCF, the P‑CSCF may need to modify the SIP contents according to the procedures described in annex F. In case a device performing address and/or port number conversions is provided by a NA(P)T or NA(P)T-PT not controlled by the P‑CSCF, the P‑CSCF may need to modify the SIP contents according to the procedures described in annex K if both a reg-id and instance ID parameter are present in the received contact header as described in
draft-ieft-outbound [92].
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