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1. Overall Description:

CT1 would like to thank SA3 for their LS on including IMEI in ciphered SMC Complete message. 

CT1 briefly discussed SA3's proposal to include the IMEI(SV) already in a ciphered NAS Security Mode Complete message from UE to the MME. 

During the discussion it was highlighted that a similar mechanism has been used since GSM phase 2 in the CS domain in the ciphering mode setting procedure (see TS 04.08/TS 44.018, subclause 3.4.7): By the use of the cipher response information element, the network may request the mobile station to include its IMEISV in the CIPHERING MODE COMPLETE message. The CIPHERING MODE COMPLETE message is sent by the mobile station in the mode requested in the CIPHERING MODE COMMAND, i.e. usually in ciphered mode. It was also pointed out that in this procedure the IMEISV is only included, if explicitly requested by the network. 

Since CT1 has just started to specify the NAS security mode command procedure for EPS, it was requested to give delegates more time to analyze the consequences of the proposed optimization in the context of EPS. 
CT1 hope to come to a decision about the applicability of this mechanism in EPS during the next CT1 meeting in May, and will inform SA3 as soon as possible about the outcome of the discussion.
2. Actions:

To SA3.

ACTION: 
CT1 kindly ask SA3 to note the above response and wait for further information from CT1
3. Date of Next CT1 Meetings:

CT1#53
5th - 9th May 2008

Cape Town, South Afrika
CT1#54
23th - 27th June 2008
Zagreb, Croatia
