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1. Introduction
TS 23.402 lists different HA address discovery procedure. One of them is based on IKEv2: the UE can get the HA address during the IKEv2 signalling used to set up the IPsec tunnel with the ePDG. This procedure is not in the scope of TS 24.303 as it is a feature of the Wu* reference point which is specified in TS 24.302. Therefore it is proposed to add some text in TS 24.303 to point to the actual solution in TS 24.302. This is similar to what has been agreed for the HA discovery based on PCO. 
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303. 
It is also proposed to correct a wrong reference in the previous version of TS 24.303.
* * * First Change * * * *
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* * * Second Change * * * *

5.1.2.1.4
Home agent address discovery based on IKEv2 signalling

The UE may request the IP address of the home agent during the tunnel establishment procedure with the ePDG. The details of this procedure are described in 3GPP TS 24.302 [xx].

