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1. Introduction
The topic of IP mobility mode selection was discussed at the last meeting but a conclusion on the solution was not reached. This document proposes a solution based on NAI decoration which does not require any change to existing EAP method implementations. 
2. Discussion
2.1 IP Mobility Mode Selection background
The IP mobility mode selection procedure is used by the UE and the network for two purposes:

-
IP MM protocol selection between Network Based Mobility (NBM) and Host based mobility (HBM - MIPv4 or DSMIPv6).

-
Decision on IP address preservation if NBM is selected.

The first decision is not needed in 3GPP accesses as network based mobility is always used. Decision on IP address preservation is still needed when handing over from a non-3GPP to a 3GPP access: the indication of UE support of IP address preservation via PMIPv6 is done via the Attach Type. This indication will be specified in TS 24.301 and is not considered in this document.
2.2 Impacts on CT1 specification
TS 23.402 provides an analysis of all possible cases and configurations depending on UE capabilities, user preferences, network support and operator’s policies. As far as CT1 is concerned, the only requirement seems to be the need for the UE to indicate which protocol is supported and optionally which is preferred during the network access authentication for trusted accesses and during the tunnel establishment procedure for untrusted accesses. The UE should therefore indicate what it supports out of these possibilites:
-
DSMIPv6 

-
MIPv4

-
Network Based Mobility with address preservation

Note that the latter may depend on which access technologies are used; for example the UE may support address preservation via NBM from HRPD to LTE but not from WLAN to LTE. Therefore the indication of the UE for the latter case may change depending on the scenario considered. 

The IP MMS issue is more complex than just providing the indication of the supported protocols from the UE; however that complexity does not have any impact on CT1 specification and influences the design of the AAA protocols and the AAA/HSS/ePDG/AGW procedures defined in CT4.
2.3 Possible solutions for IP MMS
Two different solutions were discussed in SA2 and at the last meeting in CT1 for the UE to provide the network with the indication of the supported protocol. The first one is based on extensions of the EAP-AKA method through a new option which should carry the protocol supported by the UE; the second one is based on the decoration of the NAI. 

In order to understand the benefits of each solution a brief analysis of the end to end solution is needed. Let’s consider as an example the untrusted access scenario (the trusted case is conceptually the same). In this case the IP MMS occurs during the IPsec tunnel establishment with the ePDG and the UE shall provide the information about the protocols supported to the ePDG, as described in section 4.1.3.2.2 of TS 23.402:
When the UE provides an indication of its supported mobility modes either during initial attach or on handover, the UE provides such information to the entity performing IPMS during network access authentication, for trusted non-3GPP accesses, or during authentication for tunnel establishment with ePDG, for untrusted non-3GPP accesses.

This is needed even though the final decision is taken by the AAA/HSS of the home network as mentioned in section 4.1.3.2 of TS 23.402. 
2.3.1 New option in EAP-AKA method

A solution proposed at the last CT1 meeting is based on a new option in EAP-AKA. When the UE includes the supported protocols in the EAP method, those information provided by the UE are not visible at the ePDG. This is because the EAP exchange is an end to end exchange between the UE and the EAP server. However, as mentioned above based on the excerpt from TS 23.402, the information from the UE must be provided also to the ePDG. 
The only way for the ePDG to know such indication is to receive it from the AAA. Figure 1 shows how the procedure would look like from an end to end perspective.
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Figure 1 – IP MMS based on a new EAP-AKA option
The indication of the UE can happen only in step 6 with a new option within the EAP-AKA method. This indication is not seen by the ePDG which however shall provide to the AAA server its own list of supported protocol, so that the AAA can select a protocol which is supported by both the UE and the ePDG. The ePDG in step 7 must therefore indicate all supported protocols and cannot narrow down this list based on the indication of the UE. The AAA server on step 8 will then provide the decision to the ePDG which will allocate the IPv6 address accordingly.
NOTE: in Figure 1 it is assumed that DSMIPv6 is selected. In case PMIPv6 is selected a PBU/PBA exchange is performed by the ePDG with the PGW to get the IPv6 prefix which must be allocated to the UE.
2.3.2 NAI decoration
The NAI decoration solution is simply based on the decoration of the IDi provided by the UE in the first message of the IKE_AUTH exchange. This information is visible to the ePDG which can therefore already perform a matching of the overlapping supported protocols and provide to the AAA only the possible solutions. The AAA will select the protocol and provide the information to the ePDG. Figure 2 illustrates this approach.
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Figure 2 – IP MMS based on NAI decoration
The decoration of the NAI is already used successfully in 3GPP, e.g. for network discovery in TS 24.234. The details of the exact decoration of the NAI are to be discussed by the WG; a simple example of how this could be achieved is a decoration with a prefix which includes the supported protocols (e.g. in order of preference): 



dsmip6.pmip6!user@realm.com
In this case the UE user@realm.com indicates that it supports DSMIPv6 and PMIPv6. As indicated in section 2.2, the UE may support PMIPv6 for a given access technology pair but not for any access technology pair. In this case the UE may need to explicitly indicate that PMIPv6 support is for e.g. LTE-HRPD handover. Another possibility is that the UE provides an implicit indication, i.e. the PMIPv6 support is referred only to the actual handover which is going on. Details on this can be worked out in future meetings.
2.3 Comparison of the solutions
As shown in the previous section the solution based on the EAP-AKA option requires modifications to both EAP and AAA protocols, while the solution based on NAI requires modifications only of the AAA protocols. In addition, with the NAI solution it is possible to optimize the information provided in the AAA protocol by the ePDG to the AAA: indeed the ePDG can provide only the list of protocols supported by both the UE and the ePDG itself. This is not possible in the EAP based approach as the ePDG has no visibility of the indications of the UE.
Moreover, the solution based on EAP would require a change of the existing EAP-AKA implementations. This change would probably not be limited to the capability to parse the new option, but would affect the entire EAP state machine and would require a new API between the EAP server and the AAA server. On the other hand the NAI based solution would require only the standardization of a naming convention, similarly to what is done in TS 24.234 for network selection. 
Finally the usage of options in EAP method for configuration information other than authentication data was discussed in IETF and somehow discouraged. Please see the ICOS BOF at IETF #62 for a reference (http://www.ietf.org/proceedings/05mar/icos.html). 
Table 1 summarizes the differences of the two solutions based on the analysis performed in previous paragraphs. 
	
	EAP-AKA option
	NAI decoration

	Changes to EAP-AKA implementations
	Needed 
	Not needed

	New parameters in AAA 
	Needed 
	Needed

	Information provided by the ePDG/AGW to the AAA server
	All protocols supported by the ePDG/AGW
	Protocols supported by both the ePDG/AGW and the UE

	API between EAP server and AAA server for IPMS information
	Needed
	Not needed

	New naming convention for NAI decoration
	Not needed
	Needed


3. Conclusions

Based on the analysis provided in the previous sections we think that the solution based on NAI decoration has significant advantages compared to the solution based on a new option in the EAP-AKA method. We think the WG should endorse this solution and work on the details of the NAI decoration solution at the next meeting. 
4. Proposal

It is proposed to document that a solution based on NAI decoration will be specified in TS 24.302. The details of the NAI decoration can be worked out at the next meeting.
* * * First Change * * * *

6.3.2
IPMS indication

The UE can provide indication for DSMIPv6 support only, NBM support only or support for both DSMIPv6 and NBM. The indication is provided through a decorated NAI during the authentication for network access in a trusted access and during the tunnel establishment procedure in an untrusted access. In the case of NBM, the request for IP address preservation shall also indicated by using the decorated NAI.

Editor's note:
It is FFS how the NAI is decorated to include the IPMS information. The decorated NAI used for this purpose will be specified in TS 23.003
Editor's note:
It is FFS if indication for MIPv4 is supported and if UE can indicate preference for a specific mobility protocol.
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