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Introduction

The UE must first attach to selected PLMN prior to getting IP connectivity. But even though this makes attach procedure a pre-requisite to PDN connectivity, it is still possible to optimise the signalling by combining the session management and mobility management signalling during EMM attach procedure.
The current specification in stage 2 (TS 23.401) and in stage 3 (TS 24.301) indicate that EPS attach procedure is used also to establish IP connectivity in a single signalling procedure transaction. This means that the attach procedure must also contain session management information. Such piggybacking of ESM information in EMM messages can take two approaches, either duplication of all necessary ESM IEs in those EMM PDUs where piggybacking occurs, or inclusion of a container for a whole ESM PDU in the affected EMM PDUs. In practice the attach procedure is affected in both cases. Since partial inclusion of only some ESM IEs in EMM attach procedure mixes two different protocol layers the constant evolution of one protocol (here ESM) can affect another protocol (here EMM) in terms of changed IEs due to either content changes or due to changes in number of IEs.

One contribution in CT WG1 #51 namely C1-080283 elaborated session management IEs in EMM messages by relocating session management IEs and by regrouping them into SM messages. By having SM messages piggybacked in EMM messages we achieve a state where EMM protocol does not need to understand ESM messages or session management information elements. Also ESM layer does not need to be aware of EMM registration status. The outcome of ESM procedure is obviously dependent of the successful EMM attach procedure. Nevertheless, considering those two as independent and self contained protocols makes the handling of various abnormal cases and errors easier. Logically ESM and EMM perform different tasks where EMM is responsible for registration status in the allowed PLMN based on subscription and ESM is responsible for PDN connectivity.
Therefore it is proposed to include from EMM perspective a black-box container for piggybacking an entire ESM message as payload. If dedicated EPS bearer contexts are to be established during an attach procedure, several instances of this black-box container can be included in the Attach Accept and Attach Complete message.
Note that the use of NAS Message Sequence Number or Message Authentication Code in piggybacking case is not in the scope of this CR and is to be discussed by a separate contribution.
Proposal
It is proposed to introduce the following changes in the next version of TS 24.301. 

****************** FIRST MODIFICATION ********************
8.2.1
Attach request

8.2.1.1
Message definition
This message is sent by the UE to the network in order to perform an attach procedure. See table 8.2.1.1.

Message type:
ATTACH REQUEST

Significance:

dual

Direction:


UE to network

Table 8.2.1.1: ATTACH REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

6.6.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

6.6.3
	M
	V
	1/2

	
	Attach request message identity
	Message type

6.6.4
	M
	V
	1

	
	Old GUTI or IMSI
	FFS
	M
	FFS
	FFS

	
	UE network capability
	FFS
	M
	FFS
	FFS

	
	Attach type
	FFS
	M
	FFS
	FFS

	
	NAS key set identifier
	FFS
	M
	FFS
	FFS

	FFS
	Last visited registered TAI
	FFS
	O
	FFS
	FFS

	FFS
	Message authentication code
	FFS
	O
	FFS
	FFS

	FFS
	NAS message sequence number for uplink
	FFS
	O
	FFS
	FFS

	
	
	
	
	
	

	FFS
	DRX parameter
	FFS
	O
	FFS
	FFS

	
	
	

	
	
	

	FFS
	ESM message container
	ESM message container
9.5.3.x
	O
	TLV
	FFS


8.2.1.2
ESM message container
This information element is included in this message if optional information for EPS bearer context needs to be sent to the network.
8.2.2
Attach accept

8.2.2.1
Message definition
This message is sent by the network to the UE to indicate that the corresponding attach request has been accepted. See table 8.2.2.1.

Message type:
ATTACH ACCEPT

Significance:

dual

Direction:


network to UE

Table 8.2.2.1: ATTACH ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Attach accept message identity
	Message type

10.4
	M
	V
	1

	
	Periodic TA update timer
	FFS
	M
	V
	FFS

	
	TAI list
	FFS
	M
	LV
	FFS

	
	
	
	
	
	

	
	
	

	
	
	

	
	Message authentication code
	FFS
	M
	FFS
	FFS

	
	NAS message sequence number for downlink
	FFS
	M
	FFS
	FFS

	FFS
	GUTI
	FFS
	O
	FFS
	FFS

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	

	
	
	

	FFS
	ESM Message Container
	ESM Message Container

9.5.3.x
	O
	TLV
	FFS


8.2.2.2
ESM message container
This information element may be included in this message more than once. If the network requests the establishment of dedicated EPS bearer contexts in addition to the default EPS bearer context, the MME shall include each ESM message in a separate ESM message container information element.
8.2.3
Attach complete

8.2.3.1
Message definition
This message is sent by the UE to the network in response to an ATTACH ACCEPT message. See table 8.2.3.1.

Message type:
ATTACH COMPLETE

Significance:

dual

Direction:


UE to network

Table 8.2.3.1: ATTACH COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Attach complete message identity
	Message type

10.4
	M
	V
	1

	
	
	
	
	
	

	
	Message Authentication Code
	FFS
	M
	FFS
	FFS

	
	NAS message sequence number for uplink
	FFS
	M
	FFS
	FFS

	FFS
	ESM message container
	ESM message container

9.5.3.x
	O
	TLV
	FFS


8.2.3.2
ESM message container
This information element may be included in this message more than once. If the UE confirms the establishment of dedicated EPS bearer contexts in addition to the default EPS bearer context, it shall include each ESM message in a separate ESM message container information element.
****************** FIRST MODIFICATION END ********************
****************** SECOND MODIFICATION ********************
9.5.3
EPS Mobility Management (EMM) information elements

9.5.3.x


ESM message container
The purpose of the ESM message container information element is to enable piggybacked transfer of an ESM message within an EMM message.
The ESM message container is a type 4 information element.
Editor's note: The length of the ESM message container can be more than 255 octets, i.e. it means that we would need to introduce new type of information element in TS 24.007 where LI (Length Indicator) can consist of more than one octet.
The ESM message container information element is coded as shown in figure 9.5.3.x.1 and table 9.5.3.x.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	ESM message container IEI
	octet 1

	Length of ESM message container contents
	octet 2

	
	octet 3

	ESM message container contents
	

	
	octet n


Figure 9.5.3.x.1: ESM message container type information element
Table 9.5.3.x.1: ESM message container type information element
	ESM message container contents (octet 3 to octet n)

	

	This IE can contain any ESM PDU as defined in chapter 8.3

	


****************** SECOND MODIFICATION END ********************
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