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1. Introduction
SA3 has agreed that the mobile equipment identifier (IMEI(SV)) is transferred in a NAS signaling message from the ME to the MME and that it needs to be confidentiality protected (note that one exception to the confidentiality requirement is the emergency call where no ciphering is available).
SA3 discussed whether it could be possible to include the IMEI(SV) already in a ciphered NAS Security Mode Complete message from UE to the MME. This would make it unnecessary for the network to query the IMEI(SV) after the NAS security mode setup with a separate NAS procedure as the IMEI(SV) would be available in the network already inside the ciphered NAS Security Mode Complete message, but would add overhead to each NAS SMC complete message. Note that NAS SMC is sent also for other purposes than to start security at initial attach, e.g., to change NAS keys on the fly and to change NAS algorithms.
SA3 noted that it is not its responsibility to decide whether signaling procedures are combined for optimization purposes. However, SA3 needs to decide whether the NAS SMC Complete message needs to be ciphered in case the IMEI(SV) is included into it. The drawback is that in case the IMEI(SV) is already available in the MME, the IMEI included in the SMC Complete message can be seen as unnecessary payload. So, SA3 kindly asks CT1 to inform SA3 if optimizations of this kind are decided by CT1 so that SA3 can take the appropriate security measures. In particular, if CT1 decides that there is a need to send the IMEI in the NAS SMC complete message, then SA3 can provide protection as described above.

2. Actions:

To CT1:

· SA3 kindly asks CT1 to inform SA3 if optimizations of this kind are decided by CT1 so that SA3 can take the appropriate security measures. In particular, if CT1 decides that there is a need to send the IMEI in the NAS SMC complete message, then SA3 can provide protection as described above.
3. Dates of Next TSG-SA WG3 Meetings:

SA3#51
14th – 18th, April 2008

Vancouver, Canada
SA3#52
23rd – 27th, June 2008

Sophia Antipolis, France
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