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1. Introduction

RAN WG2 would like to thank CT WG1 for the reply LS (C1-080393/R2-081195) on Access Class barring.
RAN WG2 has discussed further the details of the Access Class barring mechanism for ACs 0-9, and agreed that an AS barring timer will be started when the random value drawn at the first attempt of access is larger than the IE “access probability factor” broadcast in system information. The length of the timer will be determined by the formula
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where “rand” is a uniformly distributed random variable in the range 0 ≤ rand < 1, “barring time” is the IE broadcast in system information, and “” is a fixed (hard coded) parameter (e.g.,  = 0.3). The value range of the IE “barring time” is still FFS, but is expected to be in the order of minutes. This timer is introduced to prevent a user being successful in establishing a connection by trying several times consecutively. The timer is maintained by AS and if a new connection request is triggered by NAS while the timer is running, AS will simply indicate failure (barring status) to NAS without any attempts to establish connection or drawing a new random number. The new mechanism is solely handled by AS and will be concealed from NAS. AS will simply indicate a flag to NAS, if a certain attempt is unsuccessful due to this barring.
In response to the following questions, RAN WG2 would like to answer below:

Q1)
CT1 assumes that the random mechanism will be implemented on the AS level. Will the NAS be aware of the fact that due to access class barring the AS could not send the NAS message? 
A1)
RAN WG2 assumes that AS will simply indicate a failure flag to NAS, if the request from NAS was unsuccessful due to the barring mechanism.

Q2)
How often or for how long will the AS try to send the NAS message, (i.e. how often or for how long will the AS continue to generate new random numbers for this message)?
A2)
AS will have certain mechanisms for RRC retries and lower layer retries in establishing a connection. However, if the attempt was barred due to this random number on the first attempt, the AS will not perform any attempt nor retries to establish connection and will simply indicate failure to NAS at the first instance.

Q3)
CT1 also notes that there is a possibility to provide a similar "interface" between NAS and AS as suggested by TS 24.008 and to hide the random nature of the new mechanism from the NAS layer by combining the random mechanism with a flag visible to the NAS layer. The AS would set the flag to "barred" when access class barring starts, begin with the generation of random numbers when the NAS indicates that a NAS message is to be sent, and reset the flag when the random number is smaller than the threshold value and the UE is allowed to transmit the message. CT1 would like to ask RAN2 to provide feedback on such a possibility.
A3)
RAN WG2 assumes that AS will simply indicate failure to NAS as a result of the random number drawn. RAN WG2 has reached to a consensus that upon expiry of the timer, AS would not indicate alleviation of barring to NAS. It was felt that this indication would not be necessary and any further retries can be handled by NAS. AS would indicate failure to NAS due to barring, if NAS requests another attempt while the timer is running.
Q4)
Does the PPAC bit in the system information also permit the UE to access the network for the purpose of tracking area update, or is the access for tracking area update still controlled by the random mechanism? In the latter case, how long would the start of the tracking area update procedure be delayed typically?
A4)
RAN WG2 has not discussed the case of TA updates, but has understood the problem. RAN WG2 will inform CT WG1 if any progress is made regarding this aspect.
In relation to this barring mechanism, RAN WG2 further discussed how cell reselection during the connection establishment procedure should be handled. RAN WG2 came to the conclusion that when cell reselection occurs during the connection establishment procedure, AS will abort the procedure and report unsuccessful procedure to NAS. This is because cell reselection may end up the UE in an unregistered TA, and it is assumed that TA update needs to be performed before service establishment. Since AS does not know in which TAs the UE is currently registered to, according to the current model, it was felt better to simply abort the current establishment procedure and report failure to NAS.

If cell reselection occurs, the “barring timer” will be stopped and access control parameters broadcast in the new cell will apply. RAN WG2 assumes that further retries are handled by NAS, and if a new request is triggered by NAS, AS will draw again a random number and based on the access control parameters in the new cell, will decide whether the attempt is barred or not. If the random number implies barring, a new timer is started during which further new attempts will be barred.
2. Actions
To TSG CT WG1
ACTION:  RAN WG2 kindly requests CT WG1 to take into account above and notify if any problems are foreseen.
3. Dates of next TSG RAN WG2 meetings

RAN WG2 #61bis

31st March – 4th April, 2008

Shenzhen, China
RAN WG2 #62

5th – 9th May, 2008


Kansas City, US
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