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Introduction 

The stage 2 for service level trace TS 32.422 describes initiating trace logging in clauses 4.2.3.5.2 (UE) and 4.2.3.5.3 (Network Entity).  

Initiating Logging at the UE 

In clause 4.2.3.5.2, TS 32.422 states for an originating:  
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and for a terminating UE: 
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and for both originating and terminating UE: 
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. 

Initiating Logging at an IMS Network Entity 

For an IMS network entity, TS 32.422 says: 
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Start Triggering Event 

The service-level trace stage 2 TS 32.422 requires a service level tracing start triggering event as defined in clause 5.1a.
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It is proposed that a new P-Debug-ID: SIP header is defined to act as a start triggering event for a session to be traced. In order to allow a tracing session to be authenticated, the 3-octet trace reference can be placed in this header field. 

The start triggering event is included by the UE when it detects the initiation of the specified service to be traced, and causes an IMS network entity to begin tracing. 
Initiating Logging in the Originating Case 

An originating UE starts logging when it detects that a user or application starts a service to be traced. Alternatively, the device management server can directly start tracing on the UE. 
A network entity starts a trace recording session when it receives in an incoming SIP (service) signalling message containing a service level tracing Start Triggering Event and when the information contained within the service level tracing Start Triggering Event matches the information received by the IMS NE during trace session activation.
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Figure 1 Initiating trace logging originating case 
Initiating Logging in the Terminating Case 

A terminating UE starts logging when it detects that a user or application starts a service to be traced, or it detects a start triggering event. 

It is proposed to initiate logging when a P-Debug-ID: header is received. The P-Debug-ID header can be added by the I-CSCF/MGCF /IBCF at the edge of the network. The trace reference contained in this header can be used to authenticate the tracing session.
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Figure 2 Initiating trace logging terminating case

Proposal 1

The UE compares an initial request for a session or standalone transaction with its IMS managed object to determine whether to initiate trace logging. 

Proposal 2 

The IMS managed object contains a node to allow the device management server to force initiating and stopping trace logging. 

Proposal 3 

Presence of the P-Debug-ID: header shall be the start triggering event. 

Proposal 4 

The trace reference shall be placed in the P-Debug-ID header field to allow authentication of a trace session. 

Proposal 5 

A network entity shall contain the same set of trace control and configuration parameters as a UE. Some of the values will be different (e.g. interfaces) and some identical (e.g. trace reference). 
Proposal 6 
Entities at the edge of the network can add a P-Debug-ID: header field containing a trace reference in order to debug terminating sessions or standalone transactions.

Proposal 7 

A parameter is required in trace control and configuration to indicate whether the configuration applies to originating sessions, terminating sessions, or both. 
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A Trace recording session(s) may be initiated at an originating UE when:


The UE detects the initiation of the specified service to be traced. The service may be initiated either by the end user or by an application. 





The triggering events at a terminating UE include:


The UE detects the initiation of the specified service to be traced. The service may be initiated either by the end user or by an application. 


The UE detects the reception of an incoming SIP message containg the service level tracing Start Triggering Event.








A Trace recording session(s) may be initiated at a UE (both originating and terminating) when it detects a start trigger event initiated directly by the Device Management server for the purpose of allowing not only SIP information related to the service to be traced, but also information relating to the processes performed by the UE to support the initialization of the service.





4.2.3.5.3	Starting mechanism at the IMS NE


For an IMS NE (i.e. S/I/P-CSCF, AS, HSS, MRF, MGCF, BGCF) that has an active trace session (see subclause 4.1.2.9) a trace recording session should be started when it receives in an incoming SIP (service) signalling message containing a service level tracing Start Triggering Event and when the information contained within the service level tracing Start Triggering Event matches the information received by the IMS NE during trace session activation. The IMS NE shall also start the recording of signalling messages in the interfaces that are defined in the list of received interfaces parameter.





5.1a	Service Level Tracing Start Triggering event (M)


The Service Level Tracing Start Triggering Event is a mandatory parameter that controls and coordinates the start of a Trace Recording Session at an IMS NE and UE. 


The Service Level Tracing Start Trigger Event shall include:


Public User Identity (M);


Service identification (M);


Trace reference (M);


Service level tracing counter (M); �The service level tracing counter is incremented on a hop-by-hop basis to indicate the sequence of trace records recorded across all IMS NEs. 


and  the trace reference is defined in clause 5.5. 


5.5	Trace Reference (M)


This parameter shall be a 3 byte Octet String. 








