3GPP TSG CT WG1 Meeting #50
C1-073130
Sophia Antipolis, France, 5th – 9th November 2007.
Source:
Qualcomm Europe

Title:
IP Mobility Mode Selection impacts on CT1 specification
Agenda item:
9.2

Document for:
Discussion and Approval

This paper discusses the IP mobility mode selection issue and the respective impacts to CT1 specification.
1.  Introduction
At the last SA2 meeting some principles for IP Mobility Mode Selection were agreed. This document discusses the impacts of this procedure to the CT1 specification and proposes to add a new subclause in section 9 to study the issue. 
2. Discussion

In TS 23.402 two protocols to handle mobility between 3GPP and non-3GPP systems are specified, namely PMIPv6 and DS-MIPv6. This implies that at any movement performed by the UE, a protocol selection must be performed. This procedure is known as IP Mobility Mode Selection. 
SA2 agreed on some principles, documented in TS 23.402, about this procedure (see Annex A of this paper). The principles imply that either static configuration is used or a dynamic selection must be performed. In the latter case the UE is involved in the mobility mode selection as the network shall know the protocols which are known by the UE and the UE preferences. This has impacts on the CT1 specification as it may imply modifications to the attach procedure to trusted and untrusted non 3GPP accesses. For example, one of the possible solutions discussed in SA2, and somehow hinted by the principles, consists on a capability exchange between the terminal and the network. This capability exchange can be explicit or implicit (e.g. some information can be piggybacked in a decorated NAI); in any case it is clearly in the scope of CT1 specification. 
However, it is worth noting that, as a detailed solution has not been agreed in SA2 yet, it is not clear exactly which CT1 procedures are involved.
3. Proposal
Based on the previous section, it is proposed to introduce a new subclause in section 9.3 of TS 24.801. The purpose of this subclause is to analyze the impacts of the IP mobility management selection issue in the CT1 specification. As part of section 9, the text within this section will not be transferred to any specification but will be used as a placeholder for the latest understanding of CT1 on this issue. 
*** Start of 1st change ***
9.3
Inter-system mobility between E-UTRAN and non-3GPP access networks

Editor's note: This subclause will contain a description of aspects of inter-system mobility between E-UTRAN and non-3GPP access networks, as far as relevant for CT1 and not already covered by clause 8.

9.3.1
General
9.3.2
IP mobility mode selection

9.3.2.1
General

The purpose of the IP mobility mode selection procedure is to perform the selection of the protocol used to handle the mobility between 3GPP and non-3GPP systems. 
Editor's note: it is FFS in which handover scenarios this procedure shall be used
9.4
Inter-system mobility between E-UTRAN and cdma2000 HRPD networks

Editor's note: This subclause will contain a description of aspects of inter-system mobility between E-UTRAN and cdma2000 HRPD networks, as far as relevant for CT1.

9.4.1
General
9.4.2
Optimized Handover between E-UTRA and cdma2000 HRPD

9.4.2.1
General

Editor's note: general procedural description could be added.

The purpose of the procedure is to minimise the total service interruption time experienced at the UE, by allowing the UE to attach and perform service activation (in the case of E-UTRAN) or to perform a session configuration or traffic allocation request (in the case of HRPD) in the target access system before leaving the source access system.

9.4.2.2
Optimized Active Handover from E-UTRA to cdma2000 HRPD

Editor's note: This subclause will contain a procedural description of the optimized HO aspects, including the Pre-registration towards HRPD network, while attached to E-UTRA network. These procedures are exchanged between the UE and MME.

9.4.2.2.1
Pre-registration procedure

Editor's note: This subclause is FFS.

9.4.2.3
Optimized Active Handover from cdma2000 HRPD to E-UTRA

Editor's note: This subclause will contain a procedural description of the optimized HO aspects, including the Pre-registration towards E-UTRA network, while attached to HRPD network. These procedures are exchanged between the UE and MME.

9.4.2.3.1
Pre-registration procedure

The UE initiates the pre-registration procedure based on defined triggers (it is FFS which triggers will be used).

Editor's note: The pre-registration procedure is FFS.

The messages exchanged between UE and MME will be tunnelled over the S101 interface.

*** End of 1st change ***
Annex A – IP Mobility Mode Selection in TS 23.402
This is an excerpt from TS 23.402 which deals with IP mobility mode selection. 
=====================================================================================

4.1.3
IP Mobility Management Selection Principles

The Mobility mechanisms supported between 3GPP and non-3GPP accesses within an operator and its roaming partner’s network would depend upon operator choice.

4.1.3.1
Static configuration of inter technology Mobility Mechanism

For networks deploying a single IP mobility management mechanism, the statically configured mobility mechanism can be access type and/or roaming agreement specific. The information about the mechanism to be used in such scenario is expected to be provisioned into the terminal (or the UICC) and the network. Session continuity between 3GPP and non-3GPP access types will not be provided in this case if there is a mismatch between what the UE expects and what the network supports. For example service continuity may not be possible if the user switches to a terminal supporting a different IP mobility management mechanism than provisioned in the network.

Editor’s Note: The impact of a mismatch of mobility mechanism on the terminal’s ability to get basic IP connectivity is FFS.

4.1.3.2
Networks supporting Multiple IP Mobility Mechanisms

IP Mobility management Selection (IPMS) consist of two components:

-
IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6

-
Decision on IP address preservation if NBM is selected

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a network based mobility mechanism. 

Upon initial attachment to a non-3GPP access and upon handoff from 3GPP to non-3GPP access, IPMS is performed before an IP address is allocated and provided to the UE. 

The UE support for a specific IP Mobility Management protocol  and/or IP address preservation mechanism for inter-access mobility may be known by the network based on explicit indication from the UE.

Editor’s Note: It is FFS over which accesses and how we support the explicit indication form the UE. It is FFS if an implicit indication is also possible. 

Upon attachment to a non-3GPP access, if the access network (supporting at least PMIP6) is not aware of the UE capabilities and the home and access network’s policies allow the usage of PMIP6, then PMIP6 is used for establishing connectivity for the UE to the EPC. 

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility. Such knowledge may be based on an explicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided. 

IP address preservation for session continuity based on DSMIPv6 may take place if the network is aware of the UE capability to support DSMIPv6. In such a case, the access network provides the UE with a new IP address, local to the access network. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. in case the UE performed S2c bootstrap before moving to the target non-3GPP access). 

Editor’s Note: If the UE supports IP address preservation for session continuity using both PMIP and DSMIPv6, it is FFS whether it is possible for the UE to indicate a preference to the network. 

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies. 

NOTE:
The case of the UE initiating a new session on a second access while maintaining existing sessions on a first access is FFS and are not covered in these principles.
