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This paper clarifies the IP address allocation procedure in IKEv2.
1.  Introduction

The current text in section 7.3.3.4 of TR 24.801 specifies how the IPsec tunnel with the ePDG is established. This document proposes a clarification of this procedure.

2.  Discussion

When the IPsec tunnel is established between the UE and the ePDG an IP address is assigned to the UE. The IKEv2 procedure does not depend on the mobility management protocol used, either PMIPv6 or DS-MIPv6. 
It is true that the overall ePDG behaviour depends on the mobility management protocol used; however, the differences are on the reference point S2b, between the ePDG and the PDN GW and not on the reference point between the ePDG and the UE. Indeed, if either DS-MIPV6 or PMIPv6 is used, a remote IP address is assigned to the UE using a CFG_REPLY Configuration Payload. Therefore from a CT1 perspective there is not any need to distinguish between the usage of PMIPv6 or DS-MIPv6 during the tunnel establishment procedure. 
There may be additional impacts on this procedure based on the solution defined for the mobility mode selection issue (see C1-072903). However, it is not clear which are those impacts (still under study in SA2) and therefore it is not possible to agree on any text to include in TR 24.801.
3. Proposal
It is proposed to clarify the text in section 7.3.3.4 of TR 24.801 based on the considerations in the previous section. The proposal is to delete any reference to the mobility management protocol used, as it has no impacts on the IKEv2 procedure.
*** Start of 1st change ***
7.3.3.4
ePDG procedures

7.3.3.4.1
Tunnel establishment

Upon receipt of an IKE_AUTH request message from the UE requesting the establishment of a tunnel, the ePDG shall proceed with authorization and authentication. The procedure is the same as described in 3GPP TS 33.234 [9].
The ePDG shall proceed with IPsec tunnel setup completion and relay in the IKEv2 Configuration Payload (CFG_REPLY) of the final IKE_AUTH response message the remote IP address assigned to the UE. If the UE requested both an IPv4 and an IPv6 address, both are allocated to the UE via a single CFG_REPLY Configuration Payload containing two configuration attributes, one for the IPv4 address, the other for the IPv6 address, else only the IP address of the requested IP version is allocated. An IPsec tunnel is now established between the UE and the ePDG.

Editor's note: In case of IPv6, it is FFS whether an IPv6 address or an IPv6 prefix is allocated to the UE.

Editor's note: The implications of the IP mobility mode selection procedure on this section are FFS.
*** End of 1st change ***
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