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1
Introduction

The section 10.12 of TR 24.801 [1] is structured in a way to collect solution options for CSG / home cell deployments. 

At present, this section contains only one possible option (called ‘Option A’) which describes one of the possible alternatives to achieve home cell deployments.

Additionally, it is important to bear in mind that Option A in 3GPP TR 24.801 [1] relies on the use of unique Tracking Area Identity (TAI) for the ‘minimum’ Closed Subscriber Group (CSG) cell identifier, and therefore on the tracking area updating procedure for access control when cell (re-)selection takes place.

However, other alternatives than the use of unique TAI are possible and this fact was acknowledged by CT1 and reflected in CT1 LS in C1-072156, quote:

CT1 has not yet agreed whether the minimum identifier of the CSG cell is the tracking area identity. Two proposals for identifying a CSG cell have been presented: 

1.
PLMN + TAC + Cell id

2.
PLMN + TAC where TAC is unique. This might require a TAC of 28 bits.

CT1 does not preclude other options. 

At the last CT1 meeting in Kobe (Oct. 8th-12th), it was shown that another alternatives than Option A for Closed Subscribed Group (CSG) are possible (C1-072371). 

2
Proposal
It is proposed to introduce a new alternative solution to CSGs in the section 10.12 called Option B. 
References

[1]
3GPP TR 24.801, "3GPP System Architecture Evolution; CT WG1 aspects" (Release 8)
1st Change

10.12.3
Option B
10.12.2.1
Introduction

A Closed Subscriber Group (CSG) consists of a cell or group of cells to which access is restricted to a defined group of users. Idle and Active mobility procedures are optimized to avoid UE battery inefficiencies when a UE is not allowed to use a cell.

NOTE:
A CSG is not limited to the deployment of a single cell in a home; it can also be, for example, a campus or office building area deployment of multiple cells.

10.12.2.2
Definitions related to CSGs

Closed Subscriber Group (CSG): A collection of one or more cells that have a common tracking area identity and indicate that they are closed, i.e. CSG cells.

CSG cell identifier: The identity of a CSG cell which consist of a tracking area identity plus cell identity code.

Allowed CSGs list: A list stored in the UE of CSG cell identifiers that belong to CSG cells. A UE is able to access only those CSG cells which have CSG cell identifiers in this list.

Tracking area list: A list stored in the UE of tracking area identities that the UE can access without performing a tracking area updating procedure (see subclause 5.1.1.1).

10.12.2.3
Abbreviations related to CSGs 

CSG
Closed Subscriber Group
10.12.2.4
Impact of CSGs on Registration Areas in the EPS 

Within the EPS, a registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. A single cell can only belong to a single tracking area or a single Closed Subscriber Group (CSG). Tracking areas cannot overlap each other. CSGs cannot overlap each other. Within the EPS, the concept of "registration to multiple tracking areas" applies:

-
A Tracking Area Identity (TAI) or CSG cell identifier is broadcast in a cell. The tracking area identity is identified by a PLMN identifier and a Tracking Area Code (TAC). The CSG cell identifier consists of a TAI plus a cell identity code. In case of a shared network, a single TAC and cell identity and multiple PLMN identifiers are broadcast.

-
An indication is broadcast on each cell indicating whether the cell belongs to a closed subscriber group or not. 

-
In order to reduce the tracking area update signalling within the EPS, the MME can assign several tracking areas to the UE by means of the tracking area list (see subclause 5.1.1.1).
-
The UE considers itself registered to a list of tracking areas stored and does not need to trigger tracking area update other than periodic tracking area update as long as it stays in the current registration area,  i.e. a cell that has one of the tracking area codes in the tracking area list stored in the UE (see subclause 5.1.1.1).
-
The MME may indicate to the UE the identities of the CSGs to which it is subscribed. (Also, if the UE is not in a geographic region close to any of its CSGs, the MME need not indicate the CSGs). The UE shall treat all CSG cells where the UE does not belong to the associated CSG as though they are NOT a suitable cell as defined in 3GPP TS 23.122 [22].
-
The UE is anyhow allowed to camp on restricted CSG cell (limited service state) so that emergency calls can be made as defined in 3GPP TS 23.122 [22].
-
The MME may provide the UE with a list of allowed CSG cells (Allowed CSGs list) in, for example, a similar way as today’s Equivalent PLMN list or the tracking area list (e.g., acceptance message of the attach/tracking area updating procedures).

Editor's note: the maximum number of CSG cells which can be allocated per UE needs to be defined.

-
The UE will store the Allowed CSGs list either in the ME or in the USIM and it will consider its Allowed CSGs list as valid until it receives a new list in the next EMM procedure or it is commanded by the network to delete all entries in the Allowed CSGs list.
-
A new NAS or RRC cause value, something like forbidden CSG cell, instead of forbidden tracking area identity may be used when a UE attempts to access a restricted cell. An eNodeB, which belongs to a CSG, sends the CSG cell identifier, i.e., TAI plus (parts of) Cell identity, to the MME whenever authorization needs to be checked in the MME. This may also be used for charging purposes. 

-
On receipt of a new cause value the UE removes CSG cell identifier (outdated information) from the stored Allowed GSGs list. This prevents non-allowed UEs from accessing cells indicated as restricted.
-
Other alternative than a new NAS or RRC cause value for case of erroneous access attempt to CSG cells may be the use of the service request procedure that allows to check the CSG cell identifier towards the user subscription. In case, the CSG cell identifier and the user subscription do not match, the MME rejects the service request procedure. 

-
When necessary, the MME shall initiate paging of the UE in all cells of all tracking areas and all CSGs in the current registration area. Cells that belong to a CSG must be part of the same MME pool.
10.12.2.5
Option B open issues for tracking area update procedure

1)
It should be decided whether the Allowed CSG List is to be cleared at power down, is stored in the ME or  USIM and in which way would be distributed to the UE.
Editor’s note:  The working assumption is that the allowed CSGs list shall be stored in the USIM and, as an implementation option, can be stored additionally in the ME. If the ME detects that the USIM has been changed, the access list will be deleted from the ME. 

2)
It should be decided whether a new cause value or the service request procedure are used for preventing erroneous access attempts to CSG cells.

3)
It must be possible for subscribers to control whether they are added to a CSG.
End of Change

Annex A – Excerpt from TR 24.801, version 0.4.0

10.12
Home cell deployments

10.12.1
General

10.12.1.1
Introduction

A home cell deployment is a single eNodeB used in a home or a small group of cells e.g. in a campus deployment. Typically, access to home cells is restricted to particular subscribers.
10.12.1.2
Working assumptions for all home cell deployment options

-
Tracking area update reject messages alone cannot be used to control access to home cells.

-
A UE must be prevented from attempting to access a home cell if the UE is not a member of the home cell.

-
It is not practical to use a forbidden list to control access to home cells because of the need to allow for a very large number of home cells within a single network.

-
A home cell must identify itself as a home cell by broadcasting a one bit flag.

-
UE access to home cells will be controlled by a white list of home cell identifiers stored in the UE.

Editor's note: Subclauses of 10.12 from 10.12.2 onwards contain solution options for home cell deployments, with one self‑contained option per subclause.






































































































































































