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6.5.1
Handling of UE-terminating requests, registered user

The Request URI of a terminating request can contain either a public user identity or a GRUU associated with a particular public user identity. If the destination address is a GRUU, the S-CSCF shall first determine the corresponding public user identity associated with the GRUU, and shall use that public user identity for the following terminating request handling procedures.

The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating Initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check whether this is an UE-originating request or a UE-terminating request. For UE-terminating initial requests the S-CSCF shall first perform any routing of the request to Application Server based on matching of initial Filter Criteria before performing other routing procedures towards the terminating UE, (e.g. forking, caller preferences etc). This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if the request contains an authenticated  ICSI value the S-CSCF shall check whether the IMS communication service identified by the authenticated ICSI value is allowed for the subscribed services for the served user and is consistent with the contents of the request (i.e. SDP and other content is consistent with the unauthenticated ICSI value) and if not remove the authenticated ICSI value otherwise use this as the authenticated ICSI value;

-
if the request does not contain an authenticated  ICSI value then check whether the request matches a subscribed service (i.e. SDP and other content matchs appropriate SDP and other content for each and any of the subscribed services for that user) As an operator option, if the contents of the request do not match a subscribed service, the S-CSCF may reject the request;

-
include an authenticated ICSI value if the contents of the request are related to an IMS communication service based upon the previous checks and use this authenticated ICSI value as the IMS communication service identifier when applying  the initial filter criteria in the subsequent steps; 
-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to registered user;

-
in case the Request-URI changes when visiting an Application Server, terminate the checking of filter criterias, and either:
a)
route the request, without attempting to verify the barring status of the changed public user identity, based on the changed value of the Request-URI and do not execute the subsequent steps; or

b)
use the initial Filter Criteria for the UE-originating case after retargeting and perform the matching procedure with SPTs within this initial Filter Criteria as described in subclause 6.4.1;
Editor's Note: It is FFS what are the conditions to select option a) or option b), and whether these conditions must be specified at all.

-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.

6.5.2
Handling of UE-terminating requests, unregistered user

The Request URI of a terminating request can contain either a public user identity or a GRUU associated with a particular public user identity. If the destination address is a GRUU, the S-CSCF shall first determine the corresponding public user identity associated with the GRUU, and shall use that public user identity for the following terminating request handling procedures.

The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. 
A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check this is an UE-originating request or a UE-terminating request. This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if the request contains an authenticated  ICSI value the S-CSCF shall check whether the IMS communication service identified by the authenticated ICSI value is allowed for the subscribed services for the served user and is consistent with the contents of the request (i.e. SDP and other content is consistent with the unauthenticated ICSI value) and if not remove the authenticated ICSI value otherwise use this as the authenticated ICSI value;

-
if the request does not contain an authenticated  ICSI value then check whether the request matches a subscribed service (i.e. SDP and other content matchs appropriate SDP and other content for each and any of the subscribed services for that user) As an operator option, if the contents of the request do not match a subscribed service, the S-CSCF may reject the request;

-
include an authenticated ICSI value if the contents of the request are related to an IMS communication service based upon the previous checks and use this authenticated ICSI value as the IMS communication service identifier when applying  the initial filter criteria in the subsequent steps;
-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to unregistered user;

-
in case the Request-URI changes when visiting an Application Server, terminate the checking of filter criterias, and either:
a)
route the request, without attempting to verify the barring status of the changed public user identity, based on the changed value of the Request-URI and do not execute the subsequent steps; or

b)
use the initial Filter Criteria for the UE-originating case after retargeting and perform the matching procedure with SPTs within this initial Filter Criteria as described in subclause 6.4.1;
Editor's Note: It is FFS what are the conditions to select option a) or option b), and whether these conditions must be specified at all.

-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.
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