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1. Introduction

Following the decision in SA #34 to allow CT working groups to progress on stage 2 and 3 aspects of PNM, the objective of this paper is to propose a stage2 level detail implementation of UE activation in personal UE networks, taking IMS only as antecedence, to kick-off the PNM CT work.
2. PNM activation settings
2.1 General
The activation is a precondition for UE redirecting service in PNM; user can terminate all services addressed to any of the UEs belonging to the PN to the default UE after activation. According to the stage1 description, three type of activation should be available in PNM, a global level for all services supported by the UE capabilities and subscription, a per service basis for selected services supported by the UE capabilities and subscription, and a per service component basis for the different media of a supported service for the activated UE.
2.2 Configuration aspects

Configuration allows a user to configure service aspects of PNM, for UEs already registered in the PNM AS. Configuration in IMS is performed using the Ut reference point between the PNM AS and UEs.

2.2.1
Configuration aspects for activation settings
The basic attributes required for activation configuration are:
Require attribute:

<ActivationLevel>: Contains information indicating the level of this activation: global level, selected services level or service component level;

<PublicID>: Public identity of the UE that the user wishes to use when redirect an incoming request to this UE.
<PriorityValue>: Priority that the user configured for the UE for terminating a specific service or a service component of a supported service.
<ActType>: Contains information indicating this operation is a UE self-activation or an activation of another UE.
Optional attribute:

<ServiceID>: If the activation level parameter takes the value service or service component, this parameter contains service identity of the service.
<MediaID>: If the activation level takes the value service component, this parameter contains the media identity of the service component.
2.3 Storage and applying of activation settings
It is proposed that the PNM AS stores the three level activation settings simultaneously, within each level there may be more than one activation settings with different priorities for a particular service or one particular media of a service. 
For a new activate operation, if there is already an activation setting stored in the PNM AS with the same values of parameters ActivationLevel, PriorityValue and ServiceID or MediaID, if capability and subscription of the UE support this service or media,  then the new activation setting  will override the previously one stored in PNM AS. 
During the PNM redirection procedure, when the PNM AS is triggered, it shall first determine the service and service components of the incoming request, then examine the stored activation settings, the application of media redirecting setting shall take precedence over application of service directing setting.   For terminating services without an activated UE, the services shall not be redirected but shall be terminated by the addressed target UE.
2.4 Roles of IMPU in the activation settings
As described in TS 24.229 section 6.3 that when the S-CSCF receives any SIP request containing SDP, the S-CSCF shall examine the media parameters in the received SDP. If the S-CSCF finds any media parameters which are not allowed based on either local policy or the subscription, the S-CSCF shall return a 488 (Not Acceptable Here) response containing SDP payload. 
To ensure that the terminating services and media are supported by the capability and subscription of the UE, an IMPU is given in the activation setting. After receiving the activate request, the PNM AS will query the HSS for the service subscription of the IMPU, if the services or medias are part of the service subscription of the IMPU, then it is considered that the subscription of the UE supports the services or medias. 
For global level activation, there may not any service code contained in the activation settings, the PNM AS shall consider the all services subscribed by the IMPU are the terminating services of the setting.
3. Proposal
The following activation sequence procedures are proposed to be approved for inclusion in PNM stage2 TS 2x.xxx.

Note: Here the NAF is illustrated as combination with PNM AS; it can also reside in an Authentication Proxy.
************   Modification ************
6.3
Activation 
6.1.1 6.3.1 General

Activation procedures enable the users activate selected PNEs as the default ones to terminating services addressed to any UE belonging to the PN, three type of activation are available in PNM, a global level for all services supported by the PNE capabilities and subscription, a per service basis for selected services supported by the PNE capabilities and subscription, and a per service component basis for the different media of a supported service for the activated PNE.
6.3.2 Activation procedure for IMS
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Figure1: UE-Self Activation for IMS-only

Steps:

1)  UE sends a configuration request to the PNM AS, requesting it to activate the UE. The message must contain the activation level, one public user identity of the UE, priority value, and activation type to indicate this is a UE-self activation or activation of another UE.
2) On receiving this request, the NAF combined in the AS verifies the identity of the UE, after successful authentication, the NAF forwards the activate request to the PNM AS, adding the IMPI of the UE in addition. 

3) The PNM AS correlates the UE to a particular PN by the IMPI contained in the request, confirms the UE and the IMPU has already registered in the PN in addition, then it sends a query request to HSS to get the service subscription of the IMPU contained in the activation request, if this is not a global level activation; the request shall also contain at least one service identity in addition.

Note: In IMS, the SID can be used for this purpose.  

4) The HSS sends a response with the required data.
5) On receiving this request, the PNM AS verifies if the UE capability and the service subscription of the IMPU supports the terminating services or medias.
6)  After successful verification of the UE capability and the service subscription of the IMPU, the PNM AS sends a message to the HSS to subscribe notification of the IMPU service subscription to know change of the service subscription.

7) Once the PNM AS is authorized to do so, the HSS sends an acknowledgement to PNM AS.
8) The PNM AS stores the above activation setting.

9) The PNM AS sends an activation response to the UE, including the operation result, with the service code if successfully activated. 
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 Figure 2: Activation of another UE for IMS-only
Steps:

1) UE sends a configuration request to the PNM AS, requesting it to activate another UE. The message must contain one public user identity of the invited UE, activation type to indicate this is an activation of another UE, it may also contain the other activation configuration parameters e.g. activation level in addition.
2) On receiving this request, the NAF combined in the AS verifies if the UE has been authorized to activate another UE in the PN, after successful authentication, the NAF forwards the register request to the PNM AS, adding the IMPI of the UE in addition.
3) The PNM AS queries the HSS for the S-CSCF serving for the invited UE.

4) The HSS sends a response with the required info. 

5-7) The PNM AS sends a activate invite request to the invited UE through the S-CSCF, P-CSCF then on to the UE, the invite request shall use SIP as the signal protocol, e.g. SIP MESSAGE.

8-10) A message sent from the invited UE confirming the invite message has been successfully received is returned to the PNM AS through the original session path. 

11-18) The invited UE initiate a activate procedure, which is identical with the self-activation case.

19) The PNM AS sends a activate response to the inviter UE.

6.3.3 Activation procedure for CS domain
************   End Modification ************
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