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Overview

The SMS over IP protocol simply replaces the SM-LL layers between the MSC/SGSN and MS with SIP Message between the IP SM GW and the UE as shown below:
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In the case of SMS over IP the replacement of the SM-LL layers with SIP means that the destination of the

SIP MESSAGE is the IP SM GW not the final destination end user. The content in the body of the SIP MESSAGE which encapsulates the SM-RL, SM-TL and SM-AL layers contains all the addressing information necessary for the SM SC to route the request to the destination user.

Previously some companies claimed that we should use the Public User Identity of the user that the SM is destined for as the Request-URI of the SIP MESSAGE so that it is possible to inter-work directly encapsulated SMS with IMS Messaging. This has been removed from the scope of the SMS over IP work and new WIDs are needed to define any interworking between different message schemes as Service to Service interworking. In any case any such interworking at the transport level would be a major violation of the protocol layering. There have also been proposals that a Public Service Identity either the SIP URI of the IP-SM-GW or the E.164 number of the SC should be used as the Request-URI because SMS is a store and forward service as opposed to end to end IM. SMS traffic is sent to SMS Service Center (SC) not directly to the end user as in many uses of SMS there is not even an end User to send the Short Message to. Concern with the proposal to use a SIP URI of the IP-SM-GW was that the UE would need to have the Public Service Identity of the IP-SM-GW provisioned using OMA DM. However an aspect that has yet to be discussed is the issue of an IMS Communication Service Identifier for SMS over IP. The IMS Communication Service Identifier needs to be provisioned in the UE and as defined in draft-rosenberg-sipping-service-identification service identifiers can be included as Service URIs and Service Instance URIs including as Service URNs. Provisioning the IMS Communication Service Identifier can also be used as an indication that the user has subscribed to the SMS over IP service and that SMS over IP is supported by the network. Without such an indication a UE that supports SMS over IP may attempt to send SMS over IP when there is no SMS over IP support in the home network and if the Request-URI contains an IMS Public Identity of another user SMS over IP may be transported directly between users without involving the SC. This may be a major problem from a charging point of view as IMS Messages may be charged at different rates to Short Messages.
Additional open issues regarding SMS over IP include how to ensure that it is deterministic which UE the SM are delivered to when the user has multiple SMS over IP capable UEs registered with the same Public User Identity. It is particularly important that Delivery Notifications are delivered to the same UE that sent the original SM. Another issue is whether the IP-SM-GW needs to subscribe to the registration event package. 
These issues are resolved by building upon the concepts of GRUU and Service Instance URIs. When registering the UE includes the IMS Communication Service Identifier for SMS as a media feature tag in the Contact header and this creates a Service Instance URI . The IP-SM-GW can obtain the GRUU representing the Service Instance URI from the reg event package. 
Therefore it is proposed that the Service URN for the SMS service is used for the contents of the Request-URI and the To Header in requests from the SM UE to the IP-SM-GW. This Service URN can be resolved by the S-CSCF or iFC to route to the IP-SM-GW. Another advantage of using the Service URN is that operator can change the address that the Service URN resolves to from the address of the IP-SM-GW to the address of the SC if in future All IP based networks SMS over IP is conducted all the way to the SC. Furthermore it is proposed that the SMS over IP capable UE as well as registering with IMS Communication Service Identifier for SMS as a media feature tag in the Contact header includes the related Service Instance URI in the From header when sending SMs. This enables the IP-SM-GW to ensure that Delivery Notifications are sent to the same UE that sent the original SM by including the Service Instance URI in the Request URI. 
Proposal
It is proposed that the following changes are agreed to TS 24.341:

5
SIP related procedures

5.1
Introduction

5.2
Functional entities

5.2.1
User Equipment (UE)

A UE may implement the role of an SM-over-IP sender (see subclause 5.3.1) or an SM-over-IP receiver (see subclause 5.3.2). During Registration a UE that acts as an SM-over-IP sender or SM-over IP receiver shall include the IMS Communication Service Identifier for the SMS service as a media feature tag in the Contact header of the SIP REGISTER request. The UE shall derive a Service Instance URI from its GRUU and the IMS Communication Service Identifier for the SMS service.

5.2.2
Application Server (AS)

An AS may implement the role of an IP-SM-GW (see subclause 5.3.3).

5.2.3
Home Subscriber Server (HSS)
During the UE registration, the HSS shall send the filter criteria for the IP-SM-GW to the S-CSCF if the subscriber is provisioned with SMS over IP Subscription Information data at the HSS. The HSS shall include the IMSI/MSISDN data for the subscriber within the Service Information element of the filter criteria for IP-SM-GW.

The IMSI/MSISDN will be used during the registration of the IP-SM-GW towards HSS. The international E.164 address of IP-SM-GW shall be stored to the HSS/HLR subscriber database.

5.3
Roles

5.3.1
SM-over-IP sender
5.3.1.1
General

In addition to the procedures specified in subclause 5.3.1, the SM-over-IP sender shall support the procedures specified in 3GPP TS 24.229 [10] appropriate to the functional entity in which the SM-over-IP sender is implemented. The SM-over-IP sender shall build and populate RP-DATA message, containing all the information that a mobile station that submits an SM according to 3GPP TS 24.011 [8] would place, for successful delivery. The SM-over-IP sender shall parse and interpret RP- DATA, RP-ACK and RP-ERROR messages, containing all the information that a mobile station receiving an SM according to 3GPP TS 24.011 [8] would see, in a SM submission and status report.
5.3.1.2
Submitting a short message
When an SM-over-IP sender wants to submit an SM over IP, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the ICSI for SMS obtained from the IMS MO formatted as a Service URN

b)
the Content-Type header, which shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].
NOTE 1:
The address of the SC is included in the RP-DATA message content. The address of the SC is configured in the SM-over-IP sender.
NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.
d)
the From header, which shall contain  the SM-over-IP sender UE’s Service Instance URI for SMS.
NOTE 3:
The IP-SM-GW will have to use an address of the SM-over-IP sender that the SC can process (i.e. a E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF.

e)
the To header, which shall contain the ICSI for SMS obtained from the IMS MO formatted as a Service URN.
When a SIP MESSAGE request including a submit report in the "vnd.3gpp.sms" payload is received, the SM-over-IP sender shall:

-
generate a SIP response according to RFC 3428 [14]; and
-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-ACK or RP-ERROR.

5.3.2
SM-over-IP receiver
5.3.2.1
General

In addition to the procedures specified in subclause 5.3.2, the SM-over-IP receiver shall support the procedures specified in 3GPP TS 24.229 [10] appropriate to the functional entity in which the SM-over-IP receiver is implemented. The SM-over-IP receiver shall build and populate RP-SMMA, RP-ACK, and RP-ERROR messages, containing all the information that a mobile station according to 3GPP TS 24.011 [8] would place, for a notification for availability of memory and a delivery report. The SM-over-IP receiver shall parse and interpret RP- DATA message, containing all the information that a mobile station receiving an SM according to 3GPP TS 24.011 [8] would see, in a SM delivery.

5.3.2.2
Delivery of a short message
When a SIP MESSAGE request including a short message in the "vnd.3gpp.sms" payload is delivered, the SM-over-IP receiver shall:

-
generate a SIP response according to RFC 3428 [14];

-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-DATA; and

-
create a delivery report as described in subclause 5.3.2.3. The content of the report is defined in 3GPP TS 24.011 [8].

5.3.2.3
Submitting a delivery report

When an SM-over-IP sender wants to submit an SM delivery report over IP, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the SIP URI obtained from the P-Asserted-Identity in the header of the SM being reported on;

NOTE 1:
The address from the P-Asserted-Identity header can be a Service Instance URI containing the SIP URI of the IP-SM-GW along with the Service parameter containing the ICSI for SMS and is received in the SIP MESSAGE request including the delivered short message.

b)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain the RP-ACK or RP-ERROR message for the SM delivery report, as defined in 3GPP TS 24.011 [8].
NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.
d)
the From header, which shall contain the SM-over-IP sender. UE’s Service Instance URI for SMS
NOTE 3:
The IP-SM-GW will have to use an address of the SM-over-IP sender that the SM-SC can process (i.e. a E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF 
e)
the To header, which shall contain the SIP URI obtained from the P-Asserted-Identity in the header of the SM being reported on
5.3.2.4
Submitting a notification about SM-over-IP receiver having memory available

When an SM-over-IP receiver wants to send a notification about UE having memory available, the SM-over-IP receiver shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the ICSI for SMS obtained from the IMS MO formatted as a Service URN;


NOTE 1:
The address of the SC is included in the RP-SMMA message content. The address of SC is configured in SM-over-IP receiver.

b)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain an RP-SMMA message, see 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3]; and
NOTE 2:
The SM-over-IP receiver will use content transfer encoding of type "binary" for the encoding of the SMS in the body of the SIP MESSAGE request.

d)
the From header, which shall the SM-over-IP receiver UE’s Service Instance URI for SMS.

NOTE 3:
The IP-SM-GW will have to use an address of the SM-over-IP receiver that the SC can process (i.e. a E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF.
Editor’s Note: It is not enough! The S-CSCF may insert a tel URI that is not related to the MSISDN of the UE. Why not simply use the info in the encapsulated SMMA message (RP SM MEMORY AVAILABLE includes RP International Mobile Subscriber Identity)?
e)
the To header, which shall contain the ICSI for SMS obtained from the IMS MO formatted as a Service URN;
5.3.3
IP-Short-Message-Gateway (IP-SM-GW)
5.3.3.1
General

An IP-SM-GW is an entity that provides the protocol interworking for the submission of short messages from the SM-over-IP sender to the SC, for the delivery of short messages from the SC to the SM-over-IP receiver, and for the SMS-Status Reports from the SC to the SM-over-IP sender.

In addition to the procedures specified in subclause 5.3.3, the IP-SM-GW shall support the procedures specified in subclause 5.7 in 3GPP TS 24.229 [10].

5.3.3.2
Indication of SM-over-IP receiver availability for delivery of short messages
Upon receipt of a third-party REGISTER request (public user identity is (re-)registered), the IP-SM-GW shall send a 200 (OK) response for the REGISTER request. The IP-SM-GW shall store the MSISDN sent in the message body of the REGISTER request within the <service-info> XML element.

NOTE: The actual format is transparent to the S-CSCF.

The IP-SM-GW shall start a data update procedure to the HSS as specified in 3GPP TS 29.002 [11] to indicate that the IMSI/MSISDN is registered with it for delivery of SMS, if required by operator policy. The IP-SM-GW shall subscribe to the reg event package for the registering user. The IP-SM-GW obtains the Service Instance URI for SMS of the registering UE from the reg event package. 

5.3.3.3
Indication of SM-over-IP receiver unavailability for delivery of short messages
Upon receipt of a third-party REGISTER request (public user identity is deregistered), the IP-SM-GW shall send a 200 (OK) response for the REGISTER request. The IP-SM-GW shall retrieve the MSISDN of the data sent in the message body of the REGISTER request within the <service-info> XML element.

NOTE: The actual format is transparent to the S-CSCF.

If the IP-SM-GW registered to HSS/HLR, the IP-SM-GW shall start a data update procedure to the HSS/HLR as specified in 3GPP TS 29.002 [11] to indicate that the deregistering MSISDN is not available for delivery of SMS with it.
Editor’s Note: It is FFS in stage 2 if data update procedure to the HSS is needed.

5.3.3.4
Forwarding SM over IP – SM-over-IP sender/receiver submits SM in a SIP MESSAGE request
NOTE 1:
The SIP MESSAGE received from the SM-over-IP sender/receiver will include a P-Asserted-Identity header (as defined in RFC 3325 [13]) containing a tel URI of the SM-over-IP sender/receiver and will contain either a short message (RP-DATA), or a notification for availability of memory (RP-SMMA), or a delivery report (RP-ACK or RP-ERROR).

If a SIP MESSAGE request including "vnd.3gpp.sms" payload is received from the SM-over-IP sender, the IP-SM-GW shall:

1)
respond with a 202 (Accepted) response;

2)
extract and validate the format of the SC address from the received payload as defined in 3GPP TS 24.011 [8] and 3GPP TS 23.040 [3]; and
3)
extract the RPDU type (see 3GPP TS 24.011 [8]) from the received payload and include it in the appropriate message to SC via SMS-IWMSC.
If step 2) or 3) above fails for message that contains RPDU with RP-DATA or RP-SMMA content, the IP-SM-GW shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, containing the sending UE’s Service Instance URI for SMS;
b)
the Content-Type header, set to "application/vnd.3gpp.sms"; and

c)
the body of the request containing an RP-ERROR message including an appropriate error code as defined in 3GPP TS 24.011 [8].
Editor’s Note: Detailed specification of mapping of error codes is FFS.
NOTE 2:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.
d)
the P-Asserted-Identity header, which shall contain the Service Instance URI of the IP-SM-GW.

e)
the From header, which shall contain the Service Instance URI of the IP-SM-GW.

f)  the To header, which shall contain the Public User Identity of the SM-over-IP receiver;
5.3.3.5
Forwarding SM over IP – IP-SM-GW delivers SM in a SIP MESSAGE request to the SM-over-IP receiver
If a short message is received from the SMS-GMSC, the IP-SM-GW shall extract the IMSI of the SM-over-IP receiver from the received message. If an SM submit report is received from the SMS-GMSC, the IP-SM-GW shall retrieve the IMSI of the SM-over-IP sender from the existing MAP context. Then the IP-SM-GW shall obtain a corresponding public user identity and deliver a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the receiver/sender UE’s Service Instance URI for SMS;
b)
the Content-Type header which shall contain "application/vnd.3gpp.sms"; and
c)
the body of the request which shall either contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3], or an RP-ACK or RP-ERROR message as defined in 3GPP TS 24.011 [8], including the SM submit report.

NOTE:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

d)
the P-Asserted-Identity header, which shall contain the Service Instance URI of the IP-SM-GW.

e)
the From header, which shall contain the Service Instance URI of the IP-SM-GW.

f)  the To header, which shall contain the Public User Identity of the SM-over-IP receiver;
If the IP-SM-GW can not deliver the short message successfully, the IP-SM-GW shall construct and send a proper delivery report to SC via SMS-IWMSC.

5.3.3.6
Answering routing information query
If a routing information query is received from the HSS/HLR, the IP-SM-GW shall extract the MSISDN of the SM-over-IP receiver (destination UE) from the received message. If the IP-SM-GW has information about a public user identity associated with the MSISDN, the IP-SM-GW shall return the address of itself to the SMS-GMSC that originated the routing information query.

If the IP-SM-GW has no information related to the MSISDN of the SM-over-IP receiver (destination UE), the IP-SMGW shall query the HSS/HLR for routing information and send the received information (MSC and/or SGSN address) to the SMS-GMSC that originated the routing information query.

NOTE:
The address of the SMS-GMSC is available in the received routing information query. 
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