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4
Conferencing overview

The basic services for the IP Multimedia core network Subsystem (IMS), as defined in 3GPP TS 24.229 [5], allow a user to initiate, modify and terminate media sessions based on the Session Initiation Protocol, as defined in RFC 3261 [7]. Although these basic mechanisms already allow multi party calls, more sophisticated services for communication between multiple parties can be made available by the network.

The conferencing service provides the means for a user to create, manage, terminate, join and leave conferences. It also provides the network with the ability to give information about these conferences to the involved parties.

The network operator or the user may apply membership and media policies to a conference. The functionality for conference policy control (with a respective standardised protocol) is felt to be essential for a complete IMS conferencing service but is not specified in this version of IMS conferencing and is for further study.

Conferencing applies to any kind of media stream by which users may want to communicate, this includes e.g. audio and video media streams as well as instant message based conferences or gaming.Floor control, as part of the conferencing service offers control of shared conference resources at the MRFP using BFCP.

The framework for SIP conferences is specified in  RFC 4353 [8].

The architecture for the 3GPP conference service is specified in 3GPP TS 23.228 [6] and 3GPP TS 23.218 [3].

The present document specifies the usage of SIP, SDP and BFCP to realize 3GPP conference service based on the protocols specified by the IETF defined conference service as per RFCs  listed in clause 2. However, since the IETF conference service has various scenarios and features as described in  RFC 4353 [8], 3GPP conference service is a subset of the above IETF defined conference service.
Loosely coupled conferencing is outside the scope of this release of the IMS conferencing service.

The focus, conference policy server  and media policy server are collocated in a AS/MRFC in this release.

The mixer and floor control server are located in the MRFP.

************************  END SECOND CHANGE  ******************************
************************  START THIRD CHANGE  ******************************

5.3.1.5
Inviting other users to a conference

5.3.1.5.1
General

Upon inviting other users to a conference, the conference participant has to decide which of the following procedures has to be applied:

1)
inviting an user to a conference by sending a REFER request to the user directly, as described in subclause 5.3.1.5.2; or
2)
inviting a user to a conference by sending a REFER request to the conference focus, as described in subclause 5.3.1.5.3; or
3)
inviting one or more users to a conference by adding these users’ SIP URIs to the INVITE request that is sent to the Conference focus to create the conference (see subclause 5.3.1.3.2) as described in subclause 5.3.1.5.4.
NOTE:
Additionally, users can be invited to a conference by other means.

It is out of the scope of the present document, how the UE decides which of the above procedures shall be applied.

5.3.1.5.2
User invites other user to a conference by sending a REFER request to the other user

Upon generating a REFER request that is destined to a user in order to invite that user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited to, including the "method" parameter set to "INVITE"; and

NOTE:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

3)
send the REFER request towards the user who is invited to the conference.

The UE may additionally include the Referred-By header to the REFER request and set it to the URI of the conference participant that is sending the REFER request.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.

5.3.1.5.3
User invites other user to a conference by sending a REFER request to the conference focus

Upon generating a REFER request that is destined to the conference focus in order to invite another user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the conference URI to which the user is invited to;

2)
set the Refer-To header of the REFER request to the SIP URI or tel URL of the user who is invited to the conference;
3)
include the "method" parameter with the value "INVITE" in the Refer-To header; and

NOTE:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the conference focus that is hosting the conference.

The UE may additionally include the Referred-By header to the REFER request and set it to the URI of the conference participant that is sending the REFER request. 
In case of an active session the UE may additionally include the Replaces header in the header portion of the SIP URI of the Refer-to header of the REFER request. The included Replaces header shall refer to the active dialog that is replaced by the ad-hoc conference. The Replaces header shall comply with RFC 3891 [33].
Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.
5.3.1.5.4
User invites other users to a conference by including URI list in initial INVITE request to the conference focus
Upon generating an INVITE request that is destined to the conference focus in order to create a conference using a conference factory URI (see subclause 5.3.1.3.2) the UE may attach a message body to the request that includes a URI list as described in draft-ietf-sipping-uri-list-conferencing-05 [34]. In order to do this the UE shall follow the procedures in subclause 5.3.1.3.2 for creation of the INVITE request and, in addition, the conference initiator shall:

1)
build a list of URIs with the format defined in section 4 of draft-ietf-sipping-uri-list-conferencing [34] including the SIP URIs of all the users that are to be invited to the conference;
2)
add the option-tag “recipient-list-invite” to the Require header field of the INVITE request; and
3)
insert the value “recipient-list”in the Request-disposition header field
Once the INVITE request has been sent, the conference participant shall behave as described in subclause 5.3.1.3.2 once the 200 OK response to the INVITE is received.
************************  END THIRD CHANGE  ******************************
************************  START FOURTH CHANGE  ******************************

5.3.2.5
Invitation of users to a conference
5.3.2.5.1
General

The conference focus can invite users to a conference by sending an INVITE request to the user, as described in subclause 5.3.2.5.3. This procedure will be triggered at the conference focus either by a REFER request received from authorized users, that request the conference focus to invite other users to the conference, as described in subclause 5.3.2.5.2, or by the initial INVITE request that creates the conference when it includes a “recipient-list” message body as described in subclause 5.3.1.5.4.
NOTE:
Additionally, invitation of users to a conference can be triggered by other means.
Additionally, the conference focus can invite users to a conference by sending a REFER request to the user, as described in subclause 5.3.2.5.4. How these procedures are triggered is outside the scope of this specification.
5.3.2.5.2
Request from a user to invite another user to a conference using a REFER request
Upon receipt of an REFER request that includes:

a)
a conference URI in the request URI; and

b)
a Refer-To header including:

-
a valid SIP URI or tel URL; and,

-
the "method" parameter set to "INVITE";

the conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall reject the request in accordance with RFC 3261 [7]. The following actions in this subclause shall only be performed if the conference URI is allocated;

2)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized;

3)
generate a final response to the REFER request in accordance with RFC 3515 [17];

4)
invite the user indicated in the Refer-To header by performing the procedures as described in subclause 5.3.2.5.3;

5)
if the received REFER request included a Referred-By header, include the Referred-By header in accordance with RFC 3892 [20] in the INVITE request that is sent for inviting the user to join the conference; 
5a)
if the received REFER request included a Replaces header, include the Replaces header in accordance with RFC 3891 [33] and 3GPP TS 24.229 [5] in the INVITE request that is sent for joining the conference; and
6)
based on the progress of  this invitation, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the user who sent the REFER request.

5.3.2.5.3
Request from a user to invite another user to a conference using an INVITE request for conference creation

Upon receipt of an INVITE request for conference creation (see subclause 5.3.2.3) that includes:

a)
a Request-disposition header field containing the value “recipient-list”, and

b)
a message body including an URI list with the format described in draft-ietf-sipping-uri-list-conferencing-05 [34];

the conference focus shall, in addition to the procedures described in subclause 5.3.2.3, perform the following actions:

1)
send an INVITE request to each of the SIP URIs contained in the URI list that is embedded in the message body of the INVITE request for conference creation, by following the procedures in subclause 5.3.2.5.3;
2)
based on the progress of each invitation, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the user who sent the INVITE request for conference creation.

The invitation of the users whose SIP URIs are included in the URI list should be initiated by the conference focus in parallel, since the objective of using the URI-list method of inviting users to a conference is usually a fast conference set-up. However, in case the conference focus is not able to keep track of multiple parallel invitations associated to a single conference the conference focus may issue the invitations serially.
Sending of the multiple invitations should be initiated by the MRFC/AS as soon as a conference URI for the conference has been created, and should run in parallel to the procedure described in subclause 5.3.2.3 in order to speed up conference establishment. If establishment of a session to any of the invitees fails, the further actions depends on local policy whether the conference will continue with the accepted participants or release the whple conference.. 
5.3.2.5.4
Inviting a user to a conference by sending an INVITE request

When generating an INVITE request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the INVITE request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the INVITE request to the conference URI of the conference that the user shall be invited to;

3)
set the Contact header of the INVITE request to the conference URI of the conference that the user shall be invited to, including the "isfocus" feature parameter;

4)
if the INVITE request is generated due to a received REFER request from another conference participant and that received REFER request included a Referred-By header, include the Referred-By header in accordance with RFC 3892 [20] in the INVITE request;

4a) if the INVITE request is generated due to a received REFER request from another conference participant and the received REFER request included a Replaces header, include the Replaces header in accordance with RFC 3891 [33] and 3GPP TS 24.229 [5] in the INVITE request;
5)
send the INVITE request towards the user who is invited to the conference.

NOTE 1:
The conference focus will request the resources required for the new user from the conference mixer.

NOTE 2:
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall proceed the session establishment as described in 3GPP TS 24.229 [5].

5.3.2.5.5
Inviting a user to a conference by sending a REFER request

When generating a REFER request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the REFER request to the conference URI of the conference that the user shall be invited to;

3)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited  to, including the "method" uri parameter set to "INVITE"; and

NOTE 1:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the user who is invited to the conference.

NOTE 2:
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

5.3.2.6
Leaving a conference

5.3.2.6.1
Conference participant leaving a conference

Upon receipt of a BYE message from a conference participant, the conference focus shall:

1)
respond to the BYE request as described in 3GPP TS 24.229 [5] and RFC 3261 [7]; and

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2
Removing a conference participant from a conference

5.3.2.6.2.1
General

The conference focus can remove a conference participant from a conference by terminating the dialog with the conference participant. This is done by sending a BYE request to the participant, as described in subclause 5.3.2.6.2.3. The removal of a conference participant by the conference focus will be triggered:

1)
by a REFER request received from authorized users, that request the conference focus to remove the conference participant from the conference, as described in subclause 5.3.2.6.2.2; or

2)
by local administration procedures.

NOTE:
Additionally, a conference participant may be removed from a conference by other means.

5.3.2.6.2.2
Request from a conference participant to remove another conference participant from a conference

Upon receipt of a REFER request that includes:

a)
a conference URI in the request URI; and,

b)
a Refer-To header including:

1)
a valid SIP URI or tel URL; and

2)
the "method" parameter set to "BYE".
The conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall reject the request in accordance with RFC 3261 [7]. The following actions in this subclause shall only be performed if the conference URI is allocated;

2)
check if the SIP URI or tel URL of the Refer-To header is identical to the conference URI or belongs to a user who is currently a participant of the referenced conference. If this verification fails, then reject the request in accordance with RFC 3261 [7] and RFC 3515 [17];

3)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized;

4)
generate a final response to the REFER request in accordance with RFC 3515 [17];

5)
if a single conference participant is indicated in the Refer-To header, remove this conference participant from the conference according to subclause 5.3.2.6.2.3. If the Refer-To header includes the conference URI, remove all conference participants from the conference by performing the procedures described in subclause 5.3.2.6.2.3 for each conference participant individually; and

6)
based on the progress of this removal, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the conference participant who sent the REFER request.

5.3.2.6.2.3
Conference focus removes conference participant from a conference

When removing a conference participant from a conference, the conference focus shall:

1)
generate a BYE request on the dialog that was established when the conference participant joined or created the conference, in accordance to the procedures described in 3GPP TS 24.229 [5] and RFC 3261 [7];

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.7
Conference termination

A conference shall be terminated by the conference focus:

1) when the conference has been created by means of the procedure described in subclause 5.3.2.5.3 and session establishment to one or more of the invitees has failed; or
2)
when the conference policy dictates it; or

3)
when no dedicated rules for conference termination exist in the conference policy; and:

-
either the conference was created with a conference factory URI and the conference creator has left the conference; or

-
the last conference participant has left or has been removed from the conference.

NOTE:
How the conference policy can be created or changed is out of the scope of this specification.

To terminate an existing conference, the conference focus shall:

1)
remove all present conference participants from the conference by performing the procedures as described in subclause 5.3.2.6.2.3 for each participant individually; and

2)
deallocate the conference URI.

************************  END FOURTH CHANGE  ******************************
************************  START FIFTH CHANGE  ******************************

A.3.5
User creating a conference from two existing connections (Three-way session), users in different networks

Subclause 5.3.1.3.3 of the present document shows that the creation of a Three-way session is a local issue at the UE which results in a combination of other procedures (conference creation, conference participant invitation to conference, session release).
A.3.6
User automatically creating a conference with a conference factory URI and inviting some users to the newly-created conference

This flow shows how a user can create a conference using a conferece factory URI and simultaneously invite some users to the newly created conference, all using a single INVITE request.
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Figure A.3.6-1: User automatically creating a conference with a conference factory URI - MRFC/AS is located in user's home network

Figure A.3.6-1 shows an user creating a conference by using a conference-factory URI and simultaneouslt inviting some users to that conference. The conference is created at a MRFC/AS of the users home network.

The details of the flows are as follows:

1.
INVITE request (UE to P-CSCF) - see example in table A.3.6-1


A UE wants to create a conference. For this purpose the UE is aware of a conference-factory URI that was obtained by means outside the present document (e.g. due to pre-configuration or via other protocols, such as http).

The UE wants also to invite some users to this conference in an expedite manner, avoiding the cumbersome manual invitation to each of these users. Thus it builds a URI list including the SIP URIs of the users that are to be invited and includes it in the message body of the INVITE request for conference creation.

The UE determines the complete set of codecs that it is capable of supporting for this conference. It builds a SDP Offer containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows can be offered, and for each media flow (m= line in SDP), there can be multiple codec choices offered.


For this example, it is assumed that UE#1 is willing to establish a multimedia session comprising an audio stream only. The audio stream supports the AMR codec.
The UE sends the INVITE request to the P-CSCF.

Table A.3.6-1: INVITE request (UE to P-CSCF)

INVITE sip:conference-factory1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: precondition, sec-agree, recipient-list-invite
Proxy-Require: sec-agree

Supported: 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY
Content-Type: multipart/mixed;boundary="boundary1"
Content-Length: (…)

--boundary1

Content-Type: application/sdp
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
--boundary1

Content-Type: application/resource-lists+xml

Content-Disposition: recipient-list

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

          xmlns:cp="urn:ietf:params:xml:ns:capacity">

  <list>

    <entry uri="sip:user2_public1@home1.net" cp:capacity="to" />

    <entry uri="sip:user3_public1@home1.net" cp:capacity="to"

                                       cp:anonymize="true"/>

    <entry uri="sip:user1_public1@foreign.com" cp:capacity="to"

                                      cp:anonymize="true"/>

  </list>

</resource-lists>

--boundary1--
Request-URI:
contains the conference factory URI.
Content-Type:
contains the specification of the MIME content with the string used as part separator
2.
100 (Trying) response (P-CSCF to UE) - see example in table A.3.6-2

The P-CSCF responds to the INVITE request (1) with a 100 (Trying) provisional response.

Table A.3.6-2: 100 (Trying) response (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
INVITE request (P-CSCF to S-CSCF) - see example in table A.3.6-3

The P-CSCF forwards the INVITE request to the S-CSCF.

Table A.3.6-3: INVITE request (P-CSCF to S-CSCF)

INVITE sip:conference-factory1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@scscf1.home1.net;lr>

Record-Route: <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Require: precondition

Supported:

Contact: 

Allow:

Content-Type: 

Content-Length: (…)

--boundary1

Content-Type:
v=

o=

s=

c=

t=

m= 

b=

a= 

a= 

a= 

a= 

a= 

a= 

a= 
--boundary1

Content-Type:

Content-Disposition:

<?xml …?>

<resource-lists>
  …

</resource-lists>
--boundary1
4.
100 (Trying) response (S-CSCF to P-CSCF) - see example in table A.3.6-4

The S-CSCF responds to the INVITE request (3) with a 100 (Trying) provisional response.

Table A.3.6-4: 100 (Trying) response (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

5.
Evaluation of initial filter criteria

The S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria.

6.
INVITE request (S-CSCF to MRFC/AS) - see example in table A.3.6-6
The S-CSCF forwards the INVITE request to the MRFC/AS that is indicated in the host part of the Request URI. The S-CSCF does not re-write the Request URI.

Table A.3.6-6: INVITE request (S-CSCF to MRFC/AS)

INVITE sip:conference-factory1@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+358-50-4821437>

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=typ3home1.net;orig-ioi=homei.net 
P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Require:

Supported:

Contact: 

Content-Type: 

Content-Length: (...)

--boundary1

Content-Type:

v=

o=

s=

c=

t=

m= 

b=

a= 

a= 

a= 

a= 

a= 

a= 

a= 

--boundary1

Content-Type:

Content-Disposition:

<?xml …?>

<resource-lists>

  …

</resource-lists>

--boundary1
7.
100 (Trying) response (MRFC/AS to S-CSCF) - see example in table A.3.6-7 (related to table A.3.6-6)

The MRFC/AS responds to the INVITE request (6) with a 100 (Trying) provisional response.

Table A.3.6-7: 100 (Trying) response (MRFC/AS to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

8.
Allocate conference URI
The MRFC/AS allocates a conference URI, based on local information and information gained from the conference-factory URI, as well as information gained from other elements of the SIP signalling.

9. 
H.248 interaction to create connection

The MRFC initiates a H.248 interaction to create an IMS connection point for UE#1 in MRFP and to determine media capabilities of the MRFP.

10.
Invite users to conference
Once the conference URI is allocated the users identified by the SIP URIs in the body of the INVITE request from UE#1 are invited to join the conference. To do this the MRFC/AS follows the procedure shown in A.4.3.1.3 setting the Request-URI to the  users: sip:user2_public1@home1.net, sip:user3_public1@home1.net and sip:user1_public1@foreign.net.
Notice that the three invitations would be sent simultaneously if the MRFC/AS does support it (see section 5.3.2.5.3). Notice also that it is not necessary that the MRFC/AS waits for the completion of the invitation procedures before continuing with step 11, i.e. the three invitations and the procedure being described in the present flow can run in parallel.
11.
183 (Session Progress) response (MRFC/AS to S-CSCF) - see example in table A.3.6-13 (related to table A.3.6-6)

The MRFC determines the complete set of codecs that it is capable of supporting for this conference. It determines the intersection with those appearing in the SDP in the INVITE request.


The media stream capabilities of the destination are returned along the signalling path, in a 183 (Session Progress) provisional response (to 6).

Table A.3.6-10: 183 (Session Progress) response (MRFC/AS to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: "Conference Server" <sip:mrfc1.home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; orig-ioi=type3home1.net; term-ioi=home1.net; term-ioi=type3as1.net 
P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd] 

Privacy: none

From: 

To: <sip:conference-factory1@mrfc1.home1.net>; tag=314159

Call-ID: 

CSeq: 

Require: 100rel

Contact: <sip:lmaa234269@mrfc1.home1.net>;isfocus

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY
RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

Contact:
Contains the IP address or FQDN of the MRFC/AS and a temporary identifier of the conference being created in the user part. The URI for the allocated conference is not indicated yet. The "isfocus" feature parameter is included, as this temporary contact is still a conference URI.

P-Charging-Vector: 
The MRFC/AS inserts this header and populates the icid parameters with a unique value and populates the term-ioi parameter with the identifier of its own network.
P-Charging-Function-Address:
The MRFC/AS stores the P-Charging-Function-Addresses header field to be passed to the S-CSCF.

11.
183 (Session Progress) response (S-CSCF to P-CSCF) - see example in table A.3.6-11

The S-CSCF forwards the 183 (Session Progress) response to the P-CSCF.

Table A.3.6-11: 183 (Session Progress) response (S-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: 

P-Asserted-Identity:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024" 

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

Allow:

RSeq: 

Content-Type: 

Content-Length: 

v=0

o=- 2987933623 2987933623 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
12.
Authorize QoS Resources

The P-CSCF authorizes the resources necessary for this session. The approval of QoS commitment either happens at this stage or after the 200 (OK) response of INVITE request (39) based on operator local policy.

13
183 (Session Progress) response (P-CSCF to UE) - see example in table A.3.6-13

The P-CSCF forwards the 183 (Session Progress) response to the originating endpoint.

Table A.3.6-13: 183 (Session Progress) response (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

P-Asserted-Identity:

Privacy:

P-Media-Authorization: 0020000100100101706466322e76697369746564322e6e6574000c020139425633303732

From: 

To: 

Call-ID: 

CSeq: 

Require: 

Contact: 

Allow: 

RSeq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

a=

14.
PRACK request (UE to P-CSCF) - see example in table A.3.6-14

The UE determines which media flows to be used for this session, and which codecs to be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE includes a new SDP offer in the PRACK request sent to the MRFC/AS.


For this example, since there are no other choices no new SDP offer is included by the UE in the PRACK request.

Table A.3.6-14: PRACK request (UE to P-CSCF)

PRACK sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr> From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 128 PRACK

Require: precondition, sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

RAck: 9021 127 INVITE

Content-Length: 0
15.
Resource reservation

After determining the final media streams in step #11, the UE initiates the reservation procedures for the resources needed for this session.

16.
PRACK request (P-CSCF to S-CSCF) - see example in table A.3.6-16
The P-CSCF forwards the PRACK request to the S-CSCF.

Table A.3.6-16: PRACK request (P-CSCF to S-CSCF)

PRACK sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Require: precondition

RAck: 

Content-Length: 

17.
PRACK request (S-CSCF to MRFC/AS) - see example in table A.3.6-17

The S-CSCF forwards the PRACK request to the MRFC/AS.

Table A.3.6-17: PRACK request (S-CSCF to MRFC/AS)

PRACK sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Call-ID: 

Cseq: 

Require:

RAck: 

Content-Length: 

18.
200 (OK) response (MRFC/AS to S-CSCF) - see example in table A.3.6-18 (related to table A.3.6-17)

The MRFC/AS acknowledges the PRACK request (17) with a 200 (OK) response. 

Table A.3.6-18: 200 (OK) response (MRFC/AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0
19. H.248 interaction to modify connection


MRFC initiates a H.248 interaction to modify the connection established in step #9 and instructs MRFP to reserve the multimedia processing resources for UE#1 according to the preceding resource negotiation between the UE#1 and the MRFC.

20.
200 (OK) response (S-CSCF to P-CSCF) - see example in table A.3.6-20

The S-CSCF forwards the 200 (OK) response to the P-CSCF.

Table A.3.6-20: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

21.
200 (OK) response (P-CSCF to UE) - see example in table A.3.6-21

The P-CSCF forwards the 200 (OK) response to the UE.

Table A.3.6-21: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

22.
UPDATE request (UE to P-CSCF) - see example in table A.3.6-22

When the resource reservation is completed, the UE sends the UPDATE request to the MRFC/AS, via the signalling path established by the INVITE request.

Table A.3.6-22: UPDATE request (UE to P-CSCF)

UPDATE sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 129 UPDATE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telphone-event

23.
UPDATE request (P-CSCF to S-CSCF) - see example in table A.3.6-23

The P-CSCF forwards the UPDATE request to the S-CSCF.

Table A.3.6-23: UPDATE request (P-CSCF to S-CSCF)

UPDATE sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; ggsn=[5555::4b4:3c3:2d2:1e1]; pdp-sig=no; gcid=723084371; auth-token=43876559; flow-id=3

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

24.
UPDATE request (S-CSCF to MRFC/AS) - see example in table A.3.6-24

The S-CSCF forwards the UPDATE request to the MRFC/AS. 

Table A.3.6-24: UPDATE request (S-CSCF to MRFC/AS)

UPDATE sip:lmaa234269@mrfc1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

25.
200 (OK) response (MRFC/ASto S-CSCF) - see example in table A.3.6-25 (related to table A.3.6-24)

The MRFC/AS acknowledges the UPDATE request (24) with a 200 (OK) response.

Table A.3.6-25: 200 (OK) response (MRFC/AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933625 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event

The SDP indicates that the resource reservation was successful both in the local and the remote segment.

26.
H.248 interaction to modify connection

MRFC initiates a H.248 interaction to connect through the multimedia processing resources for UE#1 in MRFP.

27.
200 (OK) response (S-CSCF to P-CSCF) - see example in table A.3.6-27

The S-CSCF forwards the 200 (OK) response to the P-CSCF.

Table A.3.6-27: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq:

Content-Type:

Content-Length:

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

28.
200 (OK) response (P-CSCF to UE) - see example in table A.3.6-28

The P-CSCF forwards the 200 (OK) response to the UE.

Table A.3.6-28: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

CSeq: 

Content-Type:

Content-Length: 

v=

o=

s=

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=

29.
200 (OK) response (MRFC/AS to S-CSCF) - see example in table A.3.6-29 (related to table A.3.6-6)

After the success modification of the session (26), the MRFC/AS sends a 200 (OK) response final response to the INVITE request (6) to the S-CSCF.

Table A.3.6-29: 200 (OK) response (MRFC/AS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: 

To:

Call-ID: 

CSeq: 127 INVITE

Contact: <sip:conference1@mrfc1.home1.net>;isfocus

Allow-Events: conference

Content-Length:0

Contact:
Contains the conference URI for the conference allocated at the MRFC/AS and the "isfocus" feature parameter. 

Allow-Events:
The MRFC/AS indicates support for the "conference" event package

30.
200 (OK) response (S-CSCF to P-CSCF) - see example in table A.3.6-30

The S-CSCF sends a 200 (OK) response final response along the signalling path back to the P-CSCF.

Table A.3.6-30: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Allow-Events:

Content-Length: 

31.
Approval of QoS commit


The P-CSCF approves the commitment of the QoS resources if it was not approved already in step (12).

32.
200 (OK) response (P-CSCF to UE) - see example in table A.3.6-32

The P-CSCF forwards the 200 (OK) response final response to the session originator. The  UE can start the media flow(s) for this session.

Table A.3.6-32: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Allow-Events:

Content-Length: 

33.
ACK request (UE to P-CSCF) - see example in table A.3.6-33

The UE starts the media flow for this session, and responds to the 200( OK) response (32) with an ACK request sent to the P-CSCF.

Table A.3.6-33: ACK request (UE to P-CSCF)

ACK sip:conference1@mrfc1.home1.net:2342 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:conference-factory1@mrfc1.home1.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

34.
ACK request (P-CSCF to S-CSCF) - see example in table A.3.6-34

The P-CSCF forwards the ACK request to the S-CSCF.

Table A.3.6-34: ACK request (P-CSCF to S-CSCF)

ACK sip:conference1@mrfc1.home1.net:2342 SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

35.
ACK request (S-CSCF to MRFC/AS) - see example in table A.3.6-35


The S-CSCF forwards the ACK request to the MRFC/AS. 

Table A.3.6-35: ACK request (S-CSCF to MRFC/AS)

ACK sip:conference1@mrfc1.home1.net:2342 SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

From: 

To: 

Call-ID: 

Cseq: 

Content-Length:

************************  END FIFTH CHANGE  ******************************
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