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Introduction

Based on the flows that have been so far discussed and included for 3GPP TS 24.206, the following procedures have been identified.

The key proposals in these procedures are as follows:

1. The procedures have in principle been developed following the existing flows. As such mterial on exceptional handling still needs to be included, although some generic parts have been identified.

2. Main clause headings have been retitled to follow that of the signalling flows in the annex. At the moment we have two subclause that cover only origination, and not termination, so some restructuring is necessary to include termination in some manner.

3. There are potential decisions that need to be made in the VCC application before either anchoring, or performing a domain transfer. At the moment it is not clear what these decisions should be so they have been left for further study.

4. In order to avoid complicating the procedures, a special VCC application subclause has been created in each main clause entities " Distinction of requests sent to the VCC application".

Proposal

Subclause 6 through subclause 10 should be modified as follows:

6
Roles for registration in the IM CN subsystem

6.1
Introduction

6.2
VCC UE

6.3
VCC application
7
Roles for call origination
7.1
Introduction

7.2
VCC UE

The VCC UE shall support origination of calls suitable for VCC using both the CS domain (as specified in 3GPP TS 24.008 [xx] and the IM CN subsystem (as specified in 3GPP TS 24.229 [yy].

There are no VCC specific requirements for the origination of calls that may be subject to VCC.

7.3
VMSC

Editor's note: Do we need text relating to the arming of triggers? Presumably this automatically generates the required CAMEL messages and therefore there is no need for VCC specific procedures at the VMSC. Does this mean that the procedures are essentially HLR procedures.

7.4
VCC application
7.4.1
Distinction of requests sent to the VCC application
The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to call origination:
-
SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to an originating request rather than a domain transfer request. In the procedures below such requests are known as "SIP INVITE requests due to originating IMRN"; and
-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according the the origination procedures (see 3GPP TS 24.229 [yy] subclause 5.4.3.2), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header, and which contain a normal destination in the Request-URI (i.e. a Request-URI that is not a VDI relating to the subscribed user). In the procedures below such requests are known as "SIP INVITE requests due to originating filter criteria".
Subclause 8.4.1, subclause 9.3.1 and subclause 10.3.1 detail other procedures for initial INVITE requests with different recognition conditions.
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [yy].
The VCC application also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. Requests received over this interface need to distinguish between those that relate to an originating request, containing an ordinary called party number, covered in this subclause, and those relating to a domain transfer request, which contain a VDN as the called party number.
7.4.2
Call origination in the IM CN subsystem
When the VCC application receives a SIP INVITE request due to originating filter criteria, the VCC application shall:

1)
check whether the session can be anchored. If the session is not anchored, the VCC application shall either:

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of handover, needs to be determined. Checks could be a) to determine if the call is a voice call and therefore suitable for VCC, to prevent anchoring in the presence of one or more existing anchored calls.

a)
forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229. The VCC application shall not Record-Route on such requests, and the request is not retargetted by changing the Request-URI; or

b)
reject; or

c)
redirect;

and no further VCC specific procedures are performed on this session;

NOTE 1:
Such checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

2)
if the session can be anchored, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [yy] for this request and all future requests and responses in the same dialog;

3)
if the session can be anchored, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

4)

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify the impact on offer/answer exchanges.

7.4.3
Call origination in the CS domain – procedures towards the gsmSCF

When the VCC application receives a CAMEL IDP relating to an originating call, containing a called party number that is not a VDN, the VCC application shall:

1)
check whether the call can be anchored. If the call is not permitted to be anchored, the VCC application shall cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and
Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of handover, needs to be determined. Checks could be a) to determine if the call is a voice call and therefore suitable for VCC, to prevent anchoring in the presence of one or more existing anchored calls. When particular checks have been identified, need to indicate whether should use, a) or b) or c) below, or are allowed to user either based on network preference.

2)
if VCC can be applied to the call, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.
3)
if VCC can be applied to the call, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the called party number set to the IMRN; and

b)
xxxx
7.4.4
Call origination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to originating IMRN, the VCC application shall:

NOTE 2:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [yy] for this request and all future requests and responses in the same dialog;

2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

4)


On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

8
Roles for call termination
8.1
Introduction

8.2
VCC UE

The VCC UE shall support termination of calls suitable for VCC using both the CS domain (as specified in 3GPP TS 24.008 [xx] and the IM CN subsystem (as specified in 3GPP TS 24.229 [yy].

There are no VCC specific requirements for the termination of calls that may be subject to VCC.

8.3
VMSC

Editor's note: Do we need text relating to the arming of triggers? Presumably this automatically generates the required CAMEL messages and therefore there is no need for VCC specific procedures at the VMSC. Does this mean that the procedures are essentially HLR procedures.
Editor's note: At least one termination option (see subclause A.5.5) relies on MAP procedures at the terminating exchange. Does this imply that we need to specify HSS procedures for this option. 
8.4
VCC application
8.4.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to call termination:

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according the the termination procedures (see 3GPP TS 24.229 [yy] subclause 5.4.3.3), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header. In the procedures below such requests are known as "SIP INVITE requests due to terminating filter criteria".

Subclause 7.4.1, subclause 9.3.1 and subclause 10.3.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [yy].

The VCC application also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. 

8.4.2
Call termination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to terminating filter criteria, the VCC application shall:

1)
check whether the session can be anchored. If session is not anchored, the VCC application shall either:

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of handover, needs to be determined. Checks could be a) to determine if the call is a voice call and therefore suitable for VCC, to prevent anchoring in the presence of one or more existing anchored calls. When particular checks have been identified, need to indicate whether should use, a) or b) or c) below, or are allowed to user either based on network preference.

a)
if the preferred delivery mechanism for such unanchored calls is using the IM CN subsystem, forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229. The VCC application shall not Record-Route on such requests; or

b)
if the preferred delivery mechanism for such unanchored calls is using the CS domain, forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229, after first retargeting the request by changing the Request-URI to xxxxxxxxxxxxxxxxx. The VCC application shall not Record-Route on such requests; or

c)
if the preferred delivery mechanism for such unanchored calls is using the CS domain, redirect the SIP INVITE request by acting as a redirect server as specified in subclause 5.7.2 of 3GPP TS 24.229, by sending a 3xx response with a Contact header field set to xxxxxxxxxxxxxx. The VCC application shall not Record-Route on such requests;


and no further VCC specific procedures are performed on this session;

NOTE 1:
Such a checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

2)
if the session can be anchored, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [yy] for this request and all future requests and responses in the same dialog;

3)
if the session can be anchored, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

4)
if the session does have media characteristics suitable for VCC, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

5)

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify the impact on offer/answer exchanges.

8.4.3
Call termination in the CS domain – procedures towards the gsmSCF

When the VCC application receives a CAMEL IDP relating to a terminating call, the VCC application shall:

1)
check whether the call can be anchored. If the call is not permitted to be anchored, the VCC application shall cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of handover, needs to be determined. Checks could be a) to determine if the call is a voice call and therefore suitable for VCC, to prevent anchoring in the presence of one or more existing anchored calls. When particular checks have been identified, need to indicate whether should use, a) or b) or c) below, or are allowed to user either based on network preference.

2)
if VCC can be applied to the call, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

3)
if VCC can be applied to the call, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the called party number set to the IMRN; and

b)
xxxx

8.4.4
Call origination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to originating IMRN, the VCC application shall:

NOTE 2:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [yy] for this request and all future requests and responses in the same dialog;

2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

4)


On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

9
Roles for domain transfer of a call from the CS domain to the IM CN subsystem

9.1
Introduction

9.2
VCC UE

If the VCC UE determines that an ongoing call in the CS domain needs to be supported over the IM CN subsystem instead, e.g. based on radio conditions, then the VCC UE shall send a SIP INVITE request in accordance with 3GPP TS 24.229 subclause 5.1. The VCC UE shall populate the SIP INVITE request as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the CONNECT message has been sent?

1)
the Request-URI set to the VDI;

2)
the To header field set to the VDI;

3) the P-Preferred-Identity header shall be set to the tel URI of the calling party; and
4)
[need to ensure suitable SDP contents]

When the VCC UE receives a CC DISCONNECT message from the network, the VCC UE shall comply with network initiated call release procedures as specified in 3GPP TS 24.008.
9.3
VCC application
9.3.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according the the origination procedures (see 3GPP TS 24.229 [yy] subclause 5.4.3.2), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header, but which contains a VDI belonging to the subscribed user as the Request-URI. In the procedures below such requests are known as "SIP INVITE requests due to VDI".

Subclause 7.4.1, subclause 8.4.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [yy].

9.3.2
Domain transfer in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to VDI, the VCC application shall:

1)
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to….

2)
[change B2BUA characteristics – specify how much?]

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the outgoing access leg by sending a SIP BYE request toward the MGCF. 
9.4
MGCF
When the SIP BYE request is received, the MGCF translates the SIP BYE request to an ISUP REL message as specified in 3GPP TS 29.163 [mm] and forwards this to the VMSC. The VMSC responds with ISUP RLC message and performs network initiated call release as specified in 24.008 [xx].

When the ISUP REL messageis received, the MGCF sends the SIP 200 (OK) response for the SIP BYE request, towards the VCC application, via the IM CN subsystem, thus releasing the CS bearer. 
10
Roles for domain transfer of a call from the IM CN subsystem to the CS domain

10.1
Introduction

10.2
VCC UE

If the VCC UE determines that an existing incoming or outgoing call in the IM CN subsystem should be transferred to the CS domain, e.g. based on radio conditions, then the VCC UE shall send a CS SETUP message in accordance with 3GPP TS 24.008 [xx]. The VCC UE shall populate the CC SETUP message as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the 2xx response to the INVITE request has been sent?

1)
the called party number information element set to the VDN; and

2)
[need to ensure suitable bearer characteristics]

10.3
VMSC

Editor's note: Do we need text relating to the arming of triggers? Presumably this automatically generates the required CAMEL messages and therefore there is no need for VCC specific procedures at the VMSC. Does this mean that the procedures are essentially HLR procedures.

10.4
Call Continuity Control Function (CCCF)

10.4.1
Distinction of SIP INVITE requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:

-
SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to a domain transfer request rather than an origination request. In the procedures below such requests are known as "SIP INVITE requests due to domain transfer IMRN"; and

Subclause 7.4.1, subclause 8.4.1 and subclause 9.3.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [yy].

The VCC application also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. Requests received over this interface need to distinguish between those that relate to an originating request, containing an ordinary called party number, and those relating to a domain transfer request, which contain a VDN as the called party number, which is covered in this subclause.

10.4.2
Domain transfer procedures towards the gsmSCF

When the VCC application receives a CAMEL IDP relating to an originating call, containing a called party number that is a VDN, the VCC application shall:

1)
check whether the call can be domain transferred. If the call is not permitted to be domain transferred, the VCC application shall cause the gsmSCF to respond with a CAMEL xxx and no further VCC specific procedures are performed on this call; and

Editor's note: What checks should be performed before the call is domain transferred, as opposed to checks that are performed at time of anchoring, needs to be determined. Checks could be a) to determine if the call is a voice call and therefore suitable for VCC, to prevent domain transfer in the presence of one or more existing anchored calls. When particular checks have been identified, need to indicate whether should use, a) or b) or c) below, or are allowed to user either based on network preference.

2)
if VCC can be applied to the call, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

3)
if VCC can be applied to the call, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the called party number set to the IMRN; and

b)
xxxx
10.4.3
Domain transfer in the IM CN subsystem

When the VCC application receives SIP INVITE request due to domain transfer IMRN, the VCC application shall:

NOTE 2:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to….

2)
[change B2BUA characteristics – specify how much?]

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the outgoing access leg by sending a SIP BYE request toward the MGCF. 




