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Abstract:
Display name is commonly used in many services to provide a natural, readable identifier to users of network services.  Not addressed in 24.229, this discussion document explores the asserting and delivering of a display name associated with a Public User Identity.

Introduction

A display name can be viewed as a natural part of the identity of a user.  As such the set of registered identities associated with a user may include a display name as an integral part of that identity.  The existing headers for the conveyance of identity (P-Associated-Identity and P-Associated-URI) already support the concept of a display name as part of their BNF definition.  This discussion paper explores possible mechanisms for the association of a display name with a registered public identity and the companion procedures to ensure that this display name is included in any provided asserted identity on requests initiated on behalf of that identity.
Discussion

There are three separate problem areas for discussion:

1. Mechanisms to retrieve a display name associated with the subscribers stored identity
2. How to the network maintains this discovered display information

3. How to assert the display name as part of an identity

Discussion Item 1: Mechanisms to retrieve a display name associated with the subscriber’s stored identity

The display name should be considered as an integral part of the subscriber’s profile. The current user profile as defined in 29.228 has no mechanism or encoding scheme for the association of a display name with a user. The schema used however is extensible and could be adapted to include a display name.  Further as the capability for support of display name is proposed to be an integral part of the user’s identity and therefore capabilities the mechanisms for S-CSCF selection need to be able to take this into account when associating an S-CSCF with a registering user.
Discussion Item 2: How to the network maintains the discovered display information

As a display name is an integral part of a user’s identity then it can be provided as part of a users set of identities on registration to the P-CSCF.  The P-CSCF will then maintain this identity set as required by the requirements within TS 23.228 and the associated procedures defined within TS 24.229; with the display name simply being an additional attribute associated with the already stored public identity.
Discussion Item 3: How to assert the display name as part of an identity

If a display name is provided as an attribute of a discovered identity set on registration; then the existing procedures for the assertion of a user’s identity by the P-CSCF on reception of a request including a public identity from the UE apply.  The existing mechanisms for the provision of identity privacy apply to the entire identity inclusive of the display name; that is on assertion at the originating P-CSCF the display name is included in the identity as well as the necessary encoding for the level of privacy required.  Subsequent application of privacy to the asserted identity then applies to the entire identity, inclusive of display name.
Component Impact
The following provides more detail on the envisioned impact upon individual component of the IMS CN.

UE 

No Impact.

P-CSCF

Maintenance of a display name as part of the registered set of public identities associated with a subscriber.  Inclusion of a display name in an asserted identity when the UE itself provides a public identity and that identity has an associated display name.

S-CSCF
Storage and relay of the display name attribute to the P-CSCF as part of the set of identities associated with a registering subscriber.
HSS

Provide storage of the display name as part of the User Profile and the provision of this information across the Cx interface.
Proposed specification change plan

A stage 2 CR to 23.228 has been submitted to SA2 for approval. See S2-062040 for stage 2 changes for the display name asserted by the P-CSCF. The P asserted display name is an optional feature that does not prohibit UE based alternatives. The display name may stored in the HSS as part of the user subscription. If stored in the HSS, it is transferred and stored in the S-CSCF at the time of registration. The S-CSCF relays the display name to the P-CSCF, which asserts it into the INVITE upon call origination. Each public identity may be linked to a display name such that the P-CSCF asserts the display name linked to the P-asserted public identity. The display name does not bypass privacy features, which are invoked at the terminating P-CSCF. Privacy features are maintained.
23.008 needs to be updated to reflect the conditional storage of the Display Name in the HSS and S-CSCF.
A new subclause is proposed to be added to define Display Name in 23.008 as shown below.

3.1.9
Display Name 
The Display Name is a string associated with a Public Identity

The Display Name is permanent subscriber data and is stored in the HSS and in the S-CSCF.
Table 5.3 “Table 5.3: Overview of IMS subscriber data used for IP Multimedia services” will be updated to show the display name being conditionally stored in the HSS and S-CSCF
Changes to the Stage-3 TS 29.228 are required to define the Display name structure over the Cx interface. 
Finally, a number of changes to 24.229 are needed to:
· Update registration procedures to support the display name being transferred over the Cx interface to the S-CSCF, and subsequently transferred to the P-CSCF

· Update call origination procedures for the P-CSCF to assert the display name into the INVITE if a display name is linked to the public identity processed and sent by the P-CSCF. 
· Update the privacy procedures for the terminating P-CSCF to delete the public identity along with other public identities prior to sending in the invite to the terminating UE.
