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5.1.6
Emergency service

5.1.6.1
General

A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [8D] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt an emergency call setup according to the procedures described in 3GPP TS 24.008 [8]. If the IM CN subsystem is selected, the UE shall attempt an emergency call setup according to the procedures described in this document.

Editor’s note: For domain selection reference related TISPAN requirements have to also be reflected.

When a UE is roaming, the IP-CAN can provide local emergency numbers to the UE which has that capability, in order for the UE to recognize these numbers as emergency call.

Editor’s note:
The detailed procedure for getting local emergency number(s) is for further study. Also investigate draft-polk-dhc-emergency-dialstring-option for their applicabilities.

5.1.6.2
Initial emergency registration

Editor’s note: Stage 2 requirement (23.167, section 4.1, bullet 7) needs to be reflected here: In the case that a UE is already registered, it shall, in addition, perform a registration for the support of emergency services (emergency registration). The emergency registration takes place when user dials the emergency number, i.e. the emergency registration will not be on by default.

Editor’s note: It needs to be stated that the UE must be capable to handle the emergency registration completely independent of a possible already existing registration. The already existing (non-emergency) registration shall not be influenced by the parallel emergency registration.

Editor’s note: Clause 9 and Annex B of this document need to reflect the establishment of the emergency APN. This also includes that the UE must, in case of emergency registration, always establish a separate emergency APN.

When a UE performs an initial emergency registration, the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions:

· the UE shall populate the To and From header in the REGISTER request with the emergency public user identity as specified in 3GPP TS 23.003 [3].

Editor’s note: More additions needed, stating that UE can register without credentials in the case that regulation allows & UE has no credentials or no credentials that can be handled at the S-CSCF.


Editor’s note: The format of the emergency public user identity needs to still be defined.

5.1.6.3
Initial subscription to the registration-state event package

A UE performing an emergency registration shall not subscribe to the reg event package. 



5.1.6.4
User-initiated emergency reregistration


User-initiated emergency reregistration as specified in subclause 5.1.1.4 shall be performed if the emergency registration timer expires during an ongoing emergency session. 

5.1.6.5
Authentication

When a UE performs authentication a UE shall perform the procedures as specified in subclause 5.1.1.5.

Editor’s Note: Is it allowed that if the UE has a UICC (and related credentials), that the S-CSCF does not challenge the UE? This might be applied to speed up the emergency registration procedure.

5.1.6.6
User-initiated emergency deregistration

The UE shall not perform user-initiated deregistration of any registered emergency public user identity.

NOTE:
The UE will be implicitely deregistered following expiration of the emergency registration timer. .

5.1.6.7
Network-initiated emergency deregistration

. Note: Network-Initiated emergency deregistration is not performed for emergency registrations. 
5.1.6.8
Emergency session setup

5.1.6.8.1
General

In the event the UE receives a 380 (Alternative Service) response to an INVITE request the response containing a XML body that includes an <alternative service> element with the <type> child element set to "emergency", the UE shall automatically send an ACK request to the P-CSCF as per normal SIP procedures and terminate the session.

NOTE 1:
The UE can attempt an emergency call setup according to the procedures described in 3GPP TS 24.008 [8].

Editor’s note: The possibility to contact an EC without setting up a session could possibly be specified under this subclause e.g. by use of a MESSAGE request.

NOTE 2:
Emergency numbers which the UE does not detect, will be treated as a normal call.

5.1.6.8.2
Emergency session set-up in case of no emergency registration

The UE with no UICC shall apply the procedures as specified in subclause 5.1.3 with the following additions:

-
the UE shall include a Request-URI in the INVITE request that contains an "sos" service type as specified in draft ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known;

NOTE 1:
Emergency numbers which the UE does not detect will be treated as a normal call.

-
if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header in any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request. The UE shall populate the P-Access-Network-Info header with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4);

-
the UE shall populate the P-Preferred-Identity header in the INVITE request with an identity constructed from the equipment identifier (e.g., IMEI) as a SIP URI. The special details of the equipment identifier to use depends on the IP-CAN; and

-
if the UE has its location information available, it shall include the location information in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE’s location is stored, include the URI in the Location header and set the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89]; or

-
if the location of the UE is available to the UE, include its location as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type applica​tion/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Location header is set to a Content ID and the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89].

Editor’s Note: The profile tables in annex A to this document needs to be updated with draft-ietf-sip-location-conveyance.

Editor’s Note: The UE shall indicate if no location is available. How this is indicated is for further study.

NOTE 2:
During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

The UE shall build a proper preloaded Route header value for all new dialogs. The UE shall build a Route header value made out of, the P-CSCF URI (containing the IP address or the FQDN learnt through the P-CSCF discovery procedures).

When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.

NOTE 3:
It is an implementation option whether these actions are also triggered by other means.

NOTE 4:
A number of headers can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other headers that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers.

Editor’s note: The use of the Priority header with the value “emergency” requires further study.

5.1.6.8.3
Emergency session set-up within an emergency registration

The UE shall apply the procedures as specified in subclause 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

-
the UE shall include a Request URI in the INVITE request that contains an "sos" service type as specified in draft-ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known;

-
the UE shall include a P-Preferred-Identity value in the INVITE request with the emergency public user identity; and

-
if the UE has its location information available, it shall include it in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE’s location is stored, include the URI in the Location header and set the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the location of the UE is available to the UE, include its location as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type applica​tion/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Location header is set to a Content ID and the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89]. 

Editor's Note: The UE shall indicate if no location is available. How this is indicated is for further study.

Editor's Note: The profile tables in annex A to this document needs to be updated with draft-ietf-sip-location-conveyance.

Editor’s note:
The use of the Priority header with the value “emergency” requires further study.

Editor's Note: The way how they UE obtain the location information needs to be specified, However,where to insert the text still requires further study.

5.1.6.9
Emergency session release

Normal call release procedure shall apply, as specified in the subclause 5.1.5. 

5.1.7
Void
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