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1. Introduction
The enclosed contribution was presented to SA3 $43 in April 2006. The discussion on this contribution is captured in the secretary's report as quoted below:

TD S3-060299 contained a discussion document on security Header Parsing in IMS (Qualcomm Europe). Annex H of TS 33.203 defines the BNF of three new SIP headers, namely, Security-Client, Security-Server and Security-Verify. All these three headers have the same syntax. However, the use of these three headers is totally different. SA3 is requested to study the problem and add text to 33.203 that clarifies how the UE and the P-CSCF should parse the Security-Server and the Security-Client header contents respectively, when they contain fields that occur multiple times.

It was noted that the compact form is not compliant to the requirement in section 7.3.1. It was asked if the error is in the syntax as defined in the RFC or in the way that 3GPP makes of it. It was clarified that this it is the way 3GPP uses it. It was decided that this should be checked with the RFC to ensure that there is an ambiguity. This was done off-line. There was a suggestion to involve CT1. Delegates were asked to contact their CT1 delegates to discuss it.

The purpose of this contribution is to bring this issue to the attention of CT1 and solicit an agreement on the way forward.
