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5.2.10.2
General treatment for all dialogs and standalone transactions excluding the REGISTER method - unregistered user

Editor’s Note: It is assumed that the only case in which a emergency INVITE can be received from an unregistered user is, when in the related UE no UICC is available. Nevertheless TR 23.167 states, that even these UEs must register via an emergency APN prior to sending an emergency INVITE request. It is therefore not clear whether this subclause is at all in-line with stage 2 requirements.

If the P-CSCF receives an initial request for a dialog, or a standalone request, or an unknown request for a non registered user, the P-CSCF shall inspect the Request URI for known emergency numbers and emergency URIs from the configurable lists described in subclause 5.2.10.1. If the P-CSCF detects that the Request-URI of the initial request for a dialog or standalone request matches one of the numbers in any of these lists, the P-CSCF shall not forward the initial request for a dialog or a standalone request or unknown request. If the request is an INVITE request, the P-CSCF shall either respond to the INVITE request with a 380 (Alternative Service) response, if the UE shall use the CS domain, see subclause 5.2.10.1; or, for any initial request for a dialog or standalone request or unknown request: 

1)
replace the received request URI with the URI as specified in draft-ietf-sipping-sos [69], if necessary;

2)
include the value "emergency" in the Priority header;

3) 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header;

NOTE 1:
How the list of E-CSCF is obtained by the P-CSCF is implementation dependent.
4)
if the E-CSCF is located in another network and local policy requires the application of border control concepts apply to the home network of the E-CSCF, then the P-CSCF shall select an IBCF in the P-CSCF network and add the URI of the selected IBCF to the topmost Route header; and

NOTE 2:
How the list of IBCFs is obtained by the P-CSCF is implementation dependent.

5)
execute the procedure described in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request for a dialog or a standalone request or unknown request from the UE and subclause 5.2.7.2 except for: 

- 
verifying the preloaded route against the received Service-Route header;

- 
removing the P-Preferred-Identity header; and 

- 
inserting a P-Asserted-Identity header.

Editor’s note: Whether the P-CSCF shall add any identity into the P-Asserted-Identity header requires further study.

If the P-CSCF does not receive any response to the initial request for a dialog or standalone request or unknown request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an initial request for a dialog or standalone request or unknown request, the P-CSCF shall select a new IBCF or E-CSCF and forward the initial request for a dialog or standalone request or unknown request.
When the P-CSCF receives any 1xx or 2xx response to the above initial request for a dialog request, the P-CSCF shall execute the procedure described in step 1, 2, 3 and 5, in subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx response to an initial request from the UE.

When the P-CSCF receives any 2xx response to the above standalone request, the P-CSCF shall execute the procedure described in step 1, in subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx response to an initial request or standalone from the UE.

Editor's note: Subclause 5.2.6.3 does not describe procedures for handling responses to unknown methods, and therefore emergency procedures are not described here.
When the P-CSCF receives a target refresh request from the UE for a dialog, the P-CSCF shall execute the procedure described in step 1) to 5), in paragraph of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a target refresh request.

When the P-CSCF receives any 1xx or 2xx response to the target refresh request described above, the P-CSCF shall execute the procedure described in step 2, in the paragraph of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx  response to a target request from the UE.



When the P-CSCF receives from the UE subsequent requests other than a target refresh request (including requests relating to an existing dialog where the method is unknown), the P-CSCF shall: shall execute the procedure described in step 1) to 4), in the paragraph  of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a subsequent request.


When the P-CSCF receives, destined for the UE, a target refresh request for a dialog, prior to forwarding the request, the P-CSCF shall execute the procedure described in step 3, the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives a target refresh request.

When the P-CSCF receives a 1xx or 2xx response to the above request the P-CSCF shall execute the procedure described in step 1 - 3 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives 1xx or 2xx response to a target request.

When the P-CSCF receives any other response to the above request the P-CSCF shall execute the procedure described in step 1 - 2 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives any other response to a target request.


When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a target refresh request (including requests relating to an existing dialog where the method is unknown), prior to forwarding the request, the P-CSCF shall execute the procedure described in steps 2 and 3 of subclause 5.2.6.4 describing when a P-CSCF receives a subsequent request.

When the P-CSCF receives any other response to the above request the P-CSCF shall execute the procedure described in step 1 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives any other response to a subsequent request.

5.2.10.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method - registered user

If the P-CSCF receives an initial request for a dialog, or a standalone request, or an unknown request for a registered user the P-CSCF shall inspect the Request URI for known emergency numbers and emergency URIs from these configurable lists. If the P-CSCF detects that the Request-URI of the initial request for a dialog or standalone request matches one of the numbers in any of these lists, the P-CSCF shall:

-
not forward the initial request for a dialog or a standalone request or unknown request. If the request is an INVITE request, the P-CSCF shall either respond to the INVITE request with a 380 (Alternative Service) response if the UE must use the CS domain (see subclause 5.2.10.1) or, for any initial request for a dialog or standalone request or unknown request:
-
replace the received request URI with the URI as specified in draft-ietf-sipping-sos [69], if necessary, and execute the procedure described in step 2, 3, 5, and 6, in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE.

In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

-
the P-CSCF shall:

-
insert a tel URI associated with the user in the P-Asserted-Identity header; 

-
include the value "emergency" in the Priority header;

- 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header; and

-
if the E-CSCF is located in another network and local policy requires the application of border control concepts apply to the home network of the E-CSCF, then the P-CSCF shall select an IBCF in the P-CSCF network and add the URI of the selected IBCF to the topmost Route header;

NOTE 1:
It is implementation dependent as to how the P-CSCF obtains the address of the IBCF exit point.

NOTE 2:
It is implementation depdant as to how the P-CSCF obtains the list of E-CSCFs.
If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF or IBCF and forward the INVITE request.
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