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----------------------------------------------  First change  -----------------------------------------------
7.7
SIP timers

The timers defined in RFC 3261 [26] need modification in some cases to accommodate the delays introduced by processing and transmission delays in IP-CAN. Table 7.8 shows recommended values for IM CN subsystem.

Table 7.8 lists in the first column, titled "SIP Timer" the timer names as defined in RFC 3261 [26].

The second column, titled "value to be applied between IM CN subsystem elements" lists the values recommended for network elements e.g. P-CSCF, S-CSCF, MGCF, when communicating with each other i.e. when no air interface leg is included. These values are identical to those recommended by RFC 3261 [26].

The third column, titled "value to be applied at the UE" lists the values recommended for the UE. They depend on the IP-CAN (for GPRS see subclause B.5; for xDSL see subclause X.5). 
The fourth column, titled "value to be applied at the P-CSCF toward a UE" lists the values recommended for the P-CSCF. They depend on the IP-CAN (for GPRS see subclause B.5; for xDSL see subclause X.5).  
The final column reflects the timer meaning as defined in RFC 3261 [26].

Table 7.8: SIP timers
	SIP Timer 
	Value to be applied between IM CN subsystem elements 
	Value to be applied at the UE
	Value to be applied at the P-CSCF toward a UE
	Meaning

	T1
	500ms default
	
	
	RTT estimate

	T2
	4s
	
	
	The maximum retransmit interval for non-INVITE requests and INVITE responses

	T4
	5s
	
	
	Maximum duration a message will remain in the network

	Timer A
	initially T1
	
	
	INVITE request retransmit interval, for UDP only 

	Timer B
	64*T1
	
	
	INVITE transaction timeout timer

	Timer C
	> 3min
	
	
	proxy INVITE transaction timeout

	Timer D
	> 32s for UDP
	
	
	Wait time for response retransmits

	
	0s for TCP/SCTP
	
	
	

	Timer E
	initially T1
	
	
	non-INVITE request retransmit interval, UDP only 

	Timer F
	64*T1
	
	
	non-INVITE transaction timeout timer

	Timer G
	initially T1
	
	
	INVITE response retransmit interval 

	Timer H
	64*T1
	
	
	Wait time for ACK receipt. 

	Timer I
	T4 for UDP
	
	
	Wait time for ACK retransmits 

	
	0s for TCP/SCTP
	
	
	

	Timer J
	64*T1 for UDP
	
	
	Wait time for non-INVITE request retransmits 

	
	0s for TCP/SCTP
	
	
	

	Timer K
	T4 for UDP
	
	
	Wait time for response retransmits 

	
	0s for TCP/SCTP
	
	
	


----------------------------------------------  Second change  -----------------------------------------------
Annex B (normative):
IP-Connectivity Access Network specific concepts when using GPRS to access IM CN subsystem

B.1
Scope

The present annex defines IP-CAN specific requirements for a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP), where the IP-CAN is General Packet Radio Service (GPRS).

B.2
GPRS aspects when connected to the IM CN subsystem

B.2.1
Introduction

A UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by GPRS to provide packet-mode communication between the UE and the IM CN subsystem.

Requirements for the UE on the use of these packet-mode services are specified in this clause. Requirements for the GGSN in support of this communication are specified in 3GPP TS 29.061 [11] and 3GPP TS 29.207 [12].

When using the GPRS, each IP-CAN bearer is provided by a PDP context.

B.2.2
Procedures at the UE

B.2.2.1
PDP context activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE shall:

a)
perform a GPRS attach procedure;

b)
establish a PDP context used for SIP signalling according to the APN and GGSN selection criteria described in 3GPP TS 23.060 [4] and 3GPP TS 27.060 [10A]. This PDP context shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration. As a result, the PDP context provides the UE with information that makes the UE able to construct an IPv6 address;


The UE shall choose one of the following options when performing establishment of this PDP context:

I.
A dedicated PDP context for SIP signalling:

The UE shall indicate to the GGSN that this is a PDP context intended to carry IM CN subsystem-related signalling only by setting the IM CN Subsystem Signalling Flag. The UE may also use this PDP context for DNS and DHCP signalling according to the static packet filters as described in 3GPP TS 29.061 [11]. The UE can also set the Signalling Indication attribute within the QoS IE;

II.
A general-purpose PDP context:

The UE may decide to use a general-purpose PDP Context to carry IM CN subsystem-related signaling. The UE shall indicate to the GGSN that this is a general-purpose PDP context by not setting the IM CN Subsystem Signalling Flag. The UE may carry both signalling and media on the general-purpose PDP context. The UE can also set the Signalling Indication attribute within the QoS IE.

The UE indicates the IM CN Subsystem Signalling Flag to the GGSN within the Protocol Configuration Options IE of the ACTIVATE PDP CONTEXT REQUEST message or ACTIVATE SECONDARY PDP CONTEXT REQUEST message. Upon successful signalling PDP context establishment the UE receives an indication from GGSN in the form of IM CN Subsystem Signalling Flag within the Protocol Configuration Options IE. If the flag is not received, the UE shall consider the PDP context as a general-purpose PDP context.

The encoding of the IM CN Subsystem Signalling Flag within the Protocol Configuration Options IE is described in 3GPP TS 24.008 [8].


The UE can indicate a request for prioritised handling over the radio interface by setting the Signalling Indication attribute (see 3GPP TS 23.107 [4A]). The general QoS negotiation mechanism and the encoding of the Signalling Indication attribute within the QoS IE are described in 3GPP TS 24.008 [8].

NOTE:
A general-purpose PDP Context may carry both IM CN subsystem signaling and media, in case the media does not need to be authorized by Service Based Local Policy mechanisms defined in 3GPP TS 29.207 [12] and the media stream is not mandated by the P-CSCF to be carried in a separate PDP Context.

c)
acquire a P-CSCF address(es).

The methods for P-CSCF discovery are:

I.
Employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41] as described in subclause 9.2.1.

II.
Transfer P-CSCF address(es) within the PDP context activation procedure.


The UE shall indicate the request for a P-CSCF address to the GGSN within the Protocol Configuration Options IE of the ACTIVATE PDP CONTEXT REQUEST message or ACTIVATE SECONDARY PDP CONTEXT REQUEST message.


If the GGSN provides the UE with a list of P-CSCF IPv6 addresses in the ACTIVATE PDP CONTEXT ACCEPT message or ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, the UE shall assume that the list is prioritised with the first address within the Protocol Configuration Options IE as the P-CSCF address with the highest priority.

The UE can freely select method I or II for P-CSCF discovery. In case several P-CSCF addresses are provided to the UE, the selection of P-CSCF address shall be performed according to the resolution of host name as indicated in RFC 3261 [26]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.

If the UE is designed to use I above, but receives P-CSCF address(es) according to II, then the UE shall either ignore the received address(es), or use the address(es) in accordance with II, and not proceed with the DHCP request according to I.

The UE may request a DNS Server IPv6 address(es) via RFC 3315  [40] or by the Protocol Configuration Options IE when activating a PDP context according to 3GPP TS 27.060 [10A].

The encoding of the request and response for IPv6 address(es) for DNS server(s) and list of P-CSCF address(es) within the Protocol Configuration Options IE is described in 3GPP TS 24.008 [8].

B.2.2.1A
Modification of a PDP context used for SIP signalling

The PDP context shall not be modified from a dedicated PDP context for SIP signalling to a general-purpose PDP context or vice versa. The IM CN Subsystem Signalling Flag shall not be set in the Protocol Configuration Options IE of the MODIFY PDP CONTEXT REQUEST message.

The UE shall not indicate the request for a P-CSCF address to the GGSN within the Protocol Configuration Options IE of the MODIFY PDP CONTEXT REQUEST message. The UE shall ignore P-CSCF address(es) if received from the GGSN in the Protocol Configuration Options IE of the MODIFY PDP CONTEXT RESPONSE message.

B.2.2.1B
Re-establishment of the PDP context for signalling

If the dedicated PDP context for SIP signalling is lost due to e.g. a GPRS routeing area update procedure, the UE shall attempt to re-establish the dedicated PDP context for SIP signalling. If this procedure does not succeed, the UE shall deactivate all PDP contexts established as a result of SIP signalling according to the 3GPP TS 24.008 [8].

B.2.2.2
Session management procedures

The existing procedures for session management as described in 3GPP TS 24.008 [8] shall apply while the UE is connected to the IM CN subsystem.

B.2.2.3
Mobility management procedures

The existing procedures for mobility management as described in 3GPP TS 24.008 [8] shall apply while the UE is connected to the IM CN subsystem.

B.2.2.4
Cell selection and lack of coverage 

The existing mechanisms and criteria for cell selection as described in 3GPP TS 25.304 [9] and 3GPP TS 44.018 [20] shall apply while the UE is connected to the IM CN subsystem.

B.2.2.5
PDP contexts for media

B.2.2.5.1
General requirements

The UE can establish media streams that belong to different SIP sessions on the same PDP context.

During establishment of a session, the UE establishes data streams(s) for media related to the session. Such data stream(s) may result in activation of additional PDP context(s). Such additional PDP context(s) shall be established as secondary PDP contexts associated to the PDP context used for signalling.

When the UE has to allocate bandwidth for RTP and RTCP in a PDP context, the UE shall use the rules outlined in 3GPP TS 29.208 [13].

B.2.2.5.1A
Activation or modification of PDP contexts for media

If the UE receives indication within the SDP according to RFC 3524 [54] that media stream(s) belong to group(s), the media stream(s) shall be set up on separate PDP contexts according to the indication of grouping of media streams. The UE may freely group media streams to PDP context(s) in case no indication of grouping of media streams is received from the P-CSCF.

The UE can receive a media authorization token in the P-Media-Authorization header from the P-CSCF according to RFC 3313 [31]. If a media authorization token is received in the P-Media-Authorization header when a SIP session is initiated, the UE shall:

-
either use existing PDP context(s) where another media authorization token is already in use and no indication of grouping of media streams is required; or

-
establish separate PDP context(s) for the media; or

-
use an existing PDP context where media authorization token is not in use and no indication of grouping of media streams is required.

When a UE modifies a PDP context to indicate a new media authorization token:

-
either as a result of establishment of an additional SIP session; or

-
modification of media streams for an ongoing SIP session;

the UE shall include all media authorization tokens and all flow identifiers for all ongoing SIP sessions that use this particular PDP context. 

If a media authorization token is received in subsequent messages for the same SIP session, the UE shall:

-
use the existing PDP context(s) for media;

-
modify the existing PDP context(s) for media; or 

-
establish additional PDP context(s) for media.

If either background or interactive QoS class is needed for the media, then the UE does not need to use the authorization token even if it receives one. In this case the UE may reuse an existing PDP context and it does not need to request PDP context modification unless it needs to modify the QoS.

If existing PDP context(s) where another media authorization token is already in use is re-used for the media, or separate PDP context(s) is established for the media, the UE shall proceed as follows:

-
when a SIP session is terminated, the media authorization token is no longer valid and the UE shall not include it in future GPRS session management messages. The UE shall send a MODIFY PDP CONTEXT REQUEST message updating the binding information by deleting the media authorization token and the corresponding flow identifiers that are no longer valid. If a SIP session is terminated and no other SIP sessions are using the PDP context, the UE shall either update the binding information as described above or deactivate the PDP context;

-
the UE shall transparently pass the media authorization token received from the P-CSCF in a response to an INVITE request at originating setup or in the INVITE request at terminating setup to the GGSN. The UE shall signal it by inserting it within the Traffic Flow Template IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message or the MODIFY PDP CONTEXT REQUEST message;

-
to identify to the GGSN which flow(s) (identified by m-lines within the SDP) that are transferred within a particular PDP context, the UE shall set the flow identifier(s) within the Traffic Flow Template IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message or the MODIFY PDP CONTEXT REQUEST message. Detailed description of how the flow identifiers are constructed is provided in 3GPP TS 29.207 [12];

-
if the UE receives several media authorization tokens from the P-CSCF within the same SIP request or response, the first instance of the media authorization token shall be sent to the GGSN, and subsequent instances are discarded by the UE; and

-
the UE shall not include the IM CN Subsystem Signalling Flag when a PDP context for media is established or modified.

The encoding of the media authorization token and the flow identifiers within the Traffic Flow Template IE is described in 3GPP TS 24.008 [8].

B.2.2.5.2
Special requirements applying to forked responses

Since the UE does not know that forking has occurred until a second, provisional response arrives, the UE sets up the PDP context(s) as required by the initial response received. If a subsequent provisional response is received, different alternative actions may be performed depending on the requirements in the SDP answer:

1)
the bearer requirements of the subsequent SDP can be accommodated by the existing PDP context(s). The UE performs no activation or modification of PDP contexts.

2)
the subsequent SDP introduces different QoS requirements or additional IP flows. The UE modifies the existing PDP context(s), if necessary, according to subclause B.2.2.5.1A.

3)
the subsequent SDP introduces one or more additional IP flows. The UE establishes additional PDP context(s) according to subclause B.2.2.5.1A.

NOTE 1: When several forked responses are received, the resources requested by the UE is are the “logical OR” of the resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE does not request more resources than proposed in the original INVITE request.

NOTE 2: When service-based local policy is applied, the UE receives the same authorization token for all forked requests/responses related to the same SIP session.
When a final answer is received for one of the early dialogues, the UE proceeds to set up the SIP session. The UE shall release all the unneeded radio/bearer resources. Therefore, upon the reception of a first final 200 (OK) response for the INVITE request (in addition to the procedures defined in RFC 3261 [26] subclause 13.2.2.4), the UE shall: 

1)
in case PDP context(s) were established or modified as a consequence of the INVITE request and forked provisional responses that are not related to the accepted 200 (OK) response, delete the PDP context(s) or modify the delete the PDP context(s) back to their original state.

B.2.2.5.3
Unsuccessful situations

One of the Go interface related error codes can be received by the UE in the ACTIVATE SECONDARY PDP CONTEXT REJECT message or the MODIFY PDP CONTEXT REJECT message. If the UE receives a Go interface related error code, the UE shall either terminate the session or retransmit the message up to three times. The Go interface related error codes are further specified in 3GPP TS 29.207 [12].

B.3
Application usage of SIP

B.3.1
Procedures at the UE

B.3.1.1
Additional coding rules for P-Access-Network-Info header

The UE shall populate the P-Access-Network-Info header, where use is specified in subclause 5.1, with the following contents:

1)
the access-type field set to one of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD" or "3GPP-CDMA2000" as appropriate to the radio access technology in use;

2)
if the access type field is set to "3GPP-GERAN", a cgi-3gpp parameter set to the Cell Global Identity obtained from lower layers of the UE. The Cell Global Identity is a concatenation of MCC, MNC, LAC and CI (as described in 3GPP TS 23.003 [3]). The value of "cgi-3gpp" parameter is therefore coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and CI (fixed length code of 16 bits using a full hexadecimal representation);

3)
if the access type field is equal to "3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD" or "3GPP-CDMA2000", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC, MNC, LAC (as described in 3GPP TS 23.003 [3]) and the UMTS Cell Identity (as described in 3GPP TS 25.331 [9A]), obtained from lower layers of the UE, and is coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 bits).

B.4
3GPP specific encoding for SIP header extensions

B.4.1
P-Charging-Vector header

The access network charging information is populated in the P-Charging-Vector using the gprs-charging-info parameter. Table B.1 describes 3GPP-specific extensions to the P-Charging-Vector header field defined in RFC 3455 [52].

Table B.1: Syntax of extensions to P-Charging-Vector header

   access-network-charging-info = (gprs-charging-info / generic-param)

   gprs-charging-info = ggsn SEMI auth-token [SEMI pdp-info-hierarchy] *(SEMI extension-param)

   ggsn = "ggsn" EQUAL gen-value

   pdp-info-hierarchy = "pdp-info" EQUAL LDQUOT pdp-info *(COMMA pdp-info) RDQUOT

   pdp-info = pdp-item SEMI pdp-sig SEMI gcid [SEMI flow-id]

   pdp-item = "pdp-item" EQUAL DIGIT

   pdp-sig = "pdp-sig" EQUAL ("yes" / "no")
   gcid = "gcid" 1*HEXDIG
   auth-token = "auth-token" EQUAL 1*HEXDIG

   flow-id = "flow-id" EQUAL "(" "{" 1*DIGIT COMMA 1*DIGIT "}" *(COMMA "{" 1*DIGIT COMMA 1*DIGIT "}")")"
   extension-param = token [EQUAL token]
The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header.

The access-network-charging-info parameter includes alternative definitions for different types access networks.

GPRS is the initially supported access network (gprs-charging-info parameter). For GPRS there are the following components to track: GGSN address (ggsn parameter), media authorization token (auth token parameter), and a pdp-info parameter that contains the information for one or more PDP contexts. The pdp-info contains one or more pdp-item values followed by a collection of parameters (pdp-sig, gcid, and flow-id). The value of the pdp-item is a unique number that identifies each of the PDP-related charging information within the P-Charging-Vector header. Each PDP context has an indicator if it is an IM CN subsystem signalling PDP context (pdp-sig parameter), an associated GPRS Charging Identifier (gcid parameter), and a identifier (flow-id parameter). The flow-id parameter contains a sequence of curly bracket delimited flow identifier tuples that identify associated m-lines and relative order of port numbers in an m-line within the SDP from the SIP signalling to which the PDP context charging information applies. For a complete description of the semantics of the flow-id parameter see 3GPP TS 29.207 [12] Annex C. The gcid, ggsn address and flow-id parameters are transferred from the GGSN to the P-CSCF via the PDF over the Go interface (see 3GPP TS 29.207 [12]) and Gq interface (see 3GPP TS 29.209 [13A]).

The gcid value is received in binary format at the P-CSCF (see 3GPP TS 29.207 [12]). The P-CSCF shall encode it in hexadecimal format before include it into the gcid parameter. On receipt of this header, a node receiving a gcid shall decode from hexadecimal into binary format.

The access network charging information is not included in the P-Charging-Vector for SIP signalling that is not associated with a session, and may not be available for sessions that use a general purpose PDP context (for both SIP signalling and media) or that do not require media authorisation.

When the access network charging information is included in the P-Charging-Vector and necessary information is not available from the Go/Gq interface reference points then null or zero values are included.

B.5
Timers

B.5.1
SIP timers to be applied at the UE and at the P-CSCF toward a UE
The timers defined in RFC 3261 [26] need modification in some cases to accommodate the delays introduced by the air interface processing and transmission delays. Table B.5.1 shows recommended values for IM CN subsystem to be applied at the UE and at the P-CSCF toward a UE.

Table B.5.1 lists in the first column, titled "SIP Timer" the timer names as defined in RFC 3261 [26].

The second column, titled "value recommended by RFC3261" lists the values recommended by RFC 3261 [26].

The third column, titled "value to be applied at the UE" lists the values recommended for the UE. These are modified when compared to RFC 3261 [26] to accommodate the air interface delays.

The fourth column, titled "value to be applied at the P-CSCF toward a UE" lists the values recommended for the P-CSCF when an air interface leg is traversed. These are modified when compared to RFC 3261 [26].

The final column reflects the timer meaning as defined in RFC 3261 [26].

Table B.5.1: SIP timers for UE and P-CSCF
	SIP Timer 
	Value recommended by RFC3261 
	Value to be applied at the UE
	Value to be applied at the P-CSCF toward a UE
	Meaning

	T1
	500ms default
	2s default
	2s default
	RTT estimate

	T2
	4s
	16s
	16s
	The maximum retransmit interval for non-INVITE requests and INVITE responses

	T4
	5s
	17s
	17s
	Maximum duration a message will remain in the network

	Timer A
	initially T1
	initially T1
	initially T1
	INVITE request retransmit interval, for UDP only 

	Timer B
	64*T1
	64*T1
	64*T1
	INVITE transaction timeout timer

	Timer C
	> 3min
	> 3 min
	> 3 min
	proxy INVITE transaction timeout

	Timer D
	> 32s for UDP
	>128s
	>128s
	Wait time for response retransmits

	
	0s for TCP/SCTP
	 0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer E
	initially T1
	initially T1
	initially T1
	non-INVITE request retransmit interval, UDP only 

	Timer F
	64*T1
	64*T1
	64*T1
	non-INVITE transaction timeout timer

	Timer G
	initially T1
	initially T1
	initially T1
	INVITE response retransmit interval 

	Timer H
	64*T1
	64*T1
	64*T1
	Wait time for ACK receipt. 

	Timer I
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for ACK retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer J
	64*T1 for UDP
	64*T1 for UDP
	64*T1 for UDP
	Wait time for non-INVITE request retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer K
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for response retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP 
	0s for TCP/SCTP
	


----------------------------------------------  Third change  -----------------------------------------------
Annex X (normative): IP-Connectivity Access Network specific concepts when using xDSL to access IM CN subsystem

X.5
Timers
X.5.1
SIP timers to be applied at the UE and at the P-CSCF toward a UE
Table X.5.1 shows recommended values for IM CN subsystem to be applied at the UE and at the P-CSCF toward a UE.

Table X.5.1 lists in the first column, titled "SIP Timer" the timer names as defined in RFC 3261 [26].

The second column, titled "value recommended by RFC3261" lists the values recommended by RFC 3261 [26].

The third column, titled "value to be applied at the UE" lists the values recommended for the UE. These are not modified when compared to RFC 3261 [26].
The fourth column, titled "value to be applied at the P-CSCF toward a UE" lists the values recommended for the P-CSCF. These are not modified when compared to RFC 3261 [26].

The final column reflects the timer meaning as defined in RFC 3261 [26].

Table X.5.1: SIP timers for UE and P-CSCF
	SIP Timer 
	Value recommended by RFC3261 
	Value to be applied at the UE
	Value to be applied at the P-CSCF toward a UE
	Meaning

	T1
	500ms default
	500ms default
	500ms default
	RTT estimate

	T2
	4s
	4s
	4s
	The maximum retransmit interval for non-INVITE requests and INVITE responses

	T4
	5s
	5s
	5s
	Maximum duration a message will remain in the network

	Timer A
	initially T1
	initially T1
	initially T1
	INVITE request retransmit interval, for UDP only 

	Timer B
	64*T1
	64*T1
	64*T1
	INVITE transaction timeout timer

	Timer C
	> 3min
	> 3 min
	> 3 min
	proxy INVITE transaction timeout

	Timer D
	> 32s for UDP
	> 32s for UDP
	> 32s for UDP
	Wait time for response retransmits

	
	0s for TCP/SCTP
	 0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer E
	initially T1
	initially T1
	initially T1
	non-INVITE request retransmit interval, UDP only 

	Timer F
	64*T1
	64*T1
	64*T1
	non-INVITE transaction timeout timer

	Timer G
	initially T1
	initially T1
	initially T1
	INVITE response retransmit interval 

	Timer H
	64*T1
	64*T1
	64*T1
	Wait time for ACK receipt. 

	Timer I
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for ACK retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer J
	64*T1 for UDP
	64*T1 for UDP
	64*T1 for UDP
	Wait time for non-INVITE request retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP
	0s for TCP/SCTP
	

	Timer K
	T4 for UDP
	T4 for UDP
	T4 for UDP
	Wait time for response retransmits 

	
	0s for TCP/SCTP
	0s for TCP/SCTP 
	0s for TCP/SCTP
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