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Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _CR1][bookmark: scope][bookmark: _Toc209721827]
1	Scope
[bookmark: references]The present document specifies the protocol aspects for the network resource management capability of SEAL to support vertical applications (e.g. V2X) over the 3GPP system.
The present document is applicable to the user equipment (UE) supporting the network resource management client functionality as described in 3GPP TS 23.434 [2], to the application server supporting the network resource management server functionality as described in 3GPP TS 23.434 [2] and to the application server supporting the vertical application server (VAL server) functionality as defined in the specific vertical application service (VAL service) specifications.
NOTE:	The specification of the VAL server for a specific VAL service is out of scope of present document.
[bookmark: _CR2][bookmark: _Toc209721828]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[3]	3GPP TS 23.003: "Numbering, addressing and identification".
[4]	3GPP TS 23.203: "Policy and charging control architecture".
[5]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[6]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[7]	3GPP TS 24.486: "Vehicle-to-Everything (V2X) Application Enabler (VAE) layer; Protocol aspects; Stage 3".
[8]	3GPP TS 24.545: "Location Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[9]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[10]	3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".
[11]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[12]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[13]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 reference point; Stage 3".
[14]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[15]	Void.
[16]	IETF RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP, and uncompressed".
[17]	IETF RFC 3428: "Session Initiation Protocol (SIP) Extension for Instant Messaging".
[18]	IETF RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP)".
[19]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[20]	IETF RFC 5795: "The Robust Header Compression (ROHC) Framework".
[21]	Void
[21A]	IETF RFC 6838: "Media Type Specifications and Registration Procedures".
[22]	IETF RFC 9110: "HTTP Semantics".
[23]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[24]	IETF RFC 7959: "Block-Wise Transfers in the Constrained Application Protocol (CoAP)".
[25]	IETF RFC 7641: "Observing Resources in the Constrained Application Protocol (CoAP)".
[26]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[27]	IETF RFC 8949: "Concise Binary Object Representation (CBOR)".
[28]	Void
[29]	IETF RFC 9177: "Constrained Application Protocol (CoAP) Block- Wise Transfer Options Supporting Robust Transmission".
[30]	IETF RFC 8610: "Concise Data Definition Language (CDDL): A Notational Convention to Express Concise Binary Object Representation (CBOR) and JSON Data Structures".
[31]	3GPP TS 24.546: "Configuration management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[32]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[33]	3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[34]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[35]	3GPP TS 26.517: "5G Multicast-Broadcast User Services; Protocols and Formats".
[bookmark: _Hlk61538439][36]	Open API: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[bookmark: _CR3][bookmark: _Toc209721829]3	Definitions of terms and abbreviations
[bookmark: _CR3_1][bookmark: _Toc209721830]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MBMS bearer: The MBMS bearer (and its LTE variant, the eMBMS bearer) is the point-to-multipoint transport service for delivering the same multimedia content (data) simultaneously to multiple UEs. Definition derived from 3GPP TS 23.246 [33]. The present document makes no distinction between MBMS bearer and eMBMS bearer.
SEAL network resource management client: An entity that provides the client side functionalities corresponding to the SEAL network resource management service.
SEAL network resource management server: An entity that provides the server side functionalities corresponding to the SEAL network resource management service.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.434 [2] apply:
SEAL client
SEAL server
SEAL service
VAL server 
VAL service
VAL user
Vertical
Vertical application
[bookmark: _CR3_2][bookmark: _Toc209721831]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
BM-SC	Broadcast-Multicast Service Centre
CoAP	Constrained Application Protocol
eMBMS	Evolved MBMS
MBS	Multicast/Broadcast Services
MBMS	Multimedia Broadcast/Multicast ServicePCF	Policy Control Function
PCF	Policy Control Function
SEAL	Service Enabler Architecture Layer for verticals 
SNRM-C	SEAL Network Resource Management Client
SNRM-S	SEAL Network Resource Management Server
VAL	Vertical Application Layer
[bookmark: _CR4][bookmark: _Toc209721832]4	General description
Network resource management is a SEAL service that provides the network resource management related capabilities (e.g. unicast and multicast network resources) to one or more vertical applications. The present document enables a SEAL network resource management client (SNRM-C) and a VAL server that communicate with a SEAL network resource management server (SNRM-S).
The SNRM-S obtains and controls multicast resources from the underlying 3GPP network system via the BM-SC and controls unicast resources from the underlying 3GPP network system via the PCRF/PCF.
[bookmark: _CR5][bookmark: _Toc209721833]5	Functional entities
[bookmark: _CR5_1][bookmark: _Toc209721834]5.1	SEAL network resource management client (SNRM-C)
The SNRM-C functional entity acts as the application client for network resource management related transactions.
To be compliant with the HTTP procedures in the present document the SNRM-C:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [19];
b)	shall support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [32]; and
c)	shall support the multicast resource management procedures in clause 6.2.3.
To be compliant with the CoAP procedures in the present document the SNRM-C:
a)-	shall support the role of CoAP client as specified in IETF RFC 7252 [23];
b)-	shall support the capability to observe resources as specified in IETF RFC 7641 [25];
c)-	shall support the block-wise transfer as specified in IETF RFC 7959 [24];
[bookmark: _Hlk131347487][bookmark: _Hlk131347462]d)-	may support the robust block transfer as specified in IETF RFC 9177 [29];
e)-	should support CoAP over TCP and Websocket as specified in IETF RFC 8323 [26];
f)-	shall support CBOR encoding as specified in IETF RFC 8949 [27];
g)-	shall support the procedures in clause 6.2.3; and
h)-	shall support the procedure in clause 6.2.4.
NOTE 1:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [9].
NOTE 2:	Support for TCP for the CoAP procedures is required if the client connects over the network which blocks or impedes the use of UDP, e.g. when NATs are present in the communication path.
NOTE 3:	The CoAP protocol supports mechanism for reliable message exchange over UDP. Use of TCP can also be beneficial if reliable transport is required for other reasons, e.g. better observability of resources. Usage of CoAP over TCP is an implementation choice.
NOTE 4:	Support for the robust block transfer mechanism for the CoAP procedures is beneficial in environments where packet loss is highly asymmetrical and where performance optimization of block transfers is required.
[bookmark: _CR5_2][bookmark: _Toc209721835]5.2	SEAL network resource management SEAL server (SNRM-S)
The SNRM-S is a functional entity used to provide resource management of 3GPP system network resources (e.g. unicast, multicast) to one or more vertical applications.
To be compliant with the HTTP procedures in the present document the SNRM-S shall:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [19];
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [32];
c)	shall support the unicast resource management procedures in clause 6.2.2; and
d)	shall support the multicast resource management procedures in clause 6.2.3.
To be compliant with the CoAP procedures in the present document the SNRM-C:
a)-	shall support the role of CoAP server as specified in IETF RFC 7252 [23];
b)-	shall support the capability to observe resources as specified in IETF RFC 7641 [25];
c)-	shall support the block-wise transfer as specified in IETF RFC 7959 [24];
d)-	shall support the robust block transfer as specified in IETF RFC 9177 [29];
e)-	shall support CoAP over TCP and Websocket as specified in IETF RFC 8323 [26];
f)-	shall support CBOR encoding as specified in IETF RFC 8949 [27];
g)-	shall support the procedure in clause 6.2.3; and
h)-	shall support the procedure in clause 6.2.4.
NOTE:	The security mechanism to be supported for the CoAP procedures is described in 3GPP TS 24.547 [9].
[bookmark: _CR6][bookmark: _Toc209721836]6	Network resource management procedures
[bookmark: _CR6_1][bookmark: _Toc209721837]6.1	General
[bookmark: OLE_LINK59]This clause provides the procedures for network resource management between the SNRM-C and the SNRM-S and from the SNRM-S and the VAL server.
[bookmark: _CR6_2][bookmark: _Toc209721838]6.2	On-network procedures
[bookmark: _CR6_2_1][bookmark: _Toc209721839]6.2.1	General
[bookmark: _CR6_2_1_1][bookmark: _Toc209721840]6.2.1.1	Authenticated identity in HTTP request
Upon receiving an HTTP request, the SNRM-S shall authenticate the identity of the sender of the HTTP request is authorized as specified in 3GPP TS 24.547 [9], and if authentication is successful, the SNRM-S shall use the identity of the sender of the HTTP request as an authenticated identity.
[bookmark: _CR6_2_1_2][bookmark: _Toc99195442][bookmark: _Toc209721841]6.2.1.2	Authenticated identity in CoAP request
Upon receiving a CoAP request, the SNRM-S shall authenticate the identity of the sender of the CoAP request as specified in 3GPP TS 24.547 [9], and if authentication is successful, the SNRM-S shall use the identity of the sender of the CoAP request as an authenticated identity.
[bookmark: _CR6_2_2][bookmark: _Toc209721842]6.2.2	Unicast resource management
[bookmark: _CR6_2_2_1][bookmark: _Toc209721843]6.2.2.1	General
This clause describes the procedures used for unicast resource management. The unicast resource management comprises procedures for:
a)	activation and deactivation of bearers;
b)	modification of the QoS characteristics of a bearer; and
c)	modification of GBR due to application requirement.
The VAL client can request the VAL server to provide unicast resources (see clause 6.2.2.2), to modify or to release unicast resources (see clause 6.2.2.3) or to perform network resource adaptation (see clause 6.2.2.4).
NOTE:	A VAL service communication can consist of both unicast and multicast bearers which can all need modification due to the same event.
VAL specific pre-requisites and resultant behaviour by functional entities in performing the unicast resource management procedures are specified in the respective VAL TS (e.g. for V2X application layer, see 3GPP TS 24.486 [7]).
Unicast resource management is supported with PCRF interactions with SIP core and PCC interactions with the SNRM-S. The PCRF procedures are specified in 3GPP TS 29.214 [12] and the PCF procedures are specified in 3GPP TS 29.514 [14].
[bookmark: _CR6_2_2_2][bookmark: _Toc209721844]6.2.2.2	Request for unicast resource at VAL service communication establishment procedure with SIP core
[bookmark: _CR6_2_2_2_1][bookmark: _Toc209721845]6.2.2.2.1	VAL server procedure
If the VAL client requests VAL service communication with the VAL server, the VAL server shall generate an HTTP POST request message according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the VAL server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml";
d)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
1)	shall include a <request> element which shall include:
i)	a <requester-identity> element set to the identity of the VAL server performing the request;
ii)	an <identity> element set to the identity of the VAL user or VAL UE which requests the VAL service communication; and
iii)	an optional <requirement-info> element set to the requested unicast resource information; and
e)	shall send the HTTP POST request message towards the SNRM-S according to IETF RFC 9110 [22].
NOTE:	Before terminating connection due to no response from the SNRM-S, the VAL server allows sufficient time for the SNRM-S to reserve resources and respond. It is up to implementation to decide how long the VAL server waits for receiving response.
[bookmark: _CR6_2_2_2_2][bookmark: _Toc209721846]6.2.2.2.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with a <request> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to request unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall evaluate the need for network resources and use of resource sharing, and then send a SIP MESSAGE request containing request for resources according to procedures specified in 3GPP TS 29.214 [12] for EPS and 3GPP TS 29.514 [14] for 5GS.
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, the SNRM-S:
a)	shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include a <request-result> element set to "success" indicating success of the resource request operation; and
b)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22].
[bookmark: _CR6_2_2_3][bookmark: _Toc209721847]6.2.2.3	Request for modification of unicast resources procedure with SIP core
[bookmark: _CR6_2_2_3_1][bookmark: _Toc209721848]6.2.2.3.1	VAL server procedure
To modify unicast bearers, the VAL server shall generate an HTTP POST request according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the VAL server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml";
d)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
1)	shall include a <modification> element which shall include:
i)	a <requester-identity> element set to the identity of the VAL server performing the request;
ii)	an <identity> element set to the identity of the VAL user or VAL UE which requests the VAL service communication; and 
iii)	an <requirement-info> element set to the modified unicast resource information; and
e)	shall send the HTTP POST request message towards the VAL server according to IETF RFC 9110 [22].
NOTE:	Before terminating connection due to no response from the SNRM-S, the VAL server allows sufficient time for the SNRM-S to reserve resources and respond. It is up to implementation to decide how long the VAL server waits for receiving response.
[bookmark: _CR6_2_2_3_2][bookmark: _Toc209721849]6.2.2.3.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with a <modification> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to modify unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling";
b)	if the media bearer modification is not required, shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml";
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include a <modification-result> element set to "failure" indicating failure of the resource modification request operation; and
4)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22]; and
c)	if the media bearer modification is required, shall send a SIP MESSAGE request containing the modified parameters of the unicast bearer according to procedures specified in 3GPP TS 29.214 [12] for EPS and 3GPP TS 29.514 [14] for 5GS.
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, the SNRM-S:
a)	shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include a <modification-result> element set to "success" indicating success of the resource modification request operation; and
b)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22].
[bookmark: _CR6_2_2_4][bookmark: _Toc209721850]6.2.2.4	Network resource adaptation procedure with SIP core
[bookmark: _CR6_2_2_4_1][bookmark: _Toc209721851]6.2.2.4.1	VAL server procedure
In order to request unicast resources or modify already allocated unicast resources to VAL communications, the VAL server shall generate an HTTP POST request according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the VAL server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml";
d)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
1)	shall include an <adaptation> element which shall include:
i)	a <requester-identity> element set to the identity of the VAL server performing the request;
ii)	an <identity> element which shall include one of the following elements:
A)	a <VAL-ue-id-list> element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs for whom the network resource adaptation occurs; or
B)	a <VAL-group-id> element set to the identity of the VAL group for whom the network resource adaptation occurs; and
iii)	a <requirement> element set to the VAL service QoS requirements as applied for the corresponding VAL UEs or group of UEs; and
e)	shall send the HTTP POST request message towards the VAL server according to procedures specified in IETF RFC 9110 [22].
[bookmark: _CR6_2_2_4_2][bookmark: _Toc209721852]6.2.2.4.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with an <adaptation> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to adapt unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall apply/enforce the resource adaptation per VAL UE, and then initiate the PCC procedures for each VAL UE as described in 3GPP TS 29.214 [12] for EPS and 3GPP TS 29.514 [14] for 5GS. After the PCC procedures, the SNRM-S shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml";
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include an <adaptation-result> element set to "success" or "failure" indicating success or failure of the network resource adaptation with the underlying network; and
4)	shall send the HTTP 200 (OK) response message towards the VAL server according to procedures specified in IETF RFC 9110 [22].
[bookmark: _CR6_2_3][bookmark: _Toc209721853]6.2.3	Multicast resource management
[bookmark: _CR6_2_3_1][bookmark: _Toc209721854]6.2.3.1	General
The SNRM-C, SNRM-S and VAL server utilizes multicast bearers in EPS (see 3GPP TS 23.246 [33]) and 5G multicast and broadcast communication services (MBS) in 5GS (see 3GPP TS 23.247 [34]).
NOTE:	It is implementation specific whether the VAL server decides to use multicast or broadcast MBS sessions.
For multicast resource management in the EPS, the procedures described in clauses 6.2.3.2 to 6.2.3.9 are used.
For multicast resource management in the 5GS, the procedures described in clauses 6.2.3.10 to 6.2.3.17 are used.
[bookmark: _CR6_2_3_2][bookmark: _Toc209721855]6.2.3.2	Use of pre-established MBMS bearers procedure
[bookmark: _CR6_2_3_2_1][bookmark: _Toc209721856]6.2.3.2.1	VAL server procedure
When a user originates a request for a VAL service group communication session for one of these areas, in order to use the pre-established MBMS bearers, the VAL server shall generate an HTTP POST request according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the VAL server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
c)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body and in the <mbms-info> root element:
1)	shall include an <request> element which shall include:
i)	a <requester-identity> element set to the identity of the VAL server performing the request;
ii)	a <VAL-group-id> element set to the identity of the VAL group that the MBMS bearer is requested for;
iii)	a <service-anouncement-mode> indicating whether the request is sent by NRM server or by the VAL server;
iv)	a <QoS> element indicating the requested QoS for the bearer;
v)	an optional <broadcast-area> element indicating the area where the MBMS bearer is requested for; and
vi)	an <endpoint-info> element set to the information of the endpoint of the VAL server to which the user plane notifications have to be sent; and
d)	shall send the HTTP POST request message towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_2_2][bookmark: _Toc209721857]6.2.3.2.2	SNRM server HTTP procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <request> element in the <mbms-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to request mbms resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall determine to activate MBMS bearer, and then generate an HTTP POST request message according to IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
1)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
3)	shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.seal-info+xml", the <seal-request-uri> element set to the VAL user ID of the user;
4)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBMS bearers in the <mbms-info> root element. Each set of an <announcement> element:
i)	shall include a <TMGI> element set to a TMGI value;
NOTE 1:	The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.
NOTE 2:	The security key active for the general purpose MBMS subchannel on which the mapping (i.e. the Map Group To Bearer message) of media or media control to this MBMS bearer was indicated, is used for MBMS subchannels on this MBMS bearer, unless a different key or an indication of not using encryption is in place.
ii)	may include an <alternative-TMGI> element set to a list of additional alternative TMGI used in roaming scenarios;
iii)	may include the QCI value in the <QCI> element;
iv)	shall include one or more MBMS service area IDs in <mbms-service-area-id> elements in the <mbms-service-areas> element; 
NOTE 3:	Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media or media control can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the Map Group To Bearer message is sent intersect. However, once media or media control were successfully mapped to this bearer, the reception by the SNRM-C can continue (until Unmap Group To Bearer is received or until timeout) throughout the entire MBMS service area of this bearer.
v)	if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;
NOTE 4:	In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.
vi)	shall include a <seal-mbms-sdp> element set to the SDP with media and application control information applicable to groups that can use this bearer;
vii)	may include a <monitoring-state> element set to "monitoring" or "not-monitoring" used to control if the client is actively monitoring the MBMS bearer quality or not;
viii)	may include an <announcement-acknowlegement> element set to "true" or "false" indicating if the NRM server requires an acknowledgement of the MBMS bearer announcement;
ix)	may include an <unicast-status> element set to "listening" or "not-listening" indicating if the listening status of the unicast bearer is requested;
x)	if the packet headers are compressed with ROHC specified in IETF RFC 5795 [20] in this MBMS bearer, shall include a <seal-mbms-rohc> element; and
5)	shall send the HTTP POST request message towards the SNRM-C according to IETF RFC 9110 [22].
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to report mbms listening status, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [19] "POST Handling";
b)	shall generate an HTTP 200 (OK) response message to the VAL server according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
2)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-bearers> element in the <mbms-info> root element which:
i)	shall include a <result> element set to "success" or "failure" indicating success or failure of the MBMS bearers request operation;
ii)	may include a <TMGI> element set to a TMGI value;
iii)	shall include a <user-plane-address> element set to the BM-SC user plane IP address and port; and
iv)	may include a <service-description> element indicating MBMS bearer related configuration information as defined in 3GPP TS 26.346 [10]; and
c)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_2_3][bookmark: _Toc209721858]6.2.3.2.3	SNRM client HTTP procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with one or more <announcement> element(s);
the SNRM-C:
a)	shall store the content of the <announcement> elements and generate an HTTP POST request message according to IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-C:
1)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> subelement which:
i)	shall include an <identity> element set to the identity of the VAL user or VAL UE who wants to report the MBMS listening status;
ii)	shall include one or more <TMGI> elements for which the listening status applies;
iii)	shall include an <mbms-listening-status> element set to "listening" if the SNRM-C is listening to the MBMS bearer or "not-listening" if the SNRM-C is not listening; and
iv)	may include an <mbms-reception-quality-level> element set to the reception quality level per TMGI; and
b)	shall send the HTTP POST request towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_2_4][bookmark: _Toc209721859]6.2.3.2.4	SNRM server CoAP procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <request> element in the <mbms-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to request mbms resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall determine to activate MBMS bearer, and then generate a CoAP PUT request according to IETF RFC 7252 [23]. In the CoAP PUT request, the SNRM-S:
1)	shall set the CoAP URI to the MBMS Resource Configuration resource URI according to the resource definition in clause A.3.1.2.2.3:
a)	the "apiRoot" is set to the SNRM-C URI;
b)	the "valServiceId" is set to the identity of the VAL service; and
c)	the "tmgi" is set to a TMGI value;
2)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-config";
3)	shall include "MbmsResourceConfig" object in the payload:
i)	may include an "alternativeTmgis" attribute set to a list of additional alternative TMGIs used in roaming scenarios;
ii)	may include the QCI value in the "qci" attribute;
iii)	shall include one or more MBMS service area IDs in the "serviceAreas" attribute; 
NOTE 1:	Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media or media control can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the Map Group To Bearer message is sent intersect. However, once media or media control were successfully mapped to this bearer, the reception by the SNRM-C can continue (until Unmap Group To Bearer is received or until timeout) throughout the entire MBMS service area of this bearer.
iv)	if multiple carriers are supported, shall include the frequency to be used in the "frequency" attribute;
NOTE 2:	In the current release if the "frequency" attribute is included, the frequency in the "frequency" attribute is the same as the frequency used for unicast.
v)	shall include the "sdp" attribute set to the SDP with media and application control information applicable to groups that can use this bearer;
vi)	shall include the "monitorConfig" object:
a)	may include the "receptionQuality" attribute set to "true" or "false" used to control if the client is actively monitoring the MBMS bearer quality or not; and
b)	may include the "unicastResource" set to "true" or "false" indicating if the listening status of the unicast bearer is requested or not; and
vii)	if the packet headers are compressed with ROHC specified in IETF RFC 5795 [20] in this MBMS bearer, shall include the "rohcEnabled" attribute set to "true"; and
4)	shall send the CoAP PUT request protected towards the SNRM-C with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
Upon receiving a response to the CoAP PUT request, the SNRM-S:
a)	shall generate an HTTP 200 (OK) response message to the VAL server according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
2)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-bearers> element in the <mbms-info> root element which:
i)	shall include a <result> element set to "success" or "failure" indicating success or failure of the MBMS bearers request operation depending on whether the CoAP response is a successful response or a failure response;
ii)	may include a <TMGI> element set to a TMGI value;
iii)	shall include a <user-plane-address> element set to the BM-SC user plane IP address and port; and
iv)	may include a <service-description> element indicating MBMS bearer related configuration information as defined in 3GPP TS 26.346 [10]; and
b)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_2_5][bookmark: _Toc209721860]6.2.3.2.5	SNRM client CoAP procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies MBMS Resource Configuration resource as described in clause A.3.1.2.2.3.2, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to create or update requested MBMS resource configuration resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling a CoAP PUT request from a SNRM-C according to procedures specified in IETF RFC 7252  [23];
c)	shall create or update the MBMS resource configuration resource pointed at by the CoAP URI with the content of "MbmsResourceConfig" object received in the request and return a CoAP 2.01 (Created) or a CoAP 2.04 (Changed) response; and
d)	if monitoring configuration is included in the "monitorConfig" attribute, shall start the monitoring accordingly.
[bookmark: _CR6_2_3_3][bookmark: _Toc209721861]6.2.3.3	MBMS bearer announcement over MBMS bearer procedure
[bookmark: _CR6_2_3_3_1][bookmark: _Toc209721862]6.2.3.3.1	General
The availability of a MBMS bearer is announced to SNRM-Cs by means of an MBMS bearer announcement message. One or more MBMS bearer announcement elements are included in an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body.
An MBMS bearer announcement message can contain new MBMS bearer announcements, updated MBMS bearer announcements or cancelled MBMS bearer announcements or a mix of all of them at the same time in an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body. Each initial MBMS bearer announcement message announces one MBMS bearer intended to carry a general purpose MBMS subchannel used for application level multicast signalling in a specified MBMS service area and additionally, the message could also announce zero or more extra MBMS bearers intended to carry media and media control.
NOTE 1:	A new MBMS bearer announcement does not implicitly remove previously sent MBMS bearer announcements if the previously sent MBMS bearer announcement is not included in an MBMS bearer announcement message. 
NOTE 2:	The SNRM-C will use the same identity which has been authenticated by VAL service with SIP core using SIP based REGISTER message. If VAL service do not support SIP protocol, then HTTP based method needs to be used.
NOTE 3:	The VAL service can select appropriate procedure(s) based on service specific requirements. If the VAL service supports HTTP, CoAP and SIP, HTTP is prior.
When CoAP is used the availability of an MBMS bearer is announced to SNRM-C by creating an MBMS Resource Config resource at the SNRM-C. A single announcement is included in the "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-config" MIME body.
When and to whom the SNRM-S sends the MBMS bearer announcement is based on local policy in the SNRM-S.
[bookmark: _CR6_2_3_3_2][bookmark: _Toc209721863]6.2.3.3.2	SNRM server SIP and HTTP procedures
[bookmark: _CR6_2_3_3_2_1][bookmark: _Toc209721864]6.2.3.3.2.1	MBMS bearer announcement procedure 
[bookmark: _CR6_2_3_3_2_1_0][bookmark: _Toc209721865]6.2.3.3.2.1.0	Generate MBMS bearer announcement message in XML
For each SNRM-C that the SNRM-S is sending an MBMS bearer announcement to, the SNRM-S:
a)	shall generate an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBMS bearers. Each set of an <announcement> element:
1)	shall include a <TMGI> element set to a TMGI value;
NOTE 1:	The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.
NOTE 2:	The security key active for the general purpose MBMS subchannel on which the mapping (i.e. the Map Group To Bearer message) of media or media control to this MBMS bearer was indicated, is used for MBMS subchannels on this MBMS bearer, unless a different key or an indication of not using encryption is in place.
2)	may include an <alternative-TMGI> element set to a list of additional alternative TMGI used in roaming scenarios;
3)	may include the QCI value in the <QCI> element;
4)	shall include one or more MBMS service area IDs in <mbms-service-area-id> elements in the <mbms-service-areas> element; 
NOTE 3:	Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media or media control can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the Map Group To Bearer message is sent intersect. However, once media or media control were successfully mapped to this bearer, the reception by the SNRM-C can continue (until Unmap Group To Bearer is received or until timeout) throughout the entire MBMS service area of this bearer.
5)	if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;
NOTE 4:	In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.
6)	shall include a <seal-mbms-sdp> element set to the SDP with media and application control information applicable to groups that can use this bearer;
7)	may include a <monitoring-state> element set to "monitoring" or "not-monitoring" used to control if the client is actively monitoring the MBMS bearer quality or not;
8)	may include an <announcement-acknowlegement> element set to "true" or "false" indicating if the NRM server requires an acknowledgement of the MBMS bearer announcement;
9)	may include an <unicast-status> element used to indicate the listening status of the unicast bearer which is requested; and
10)	if the packet headers are compressed with ROHC specified in IETF RFC 5795 [20] in this MBMS bearer, shall include a <seal-mbms-rohc> element.
[bookmark: _CR6_2_3_3_2_1_1][bookmark: _Toc209721866]6.2.3.3.2.1.1	SIP based procedure
If the VAL service supports SIP, the SNRM-S shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [6] and IETF RFC 3428 [17] with the constructed application/vnd.3gpp.seal-mbms-usage-info+xml MIME body as specified in clause 6.2.3.3.2.1. In the SIP MESSAGE request, the SNRM-S:
a)	shall set the Request-URI to the URI received in the To header field in a third-party SIP REGISTER request;
b)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.seal" along with parameters "require" and "explicit" according to IETF RFC 3841 [18];
c)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.seal";
d)	shall include the MBMS public service identity of the SNRM-S in the P-Asserted-Identity header field;
e)	shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.seal-info+xml", the <seal-request-uri> element set to the VAL user ID of the user; and
f)	shall send the SIP MESSAGE request towards the SNRM-C according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_3_2_1_2][bookmark: _Toc209721867]6.2.3.3.2.1.2	HTTP based procedure
If the VAL service does not support SIP, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22] with the constructed application/vnd.3gpp.seal-mbms-usage-info+xml MIME body as specified in clause 6.2.3.3.2.1. In the HTTP POST request message, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
c)	shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.seal-info+xml", the <seal-request-uri> element set to the VAL user ID of the user; and
d)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_3_2_2][bookmark: _Toc209721868]6.2.3.3.2.2	MBMS bearer de-announcement procedure
When the SNRM-S wants to cancel an MBMS bearer announcement associated with an <announcement> element, the SNRM-S sends an MBMS bearer announcement as specified in clause 6.2.3.3.2.1 where the SNRM-S in the <announcement> element to be cancelled. The SNRM-S:
a)	shall include the same TMGI value as in the <announcement> element to be cancelled in the <TMGI> element; and
b)	shall not include an <mbms-service-areas> element.
[bookmark: _CR6_2_3_3_3][bookmark: _Toc209721869]6.2.3.3.3	SNRM client SIP and HTTP procedures
Upon receiving a SIP MESSAGE request containing:
a)	a P-Asserted-Service header field containing the "urn:urn-7:3gpp-service.ims.icsi.seal"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body containing one or more <announcement> element(s);
or an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body containing one or more <announcement> element(s);
the SNRM-C for each <announcement> element in the application/vnd.3gpp.seal-mbms-usage-info+xml MIME body:
a)	if the <mbms-service-areas> element is present:
1)	if an <announcement> element with the same value of the <TMGI> element is already stored:
i)	shall replace the old <announcement> element with the <announcement> element received in the application/vnd.3gpp.seal-mbms-usage-info+xml MIME body;
2)	if there is no <announcement> element with the same value of the <TMGI> element stored:
i)	shall store the received <announcement> element;
3)	shall store the MBMS public service identity of the SNRM-S received in the P-Asserted-Identity header field and associate the MBMS public service identity with the new <announcement> element;
4)	if there is an <announcement-acknowlegement> element set to "true", shall send an acknowledgement of the MBMS bearer to the SNRM-S; and
5)	shall check the condition for sending a listening status report;
b)	if no <mbms-service-areas> element is present:
1)	shall discard a previously stored <announcement> element identified by the value of the <TMGI>; and
2)	check the condition for sending a listening status report;
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]c)	if the <monitoring-state> element is present:
[bookmark: OLE_LINK12][bookmark: OLE_LINK13]1)	if the <monitoring-state> is set to "monitor", shall start to monitor the MBMS bearer quality; and
2)	if the <monitoring-state> is set to "not-monitor", shall stop monitoring the MBMS bearer quality; and
d)	if the <unicast-status> element is present, shall include the <unicast-listening-status> element in the MBMS listening status report message.
[bookmark: _CR6_2_3_3_4][bookmark: _Toc209721870]6.2.3.3.4	SNRM Server CoAP procedures
[bookmark: _CR6_2_3_3_4_1][bookmark: _Toc209721871]6.2.3.3.4.1	MBMS bearer announcement procedure
For each SNRM-C that the SNRM-S is sending an MBMS bearer announcement to, the SNRM-S:
a)	shall generate a CoAP PUT request according to IETF RFC 7252 [23]. In the CoAP PUT request, the SNRM-S:
1)	shall set the CoAP URI to the MBMS Resource Configuration resource URI according to the resource definition in clause A.3.1.2.2.3:
a)	the "apiRoot" is set to the SNRM-C URI;
b)	the "valServiceId" is set to the identity of the VAL service; and
c)	the "tmgi" is set to a TMGI value;
2)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-config";
3)	shall include "MbmsResourceConfig" object in the payload:
i)	may include an "alternativeTmgis" attribute set to a list of additional alternative TMGIs used in roaming scenarios;
ii)	may include the QCI value in the "qci" attribute;
iii)	shall include one or more MBMS service area IDs in the "serviceAreas" attribute; 
NOTE 1:	Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media or media control can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the Map Group To Bearer message is sent intersect. However, once media or media control were successfully mapped to this bearer, the reception by the SNRM-C can continue (until Unmap Group To Bearer is received or until timeout) throughout the entire MBMS service area of this bearer.
iv)	if multiple carriers are supported, shall include the frequency to be used in the "frequency" attribute;
NOTE 2:	In the current release if the "frequency" attribute is included, the frequency in the "frequency" attribute is the same as the frequency used for unicast.
v)	shall include the "sdp" attribute set to the SDP with media and application control information applicable to groups that can use this bearer;
vi)	shall include the "monitorConfig" object:
a)	may include the "receptionQuality" attribute set to "true" or "false" used to control if the client is actively monitoring the MBMS bearer quality or not; and
b)	may include the "unicastResource" set to "true" or "false" indicating if the listening status of the unicast bearer is requested or not; and
vii)	if the packet headers are compressed with ROHC specified in IETF RFC 5795 [20] in this MBMS bearer, shall include the "rohcEnabled" attribute set to "true"; and
4)	shall send the CoAP PUT request protected towards the SNRM-C with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
[bookmark: _CR6_2_3_3_4_2][bookmark: _Toc209721872]6.2.3.3.4.2	MBMS bearer de-announcement procedure
When the SNRM-S wants to cancel an MBMS bearer announcement, the SNRM-S shall send a CoAP DELETE request to the SNRM-C to delete the MBMS Resource Config resource in the SNRM-C. The SNRM-S: 
a)	shall generate a CoAP DELETE request according to IETF RFC 7252 [23]. In the CoAP DELETE request, the SNRM-S:
1)	shall set the CoAP URI to the MBMS Resource Configuration resource URI of the resource to be deleted according to the resource definition in clause A.3.1.2.2.3:
a)	the "apiRoot" is set to the SNRM-C URI;
b)	the "valServiceId" is set to the identity of the VAL service; and
c)	the "tmgi" is set to a TMGI value; and
b)	shall send the CoAP DELETE request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
[bookmark: _CR6_2_3_3_5][bookmark: _Toc209721873]6.2.3.3.5	SNRM Client CoAP procedures
[bookmark: _CR6_2_3_3_5_1][bookmark: _Toc209721874]6.2.3.3.5.1	MBMS bearer announcement procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies an MBMS Resource Configuration resource as described in clause A.3.1.2.2.3.2, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update the requested VAL group document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling a CoAP PUT request from an SNRM-C according to procedures specified in IETF RFC 7252 [23]; 
c)	shall create or update the MBMS resource configuration resource pointed at by the CoAP URI with the content of "MbmsResourceConfig" object received in the request and return a CoAP 2.01 (Created) or a CoAP 2.04 (Changed) response;
d)	if monitoring configuration is included in the "monitorConfig" attribute:
1)	if the "receptionQuality" attribute is present and is set to "true", shall start monitoring the MBMS bearer quality;
2)	if the "receptionQuality" attribute is not present or is present and is set to "false", shall stop monitoring the MBMS bearer quality;
3)	if the "unicastResource" attribute is present and is set to "true", shall start monitoring the associated unicast resource; and
4)	if the "unicastResource" attribute is not present or is present and is set to "false", shall stop monitoring the associated unicast resource; and
e)	shall check the condition for sending a listening status report.
[bookmark: _CR6_2_3_3_5_2][bookmark: _Toc209721875]6.2.3.3.5.2	MBMS bearer de-announcement procedure
Upon reception of a CoAP DELETE request where the CoAP URI of the request identifies MBMS Resource Configuration resource as described in clause A.3.1.2.2.3.3, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP DELETE request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP DELETE request is not authorized to delete the requested MBMS resource configuration resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP DELETE request and skip rest of the steps;
b)	shall support handling a CoAP DELETE request from a SNRM-S according to procedures specified in IETF RFC 7252 [23];
c)	shall delete the MBMS resource pointed at by the CoAP URI];
d)	if monitoring configuration was included in the "monitorConfig" attribute, shall stop the monitoring accordingly; and
e)	shall check the condition for sending a listening status report.
[bookmark: _CR6_2_3_4][bookmark: _Toc209721876]6.2.3.4	MBMS bearer quality detection procedure
NOTE 1:	The SNRM-C will use the same identity which has been authenticated by VAL service with SIP core using SIP based REGISTER message. If VAL service do not support SIP protocol, then HTTP or CoAP based method needs to be used.
NOTE 2:	The VAL service can select appropriate procedure(s) based on service specific requirements. If the VAL service supports both HTTP, CoAP and SIP, HTTP is prior.
[bookmark: _CR6_2_3_4_1][bookmark: _Toc209721877]6.2.3.4.1	SNRM client SIP and HTTP procedures
[bookmark: _CR6_2_3_4_1_0][bookmark: _Toc209721878]6.2.3.4.1.0	General
Upon determining the MBMS bearer quality, if the MBMS bearer quality reaches a certain threshold, the SNRM-C shall report the MBMS listening status. The SNRM-C:
NOTE 1:	The SNRM-C may determine the MBMS bearer quality by using the BLER of the received data. When no data is received, the quality estimation can consider the reference signals and the modulation and coding scheme (MCS). The UE may also use predictive methods to estimate the expected MBMS bearer quality (e.g. speed and direction) to proactively inform the NRM server of an expected loss of the MBMS bearer quality. 
NOTE 2:	The threshold used to indicate MBMS bearer quality depends on VAL service type and the metrics used. The metrics used and the associated thresholds are out of scope of this specification. 
NOTE 3:	The application/vnd.3gpp.seal-mbms-usage-info+xml can contain both the listening status "listening" and "not listening" at the same time. 
a)	shall generate an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> element in the <mbms-info> root element which;
1)	shall include an <identity> element set to the identity of the VAL user or VAL UE who wants to report the MBMS listening status;
2)	shall include an <mbms-listening-status> element set to "listening" if the SNRM-C is listening to the MBMS bearer or "not-listening" if the SNRM-C is not listening;
3)	shall include one or more <TMGI> elements for which the listening status applies;
4)	may include an <mbms-reception-quality-level> element set to the reception quality level per TMGI; and
5)	if the <unicast-status> element is present in the MBMS announcement message, shall include an <unicast-listening-status> element set to "listening" or "not-listening" indicating the unicast listening status.
[bookmark: _CR6_2_3_4_1_1][bookmark: _Toc209721879]6.2.3.4.1.1	SIP based procedure
If the VAL service supports SIP, the SNRM-S shall generate a SIP MESSAGE request according to 3GPP TS 24.229 [6] and IETF RFC 3428 [17] with the constructed application/vnd.3gpp.seal-mbms-usage-info+xml MIME body as specified in clause 6.2.3.4.1 and the application/vnd.3gpp.seal-info+xml MIME body. In the SIP MESSAGE request, the SNRM-C:
a)	shall include a Request-URI set to the MBMS public service identity of the SNRM-S received in the P-Asserted-Identity header field of the announcement message;
b)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.seal" along with parameters "require" and "explicit" according to IETF RFC 3841 [18];
c)	should include a public user identity in the P-Preferred-Identity header field as specified in 3GPP TS 24.229 [6];
d)	shall include a P-Preferred-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.seal";
e)	shall send the SIP MESSAGE request according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_4_1_2][bookmark: _Toc209721880]6.2.3.4.1.2	HTTP based procedure
If the VAL service does not support SIP, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22] with the constructed application/vnd.3gpp.seal-mbms-usage-info+xml MIME body as specified in clause 6.2.3.4.1 and the application/vnd.3gpp.seal-info+xml MIME body. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
c)	shall send the HTTP POST request towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_4_2][bookmark: _Toc209721881]6.2.3.4.2	SNRM server SIP and HTTP procedure
[bookmark: _CR6_2_3_4_2_1][bookmark: _Toc209721882]6.2.3.4.2.1	SIP based procedure
Upon receiving a SIP MESSAGE request containing:
a)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status> element and an <mbms-reception-quality-level> element; 
the SNRM-S:
a)	shall verify that the public user identity in the P-Asserted-Identity header field is bound to the VAL user ID in the <seal-request-uri> element in the application/vnd.3gpp.seal-info+xml MIME body;
b)	may send an MBMS bearer announcement message as specified in clause 6.2.3.3 with additional proposal for measurements, e.g. information about neighbouring MBMS bearers; and 
c)	may send user plane delivery mode to VAL server based on the MBMS listening status to preserve the service continuity as described in clause 6.2.3.5.
[bookmark: _CR6_2_3_4_2_2][bookmark: _Toc209721883]6.2.3.4.2.2	HTTP based procedure
Upon receiving an HTTP POST request message containing:
a)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status> element and an <mbms-reception-quality-level> element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.3.4.1.2, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to detect MBMS bearer quality, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps; 
b)	may send an MBMS bearer announcement message as specified in clause 6.2.3.3 with additional proposal for measurements, e.g. information about neighbouring MBMS bearers; and
c)	may send user plane delivery mode to VAL server based on the MBMS listening status to preserve the service continuity as described in clause 6.2.3.5.
[bookmark: _CR6_2_3_4_3][bookmark: _Toc209721884]6.2.3.4.3	SNRM client CoAP procedure
Upon determining the MBMS bearer quality, if the MBMS bearer quality reaches a certain threshold, the SNRM-C shall report the MBMS listening status. The SNRM-C:
NOTE 1:	The SNRM-C may determine the MBMS bearer quality by using the BLER of the received data. When no data is received, the quality estimation can consider the reference signals and the modulation and coding scheme (MCS). The UE may also use predictive methods to estimate the expected MBMS bearer quality (e.g. speed and direction) to proactively inform the NRM server of an expected loss of the MBMS bearer quality. 
NOTE 2:	The threshold used to indicate MBMS bearer quality depends on VAL service type and the metrics used. The metrics used and the associated thresholds are out of scope of this specification. 
NOTE 3:	As a precondition, the SNRM-S must be observing the MBMS Resource State resource at the SNRM-C as described in clause 6.2.3.4.4.
a)	shall send a CoAP 2.05 (Content) response to the extended CoAP GET request according to IETF RFC 7641 [25]:
1)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-state"; and
2)	shall include "MbmsResourceState" object in the payload:
i)	shall include the "tmgi" attribute set to the TMGI of the MBMS resource;
ii)	shall include the "monitorConfig" set to the current monitoring configuration at the SNRM-C;
iii)	may include the "receptionQualityLevel" set to the measured reception quality level;
iv)	if the "unicastResource" attribute of the "monitorConfig" object is set to "true", shall include the "unicastListeningState" set to "true" or "false" indicating the unicast listening status of "listening" or "not-listening" respectively; and
v)	if the "suspension" attribute of the "monitorConfig" object is set to "true", shall include the "suspensionState" set to "true" or "false" indicating the suspension status of "suspending" or "not-suspending" respectively.
[bookmark: _CR6_2_3_4_4][bookmark: _Toc209721885]6.2.3.4.4	SNRM server CoAP procedure
In order to obtain listening status reports from the SNRM-Cs, for each SNRM-C which has been configured to monitor the MBMS Resource, the SNRM-S shall send an extended CoAP GET request as specified in IETF RFC 7641 [25] with the CoAP URI set to the URI of the observable MBMS Resource State resource described in clause A.3.1.2.3.3.1 with the Observe option set to 0 (Register). 
Upon receiving a CoAP 2.05 (Content) response that matches the extended CoAP GET request and which contains the Observe option, the SNRM-S:
a)	shall handle the response according to IETF RFC 7641 [25]; 
b)	may send an MBMS bearer announcement message as specified in clause 6.2.3.3 with additional proposal for measurements, e.g. information about neighbouring MBMS bearers; and 
c)	may send user plane delivery mode to VAL server based on the MBMS listening status to preserve the service continuity as described in clause 6.2.3.5.
[bookmark: _CR6_2_3_5][bookmark: _Toc209721886]6.2.3.5	Service continuity in MBMS scenarios
[bookmark: _CR6_2_3_5_1][bookmark: _Toc209721887]6.2.3.5.1	SNRM client procedures
If the VAL UE is located in MBSFN 1 and can listen to TMGI 1, where no additional MBMS bearers that the SNRM-C is interested in are active in the current cell, the SNRM-C shall send an MBMS listening status report with information related to TMGI 1 as specified in clause 6.2.3.4.1 towards the SNRM-S.
If the VAL UE moves into a new cell in which both TMGI 1 and TMGI 2 are active, the SNRM-C shall send a location information report as specified in 3GPP TS 24.545 [8] clause 6.2.2.2.2 towards the SNRM-S.
If the SNRM-C receives TMGI 1 and TMGI 2, the SNRM-C shall send an MBMS listening status report with information related to TMGI 1 and TMGI 2 as specified in clause 6.2.3.4.1 towards or in clause 6.2.3.4.3 the SNRM-S.
If the VAL UE moves into a new cell in MBSFN area 2, where only TMGI 2 is active, the SNRM-C shall send an MBMS listening status report with information related to TMGI 2 as specified in clause 6.2.3.4.1 or in clause 6.2.3.4.3 towards the SNRM-S.
[bookmark: _CR6_2_3_5_2][bookmark: _Toc209721888]6.2.3.5.2	SNRM server HTTP procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to report mbms listening status, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [19] "POST Handling";
b)	shall generate an HTTP POST request message according to IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
3)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <user-plane-delivery-mode> element in the <mbms-info> root element which shall include:
i)	a <delivery-mode> element indicating whether to deliver the user data to the UE(s) via unicast mode or multicast mode;
ii)	an <MBMS-media-stream-id> element indicating the MBMS media stream to be used to deliver the media currently over unicast, or the MBMS media stream currently being used.; and
iii)	one or more <unicast-media-stream-id> element(s), each element indicating the unicast media stream to be used to deliver the media currently over multicast, or the unicast to be stopped and switched to multicast; and
c)	shall send the HTTP POST request towards the VAL server according to IETF RFC 9110 [22].
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";
b)	an application/vnd.3gpp.seal-location-info+xml MIME body with a <report> element in the <location-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to report location information, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall send an MBMS bearer announcement message with information related to TMGI 2 as specified in clause 6.2.3.3 towards the SNRM-C.
[bookmark: _CR6_2_3_5_3][bookmark: _Toc209721889]6.2.3.5.3	SNRM server CoAP procedure
Upon receiving a CoAP 2.05 (Content) response with a listening status report as described in clause 6.2.3.4.4, the SNRM-S:
a)	shall generate an HTTP POST request message according to IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <user-plane-delivery-mode> element in the <mbms-info> root element which shall include:
i)	a <delivery-mode> element indicating whether to deliver the user data to the UE(s) via unicast mode or multicast mode;
ii)	an <MBMS-media-stream-id> element indicating the MBMS media stream to be used to deliver the media currently over unicast, or the MBMS media stream currently being used.; and
iii)	one or more <unicast-media-stream-id> element(s), each element indicating the unicast media stream to be used to deliver the media currently over multicast, or the unicast to be stopped and switched to multicast; and
b)	shall send the HTTP POST request towards the VAL server according to IETF RFC 9110 [22].
Upon reception of a CoAP PUT request message where the CoAP URI of the CoAP PUT request identifies a location report as specified in in 3GPP TS 24.545 [8] clause 6.2.2.5.2 , and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor;modeltype=location-report"; and
b)	a "LocationReport" object;
the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2; and
1)	if the identity of the sender of the received CoAP PUT request is not authorized to report location information, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and shall skip rest of the steps; and
2)	shall support handling a CoAP PUT request according to IETF RFC 7252 [23]; and
b)	shall send an MBMS bearer announcement message with information related to TMGI 2 as specified in clause 6.2.3.3 towards the SNRM-C.
[bookmark: _CR6_2_3_6][bookmark: _Toc209721890]6.2.3.6	MBMS suspension notification procedure
[bookmark: _CR6_2_3_6_1][bookmark: _Toc209721891]6.2.3.6.1	SNRM client HTTP procedure
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-suspension-reporting-instruction> element in the <mbms-info> root element;
the SNRM-C shall send an HTTP 204 (No Content) response according to IETF RFC 9110 [22] towards the SNRM-S. 
If the SNRM-C detects the MBMS suspension and has not received a <suspension-reporting> element set to "disable", the SNRM-C shall generate an HTTP POST request message according to IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-C:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
c)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-suspension-report> element in the <mbms-info> root element which:
1)	shall include an <identity> element set to the identity of the VAL user or VAL UE that reports MBMS suspension;
2)	if at least one MBMS bearer is about to be suspended:
i)	shall include an <mbms-suspension-status> element set to "suspending";
ii)	shall set the <number-of-reported-bearers> element to the total number of the included <suspended-TMGI> elements and <other-TMGI> elements; 
iii)	shall include <suspended-TMGI> element(s) set to the TMGI value for each of the MTCHs on the same MCH corresponding to the MBMS bearers about to be suspended; and
iv)	may include <other-TMGI> elements, if available, corresponding to the TMGI values for other MTCHs on the same MCH as the MBMS bearers to be suspended; and
3)	if the MBMS bearer is no longer about to be suspended, shall include:
i)	an <mbms-suspension-status> element set to "not-suspending";
ii)	a <number-of-reported-bearers> element set to the number of included <suspended-TMGI> elements; and
iii)	a <suspended-TMGI> element set to the corresponding TMGI value for each of the MTCHs of the MBMS bearers that are no longer about to be suspended; and
d)	shall send the HTTP POST request message towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_6_2][bookmark: _Toc209721892]6.2.3.6.2	SNRM server HTTP procedure
If the SNRM-S decide on a subset of all VAL UEs in the MBMS broadcast area that shall report on MBMS bearer suspension, the SNRM-S shall generate an HTTP POST request message according to IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
c)	shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-suspension-reporting-instruction> element in the <mbms-info> root element which:
1)	if a unicast bearer is used for MBMS suspension reporting, shall include:
i)	an <identity> element set to the identity of the VAL user or VAL UE that shall report MBMS suspension; and
ii)	a <suspension-reporting> element indicating to enable or disable the suspension reporting for the SNRM-C; and
2)	if a multicast bearer is used for MBMS suspension reporting, shall include:
i)	a <suspension-reporting-client-subset> element containing a uniquely defined subset of NRM clients that shall report MBMS suspension; and
d)	shall send the HTTP POST request message towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_6_3][bookmark: _Toc209721893]6.2.3.6.3	SNRM client CoAP procedure
When the SNRM-C detects a change in the MBMS suspension state, the SNRM-C shall notify the SNRM-S of the change. The SNRM-C:
NOTE 1:	As a precondition, the SNRM-S must be observing the MBMS Resource State resource at the SNRM-C as described in clause 6.2.3.6.4. 
a)	shall send a CoAP 2.05 (Content) response to the extended CoAP GET request according to IETF RFC 7641 [25]:
1)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-state"; and
2)	shall include "MbmsResourceState" object in the payload:
i)	shall include the "tmgi" attribute set to the TMGI of the MBMS resource;
ii)	shall include the "monitorConfig" set to the current monitoring configuration at the SNRM-C;
iii)	may include the "receptionQualityLevel" set to the measured reception quality level; and
iv)	if the "unicastResource" attribute of the "monitorConfig" object is set to "true", shall include the "unicastListeningState" set to "true" or "false" indicating the unicast listening status of "listening" or "not-listening" respectively; and
v)	if the "suspension" attribute of the "monitorConfig" object is set to "true", shall include the "suspensionState" set to "true" or "false" indicating the suspension status of "suspending" or "not-suspending" respectively.
[bookmark: _CR6_2_3_6_4][bookmark: _Toc209721894]6.2.3.6.4	SNRM server CoAP procedure
If the SNRM-S decides on a subset of all VAL UEs in the MBMS broadcast area that shall report on MBMS bearer suspension, the SNRM-S shall update the monitoring configuration of the identified SNRM-Cs to enable MBMS bearer suspension monitoring. 
The SNRM-S:
a)	shall ensure that it is already observing the MBMS Resource State resource of the MBMS bearer for which a suspension report is required. To start observing, the SNRM-S shall send an extended CoAP GET request as specified in IETF RFC 7641 [25] with the CoAP URI set to the URI of the observable MBMS Resource State resource described in clause A.3.1.2.3.3.1 with the Observe option set to 0 (Register);
b)	shall generate a CoAP PUT request according to IETF RFC 7252 [23]. In the CoAP PUT request, the SNRM-S:
1)	shall set the CoAP URI to the MBMS Resource Configuration resource URI according to the resource definition in clause A.3.1.2.2.3:
i)	the "apiRoot" is set to the SNRM-C URI;
ii)	the "valServiceId" is set to the identity of the VAL service;
iii)	the "tmgi" is set to a TMGI value;
2)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-config"; and
3)	shall include "MbmsResourceConfig" object in the payload set to a modified MBMS resource configuration which shall include the "monitorConfig" object:
i)	may include the "receptionQuality" attribute set to the existing value;
ii)	may include the "unicastResource" attribute set to the existing value; and
iii)	shall include the "suspension" attribute set to set to "true"; and
c)	shall send the CoAP PUT request protected towards the SNRM-C with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
[bookmark: _CR6_2_3_7][bookmark: _Toc209721895]6.2.3.7	MBMS bearer event notification procedure
[bookmark: _CR6_2_3_7_1][bookmark: _Toc209721896]6.2.3.7.1	SNRM server procedure
NOTE	The details between the SNRM-S and EPS (BM-SC) are defined in 3GPP TS 29.468 [13].
Upon receiving an MBMS bearer event notification as described in the clause 6.4.5 of 3GPP TS 29.468 [13], the SNRM-S shall send a user plane delivery mode as described in clause 6.2.2.4.2 towards the VAL server.
[bookmark: _CR6_2_3_8][bookmark: _Toc209721897]6.2.3.8	Switching between MBMS bearer and unicast bearer procedure
[bookmark: _CR6_2_3_8_1][bookmark: _Toc209721898]6.2.3.8.1	SNRM client HTTP and CoAP procedure
If the VAL UE detects changing MBMS bearer condition (good or bad MBMS coverage) for the corresponding MBMS service, the SNRM-C shall send an MBMS listening status report as specified in clause 6.2.3.4.1 or in clause 6.2.3.4.3 towards the SNRM-S.
[bookmark: _CR6_2_3_8_2][bookmark: _Toc209721899]6.2.3.8.2	SNRM server HTTP and CoAP procedure
Upon receiving an MBMS listening status report from SNRM-C as specified in clause 6.2.3.4.2 or in clause 6.2.3.4.4, the SNRM-S shall send a user plane delivery mode as described in clause 6.2.2.4.2 towards the VAL server.
[bookmark: _CR6_2_3_9][bookmark: _Toc209721900]6.2.3.9	Use of dynamic MBMS bearers procedure
[bookmark: _CR6_2_3_9_1][bookmark: _Toc209721901] 6.2.3.9.1	VAL server procedure
If the VAL server uses a unicast bearer for communication with the UE on the DL at the start of the group communication session, in order to trigger to use an MBMS bearer in EPS for the DL VAL service communication, the VAL server shall send an MBMS bearer request message as described in clause 6.2.3.2.1 towards the SNRM-S.
[bookmark: _CR6_2_3_9_2][bookmark: _Toc209721902]6.2.3.9.2	SNRM server HTTP and CoAP procedures
Upon receiving an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)	an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <request> element in the <mbms-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to request mbms resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall determine to activate MBMS bearer, and then send an MBMS bearer announcement message as described in clause 6.2.3.2.2 or in clause 6.2.3.2.3 towards the SNRM-C.
Upon receiving an MBMS bearer response from the SNRM-C as specified in clause 6.2.3.2.2 or in clause 6.2.3.2.3, the SNRM-S shall send an MBMS bearers response message as described in clause 6.2.3.2.2 or in clause 6.2.3.2.3 towards the VAL server.
[bookmark: _CR6_2_3_9_3][bookmark: _Toc209721903]6.2.3.9.3	SNRM client HTTP and CoAP procedures
Upon receiving an MBMS bearer announcement from the SNRM-S, the SNRM-C shall act on the announcement as described in clause 6.2.3.2.3 or in clause 6.2.3.2.4.
[bookmark: _CR6_2_3_10][bookmark: _Toc138360502][bookmark: _Toc209721904]6.2.3.10	MBS session creation and MBS session announcement procedure
[bookmark: _CR6_2_3_10_1][bookmark: _Toc209721905][bookmark: _Toc106026246][bookmark: _Toc91749798][bookmark: _Toc146236546][bookmark: _Toc106026248][bookmark: _Toc91749800]6.2.3.10.1	General
The availability of an MBS session is announced to SNRM-Cs by means of an MBS session announcement message. One or more MBS session announcement elements are included in an "application/vnd.3gpp.seal-mbs-usage-info+xml" MIME body.
An MBS session announcement message can contain new MBS session announcements, updated MBS session announcements (MBS session announcement procedure) or cancelled MBS session announcements (MBS session de-announcement procedure) or a mix of all of them at the same time in an application/vnd.3gpp.seal-mbs-usage-info+xml MIME body. Each initial MBS session announcement message announces one MBS session intended to carry a general-purpose MBS subchannel used for application level multicast signalling in a specified MBS service area and additionally, the message could also announce zero or more extra MBS session intended to carry media and media control.
NOTE 1:	A new MBS session announcement does not implicitly remove previously sent MBS session announcements if the previously sent MBS session announcement is not included in an MBS session announcement message. 
NOTE 2:	The SNRM-C will use the same identity which has been authenticated by a VAL service with SIP core using SIP based REGISTER message. If a VAL service does not support SIP protocol, then HTTP based method needs to be used.
NOTE 3:	The VAL service can select appropriate procedure(s) based on service specific requirements. If the VAL service supports HTTP, CoAP and SIP, then HTTP is prior.
[bookmark: OLE_LINK9][bookmark: OLE_LINK14]When CoAP is used the availability of an MBS session is announced to the SNRM-C by creating an MBS Resource Config resource at the SNRM-C. A single announcement is included in the "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbs-resource-config" MIME body.
When and to whom the SNRM-S sends the MBS session announcement is based on local policy in the SNRM-S.
[bookmark: _CR6_2_3_10_2][bookmark: _Toc209721906]6.2.3.10.2	SNRM server SIP and HTTP procedures
[bookmark: _CR6_2_3_10_2_1][bookmark: _Toc209721907]6.2.3.10.2.1	HTTP based MBS session announcement procedure
To share the MBS session announcement with the SNRM-C, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml";
c)	shall include a MIME body in the HTTP POST request message, with the MIME Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml"and MIME payload with the MBS session announcement XML generated as specified in clause 6.2.3.10.6;
d)	shall include a MIME body in the HTTP POST request message, with the MIME Content-Type header field set to "application/vnd.3gpp.seal-info+xml"and "and MIME payload with SEAL info XML as specified in clause 7.4.2 where the <seal-request-uri> element:
1)	shall include <VAL-user-id> element set to the VAL user ID of the user; and
2)	may include <VAL-group-id> element set to the VAL group identity that is served by this MBS session;
e)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
NOTE 1:	The MBS session announcement procedure is used by the SNRM-S for announcement of both the pre-defined and on demand MBS session to the SNRM-C.
NOTE 2:	The MBS session announcement procedure can be used by the SNRM-S to share the associated information between a specific group communication and MBS session to the SNRM-C, rather than defining the MapGroupToSessionStream as specified in clause 14.3.4A.6.1 of 3GPP TS 23.434 [2].
[bookmark: _CR6_2_3_10_2_2][bookmark: _Toc209721908]6.2.3.10.2.2	HTTP based MBS session de-announcement procedure
To share the MBS session de-announcement with the SNRM-C, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22], the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml";
c)	shall include the mbs-usage-info XML payload in the HTTP POST body carrying the MBS session de-announcement XML generated as below;
1)	an "application/vnd.3gpp.seal-mbs-usage-info+xml" with root element as <seal-mbs-usage-info>; and
i)	shall include <version> sub-element set to "1"; and
ii)	shall include one or more <mbs-announcement> elements, with each <mbs-announcement> element shall include only the <mbs-session-id> element set to the MBS session ID that will be released;
d)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_10_2_3][bookmark: _Toc209721909]6.2.3.10.2.3	SIP based MBS session announcement procedure
If the VAL service supports SIP, the SNRM-S shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [6] and IETF RFC 3428 [17]. In the SIP MESSAGE request, the SNRM-S shall:
a)	set the Request-URI to the URI received in the To header field in a third-party SIP REGISTER request;
b)	include a Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.seal" along with parameters "require" and "explicit" according to IETF RFC 3841 [18];
c)	include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.seal";
d)	include the MBS public service identity of the SNRM-S in the P-Asserted-Identity header field;
e)	include a MIME body in the SIP MESSAGE request, with the MIME Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml"and MIME payload with the MBS session announcement XML generated as specified in clause 6.2.3.10.6;
f)	include a MIME body in the SIP MESSAGE request, with the MIME Content-Type header field set to "application/vnd.3gpp.seal-info+xml" and MIME payload with SEAL info XML as specified in clause 7.4.2 where the <seal-request-uri> element:
1)	shall include <VAL-user-id> element set to the VAL user ID of the user; and
2)	may include <VAL-group-id> element set to the VAL group identity that is served by this MBS session; and
g)	send the SIP MESSAGE request towards the SNRM-C according to 3GPP TS 24.229 [6].
NOTE 1:	The MBS session announcement procedure is used by the SNRM-S for announcement of both the pre-defined and on demand MBS session to the SNRM-C.
NOTE 2:	The MBS session announcement procedure can be used by the SNRM-S to share the associated information between a specific group communication and MBS session to the SNRM-C, rather than defining the MapGroupToSessionStream as specified in clause 14.3.4A.6.1 of 3GPP TS 23.434 [2].
[bookmark: _CR6_2_3_10_2_4][bookmark: _Toc209721910]6.2.3.10.2.4	SIP based MBS session de-announcement procedure
To share the MBS session de-announcement with the SNRM-C, the SNRM-S shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [6] and IETF RFC 3428 [17], the SNRM-S shall:
a)	set the Request-URI to the URI received in the To header field in a third-party SIP REGISTER request;
b)	include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.seal" along with parameters "require" and "explicit" according to IETF RFC 3841 [18];
c)	include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.seal";
d)	include the MBS public service identity of the SNRM-S in the P-Asserted-Identity header field;
e)	include the mbs-usage-info XML payload in the SIP MESSAGE body carrying the MBS session de-announcement XML generated as below;
1)	an "application/vnd.3gpp.seal-mbs-usage-info+xml" with root element as <seal-mbs-usage-info>; and shall
i)	include <version> sub-element set to "1"; and
ii)	include one or more <mbs-announcement> elements, with each <mbs-announcement> element shall include only the <mbs-session-id> element set to the MBS session ID that will be released; and
f)	send the SIP MESSAGE request towards the SNRM-C according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_10_3][bookmark: _Toc209721911][bookmark: OLE_LINK183][bookmark: OLE_LINK184][bookmark: OLE_LINK185][bookmark: OLE_LINK186]6.2.3.10.3	SNRM client SIP and HTTP procedures
[bookmark: _CR6_2_3_10_3_1][bookmark: _Toc209721912]6.2.3.10.3.1	HTTP based MBS session announcement procedure
Upon receiving an HTTP POST request message from SNRM-S, the SNRM-C shall check for:
a)	the Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml"; and
b)	the MIME body with the Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml" and process the MIME payload as per MBS session announcement XML as specified in clause 6.2.3.10.6. For each <mbs-announcement> element, the SNRM-C shall check for:
1)	the < mbs-session-id> element to find the mbs-session-id;
2)	the <mbs-session-props> element to find the if the user data is delivered via broadcast or multicast mode;
3)	the <mbs-listening-status-notify> element set to "true" to indicate the SNRM-C to send listening status notification for this MBS session;
4)	the <mbs-announcement-acknowledgement> element set to "true" to indicate the SNRM-C to send the MBS announcement acknowledgement on receiving this announcement; and
5)	the <mbs-session-join-notify> element set to "true" to indicate the SNRM-C to send session join notification for when the VAL user or UE joins the group;
6)	the <seal-mbs-sdp> element for the SDP information associated with MBS session;
7)	the <mbms-announcement> element to find if the established eMBMS bearer information that shall be used by the SNRM-C when attached to the LTE.
c)	the MIME body with the Content-Type header field set to "application/vnd.3gpp.seal-info+xml"and process the MIME payload as per SEAL info XML as specified in clause 7.4.2. For the <seal-request-uri> element, check for:
1)	the <VAL-user-id> element to the find the VAL user ID of the user; and
2)	the <VAL-group-id> element to the find VAL group identity that is served by this MBS session;
d)	shall send the HTTP 200 (OK) response towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_10_3_2][bookmark: _Toc209721913]6.2.3.10.3.2	HTTP based MBS session de-announcement procedure
Upon receiving an HTTP POST request message from SNRM-S, the SNRM-C shall:
a)	check if the Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml"; and
b)	check for the MIME body with the Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml";
c)	process the MBS session announcement XML received in HTTP POST request body, for each <mbs-announcement> element with an <mbs-session-id> sub-element the SNRM-C checks if there exists an MBS session matching and notifies the associated VAL client(s);
d)	shall send the HTTP 200 (OK) response towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_10_3_3][bookmark: _Toc209721914]6.2.3.10.3.3	SIP based MBS session announcement procedure
Upon receiving a SIP MESSAGE request from SNRM-S, the SNRM-C shall check for:
a)	the P-Asserted-Service header field containing the "urn:urn-7:3gpp-service.ims.icsi.seal";
b)	the application/vnd.3gpp.seal-mbs-usage-info+xml MIME body and process the MIME payload as per MBS session announcement XML as specified in clause 7.4.7. For each <mbs-announcement> element, the SNRM-C shall check for:
1)	the <mbs-session-id> element to find the mbs-session-id;
2)	the <mbs-session-props> element to find the if the user data is delivered via broadcast or multicast mode;
3)	the <mbs-listening-status-notify> element set to "true" to indicate the SNRM-C to send listening status notification for this MBS session;
4)	the <mbs-announcement-acknowledgement> element set to "true" to indicate the SNRM-C to send the MBS announcement acknowledgement on receiving this announcement;
5)	the <mbs-session-join-notify> element set to "true" to indicate the SNRM-C to send session join notification for when the VAL user or UE joins the group;
6)	the <seal-mbs-sdp> element for the SDP information associated with MBS session; and
7)	the <mbms-announcement> element to find if the established eMBMS bearer information that shall be used by the SNRM-C when attached to the LTE;
c)	the MIME body with the Content-Type header field set to "application/vnd.3gpp.seal-info+xml"and process the MIME payload as per SEAL info XML as specified in clause 7.4.2. For the <seal-request-uri> element, check for:
1)	the <VAL-user-id> element to the find the VAL user ID of the user; and
2)	the <VAL-group-id> element to the find VAL group identity that is served by this MBS session; and
d)	shall send the SIP 200 (OK) towards the SNRM-S according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_10_3_4][bookmark: _Toc209721915]6.2.3.10.3.4	SIP based MBS session de-announcement procedure
Upon receiving a SIP MESSAGE request from SNRM-S, the SNRM-C shall check for:
a)	the P-Asserted-Service header field containing the "urn:urn-7:3gpp-service.ims.icsi.seal";
b)	the application/vnd.3gpp.seal-mbs-usage-info+xml MIME body and process the MIME payload as per MBS session announcement XML as specified in clause 7.4.7. For each <mbs-announcement> element, with an <mbs-session-id> sub-element the SNRM-C checks if there exists an MBS session matching and notifies the associated VAL client(s); and
c)	shall send the SIP 200 (OK) towards the SNRM-S according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_10_4]6.2.3.10.4	SNRM server CoAP procedure
[bookmark: _CR6_2_3_10_4_1][bookmark: _Toc209721916]6.2.3.10.4.1	MBS session announcement procedure
For each SNRM-C that the SNRM-S is sending an MBS session announcement to, the SNRM-S:
a)	shall generate a CoAP PUT request according to IETF RFC 7252 [23]. In the CoAP PUT request, the SNRM-S:
1)	shall set the CoAP URI to the MBS session configuration resource URI according to the resource definition in clause A.3.2.2.2.3:
a)	the "apiRoot" is set to the SNRM-C URI;
b)	the "valServiceId" is set to the identity of the VAL service; and
c)	the "mbsSessionId" is set to an MBS session id value;
2)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbs-resource-config";
3)	shall include "MbsResourceConfig" object in the payload:
i)	shall include a "deliveryMode" attribute set to either "BROADCAST" or "MULTICAST" to indicate whether to deliver the user data to the UE(s) via broad mode or multicast mode;
ii)	shall include a "mbsSessionId" attribute set to either a TMGI (broadcast mode or multicast mode) or an IPv4/IPv6 address (multicast mode) to indicate MBS session identifier;
iii)	shall include a "mbsServiceAreas" attribute which indicates the applicable service areas of the MBS session. The "mbsServiceAreas" attribute includes one or more "mbsSaId" to provide applicable service areas of the MBS session;
iv)	shall include a "mbsSdp" attribute set to the SDP with media and application control information applicable to groups that can use the MBS session;
v)	shall include the "monitorConfig" object:
a)	may include the "mbsListeningStatusNotify" attribute set to either "true" or "false" to indicate the SNRM-C to send listening status notification for this MBS session;
b)	may include the "mbsAnnouncementAck" set to either "true" or "false" to indicate the SNRM-C to send the MBS announcement acknowledgement on receiving this announcement;
c)	may include the "mbsSessionJoinNotify" set to either "true" or "false" to indicate that the SNRM-C to send session join notification for when the VAL user or UE joins the group; and
vi)	may include an "mbmsAnnouncement" object set to the announcement information for MBMS to the established eMBMS bearer that shall be used by the SNRM-C when camping on LTE; and
4)	shall send the CoAP PUT request protected towards the SNRM-C with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
[bookmark: _CR6_2_3_10_4_2][bookmark: _Toc209721917]6.2.3.10.4.2	MBS session de-announcement procedure
When the SNRM-S wants to cancel an MBS session announcement, the SNRM-S shall send a CoAP DELETE request to the SNRM-C to delete the MBS resource configuration resource in the SNRM-C. The SNRM-S: 
a)	shall generate a CoAP DELETE request according to IETF RFC 7252 [23]. In the CoAP DELETE request, the SNRM-S:
1)	shall set the CoAP URI to the MBS resource configuration resource URI of the resource to be deleted according to the resource definition in clause A.3.2.2.2.3:
a)	the "apiRoot" is set to the SNRM-C URI;
b)	the "valServiceId" is set to the identity of the VAL service; and
c)	the "mbsSessionId" is set to an MBS session value; and
b)	shall send the CoAP DELETE request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
[bookmark: _CR6_2_3_10_5]6.2.3.10.5	SNRM client CoAP procedure
[bookmark: _CR6_2_3_10_5_1][bookmark: _Toc209721918]6.2.3.10.5.1	MBS session announcement procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies an MBS resource configuration resource as described in clause A.3.2.2.2.3.2, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update the requested VAL group document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling a CoAP PUT request from an SNRM-C according to procedures specified in IETF RFC 7252 [23]; 
c)	shall create or update the MBS resource configuration resource pointed at by the CoAP URI with the content of "MbsResourceConfig" object received in the request and return a CoAP 2.01 (Created) or a CoAP 2.04 (Changed) response;
d)	if monitoring configuration is included in the "monitorConfig" object:
1)	if the "mbsListeningStatusNotify" attribute is present and is set to "true", the SNRM-C shall start sending listening status notification for the MBS session identified by the "mbsSessionId";
2)	if the "mbsListeningStatusNotify" attribute is not present or is present and is set to "false", the SNRM-C shall stop sending listening status notification of the MBS session;
3)	if the "mbsAnnouncementAck" attribute is present and is set to "true", the SNRM-C shall send an MBS announcement acknowledgement on receiving this announcement;
4)	if the "mbsAnnouncementAck" attribute is not present or is present and is set to "false", the SNRM-C shall not send MBS announcement acknowledgement on receiving this announcement;
5)	if the "mbsSessionJoinNotify" attribute is present and is set to "true", the SNRM-C shall send session join notification for when the VAL user or UE joins the group; and
6)	if the "mbsSessionJoinNotify" attribute is not present or is present and is set to "false", the SNRM-C shall not send send session join notification for when the VAL user or UE joins the group;
e)	if session description protocol (SDP) information for MBS is included in "mbsSdp" attribute, shall use the SDP with media and application control information applicable to groups that can use the MBS session identified by the "mbsSessionId"; and
f)	if  announcement information for MBMS is included in the "mbmsAnnouncement" object, shall use it when attached to the LTE.
[bookmark: _CR6_2_3_10_5_2][bookmark: _Toc209721919]6.2.3.10.5.2	MBS session de-announcement procedure
Upon reception of a CoAP DELETE request where the CoAP URI of the request identifies MBS resource configuration resource as described in clause A.3.2.2.2.3.3, the SNRM-C:
a)	shall determine the identity of the sender of the received CoAP DELETE request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP DELETE request is not authorized to delete the requested MBS resource configuration resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP DELETE request and skip rest of the steps;
b)	shall support handling a CoAP DELETE request from a SNRM-S according to procedures specified in IETF RFC 7252 [23];
c)	shall delete the MBS resource pointed at by the CoAP URI;
d)	if monitoring configuration was included in the "monitorConfig" attribute, shall stop the monitoring accordingly; and
e)	shall check the condition for sending a listening status report.
[bookmark: _CR6_2_3_10_6][bookmark: _Toc209721920]6.2.3.10.6	Generate MBS session announcement message in XML
For each SNRM-C that the SNRM-S is sending an MBS session announcement to, the SNRM-S:
a)	shall generate an application/vnd.3gpp.seal-mbs-usage-info+xml MIME body as described in the clause 7.4.7 with the root element as <seal-mbs-usage-info>and the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBS session. Each set of an <announcement> element:
1)	shall include an <mbs-session-id> element set to the MBS session ID indicating the MBS session for the media stream currently being used;
2)	shall include an <mbs-session-props> element, contains the following sub-elements:
i)	<delivery-mode>, an element contains a string "broadcast" or "multicast" to indicate whether to deliver the user data to the UE(s) via broad mode or multicast mode;
ii)	shall include an <mbs-service-areas> element that provides one or more <mbs-service-area-id> sub-elements to provide applicable service areas of the MBS session;
3)	may include the below elements if the SNRM-S requires such a report or notification:
i)	<mbs-listening-status-notify> element set to "true" to indicate the SNRM-C to send listening status notification for this MBS session;
ii)	<mbs-announcement-acknowledgement> element set to "true" to indicate the SNRM-C to send the MBS announcement acknowledgement on receiving this announcement; and
iii)	<mbs-session-join-notify> element set to "true" to indicate the SNRM-C to send session join notification for when the VAL user or UE joins the group;
4)	shall include a <seal-mbs-sdp> element set to the SDP with media and application control information applicable to groups that can use this MBS session; and
5)	may include a <mbms-announcement> element set to the announcement information as specified in clause 6.2.3.3.2.1.0 related to the established eMBMS bearer, that shall be used by SNRM-C when attached to the LTE.
[bookmark: _CR6_2_3_10_7][bookmark: _Toc209721921]6.2.3.10.7	VAL server procedure
When a user originates a request for a VAL service group communication session for one of these areas, in order to use the pre-established MBS session, the VAL server shall generate an HTTP POST request according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the VAL server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml";
c)	shall include an application/vnd.3gpp.seal-mbs-usage-info+xml MIME body and in the <mbs-info> root element:
1)	shall include an <mbs-resource-request> element which shall include:
i)	a <requester-identity> element set to the identity of the VAL server performing the request;
ii)	a <VAL-group-id> element set to the identity of the VAL group that requires MBS session;
iii)	a <service-announcement-mode> indicating whether the request is sent by NRM server or by the VAL server;
iv)	a <QoS> element indicating the requested QoS for the MBS session;
v)	shall include an <mbs-session-props> element, contains the following sub-elements:
A)	<delivery-mode>, an element contains a string "broadcast" or "multicast" to indicate whether to deliver the user data to the UE(s) via broad mode or multicast mode;
B)	shall include an <mbs-service-areas> element that provides one or more <mbs-service-area-id> sub-elements to provide applicable service areas of the MBS session; and
vi)	an <endpoint-info> element set to the information of the endpoint of the VAL server to which the user plane notifications have to be sent; and
d)	shall send the HTTP POST request message towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_11][bookmark: _Toc209721922]6.2.3.11	MBS listening status report procedure
[bookmark: _CR6_2_3_11_1][bookmark: _Toc209721923]6.2.3.11.1	Generate MBS listening status reporting message in XML
The SNRM-C shall generate the MBS listening status report XML as per the schema defined in clause 7.4.7 represented by the application/vnd.3gpp.seal-mbs-usage-info+xml with the <seal-mbs-usage-info> element as the root element of the XML document, and sub-element has one or more <mbs-listening-status-report> element. Each <mbs-listening-status-report>:
a) <identity>, an element contains the identity of the VAL user or VAL UE who wants to report the MBS listening status;
b)	shall include an <mbs-session-props> element that includes the following sub-elements:
1)	<delivery-mode>, an element contains a string "broadcast" or "multicast" to indicate whether to deliver the user data to the UE(s) via broad mode or multicast mode;
2)	<mbs-session-id> element set to the MBS session id indicating the MBS session for which the listening status being shared; and
c)	<mbs-listening-status>, an element contains a string "listening" or "not-listening" used to indicate the MBS listening status per MBS session id; and
d)	<mbs-reception-quality-level>, an optional element contains an integer used to indicate the reception quality level.
[bookmark: _CR6_2_3_11_2][bookmark: _Toc209721924]6.2.3.11.2	SNRM server SIP and HTTP procedures
[bookmark: _CR6_2_3_11_2_1][bookmark: _Toc209721925]6.2.3.11.2.1	SNRM server HTTP procedure
Upon receiving an HTTP POST request message containing:
a)	an application/vnd.3gpp.seal-mbs-usage-info+xml MIME body with an <mbs-listening-status> element and an optional <mbs-reception-quality-level> element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to detect MBS session quality, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps; 
b)	shall process the HTTP POST body carrying the MBS session listening report that provides the VAL user/UE identity, delivery mode, MBS session identity, listening status and reception quality associated with the MBS session information as shared by the SNRM-C. The SNRM-S may send the multicast/broadcast resource response to the VAL server based on the MBS listening status, for VAL server to switch the delivery mode towards the VAL UE if required.
c)	shall send the HTTP 200 (OK) response towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_11_2_2][bookmark: _Toc209721926]6.2.3.11.2.2	SNRM server SIP procedure
Upon receiving a SIP MESSAGE request containing:
a)	a P-Asserted-Service header field containing the "urn:urn-7:3gpp-service.ims.icsi.seal"; and
b)	an "application/vnd.3gpp.seal-mbs-usage-info+xml" body containing an <mbs-listening-status> element;
the SNRM-S shall:
a)	verify the public user identity in the P-Asserted-Identity header field and:
1)	if the identity of the sender of is not authorized to detect MBS session quality, shall respond with an SIP 403 response and skip rest of the steps; 
b)	process the SIP MESSAGE MIME body carrying the "application/vnd.3gpp.seal-mbs-usage-info+xml" body representing the MBS session listening report that provides the delivery mode, MBS session identity, listening status and reception quality associated with the MBS session information as shared by the SNRM-C. The SNRM-S may send the multicast/broadcast resource response to the VAL server based on the MBS listening status, for VAL server to switch the delivery mode towards the VAL UE if required; and
c)	send the SIP 200 (OK) towards the SNRM-C according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_11_3][bookmark: _Toc209721927]6.2.3.11.3	SNRM client SIP and HTTP procedures
[bookmark: _CR6_2_3_11_3_0][bookmark: _Toc209721928]6.2.3.11.3.0	General
To share the listening status report for MBS session(s) with the SNRM-S, the SNRM-C shall report the MBS listening status. The SNRM-C uses clause 6.2.3.11.3.1 for HTTP procedure or 6.2.3.11.3.2 for SIP procedure.
The SNRM-C may determine the MBS session quality by using the BLER of the received data. When no data is received, the quality estimation can consider the reference signals from the NG-RAN node(s), RTP packet loss and the modulation and coding scheme (MCS). The UE may also use predictive methods to estimate the expected MBS session quality (e.g. speed and direction) to proactively inform the NRM server of an expected loss of the reception quality of MBS sessions (see clause 14.3.4A.8 of 3GPP TS 23.434 [2]).
NOTE 1:	The threshold used to indicate MBS session quality depends on VAL service type and the metrics used. The metrics used and the associated thresholds are out of scope of this specification.
NOTE 2:	The application/vnd.3gpp.seal-mbs-usage-info+xml can contain both the listening status "listening" and "not listening" at the same time when there is multiple listening status.
[bookmark: _CR6_2_3_11_3_1][bookmark: _Toc209721929]6.2.3.11.3.1	SNRM client HTTP procedure
To share the listening status report for MBS session(s) with the SNRM-S, the SNRM-C shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml";
c)	shall include the mbs-usage-info XML payload in the HTTP POST body carrying the listening status report generated as per clause 6.2.3.11.1 for those MBS session(s) the SNRM-C desires to share the listening status; and
d)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
NOTE:	The SNRM-C sends the MBS listening report to SNRM-S on receiving the MBS session announcement with listening notification indication or reception quality associated with the MBS session is not sufficient to receive media etc.
[bookmark: _CR6_2_3_11_3_2][bookmark: _Toc209721930]6.2.3.11.3.2	SNRM client SIP procedure
If the VAL service supports SIP, the SNRM-C shall generate a SIP MESSAGE request according to 3GPP TS 24.229 [6] and IETF RFC 3428 [17]. In the SIP MESSAGE request, the SNRM-C shall:
a)	include a Request-URI set to the MBS public service identity of the SNRM-S received in the P-Asserted-Identity header field of the announcement message;
b)	include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.seal" along with parameters "require" and "explicit" according to IETF RFC 3841 [18];
c)	include a public user identity in the P-Preferred-Identity header field as specified in 3GPP TS 24.229 [6];
d)	include a P-Preferred-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.seal";
e)	set the Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml"and XML payload with the MBS listening status report generated as per clause 6.2.3.11.1 for those MBS session(s) the SNRM-C desires to share the listening status; and
f)	send the SIP MESSAGE request according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_11_4][bookmark: _Toc209721931]6.2.3.11.4	SNRM server CoAP procedure
In order to obtain listening status reports from the SNRM-Cs, for each SNRM-C which has been configured to monitor the MBS resource, the SNRM-S shall send an extended CoAP GET request as specified in IETF RFC 7641 [25] with the CoAP URI set to the URI of the observable MBS resource state resource described in clause A.3.2.2.3.3.1 with the Observe option set to 0 (Register). 
Upon receiving a CoAP 2.05 (Content) response that matches the extended CoAP GET request and which contains the Observe option, the SNRM-S:
a)	shall handle the response according to IETF RFC 7641 [25]; 
b)	may send an MBS service announcement message as specified in clause 6.2.10.5 with additional proposal for measurements, e.g. information about neighbouring MBS sessions; and 
c)	may send user plane delivery mode to VAL server based on the MBS listening status to preserve the service continuity as described in clause 6.2.3.16.
[bookmark: _CR6_2_3_11_5][bookmark: _Toc209721932]6.2.3.11.5	SNRM client CoAP procedure
To share the listening status report for MBS session(s) with the SNRM-S, the SNRM-C shall report the MBS listening status. The SNRM-C:
The SNRM-C may determine the MBS session quality by using the BLER of the received data. When no data is received, the quality estimation can consider the reference signals from the NG-RAN node(s), RTP packet loss and the modulation and coding scheme (MCS). The UE may also use predictive methods to estimate the expected MBS session quality (e.g. speed and direction) to proactively inform the NRM server of an expected loss of the reception quality of MBS sessions (see clause 14.3.4A.8 of 3GPP TS 23.434 [2]).
NOTE 1:	The threshold used to indicate MBS session quality depends on VAL service type and the metrics used. The metrics used and the associated thresholds are out of scope of this specification.
NOTE 2:	As a precondition, the SNRM-S must be observing the MBS resource state resource at the SNRM-C as described in clause 6.2.3.11.5.
a)	shall send a CoAP 2.05 (Content) response to the extended CoAP GET request according to IETF RFC 7641 [25]:
1)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbs-resource-state"; and
2)	shall include "MbsResourceState" object in the payload:
i)	shall include the "deliveryMode" attribute set to the TMGI of the MBMS resource;
ii)	shall include the "mbsSessionId" attribute set to the TMGI of the MBMS resource;
iii)	shall include the "monitorConfig" set to the current monitoring configuration at the SNRM-C;
iv)	may include the "mbsReceptionQualityLevel" set to the measured reception quality level; and
v)	if the "unicastResource" attribute of the "monitorConfig" object is set to "true", shall include the "unicastListeningState" set to "true" or "false" indicating the unicast listening status of "listening" or "not-listening" respectively.
[bookmark: _CR6_2_3_12][bookmark: _Toc82085100][bookmark: _Toc106026250][bookmark: _Toc91749802][bookmark: _Toc146236550][bookmark: _Toc209721933]6.2.3.12	MBS UE session join notification procedure
[bookmark: _CR6_2_3_12_1][bookmark: _Toc209721934][bookmark: _Toc106026253][bookmark: _Toc91749805][bookmark: _Toc146236553][bookmark: _Toc106026254][bookmark: _Toc91749806]6.2.3.12.1	SNRM server SIP and HTTP procedures
[bookmark: _CR6_2_3_12_1_1][bookmark: _Toc209721935]6.2.3.12.1.1	SNRM server HTTP procedure
Upon receiving an HTTP POST request message containing
a)	an Content-Type header field with "application/vnd.3gpp.seal-mbs-usage-info+xml" value;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps; 
b)	shall process the HTTP POST body carrying the UE session join notification status where the VAL identities, MBS session identity, MBS multicast joining status and mbs-reception-quality-level shared by the SNRM-C shall be processed by the SNRM-S and may store for future usage to serve requests from SNRM-C or VAL server associated with this information;
c)	shall send the HTTP 200 (OK) response towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_12_1_2][bookmark: _Toc209721936]6.2.3.12.1.2	SNRM server SIP procedure
Upon receiving an SIP MESSAGE request containing:
a)	a P-Asserted-Service header field containing the "urn:urn-7:3gpp-service.ims.icsi.seal"; and
b)	an Content-Type header field with "application/vnd.3gpp.seal-mbs-usage-info+xml";
the SNRM-S shall:
a)	verify the public user identity in the P-Asserted-Identity header field and:
1)	if the identity of the sender is not authorized, shall respond with an SIP 403 response and skip rest of the steps; 
b)	process the SIP MESSAGE body carrying the "application/vnd.3gpp.seal-mbs-usage-info+xml" body representing the UE session join notification status comprising of the VAL identities, MBS session identity, MBS multicast joining status and mbs-reception-quality-level shared by the SNRM-C, which may be stored for future usage to serve requests from SNRM-C or VAL server associated with this information; and
c)	send the SIP 200 (OK) towards the SNRM-C according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_12_2][bookmark: _Toc209721937]6.2.3.12.2	SNRM client SIP and HTTP procedures
[bookmark: _CR6_2_3_12_2_1][bookmark: _Toc209721938]6.2.3.12.2.1	SNRM client HTTP procedure
Upon request from VAL client to share the UE group join notification status with the SNRM-S, the SNRM-C shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml";
c)	shall include the mbs-usage-info XML payload in the HTTP POST body carrying the UE session join notification status generated as described below. The SNRM-C shall include <mbs-session-join-notification> under the <seal-mbs-usage-info> root element for the MBS session(s) it desires to share the group joining notification and each <mbs-session-join-notification> element;
1)	shall include the <VAL-identities> sub-element, shall include the following elements:
A)	a <VAL-user-id> element that contains the identity of the VAL user sharing the group join notification; and
B)	a <VAL-group-id> element set to the identity of the VAL group for whom the VAL user as joined; and
2)		shall include the <mbs-session-id> sub-element, set to the MBS session identifier indicating the MBS session associated with the group for which the group join notification is shared;
3)	shall include the <mbs-multicast-joining-status> sub-element, set to the string "successfully joined";
4)	<mbs-reception-quality-level>, an optional element contains an integer used to indicate the reception quality level, to make an efficient switching decision to MBMS or unicast reception if needed; and
d)	shall send the HTTP POST request towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_12_2_2][bookmark: _Toc209721939]6.2.3.12.2.2	SNRM client SIP procedure
Upon request from VAL client to share the UE group join notification status with the SNRM-S, if the VAL service supports SIP the SNRM-C shall generate a SIP MESSAGE request according to 3GPP TS 24.229 [6] and IETF RFC 3428 [17]. In the SIP MESSAGE request, the SNRM-C shall:
a) 	include a Request-URI set to the MBS public service identity of the SNRM-S received in the P-Asserted-Identity header field of the announcement message;
b)	include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.seal" along with parameters "require" and "explicit" according to IETF RFC 3841 [18];
c)	include a public user identity in the P-Preferred-Identity header field as specified in 3GPP TS 24.229 [6];
d)	include a P-Preferred-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.seal";
e)	set the Content-Type header field set to "application/vnd.3gpp.seal-mbs-usage-info+xml"and include the mbs-usage-info XML payload in the SIP MESSAGE body carrying the UE session join notification status generated as described below. The SNRM-C shall include <mbs-session-join-notification> element(s) for each MBS session(s) it desires to share the group joining notification under the <seal-mbs-usage-info> root element and each <mbs-session-join-notification> element:
1)	shall contain the <VAL-identities> sub-element, which shall include the following elements:
A)	a <VAL-user-id> element that contains the identity of the VAL user sharing the group join notification; and
B)	a <VAL-group-id> element set to the identity of the VAL group for whom the VAL user as joined; and
2)	shall contain the <mbs-session-id> sub-element, set to the MBS session identifier indicating the MBS session associated with the group for which the group join notification is shared;
3)	shall contain the <mbs-multicast-joining-status> sub-element, set to the string "successfully joined"; and
4)	may contain <mbs-reception-quality-level>, an optional element contains an integer used to indicate the reception quality level, to make an efficient switching decision to MBMS or unicast reception if needed; and
f)	send the SIP MESSAGE request according to 3GPP TS 24.229 [6].
[bookmark: _CR6_2_3_13][bookmark: _Toc209721940]6.2.3.13	Application coordinated UE-to-UE communication requirements management procedure 
[bookmark: _CR6_2_3_13_1][bookmark: _Toc209721941][bookmark: _Toc106026257][bookmark: _Toc91749809][bookmark: _Toc146236557]6.2.3.13.1	General
This clause describes the procedure for managing the application requirements necessary for UE-to-UE coordinated communication via Uu interface.
[bookmark: _CR6_2_3_13_2][bookmark: _Toc209721942]6.2.3.13.2	Application coordinated connectivity initiation procedure
[bookmark: _CR6_2_3_13_2_1][bookmark: _Toc209721943]6.2.3.13.2.1	SNRM server HTTP procedures
Upon receiving an HTTP POST request message containing
a)	an Content-Type header field with “application/vnd.3gpp.seal-app-comm-requirements-info+xml" value;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to detect MBS session quality, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
b)	shall process the HTTP POST body carrying the XML specifying the application requirements for the coordinated communication as specified in clause 7.4.6;
c)	shall determine if the source VAL UE identity shared by the SNRM-C is authorized for the coordinated UE to UE direct service communication with the UE(s) shared in the <target-val-ue-id-list> element and in case of "unauthorized” the SNRM-S shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
d)	shall check for the presence of service requirements in the request:
1)	if not provided, the SNRM-S shall fetch the application context of the VAL UE shared in the <target-val-ue-id-list> as specified in clause 6.2.3.13.4.1; or
2)	if provided, the SNRM-S shall wait for service requirements from the VAL UE shared in the <target-val-ue-id-list>. If already available, the SNRM-S shall process the application requirements received from the current requested SNRM-C and the one shared by the SNRM-C residing on the VAL UE shared in the <target-val-ue-id-list> to determine common requirements; and
e)	shall send the HTTP 200 (OK) response towards the SNRM-C according to IETF RFC 9110 [22]; and
f)	shall trigger the 3GPP system to establish the Uu connectivity based on the common requirements determined in d).2) above and the SNRM-S shall send the notification to the SNRM-C(s) as specified in clause 6.2.3.13.3.1 to all the SNRM-C.
[bookmark: _CR6_2_3_13_2_2][bookmark: _Toc209721944]6.2.3.13.2.2	SNRM client HTTP procedures
Upon receiving request from VAL application client for the application connectivity request to start a UE to UE co-ordinated communication with other VAL UE, the SNRM-C shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include the XML specifying the application requirements for the coordinated communication in the HTTP POST body. The XML shall be generated as specified in clause 7.4.6, by including root element <seal-app-comm-info> with the <app-connectivity-request> child element. The <app-connectivity-request> element:
1)	shall include a <source-val-ue-id> sub-element set to the identity of the SNRM-C acting as the VAL UE and performing the request;
2)	shall include a <source-ip-address> sub-element set to the ip-address of the SNRM-C acting as the VAL UE and performing the request;
3)	shall include a <VAL-service-id> sub-element set to the VAL service identity of the VAL application performing the request;
4)	shall include a <target-val-ue-id-list> sub-element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs for whom the UE-to-UE coordinated communication is required.
5)	may include a <app-service-requirements> sub-element that provides the application requirements for the UE to UE co-ordinated communication and shall include at least one of the below sub-elements:
i)	<packet-size> element set with the size of the packets to be transmitted;
ii)	<packet-trans-interval> element set with the transmission interval between the consecutive packets;
iii)	<packet-e2e-latency> element set with the end-to-end latency value for the packet transmission;
iv)	<packet-error-kpi> element set with the KPIs related to the packet error;
v)	<bitrate> element set with the bit rate required for the communication; and
6)	may include a <app-connectivity-context> sub-element that may include the sub-elements:
i)	<location> element set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8];
ii)	<speed> element set with the speed information of the VAL UE;
iii)	<direction> element set with the direction information of the VAL UE; and
d)	shall send the HTTP POST request towards the SNRM-S according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_13_3][bookmark: _Toc209721945]6.2.3.13.3	Application coordinated connectivity notification procedure
[bookmark: _CR6_2_3_13_3_1][bookmark: _Toc209721946]6.2.3.13.3.1	SNRM server HTTP procedures
To share the application connectivity requirement notification with the SNRM-C, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include a XML representing the application connectivity notification in HTTP POST body, this notification XML shall be generated as specified in clause 7.4.6 by including the root element  as <seal-app-comm-info> with the <app-connectivity-notify> sub-element and the <app-connectivity-notify> element:
1)	shall include a <session-info> sub-element set to the session information for the application coordinated communication session;
2)	shall include a <VAL-service-id> sub-element set to the VAL service identity of the VAL application performing the request;
3)	shall include a <requestor-val-ue-id> sub-element set to the identity of the SNRM-C that requested for coordinated application communication;
4)	may include a <target-val-ue-id-list> sub-element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs accepted by the SNRM-S for the direct UE-to-UE application coordinated communication; and
d)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_13_3_2][bookmark: _Toc209721947]6.2.3.13.3.2	SNRM client HTTP procedures
Upon receiving the HTTP POST request message from SNRM-S, the SNRM-C shall:
a)	check if the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
b)	shall process the XML received in the HTTP POST request, which represents the application connectivity notification as specified in clause 7.4.6 that includes: 
1)	the session information for the established application coordinated communication;
2)	the VAL service identity, VAL UE ID associated with VAL application that requested the application coordinated communication;
3)	the optional list of those VAL UE identities accepted by the SNRM-S for the direct UE to UE application coordinated communication; and
c)	shall send the HTTP 200 (OK) response towards the SNRM-S according to IETF RFC 9110 [22].
The SNRM-C notifies the corresponding VAL client of the established application-level direct UE-to-UE connection.
[bookmark: _CR6_2_3_13_4][bookmark: _Toc209721948]6.2.3.13.4	Application connectivity context fetch procedure
[bookmark: _CR6_2_3_13_4_1][bookmark: _Toc209721949]6.2.3.13.4.1	SNRM server HTTP procedures
To fetch the application connectivity context of the SNRM-C, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include a XML representing the application connectivity context fetch information in HTTP POST body, the XML shall be generated as specified in clause 7.4.6 by including the root element  as <seal-app-comm-info> with the <app-connectivity-context-request> sub-element and the <app-connectivity-context-request> element:
1)	shall include a <requestor-val-ue-id> sub-element set to the identity of the SNRM-C that requested for coordinated application communication;
2)	shall include a <VAL-service-id> sub-element set to the VAL service identity associated with the request;
3)	may include a <VAL-specific-context> sub-element set to additional information required to identify the context (e.g. device type, device vendor etc.); and
d)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_13_4_2][bookmark: _Toc209721950]6.2.3.13.4.2	SNRM client HTTP procedures
Upon receiving the HTTP POST request message from SNRM-S, the SNRM-C shall:
a)	shall check if the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
b)	shall process the XML sent in the HTTP POST request which represents the application connectivity context fetch operation part of the <app-connectivity-context-request> element as specified in clause 7.4.6 and notify the VAL client on the UE;
c)	may generate HTTP POST response body; and
1)	shall set the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml" value;
2)	shall include the XML representing the application connectivity context information as specified in clause 7.4.6. The XML shall be generated by including the root element as <seal-app-comm-info> with the <app-connectivity-context-response> sub-element that shall include the <app-connectivity-context> child element with the below sub-elements:
i)	<location> element set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8];
ii)	<speed> element set with the speed information of the VAL UE;
iii)	<direction> element set with the direction information of the VAL UE; and
d)	send the HTTP 200 (OK) response towards the SNRM-C according to IETF RFC 9110 [22].
[bookmark: _CR6_2_3_14][bookmark: _Toc209721951]6.2.3.13.5	Mobile meta service connectivity procedure
6.2.3.13.5.1	SNRM server HTTP procedure
Upon receieving an HTTP POST request message containing the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml", the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include the XML representing the mobile meta service connectivity request in the HTTP POST body. The XML shall be generated as specified in clause 7.4.6 by including root element <seal-app-comm-info> with the <mmeta-service-connectivity-request> element within the <anyExt> element. The <mmeta-service-connectivity-request> element:
1)	shall include a <VAL-service-id> element set to the VAL service identity associated with the request;
2)	shall include <session-info> element and shall include the sub-elements below:
i)	<mmeta-session-id> element set with the identity of the session;
ii)	<mmeta-session-type> element set with the value "UE-TO-NETWORK" or "UE-TO-UE";
iii)	<mmeta-qos-configuration> element that provides configuration of the QoS attributes for the VAL session within the mobile meta service and shall include at least one of the elements below:
A)	<packet-e2e-latency> element set with the end-to-end latency value for the packet transmission; or
B)	<packet-trans-interval> element set with the transmission interval between the consecutive packets; and
iv)	may include <VAL-ue-id-list> sub-element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs that are selected for the connectivity to be established for the mobile meta service communication;
3)	shall include <service-area> element set with the geographical or topological area where the mobile meta service is deployed;
4)	may include <validity-period> element set with the time for which the connectivity request is valid; and
5)	may include an <app-connectivity-context> element that may include the sub-elements:
i)	<location> element set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8];
ii)	<speed> element set with the speed information of the VAL UE; and
iii)	<direction> element set with the direction information of the VAL UE.
6.2.3.13.5.2	SNRM client HTTP procedure
Upon receieving an HTTP POST request message containing the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml", the SNRM-C shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-C:
a)	shall process the HTTP POST body carrying the XML specifying the mobile meta service connectivity request;
b)	shall generate an HTTP POST response message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-C:
1)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
2)	shall include the XML specifying the mobile meta service connectivity response in the HTTP POST body. The XML shall be generated as specified in clause 7.4.6 by including root element <seal-app-comm-info> with the <mmeta-service-connectivity-response> element within the <anyExt> element. The <mmeta-service-connectivity-response> element:
i)	shall include <result> set with either "SUCCESS" or "FAILURE";
ii)	may include <cause> set wih a string specifying the cause of the failure if the result indicates failure; and
iii)	may include <val-ue-dynamic-info> sub-element that may include sub-elements:
A)	<val-ue-id> set to a value of the UE id; and
B)	shall include a child element <state> set to the value "DISCONNECTED" or "WEAKLY CONNECTED" or "STRONGLY CONNECTED".
6.2.3.13.5.3	SNRM server CoAP procedure
To request the SNRM client to perform MMeta connetivity, the SNRM server shall generate a CoAP POST request to the SNRM client a CoAP POST request message in accordance with IETF RFC 7252 [23]. In the CoAP POST request, the SNRM-S:
a)	shall include a CoAP URI set to the URI corresponding to the identity of the SNRM-C as specified in clause A.5.1.1 with:
1)	the "apiRoot" set to the SNRM-C URI;
b)	shall include a Content-Format option set to "application/vnd.3gpp.seal-app-comm-requirements-info+cbor;modeltype=mmeta-service-connectivity-request";
c)	shall include the "mmetaServiceConnectivityRequest" object:
1)	shall include a "valServiceId" attribute set to the VAL service identity associated with the request;
2)	shall include "sessionInfo" attribute and:
i)	shall include the attribute "mmetaSessionId" attribute set with the identity of the session;
ii)	shall include the attribute "mmetaSessionType" attribute set with the value "UE-TO-NETWORK" or "UE-TO-UE";
iii)	shall include the attribute "mmetaQosConfiguration" attribute that provides configuration of the QoS attributes for the VAL session within the mobile meta service and shall include at least one of the attributes below:
A)	"packetE2ELatency" attribute set with the end-to-end latency value for the packet transmission; or
B)	"packetTransInterval" attribute set with the transmission interval between the consecutive packets; and
iv)	may include "valUeIdList" attribute with one or more "valUeId" attributes set to the identities of the VAL UEs that are selected for the connectivity to be established for the mobile meta service communication;
3)	shall include "serviceArea" attribute set with the geographical or topological area where the mobile meta service is deployed;
4)	may include "validityPeriod" attribute set with the time for which the connectivity request is valid; and
5)	may include an "appConnectivityContext" attribute that may include the attributes:
i)	"location" attribute set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8]; 
ii)	"speed" attribute set with the speed information of the VAL UE; and
iii)	"direction" attribute set with the direction information of the VAL UE; and 
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
6.2.3.13.5.4	SNRM client CoAP procedure
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST identifies the request for mmetaServiceConnectivity as specified in clause A.5.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-app-comm-requirements-info+cbor;modeltype=mmeta-service-connectivity-request"; and
b)	an "mmetaServiceConnectivityRequest" object;
the SNRM-C shall generate a CoAP POST response according to IETF RFC 7252 [23]. In the CoAP POST response message, the SNRM-C:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-app-comm-requirements-info+cbor;modeltype= mmeta-service-connectivity-response";
b)	shall attempt to create the mmetaService connectivity resource pointed at by the CoAP URI with the content of "mmetaServiceConnectivityRequest" object received in the request and:
1)	if successfully created, shall include an "mmetaServiceConnectivityResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include "result" set with either "SUCCESS" or "FAILURE";
ii)	may include "cause" set with a string specifying the cause of the failure if the result indicates failure; and 
iii)	may include "valUeDynamicInfo" attribute and:
A)	shall include an attribute "valUeId" set to a value of the UE id; and
B) shall include an attribute "state" set to the value "DISCONNECTED" or "WEAKLY CONNECTED" or "STRONGLY CONNECTED" or "RESYNC"; and
c)	shall send the CoAP POST response towards the SNRM-S.
6.2.3.14	VAL service group media transmissions over 5G MBS sessions procedure
[bookmark: _Toc106026260][bookmark: _Toc91749812][bookmark: _Toc146236560]The SNRM-S shall provide the information associated with a group to the SNRM-C in advance by sending an MBS session announcement or an additional signalling message for the MBS session, e.g., MapGroupToSessionStream (similar to the MapGroupToBearer in eMBMS) as per clause 14.3.4A.6.1 of 3GPP TS 23.434 [2].
In the current release, the SNRM-S shall re-use the MBS announcement procedure as specified in clause 6.2.3.10.2.1 to send indication regarding the VAL service group media transmissions over MBS sessions to the SNRM-C. Upon receiving the MBS announcement the SNRM-C shall process the same as specified in clause 6.2.3.10.3.1.
[bookmark: _CR6_2_3_15][bookmark: _Toc209721952][bookmark: OLE_LINK2][bookmark: OLE_LINK1]6.2.3.15	Aplication level control signalling over 5G MBS sessions procedure
The SNRM-S shall provide the information associated with the newly created MBS session for application-level controlling signalling to the SNRM-C by sending an MBS session announcement procedure as specified in clause 6.2.3.10.2.1.
[bookmark: _Toc114866226][bookmark: _Toc91749820][bookmark: _Toc146236563]The VAL-Client on joining the group shall trigger SNRM-C to send UE session join notification for MBS session towards the SNRM-S as per the clause 6.2.3.12.2.1.
[bookmark: _CR6_2_3_16][bookmark: _Toc209721953]6.2.3.16	Service continuity between 5G MBS delivery and unicast delivery procedure
[bookmark: _Toc114866238][bookmark: _Toc146236579]During an ongoing MBS session there shall be a need for service continuity between 5G broadcast to unicast and vice-a-versa based on the media reception quality to ensure the better media quality. The SNRM-C on detecting:
a)	the bad broadcast reception, shall send the MBS listening status report to the SNRM-S as specified in clause 6.2.3.11.3.1 with the current quality indication set to the <mbs-reception-quality-level> element;
b)	the broadcast reception with good quality, shall send the MBS listening status report to the SNRM-S as specified in clause 6.2.3.11.3.1 with the current quality indication set to the <mbs-reception-quality-level> element.
[bookmark: _Toc209721954]6.2.3.17	VAL service inter-system switching between 5G and LTE procedure
As per clause 14.3.4A.10 of 3GPP TS 23.434 [2] there are four scenarios introduced as specified below with the procedures performed between SNRM-C to SNRM-S and vice versa:
1)	inter-system switching from 5G MBS session to LTE eMBMS bearer, the:
a)	SNRM-S may send an MBMS bearer announcement to SNRM-C as specified in clause 6.2.3.3.2.1;
b)	SNRM-C shall send an eMBMS listening status report as specified in clause 6.2.3.3.3; and
c)	SNRM-S shall send the Map Group to Bearer information to SNRM-C.
2)	inter-system switching from 5G MBS session to LTE unicast bearer do not have procedures triggered SNRM-S to SNRM-C and vice-a-versa.
3)	inter-system switching from LTE eMBMS to 5G MBS session. the
a)	SNRM-S may send an MBS session announcement procedure as specified in clause 6.2.3.10.2.1;
b)	SNRM-C shall send an MBS listening status report as specified in clause 6.2.3.11.2; and
c)	SNRM-S shall send the Map Group to Bearer information to SNRM-C as part of MBS session announcement in a) above.
4)	inter-system switching from LTE eMBMS bearer to 5G unicast PDU session do not have procedures triggered SNRM-S to SNRM-C and vice-a-versa.
[bookmark: _CR6_2_4][bookmark: _Toc209721955]6.2.4	Network assisted UE-to-UE communications resource management
[bookmark: _CR6_2_4_1][bookmark: _Toc34303572][bookmark: _Toc34403854][bookmark: _Toc45281876][bookmark: _Toc51933104][bookmark: _Toc68195159][bookmark: _Toc81940834][bookmark: _Toc209721956]6.2.4.1	General
This clause describes the QoS management procedures by a server and clients, while the clients are in communications with each other. The QoS management consists of fulfilling the requirements for the QoS parameters i.e. latency, throughput, reliability and jitter, while the clients communicating with each other via the server. The network assisted QoS management procedures may be performed by a VAL server and VAL clients for a VAL application. The network assisted QoS management may be performed by the SNRM-S acting as application server and to manage QoS in a communication between two or more SNRM-Cs acting as application clients.
The network assisted UE-2-UE communications resource management contains of the following steps:
a)	network assisted QoS management initiation, where an SNRM-C initiates the procedure by providing an SNRM-S a set of end-to-end QoS requirements for a service area and a validity period and requesting a QoS management for communications with one or more SNRM-Cs; and
b)	network assisted QoS management provisioning, where the S-NRM-S receives a QoS downgrade information from one or more SNRM-Cs engaged in a communication and therefore notifies the SNRM-Cs with a QoS change. The SNRM-S may also get the downgrade information from 5GCN and may act upon it by communicating to 5GCN to modify the QoS profile or update the PCC rules to apply new traffic policy for the ongoing communications based on subscription information.
[bookmark: _CR6_2_4_2][bookmark: _Toc209721957]6.2.4.2	Network assisted QoS management initiation
[bookmark: _CR6_2_4_2_1][bookmark: _Toc209721958]6.2.4.2.1	SNRM client HTTP procedure
In order to initiate the network assisted QoS management for UE communications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-management-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml"; and
d)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-initiation-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity or IP address of the SNRM-C acting as the VAL UE and performing the request;
[bookmark: _Hlk83818745]2)	shall include a <VAL-ue-list> element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs which are nodes for the end-to-end application within the VAL service, for which the end-to-end QoS management applies;
3)	may include a <VAL-service-id> element set to the VAL service identity of the VAL application;
4)	may include <end-to-end-QoS-requirements> element set to the QoS requirements for latency, throughput, reliability and jitter for the VAL application for the end-to-end session;
5)	may include a <service-area> element set to the geographical area or topological area where an end-to-end QoS management request applies; and
6)	may include a <validity-period> element set to the period of time during which an end-to-end requirement is valid.
[bookmark: _CR6_2_4_2_2][bookmark: _Toc209721959]6.2.4.2.2	SNRM server HTTP procedure
Upon receipt an HTTP POST request from the SNRM-C for the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925859]1)	shall initiate the network assisted QoS management for the communications between the SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element with SNRM-Cs of the VAL UEs with the identities listed as values in the <VAL-ue-list> element for the VAL service, identified by the value of the <VAL-service-id > element by using the values for the <end-to-end-QoS-requirements> element, <service-area> element and <validity-period> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 9110 [22], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-initiation-response> element which:
A)	shall include a <result> element set to the outcome of the end-to-end QoS management response which indicates either a success or a failure; and
B)	may include a <QoS-configuration> element set to QoS downgrade reported by the SNRM-C or for QoS change requested by SNRM-S.
[bookmark: _CR6_2_4_2_3][bookmark: _Toc209721960]6.2.4.2.3	SNRM client CoAP procedure
In order to initiate the network assisted QoS management for UE communications, the SNRM-C shall create a QoS Session resource by sending a CoAP POST request to the SNRM-S. In the CoAP POST request, the SNRM-C:
a)	shall set the CoAP URI to the QoS Sessions resource URI to according to the resource definition in clause A.2.1.2.2.2:
1)	the "apiRoot" is set to the SNRM-S URI;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=qos-session";
c)	shall include "QosSession" object:
1)	shall set "requiredQoS" attribute to the required end-to-end QoS requirement;
2)	shall include a list of VAL UEs which are requested to participate in the QoS session in the "participants" attribute, and for each participant, shall add a "SessionParticipant" object in which:
i)	shall set "id" attribute to the VAL UE ID; and
ii)	if the participant object represents the requesting VAL UE, shall include the "state" object and set its "active" attribute to "true"; and
3)	may include "valServiceId" attribute set to the identity of the VAL service enabled by the QoS session;
4)	may include one or more geographical area identifiers in "serviceArea" attribute; and
5)	may include "validPeriod" attribute set to the time period when the QoS session is valid; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
Upon receiving a CoAP 2.01 (Created) response, the SNRM-C shall store the newly created QoS Session and shall check if it contains a reporting configuration to be applied.
[bookmark: _CR6_2_4_2_4][bookmark: _Toc209721961]6.2.4.2.4	SNRM server CoAP procedure
Upon reception of a CoAP POST request where the CoAP URI of the request identifies the QoS Sessions resource URI according to the resource definition in clause A.2.1.2.2.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP POST request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP POST request is not authorized to create the QoS session, shall respond with a 4.03 (Forbidden) response to the CoAP POST request and skip rest of the steps;
b)	shall support handling a CoAP POST request from a SNRM-C according to procedures specified in IETF RFC 7252  [23]; and
c)	shall create a new Individual QoS Session resource and for each VAL UE in the list of participants shall create a new Individual Session Participant resource and shall return a CoAP 2.01 (Created) response with the "QosSession" object including its resource URI in "resUri" attribute, and optionally a reporting configuration in "reportConf" attribute.
[bookmark: _CR6_2_4_3][bookmark: _Toc209721962][bookmark: _Hlk83755868]6.2.4.3	Network assisted QoS management provisioning
[bookmark: _CR6_2_4_3_1][bookmark: _Toc209721963][bookmark: _Hlk106984226]6.2.4.3.1	SNRM client HTTP procedure
[bookmark: _Hlk106984235]In order to provision the network assisted QoS management for UE communications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-management-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml";
d)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body and with the <network-QoS-management-info> root element including the <QoS-management-provision-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity of the SNRM-C acting as the VAL UE and performing the request; and
2)	may include <QoS-downgrade-report> element set to the report indicating a QoS downgrade of the end-to-end QoS parameters (latency, throughput, reliability and jitter) which may be reported based on QoS configuration parameter from the end-to-end QoS management response.
[bookmark: _CR6_2_4_3_2][bookmark: _Toc209721964]6.2.4.3.2	SNRM server HTTP procedure
Upon receipt an HTTP POST request from the SNRM-C for provisioning the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925996]1)	shall provision the network assisted QoS management for SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element by using the value for <QoS-downgrade-report> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 9110 [22], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-provision-response> element which:
A)	shall include a <server-id> element set to the identity of the VAL server; and
B)	shall include a <requested-QoS-parameters> element set to change request for the end-to-end QoS management, imposed by the VAL server on one or more VAL UEs, engaged in a network-assisted communication.
[bookmark: _CR6_2_4_3_3][bookmark: _Toc209721965]6.2.4.3.3	SNRM client CoAP procedure
In order to provision the network assisted QoS management for UE communications, the SNRM-C shall send a CoAP PUT request to the SNRM-S to update the reported QoS of the QoS session participant. In the CoAP PUT request, the SNRM-C:
a)	shall set the CoAP URI to the "resUri" of the QoS session participant corresponding to the VAL UE, so that the CoAP URI of the request identifies the Individual Session Participant resource to be updated according to the resource definition in clause A.2.1.2.4.3.2:
1)	the "apiRoot" is set to the SNRM-S URI;
2)	the "qosSessionId" is set to point to the QoS session; and
3)	the "participantId" is set to the VAL UE ID;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=session-participant";
c)	shall include "SessionParticipant" object which:
1)	shall include "state" object with the "active" attribute set to "true"; and
2)	shall include "reportedQoS" attribute with the experienced or expected QoS; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [9].
[bookmark: _CR6_2_4_3_4][bookmark: _Toc209721966]6.2.4.3.4	SNRM server CoAP procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies Individual QoS Session Participant resource as described in clause A.2.1.2.4.3.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update requested QoS session participant resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling a CoAP PUT request from a SNRM-C according to procedures specified in IETF RFC 7252  [23]; and
c)	shall update the individual QoS session participant resource pointed at by the CoAP URI with the content of "SessionParticipant" object received in the request and return a CoAP 2.04 (Changed) response; and
d)	if reported QoS is included in "reportedQoS" attribute, shall determine any needed actions to fulfil the end-to-end QoS for the QoS session.
[bookmark: _CR6_2_5_3][bookmark: _CR6_2_6][bookmark: _Toc209721967]6.2.6	Satellite S&F events information
[bookmark: _CR6_2_6_1][bookmark: _Toc209721968]6.2.6.1	General
[bookmark: OLE_LINK765][bookmark: OLE_LINK766][bookmark: OLE_LINK170][bookmark: OLE_LINK171][bookmark: OLE_LINK333][bookmark: OLE_LINK334][bookmark: OLE_LINK335]This clause describes the procedures used for Satellite S&F events information. The Satellite S&F events information comprises procedures for:
a)	S&F event subscription procedure;
b)	S&F event subscription notification procedure;
c)	S&F event unsubscription procedure; 
d)	on-demand S&F event reporting procedure; and
f)	S&F event configuration procedure.
[bookmark: _CR6_2_6_2][bookmark: _Toc209721969]6.2.6.2	S&F event subscription procedure
[bookmark: _CR6_2_6_2_1][bookmark: _CR6_2_6_2_2][bookmark: _Toc209721970]6.2.6.2.1	SNRM client HTTP procedure
Upon reception of an HTTP POST request where the Request-URI of the HTTP POST request, the SNRM-C:
a)	shall determine the identity of the sender of the received HTTP POST request and;
1)	if the identity of the sender of the received HTTP POST request is not authorized to request store-forward information, the SNRM-C shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [9] where the Request-URI of the HTTP POST request; 
b)	store the content of the <store-forward-subscription> element and shall generate an HTTP 200 (OK):
1)	shall include a Content-Type header field set to "application/ vnd.3gpp.seal-store-forward-events-info+xml"; and
2)	shall include an application/vnd.3gpp.seal-store-forward-events-info+xml MIME body and in the <seal-store-forward-events-info> root element:
i)	shall include a <store-forward-subscription> element which shall include the <subscription-id> element to identify the subscription. 
[bookmark: _CR6_3][bookmark: _Toc209721971]6.2.6.2.2	SNRM server HTTP procedure
If the subscription request is received and authorized by VAL server, the SNRM server shall generate an HTTP POST request message. In the HTTP POST request message, the SNRM server:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-C;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-store-forward-events-info+xml";
c)	shall include a Content-Type header field set to "application/ vnd.3gpp.seal-store-forward-events-info+xml";
d)	shall include an application/vnd.3gpp.seal-store-forward-events-info+xml MIME body and in the <seal-store-forward-events-info> root element:
1)	shall include a <store-forward-subscription> element which shall include:
i)		one or more <store-forward-events> element set to the requested store and forward event(s). The <store-forward-events> element:
A)	shall contain a <ue-store-forward-mode> element set to the identity of the the conditions that triggered SNRM-C sending the notification report;
B)	shall contain a <est-time> element to indicate the estimated or expected time required to deliver the data to the UE from the time data has been received in the network; and
C)	shall contain a <feedlnk-period> element to indicate the availability period when the feeder link is available; and
ii)	one or more <store-forward-trigger> element set to the identity of the conditions that triggered the SNRM-C to send the notification report; and
e)	shall send the HTTP POST request message towards the SNRM-C.
[bookmark: _Toc209721972]6.2.6.3	S&F event reporting subscription notification procedure
[bookmark: _Toc209721973]6.2.6.3.1	SNRM client HTTP procedure
If the trigger condition in the <store-forward-subscription> elemen is met, the SNRM-C shall send an HTTP PUT request. In the HTTP PUT request, the SNRM-C:
Editor's note(5GSAT_Ph3_App, CR0092): 	The details of the Request-URI is FFS.
a)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-store-forward-events-info+xml";
b)	shall include an application/vnd.3gpp.seal-store-forward-events-info+xml MIME body and in the <store-forward-events-info> root element:
1)	shall include the <store-forward-notification> element, which:
i)	a <store-forward-events> element set to the requested S&F event(s). The <store-forward-events> element:
A)	may contain a <ue-store-forward-mode> element set to the identity of the the conditions that triggered NRM client sending the notification report;
B)	may contain a <est-time> element to indicate the estimated or expected time required to deliver the data to the UE from the time data has been received in the network; and
C)	may contain a <feedlnk-period> element to indicate the availability period when the feeder link is available; and
ii)	a <store-forward-trigger> element set to the identity of the the conditions that triggered SNRM-C sending the notification report; and
iii)	may contain a <time-stamp> set to the timestamp of the notification report.
[bookmark: _Toc209721974]6.2.6.3.2	SNRM server HTTP procedure
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies the subscription resources, the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request and;
1)	if the identity of the sender of the received HTTP PUT request is not authorized, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and shall skip rest of the steps; and
2)	shall support handling an HTTP PUT request from the SNRM-C, where the HTTP PUT request message body contains the S&F notification XML document as per the application/vnd.3gpp.seal-store-forward-events-info+xml with the <store-forward-notification> element; and
b)	store the notification information included in the <store-forward-notification> element.
[bookmark: _Toc209721975]6.2.6.4	S&F event reporting unsubscription procedure
[bookmark: _Toc209721976]6.2.6.4.1	SNRM server HTTP procedure
If the unsubscription request is received and authorized by VAL server, the SNRM-S shall generate an HTTP DELETE request message. In the HTTP DELETE request message, the SNRM-S:
Editor's note(5GSAT_Ph3_App, CR0091): 	The details of the Request-URI is FFS.
a)	shall include a Request-URI set to the URI corresponding to the identity of the SNRM-C;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-store-forward-events-info+xml";
c)	shall include a Content-Type header field set to "application/ vnd.3gpp.seal-store-forward-events-info+xml";
d)	shall include an application/vnd.3gpp.seal-store-forward-events-info+xml MIME body and in the <store-forward-events-info> root element:
1)	shall include a <store-forward-subscription> element which shall include the <subscription-id> element; and
e)	shall send the HTTP DELETE  request message towards the SNRM-C.
[bookmark: _Toc209721977]6.2.6.4.2	SNRM client HTTP procedure
Upon reception of an HTTP DELETE request where the Request-URI of the HTTP DELETE request identifies the subscription resources, the SNRM-C:
a)	shall delete the subscription resources;
b)	shall stop the store-forward event reporting; and
c)	shall generate an HTTP 200 (OK) response to the received HTTP DELETE request message and shall send it towards SNRM-S.
[bookmark: _Toc209721978]6.2.6.5	On-demand S&F event reporting procedure
[bookmark: _Toc209721979]6.2.6.5.1	SNRM client HTTP procedure
In order to report the UE satellite information to the NRM server, the SNRM-C shall send an HTTP PUT request. In the HTTP PUT request, the SNRM-C:
Editor's note(5GSAT_Ph3_App, CR0094): 	The details of the Request-URI is FFS.
a)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-store-forward-events-info+xml";
b)	shall include an application/vnd.3gpp.seal-S&F-events-info+xml MIME body and in the <store-forward-events-info> root element:
1)	shall include the <store-forward-report> element, which:
i)	may contain a <UE-type> element to indicate the type of VAL UE (e.g. IOT); and
ii)	may contain a <satellite-info> element to indicate the satellite information of VAL UE, which:
A)	may contain a <satellite-id> element to indicate the serving satellite ID;
B)	may include a <rat-type> element set to the satellite RAT types corresponding to the satellite availability in the indicated geographical area;
C)	may include a <ue-store-forward-mode> element to indicate the UE is registered in S&F mode or moving from S&F mode to not registered in S&F mode;
D)	may include a <max-store-quota> element to indicate the maximum data storage quota for the VAL UE for all of services on the application layer; and
E)	may contain a <max-rentention-time> element to indicate the maximum data retention time for the VAL UE per service on the application layer.
[bookmark: _Toc209721980]6.2.6.5.2	SNRM server HTTP procedure
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies the subscription resources, the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request:
1)	if the identity of the sender of the received HTTP PUT request is not authorized to obtain S&F information, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and shall skip rest of the steps; and
2)	shall support handling an HTTP PUT request from thea SNRM-S and send an HTTP 200 (OK) messagewhere the Request-URI of the HTTP PUT request identifies an element of XML document as specified in application usage of the specific vertical application; and
b)	shall store the <store-forward-report> element.
Editor's note (WIC 5GSAT_Ph3_App, CR 0094):	The structure, XML schema and semantic are FFS related to the above procedure.)
[bookmark: _Toc209721981][bookmark: _Toc45264326][bookmark: _Toc193394140]6.2.6.5.3	SNRM client CoAP procedure
Editor's note (5GSAT_Ph3_App, CR0097):	The details of CoAP for On-demand S&F event reporting procedure is FFS.
6.2.6.5.4	SNRM server CoAP procedure
Editor's note (5GSAT_Ph3_App, CR0097):	The details of CoAP for On-demand S&F event reporting procedure is FFS.
6.2.6.6	S&F event configuration procedure
[bookmark: _Toc193394310]6.2.6.6.1	SNRM server HTTP procedure
If the SNRM-S determined to send the satellite S&F configuration request message based on the service request from VAL server, the reported UE satellite information and its pre-configuration as described in clause 21.3.2.3 of 3GPP TS 23.434 [2], the SNRM-S shall generate an HTTP PUT request message. In the HTTP PUT request message, the SNRM-S:
Editor's note (5GSAT_Ph3_App, CR0096):	The details of the Request-URI is FFS.
a)	shall include an Accept header field set to "application/vnd.3gpp.seal-store-forward-events-info+xml";
b)	shall include a Content-Type header field set to "application/ vnd.3gpp.seal-store-forward-events-info+xml";
c)	shall include an application/vnd.3gpp.seal-store-forward-events-info+xml MIME body and in the <seal-store-forward-events-info> root element:
1)	shall include a <store-forward-report> element which:
i)	shall contain a <satellite-info> element to indicate the satellite information of VAL UE, which shall include at least one of the below sub-elements:
A)	a <max-store-quota> element to indicate the maximum data storage quota for the VAL UE for all of services on the application layer; and
B)	a <max-retention-time> element to indicate the maximum data retention time for the VAL UE per service on the application layer; and
d)	shall send the HTTP PUT request message towards the SNRM-C.
[bookmark: _Toc193394311]6.2.6.6.2	SNRM client HTTP procedure
[bookmark: _Toc45264309][bookmark: _Toc34138512][bookmark: _Toc34137050][bookmark: _Toc34395092][bookmark: _Toc34138755][bookmark: _Toc34137364][bookmark: _Toc26192772][bookmark: _Toc25306449]Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT, the SNRM-C:
a)	if the SNRM-C can not handle the <store-forward-report> element successfully, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and shall skip rest of the steps;
b)	shall send an HTTP 200 (OK) message; and
c)	shall store the <store-forward-report> element.
6.2.6.6.3	SNRM server CoAP procedure
Editor's note (5GSAT_Ph3_App, CR0096):	The details of CoAP for S&F event configuration procedure is FFS.
6.2.6.6.4	SNRM client CoAP procedure
Editor's note (5GSAT_Ph3_App, CR0096):	The details of CoAP for S&F event configuration procedure is FFS.
6.3	Off-network procedures
The off-network procedures are out of scope of the present document in this release of the specification.
[bookmark: _CR7][bookmark: _Toc209721982]7	Coding
[bookmark: _CR7_1][bookmark: _Toc209721983]7.1	General
This clause specifies the coding to enable an SNRM-C and an SNRM-S to communicate.
[bookmark: _CR7_2][bookmark: _Toc209721984]7.2	Application unique ID
The AUID shall be set to the VAL service ID as specified in specific VAL service specification.
[bookmark: _CR7_3][bookmark: _Toc209721985]7.3	Structure
The network resource management document shall conform to the XML schema described in clause 7.4.
[bookmark: _CR7_3_1][bookmark: _Toc209721986]7.3.1	VALInfo document
The <seal-request-uri> element shall be the root element of the VALInfo document.
The <seal-request-uri> element shall include one of the followings:
a)	a <VAL-user-id> element may include a <VAL-client-id> element; or
b)	a <VAL-group-id> element.
[bookmark: _CR7_3_2][bookmark: _Toc209721987]7.3.2	UnicastInfo document
The <seal-unicast-info> element shall be the root element of the UnicastInfo document.
The <seal-unicast-info> element shall include one of the followings:
a)	a <request> element;
b)	a <request-result> element;
c)	a <modification> element;
d)	a <modification-result> element;
e)	an <adaptation> element; or
f)	an <adaptation-result> element.
The <request> element shall include the followings:
a)	a <requester-identity> element;
b)	an <identity> element; and
c)	an optional < requirement-info> element.
The <modification> element shall include the followings:
a)	a <requester-identity> element;
b)	an <identity> element; and
c)	a <requirement-info> element.
The <adaptation> element shall include the followings:
a)	a <requester-identity> element;
b)	an <identity> element which shall include one of the following elements:
1)	a <VAL-ue-id-list> element which shall include:
i)	one or more <VAL-ue-id> elements; and
2)	a <VAL-group-id> element; and
c)	a <requirement> element.
[bookmark: _CR7_3_3][bookmark: _Toc209721988]7.3.3	MBMSInfo document
The <seal-mbms-info> element shall be the root element of the MBMSInfo document.
The <seal-mbms-info> element shall include one of the followings:
a)	one or more <announcement> elements;
b)	an <mbms-listening-status-report> element;
c)	a <request> element;
d)	an <mbms-bearers> element;
e)	a <user-plane-delivery-mode> element;
f)	an <mbms-suspension-reporting-instruction> element; or
g)	an <mbms-suspension-report> element.
The <announcement> element shall include:
a)	a <TMGI> element;
b)	an optional <alternative-TMGI> element;
c)	an optional <QCI> element;
d)	an <mbms-service-areas> element which shall include:
1)	one or more <mbms-sa-id> elements;
e)	a <frequency> element;
f)	an <seal-mbms-sdp> element;
g)	an optional <monitoring-state> element;
h)	an optional <announcement-acknowlegement> element;
i)	an optional <unicast-status> element; and
j)	an optional <seal-mbms-rohc> element.
The <mbms-listening-status-report> element shall include:
a)	an <identity> element;
b)	a <TMGI> element;
c)	an <mbms-listening-status> element;
d)	an optional <mbms-reception-quality-level> element; and
e)	an optional <unicast-listening-status> element.
The <request> element shall include:
a)	a <requester-identity> element;
b)	a <VAL-group-id> element;
c)	a <service-anouncement-mode> element;
d)	a <QoS> element;
e)	an optional <broadcast area> element; and
f)	an <endpoint-info> element.
The <mbms-bearers> element shall include:
a)	a <result> element;
b)	an optional <TMGI> element;
c)	a <user-plane-address> element; and
d)	an optional <service-description> element.
The <user-plane-delivery-mode> element shall include:
a)	a <delivery-mode> element;
b)	an <MBMS-media-stream-id> element; and
c)	a <unicast-media-stream-id> element;
The <mbms-suspension-reporting-instruction> element shall include either the first two followings or the third following:
a)	an <identity> element;
b)	a <suspension-reporting> element; or
c)	a <suspension-reporting-client-subset> element which shall include:
1) one or more <NRM-client-id> elements.
The <mbms-suspension-report> element shall include:
a)	an <mbms-suspension-status> element;
b)	an <number-of-reported-bearers> element;
c)	one or more <suspended-TMGI> element; and
d)	an optional <other-TMGI> element.
[bookmark: _CR7_3_4][bookmark: _Toc209721989]7.3.4	NetworkQoSManagementInfo document
[bookmark: _Hlk83832521]The <seal-network-QoS-management-info> element shall be the root element of the NetworkQoSManagementInfo document.
The <seal-network-QoS-management-info> element shall include one of the followings:
a)	a <QoS-management-initiation-request> element;
b)	a <QoS-management-initiation-response> element;
c)	a <QoS-management-provision-request> element; and
d)	a <QoS-management-provision-response> element;
The <QoS-management-initiation-request> element:
a)	shall include a <VAL-ue-id> element;
b)	shall include a <VAL-ue-list> element;
1)	shall include one or more <VAL-ue-id> elements;
c)	may include <VAL-service-id> element which:
d)	may include <end-to-end-QoS-requirements> element;
e)	may include <service-area> element; and
f)	may include <validity-period> element.
The <QoS-management-initiation-response> element:
a)	shall include a <result> element; and
b)	may include a <QoS-configuration> element.
The <QoS-management-provision-request> element:
a)	shall include a <VAL-ue-id> element; and
b)	may include a <QoS-downgrade-report> element;
The <QoS-management-provision-response> element:
a)	shall include a <server-id> element; and
b)	shall include a <requested-QoS-parameters> element;
[bookmark: _CR7_3_5][bookmark: _Toc209721990]7.3.5	Application communication requirements info document
Editor's note (WIC XRM_Ph2_App, CR#0089):	There is need to check against latest stage-2 requirements and also align within the present specification.
The <seal-app-comm-info> element shall be the root element of the Application communication requirements info document.
The <seal-app-comm-info> element shall include one of the followings:
a)	a <app-connectivity-request> element;
b)	a <app-connectivity-notify> element;
c)	a <app-connectivity-context-request> element; and
d)	a <app-connectivity-context-response> element;
e)	may include a <mmeta-service-connectivity-request> element in the <anyExt> element; or
f)	may include a <mmeta-service-connectivity-response> element in the <anyExt> element;
The <app-connectivity-request> element:
a)	shall include an <source-val-ue-id> element;
b)	shall include an <source-ip-address> element;
c)	shall include an <VAL-service-id> element;
d)	shall include an <target-val-ue-id-list> element;
e)	may include an <app-service-requirements> element; or
f)	may include an <app-connectivity-context> element;
The <app-service-requirements> element may include any:
a)	a <packet-size> element;
b)	a <packet-trans-interval> element;
c)	a <packet-e2e-latency> element;
d)	a <packet-error-kpi> element; or
e)	a <bitrate> element;
The <app-connectivity-context> element may include any of the following:
a)	a <location> element;
b)	a <speed> element; or
c)	a <direction> element;
The <app-connectivity-notify> element:
a)	a <session-info> element;
b)	a <VAL-service-id> element;
c)	a <requestor-val-ue-id> element; and
d)	a <target-val-ue-id-list> element;
The <app-connectivity-context-request> element:
a)	a <requestor-val-ue-id> element;
b)	a <VAL-service-id> element; and
c)	a <VAL-specific-context> element.
The <app-connectivity-context-response> element may include and an <app-connectivity-context> element.
[bookmark: _CR7_3_6][bookmark: _Toc209721991]The <mmeta-service-connectivity-request> element:
a)	shall include a <VAL-service-id> element;
b)	shall include <session-info> element;
c)	shall include <service-area> element;
d)	may include <validity-period> element; and
e)	may include a <app-connectivity-context> element.
The <session-info> element shall include:
a)	<mmeta-session-id> element;
[bookmark: _Hlk206127760]b)	<mmeta-session-type> element; and
c)	<mmeta-qos-configuration> element; and may include
d)	<VAL-ue-id-list> element.
The <mmeta-qos-configuration> element shall include the elements below:
a)	<packet-e2e-latency> element; and
b)	<packet-trans-interval> element.
The <app-connectivity-context> sub-element that may include the sub-elements:
a)	<location> element;
b)	<speed> element; and
c)	<direction> element.
The <mmeta-service-connectivity-response> element:
a)	shall include <result> element;
b)	may include <cause> element; and
c)	may include <val-ue-dynamic-info> element.
The <val-ue-dynamic-info> element may include:
a)	<val-ue-id> element.
The <val-ue-id> element shall include
a)	<state> element.
7.3.6	SEAL MBS Usage Info document
The <seal-mbs-usage-info> element shall be the root element of the MBSInfo document.
The <seal-mbs-usage-info> element shall include one of the followings:
a)	one or more <mbs-announcement> elements;
b)	an <mbs-listening-status-report> element;
c)	an <mbs-session-join-notification> element; or
d)	a <mbs-resource-request> element;
The <mbs-announcement> element shall include:
a) a <mbs-session-id> element shall include one of the following:
1)	a <tmgi> element;
2)	a <ip4-address> element; or
3)	a <ipv6-address> element;
b)	a <mbs-session-props> element shall include:
1)	a <delivery-mode> element;
2)	an optional <mbs-service-areas> element shall include:
A)	a <mbs-service-area-id> element;
c)	an optional <mbs-listening-status-notify> element;
d)	an optional <mbs-session-join-notify> element;
e)	an optional <mbs-announcement-acknowledgement> element;
f)	a <seal-mbs-sdp> element; and
g)	an optional <mbms-announcement> element;
The <mbs-listening-status-report> element shall include:
a)	an <identity> element;
b)	a <mbs-session-props> element shall include:
1)	a <delivery-mode> element;
2)	an optional <mbs-service-areas> element shall include:
A)	a <mbs-service-area-id> element;
c)	a <mbm-listening-status> element; and
d)	an optional <mbs-reception-quality-level> element;
The <mbs-session-join-notification> element shall include:
a)	a <VAL-identities> element shall include:
1)	a <VAL-user-id> element may include a <VAL-client-id> element; or
2)	a <VAL-group-id> element.
b)	a <mbs-session-id> element shall include one of the following:
1)	a <tmgi> element;
2)	a <ip4-address> element; or
3)	a <ipv6-address> element;
c)	a <mbs-multicast-joining-status> element; and
d)	an optional <mbs-reception-quality-level> element;
The <mbs-resource-request> element shall include:
a)	a <requester-identity> element;
b)	a <VAL-group-id> element;
c)	a <service-announcement-mode> element;
d)	a <QoS> element; and
e)	an optional <mbs-service-areas> element shall include:
1)	a <mbs-service-area-id> element;
[bookmark: _Toc209721992]7.3.7	SEAL application satellite S&F events Info document
The <seal-store-forward-events-info> element shall be the root element of the SEAL Satellite S&F events Info document.
The <seal-store-forward-events-info> element shall include one of the followings:
a)	<store-forward-subscription> elements; or
b)	<store-forward-notification> element; or.
c)	<store-forward-report> element.
The <store-forward-subscription> elements:
a)	shall include <subscription-id> element;
b)	shall include one or more <store-forward-events> elements. The <store-forward-events> element
1)	shall contain a <ue-store-forward-mode> element;
2)	shall contain a <est-time> element; and
3)	shall contain a <feedlnk-period> element; and
c)	may include one or more <store-forward-trigger> elements.
The <store-forward-notification> element:
a)	shall include one or more <store-forward-events> elements. The <store-forward-events> element
1)	may contain a <ue-store-forward-mode> element;
2)	may contain a <est-time> element; and
3)	may contain a <feedlnk-period> element.
b)	may include one or more <store-forward-trigger> elements; and
c)	may contain a <time-stamp> element.
The <store-forward-report> element:
a)	may contain a <UE-type> element to indicate the type of VAL UE (e.g. IOT); and
b)	shall contain a <satellite-info> element to indicate the satellite information of VAL UE, which shall include at least one of the below sub-elements:
1)	a <satellite-id> element to indicate the serving satellite ID;
2)	a <rat-type> element set to the satellite RAT types corresponding to the satellite availability in the indicated geographical area;
3)	a <ue-store-forward-mode> element to indicate the UE is registered in S&F mode or moving from S&F mode to not registered in S&F mode;
4)	a <max-store-quota> element to indicate the maximum data storage quota for the VAL UE for all of services on the application layer; and
5)	a <max-reten-time> element to indicate the maximum data retention time for the VAL UE per service on the application layer.
Editor's note (WIC 5GSAT_Ph3_App, CR 0093):	How the <seal-store-forward-events-info> element is used to several UE is FFS.
[bookmark: _CR7_4][bookmark: _Toc209721993]7.4	XML schema
[bookmark: _CR7_4_1][bookmark: _Toc209721994]7.4.1	General
This clause defines the XML schemas for application/vnd.3gpp.seal-info+xml, application/vnd.3gpp.seal-unicast-info+xml and application/vnd.3gpp.seal-mbms-usage-info+xml.
[bookmark: _CR7_4_2][bookmark: _Toc209721995]7.4.2	XML schema for application/vnd.3gpp.seal-info+xml
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:ns:sealInfo:1.0"
xmlns:sealinfo="urn:3gpp:ns:sealInfo:1.0"
elementFormDefault="qualified"
attributeFormDefault="unqualified"
xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <!-- root XML element -->
  <xs:element name="seal-request-uri" type="sealinfo:sealinfo-Type" id="info"/>
  <xs:complexType name="sealinfo-Type">
    <xs:sequence>
      <xs:element name="VAL-user-id" type="sealinfo:contentType" minOccurs="0"/>
      <xs:element name="VAL-group-id" type="xs:string" minOccurs="0"/>
      <xs:element name="anyExt" type="sealinfo:anyExtType" minOccurs="0"/>
[bookmark: OLE_LINK52][bookmark: OLE_LINK53]      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="contentType">
    <xs:choice>
      <xs:element name="sealURI" type="xs:anyURI"/>
      <xs:element name="sealString" type="xs:string"/>
      <xs:element name="sealBoolean" type="xs:boolean"/>
      <xs:element name="anyExt" type="sealinfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax"/>
    </xs:choice>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>
[bookmark: OLE_LINK41]
[bookmark: OLE_LINK34][bookmark: OLE_LINK36]  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>

[bookmark: _CR7_4_3][bookmark: _Toc209721996]7.4.3	XML schema for application/vnd.3gpp.seal-unicast-info+xml
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:ns:sealUnicastInfo:1.0"
xmlns:sealunicast="urn:3gpp:ns:sealUnicastInfo:1.0"
elementFormDefault="qualified"
attributeFormDefault="unqualified"
xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <!-- the root element -->
  <xs:element name="seal-unicast-info" id="unicast">
    <xs:complexType>
      <xs:choice maxOccurs="unbounded">
        <xs:element name="request" type="sealunicast:requestType"/>
        <xs:element name="request-result" type="xs:string"/>
        <xs:element name="modification" type="sealunicast:modificationType"/>
        <xs:element name="modification-result" type="xs:string"/>
        <xs:element name="adaptation" type="sealunicast:adaptationType"/>
        <xs:element name="adaptation-result" type="xs:string"/>
[bookmark: OLE_LINK414][bookmark: OLE_LINK415]        <xs:element name="anyExt" type="sealunicast:anyExtType" minOccurs="0"/>
        <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      </xs:choice>
      <xs:anyAttribute namespace="##any" processContents="lax"/>
    </xs:complexType>
  </xs:element>

  <xs:complexType name="requestType">
    <xs:sequence>
      <xs:element name="requester-identity" type="xs:string"/>
      <xs:element name="identity" type="xs:string"/>
      <xs:element name="requirement-info" type="xs:string" minOccurs="0"/>
        <xs:element name="anyExt" type="sealunicast:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
    </xs:sequence>
  </xs:complexType>
[bookmark: _Hlk194986309]
  <xs:complexType name="modificationType">
    <xs:sequence>
      <xs:element name="requester-identity" type="xs:string"/>
      <xs:element name="identity" type="xs:string"/>
      <xs:element name="requirement-info" type="xs:string"/>
        <xs:element name="anyExt" type="sealunicast:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="adaptationType">
    <xs:sequence>
      <xs:element name="requester-identity" type="xs:string"/>
      <xs:element name="identity" type="xs:string"/>
      <xs:element name="requirement-info" type="xs:string"/>
        <xs:element name="anyExt" type="sealunicast:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>
[bookmark: _CR7_4_4][bookmark: _Toc209721997]7.4.4	XML schema for application/vnd.3gpp.seal-mbms-usage-info+xml
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:ns:sealMbmsInfo:1.0"
xmlns:sealmbms="urn:3gpp:ns:sealMbmsInfo:1.0"
elementFormDefault="qualified"
attributeFormDefault="unqualified"
xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <!-- the root element -->
  <xs:element name="seal-mbms-usage-info" type="sealmbms:seal-mbms-usage-info-Type" id="mbms"/>
  <xs:complexType name="seal-mbms-usage-info-Type">
    <xs:sequence>
      <xs:element name="mbms-listening-status-report" type="sealmbms:mbms-listening-status-reportType" 
      minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="mbms-suspension-report" type="sealmbms:mbms-suspension-reportType" 
      minOccurs="0"/>
      <xs:element name="announcement" type="sealmbms:announcementTypeParams" minOccurs="0"/>
      <xs:element name="user-plane-delivery-mode" type="sealmbms:user-plane-delivery-modeType" minOccurs="0"/>
      <xs:element name="mbms-suspension-reporting-instruction" type="sealmbms:mbms-suspension-reporting-instructionType" minOccurs="0"/>
      <xs:element name="request" type="sealmbms:requestType" minOccurs="0"/>
      <xs:element name="version" type="xs:integer"/>
      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
     <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="mbms-listening-status-reportType">
    <xs:sequence>
      <xs:element name="identity" type="xs:string"/>
      <xs:element name="TMGI" type="xs:hexBinary" maxOccurs="unbounded"/>
      <xs:element name="mbms-listening-status" type="xs:string"/>
      <xs:element name="mbms-reception-quality-level" type="xs:integer"/>
      <xs:element name="unicast-listening-status" type="xs:string"/>
      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="mbms-suspension-reportType">
    <xs:sequence>
      <xs:element name="mbms-suspension-status" type="xs:string" minOccurs="0" maxOccurs="1"/>
      <xs:element name="number-of-reported-bearers" type="xs:integer" minOccurs="0" maxOccurs="1"/>
      <xs:element name="suspended-TMGI" type="xs:hexBinary" minOccurs="0"/>
      <xs:element name="other-TMGI" type="xs:hexBinary" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="announcementTypeParams">
    <xs:sequence>
      <xs:element name="TMGI" type="xs:hexBinary" minOccurs="1"/>
      <xs:element name="alternative-TMGI" type="xs:hexBinary" minOccurs="0"/>
      <xs:element name="QCI" type="xs:integer" minOccurs="0"/>
      <xs:element name="frequency" type="xs:unsignedLong" minOccurs="0"/>
      <xs:element name="mbms-service-areas" type="sealmbms:mbms-service-areasType" minOccurs="0"/>
     <xs:element name="seal-mbms-sdp" type="xs:string"/>
     <xs:element name="monitoring-state" type="xs:string" minOccurs="0"/>
      <xs:element name="announcement-acknowlegement" minOccurs="0"/>
      <xs:element name="unicast-status" type="xs:string" minOccurs="0"/>
      <xs:element name="seal-mbms-rohc" minOccurs="0"/>
      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="mbms-service-areasType">
    <xs:sequence>
      <xs:element name="mbms-service-area-id" type="xs:hexBinary"
      minOccurs="1" maxOccurs="unbounded"/>
[bookmark: OLE_LINK423][bookmark: OLE_LINK424][bookmark: OLE_LINK425][bookmark: OLE_LINK426]      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
   </xs:sequence>
    <xs:anyAttribute/>
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  </xs:complexType>

  <xs:complexType name="user-plane-delivery-modeType">
    <xs:sequence>
      <xs:element name="delivery-mode" type="xs:string" minOccurs="1"/>
      <xs:element name="MBMS-media-stream-id" type="xs:string" minOccurs="1"/>
      <xs:element name="unicast-media-stream-id" type="xs:string" minOccurs="0"/>
      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="mbms-suspension-reporting-instructionType">
    <xs:sequence>
      <xs:element name="suspension-reporting" type="xs:string" minOccurs="1"/>
      <xs:element name="suspension-reporting-client-subset" type="sealmbms:suspension-reporting-client-subsetType" minOccurs="1"/>
     <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
     <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
     <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="suspension-reporting-client-subsetType">
    <xs:sequence>
      <xs:element name="NRM-client-id" type="xs:string" minOccurs="1" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>
 
 <xs:complexType name="requestType">
    <xs:sequence>
      <xs:element name="requester-identity" type="xs:string"/>
      <xs:element name="identity" type="xs:string"/>
      <xs:element name="requirement-info" type="xs:string" minOccurs="0"/>
     <xs:element name="anyExt" type="sealmbms:anyExtType" minOccurs="0"/>
     <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>
[bookmark: _CR7_4_5][bookmark: _Toc209721998]7.4.5	XML schema for application/vnd.3gpp.seal-network-QoS-management-info+xml
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:ns:seal NetworkQoSManagementInfo:1.0"
xmlns:sealNetworkQoSManagement="urn:3gpp:ns:seal NetworkQoSManagementInfo:1.0"
elementFormDefault="qualified"
attributeFormDefault="unqualified"
xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <!-- the root element -->
  <xs:element name="seal-network-QoS-management-info" id="NetworkQoSManagement">
  <xs:complexType>
    <xs:choice maxOccurs="unbounded">
      <xs:element name="QoS-management-initiation-request" type="sealNetworkQoSManagement:QoS-management-initiation-requestType"/>
      <xs:element name="QoS-management-initiation-response" type="sealNetworkQoSManagement:QoS-management-initiation-responseType"/>
      <xs:element name="QoS-management-provision-request" type="sealNetworkQoSManagement:QoS-management-provision-requestType"/>
      <xs:element name="QoS-management-provision-response" type="sealNetworkQoSManagement:QoS-management-provision-responseType"/>
      <xs:element name="anyExt" type="sealNetworkQoSManagement:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:choice>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>
  </xs:element>
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 <xs:complexType name="QoS-management-initiation-requestType">
    <xs:sequence>
      <xs:element name="VAL-ue-id" type="xs:string"/>
      <xs:element name="VAL-ue-list" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string" minOccurs="0"/>
      <xs:element name="end-to-end-QoS-requirements" type="xs:string" minOccurs="0"/>
      <xs:element name="service-area" type="xs:string" minOccurs="0"/>
      <xs:element name="validity-period" type="xs:string" minOccurs="0"/>
      <xs:element name="anyExt" type="sealNetworkQoSManagement:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
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  </xs:complexType>

  <xs:complexType name="QoS-management-initiation-responseType">
    <xs:sequence>
       <xs:element name="result" type="xs:string"/>
       <xs:element name="QoS-configuration" type="xs:string" minOccurs="0"/>
      <xs:element name="anyExt" type="sealNetworkQoSManagement:anyExtType" minOccurs="0"/>
       <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="QoS-management-provision-requestType">
    <xs:sequence>
       <xs:element name="VAL-ue-id" type="xs:string"/>
       <xs:element name="QoS-downgrade-report" type="xs:string" minOccurs="0"/>
       <xs:element name="anyExt" type="sealNetworkQoSManagement:anyExtType" minOccurs="0"/>
       <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="QoS-management-provision-responseType">
    <xs:sequence>
      <xs:element name="server-id" type="xs:string"/>
      <xs:element name="requested-QoS-parameters" type="xs:string"/>
      <xs:element name="anyExt" type="sealNetworkQoSManagement:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>
[bookmark: _CR7_4_6][bookmark: _Toc209721999]7.4.6	XML schema for application/vnd.3gpp.seal-app-comm-requirements-info+xml
Editor's note (WIC XRM_Ph2_App, CR#0089):	There is need to check against latest stage-2 requirements and also align within the present specification.
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:3gpp:ns:sealAppCommunicationInfo:1.0" xmlns:sealappcomminfo="urn:3gpp:ns:sealAppCommunicationInfo:1.0" xmlns:sealloc="urn:3gpp:ns:sealLocationInfo:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <!-- the sealloc.xsd shall be referenced from 3GPP TS 24.545 -->
  <xs:import namespace="urn:3gpp:ns:sealLocationInfo:1.0" schemaLocation="sealloc.xsd"/>
  <!-- the root element -->
  <xs:element name="seal-app-comm-info" type="sealappcomminfo:seal-app-comm-info-Type" id="mbs"/>
  <xs:complexType name="seal-app-comm-info-Type">
    <xs:sequence>
      <xs:element name="app-connectivity-request" type="sealappcomminfo:app-connectivity-requestType" minOccurs="0"/>
      <xs:element name="app-connectivity-notify" type="sealappcomminfo:app-connectivity-notifyType" minOccurs="0"/>
      <xs:element name="app-connectivity-context-request" type="sealappcomminfo:app-connectivity-context-requestType" minOccurs="0"/>
      <xs:element name="app-connectivity-context-response" type="sealappcomminfo:app-connectivity-context-responseType" minOccurs="0"/>
      <xs:element name="version" type="xs:integer"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--app-connectivity-reqType-->
  <xs:complexType name="app-connectivity-requestType">
    <xs:sequence>
      <xs:element name="source-val-ue-id" type="xs:string"/>
      <xs:element name="source-ip-address" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="target-val-ue-id-list" type="sealappcomminfo:VAL-ue-id-listType"/>
      <xs:element name="app-service-requirements" type="sealappcomminfo:app-service-requirementsType" minOccurs="0"/>
      <xs:element name="app-connectivity-context" type="sealappcomminfo:app-connectivity-contextType" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--VAL-ue-id-listType-->
  <xs:complexType name="VAL-ue-id-listType">
    <xs:sequence>
      <xs:element name="VAL-ue-id" type="xs:string"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--app-service-requirementsType-->
  <xs:complexType name="app-service-requirementsType">
    <xs:sequence>
      <xs:element name="packet-size" type="xs:integer" minOccurs="0"/>
      <xs:element name="packet-trans-interval" type="xs:integer" minOccurs="0"/>
      <xs:element name="packet-e2e-latency" type="xs:integer" minOccurs="0"/>
      <xs:element name="packet-error-kpi" type="xs:string" minOccurs="0"/>
      <xs:element name="bitrate" type="xs:integer" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--app-connectivity-contextType-->
  <xs:complexType name="app-connectivity-contextType">
    <xs:sequence>
      <xs:element name="location" type="sealloc:tPointCoordinate" minOccurs="0"/>
      <xs:element name="speed" type="xs:integer" minOccurs="0"/>
      <xs:element name="direction" type="xs:string" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--app-connectivity-notifyType-->
  <xs:complexType name="app-connectivity-notifyType">
    <xs:sequence>
      <xs:element name="session-info" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="requestor-val-ue-id" type="xs:string"/>
      <xs:element name="target-val-ue-id-list" type="sealappcomminfo:VAL-ue-id-listType"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
     <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--app-connectivity-context-reqType-->
  <xs:complexType name="app-connectivity-context-requestType">
    <xs:sequence>
      <xs:element name="requestor-val-ue-id" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="VAL-specific-context" type="xs:string"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--app-connectivity-context-responseType-->
  <xs:complexType name="app-connectivity-context-responseType">
    <xs:sequence>
      <xs:element name="app-connectivity-context" type="sealappcomminfo:app-connectivity-contextType" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- The following elements are added for extensibility and to be placed in the anyExt element of seal-app-comm-info-Type-->
<xs:element name="mmeta-service-connectivity-request" type="sealappcomminfo:mmeta-service-connectivity-requestType"/>
  <xs:element name="mmeta-service-connectivity-response" type="sealappcomminfo:mmeta-service-connectivity-responseType"/>

<!-- mmeta-service-connectivity-requestType-->
  <xs:complexType name="mmeta-service-connectivity-requestType">
    <xs:sequence>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="session-info" type="sealappcomminfo:session-info-Type"/>
      <xs:element name="service-area" type="sealappcomminfo:service-area-Type"/>
      <xs:element name="validity-period" type="xs:string" minOccurs="0"/>
      <xs:element name="app-connectivity-context" type="sealappcomminfo:app-connectivity-context-Type" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>	

<!-- session-info-Type -->
  <xs:complexType name="session-info-Type">
    <xs:sequence>
       <xs:element name="mmeta-session-id" type="xs:string"/>
       <xs:element name="mmeta-session-type" type="sealappcomminfo:mmetaSessionTypeType"/>
       <xs:element name="mmeta-qos-configuration" type="sealappcomminfo:mmeta-qos-configuration-Type">
       <xs:element name="VAL-ue-id-list" type="sealappcomminfo:tIDsListType" minOccurs="0"/>
     <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
     <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- mmetaSessionTypeType--> 
  <xs:simpleType name="mmetaSessionTypeType">
    <xs:restriction base="xs:string">
      <xs:enumeration value="ue-to-network"/>
      <xs:enumeration value="ue-to-ue"/>
    </xs:restriction>
  </xs:simpleType>

<!-- mmeta-qos-configuration-Type-->
  <xs:complexType name="mmeta-qos-configuration-Type">
    <xs:sequence>
      <xs:sequence>
        <xs:element name="packet-e2e-latency" type="xs:positiveInteger"/>
        <xs:element name="packet-trans-interval" type="xs:positiveInteger"/>
      </xs:sequence>
      <xs:sequence>
        <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
        <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      </xs:sequence>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- tIDsListType-->
  <xs:complexType name="tIDsListType">
    <xs:choice maxOccurs="unbounded">
      <xs:element name="VAL-user-id" type="sealappcomminfo:contentType" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:choice>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- contentType-->
  <xs:complexType name="contentType">
    <xs:choice>
      <xs:element name="sealURI" type="xs:anyURI"/>
      <xs:element name="sealString" type="xs:string"/>
      <xs:element name="sealBoolean" type="xs:boolean"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax"/>
    </xs:choice>
  </xs:complexType>

<!-- service-area-Type --->
  <xs:complexType name="service-area-Type">
    <xs:sequence>
      <xs:element name="t-location" type ="sealappcomminfo:tLocationType"
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- tLocationType-->
  <xs:complexType name="tLocationType">
    <xs:choice minOccurs="1" maxOccurs="1">
      <xs:element name="Ncgi" type="sealappcomminfo:tNcgi" minOccurs="0"/>
      <xs:element name="SaId" type="sealappcomminfo:tMbmsSaIdentity" minOccurs="0"/>
      <xs:element name="MbsfnAreaId" type="sealappcomminfo:tMbsfnAreaIdentity" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax"/>
    </xs:choice>
    <xs:attribute name="type" type="sealappcomminfo:protectionType"/>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- tNcgi-->
  <xs:simpleType name="tNcgi">
    <xs:restriction base="xs:string">
      <xs:pattern value="\d{3}\d{3}[0-1]{28}"/>
    </xs:restriction>
  </xs:simpleType>

<!—tMbmsSaIdentityFormat-->
  <xs:simpleType name="tMbmsSaIdentityFormat">
    <xs:restriction base="xs:integer">
      <xs:minInclusive value="0"/>
      <xs:maxInclusive value="65535"/>
    </xs:restriction>
  </xs:simpleType>

<!—tMbmsSaIdentity-->
  <xs:complexType name="tMbmsSaIdentity">
    <xs:simpleContent>
      <xs:extension base="sealappcomminfo:tMbmsSaIdentityFormat">
        <xs:attribute name="trigger-id" type="xs:string" use="required"/>
      </xs:extension>
    </xs:simpleContent>
  </xs:complexType>

<!-- tMbsfnAreaIdentityFormat-->
  <xs:simpleType name="tMbsfnAreaIdentityFormat">
    <xs:restriction base="xs:integer">
      <xs:minInclusive value="0"/>
      <xs:maxInclusive value="255"/>
    </xs:restriction>
  </xs:simpleType>

<!-- tMbsfnAreaIdentity-->
  <xs:complexType name="tMbsfnAreaIdentity">
    <xs:simpleContent>
      <xs:extension base="sealappcomminfo:tMbsfnAreaIdentityFormat">
        <xs:attribute name="trigger-id" type="xs:string" use="required"/>
      </xs:extension>
    </xs:simpleContent>
  </xs:complexType>

<!-- protectionType-->
  <xs:simpleType name="protectionType">
    <xs:restriction base="xs:string">
      <xs:enumeration value="Normal"/>
      <xs:enumeration value="Encrypted"/>
    </xs:restriction>
  </xs:simpleType>

<!--app-connectivity-context-Type -->
  <xs:complexType name="app-connectivity-context-Type">
    <xs:sequence>
      <xs:element name="location" type="xs:integer" minOccurs="0"/>
      <xs:element name="speed" type="xs:integer" minOccurs="0"/>
      <xs:element name="direction" type="xs:integer" minOccurs="0"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- mmeta-service-connectivity-responseType-->
  <xs:complexType name="mmeta-service-connectivity-responseType">
    <xs:sequence>
      <xs:element name="result" type="sealappcomminfo:result-Type"/>
      <xs:element name="cause" type="xs:string"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
   </xs:complexType>

<!-- result-Type-->
  <xs:simpleType name="result-Type">
    <xs:restriction base="xs:string">
      <xs:enumeration value="success"/>
      <xs:enumeration value="failure"/>
    </xs:restriction>
  </xs:simpleType>

<!-- The following elements are added for extensibility and to be placed in the anyExt element of  mmeta-service-connectivity-responseType -->
<xs:element name="val-ue-dynamic-info" type="sealappcomminfo: val-ue-dynamic-info-Type"/>

<!--val-ue-dynamic-info-Type -->
  <xs:complexType name="val-ue-dynamic-info-Type">
    <xs:sequence>
      <xs:element name="val-ue-id" type="xs:string"/>
      <xs:element state="state" type="sealappcomminfo:state-Type"/>
      <xs:element name="anyExt" type="sealappcomminfo:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

<!-- state-Type-->
  <xs:simpleType name="state-Type">
    <xs:restriction base="xs:string">
      <xs:enumeration value="disconnected"/>
      <xs:enumeration value="weakly-connected"/>
      <xs:enumeration value="strongly-connected"/>
    </xs:restriction>
  </xs:simpleType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>
[bookmark: _CR7_4_7][bookmark: _Toc209722000]7.4.7	XML schema for application/vnd.3gpp.seal-mbs-usage-info+xml
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3gpp:ns:sealMbsInfo:1.0"
xmlns:sealmbs="urn:3gpp:ns:sealMbsInfo:1.0"
xmlns:sealmbms="urn:3gpp:ns:sealMbmsInfo:1.0"
xmlns:sealinfo="urn:3gpp:ns:sealInfo:1.0"
elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <xs:import namespace="urn:3gpp:ns:sealMbmsInfo:1.0" schemaLocation="sealMbmsInfo.xsd"/>
  <xs:import namespace="urn:3gpp:ns:sealInfo:1.0" schemaLocation="sealInfo.xsd"/>

  <!-- the root element -->
  <xs:element name="seal-mbs-usage-info" type="sealmbs:seal-mbs-usage-info-Type" id="mbs"/>
  <!--SEAL-MBS-USAGE-INFO-->
  <xs:complexType name="seal-mbs-usage-info-Type">
    <xs:sequence>
      <xs:element name="mbs-announcement" type="sealmbs:mbs-announcementTypeParams" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="mbs-listening-status-report" type="sealmbs:mbs-listening-status-reportType" minOccurs="0"/>
      <xs:element name="mbs-session-join-notification" type="sealmbs:mbs-session-join-notificationType" minOccurs="0"/>
      <xs:element name="mbs-resource-request" type="sealmbs:mbs-resource-requestType" minOccurs="0"/>
      <xs:element name="version" type="xs:integer"/>
      <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--MBS Announcement Information-->
  <xs:complexType name="mbs-announcementTypeParams">
    <xs:sequence>
      <xs:element name="mbs-session-id" type="sealmbs:mbsSessionIdType"/>
      <xs:element name="mbs-session-props" type="sealmbs:mbsSessionPropsType"/>
      <xs:element name="mbs-listening-status-notify" minOccurs="0"/>
      <xs:element name="mbs-session-join-notify" minOccurs="0"/>
      <xs:element name="mbs-announcement-acknowledgement" minOccurs="0"/>
      <xs:element name="seal-mbs-sdp" type="xs:string"/>
      <xs:element name="mbms-announcement" type="sealmbms:announcementTypeParams" minOccurs="0"/>
      <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--MBS Session Properties-->
  <xs:complexType name="mbs-session-propsType">
    <xs:sequence>
      <xs:element name="delivery-mode" type="xs:string"/>
      <xs:element name="mbs-service-areas" type="sealmbs:mbs-service-areasType" minOccurs="0"/>
      <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--MBS Service Area-->
  <xs:complexType name="mbs-service-areasType">
    <xs:sequence>
      <xs:element name="mbs-service-area-id" type="xs:hexBinary" minOccurs="1" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--MBS Listening Status-->
  <xs:complexType name="mbs-listening-status-reportType">
    <xs:sequence>
      <xs:element name="identity" type="xs:string"/>
      <xs:element name="mbs-session-props" type="sealmbs:mbs-session-propsType"/>
      <xs:element name="mbs-listening-status" type="xs:string"/>
      <xs:element name="mbs-reception-quality-level" type="xs:integer"/>
      <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--MBS Session Join Notification-->
  <xs:complexType name="mbs-session-join-notificationType">
    <xs:sequence>
      <xs:element name="VAL-identities" type="sealinfo:sealinfo-Type"/>
      <xs:element name="mbs-session-id" type="sealmbs:mbsSessionIdType"/>
      <xs:element name="mbs-multicast-joining-status" type="xs:string"/>
      <xs:element name="mbs-reception-quality-level" type="xs:integer" minOccurs="0"/>
       <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!--MBS Resource Request-->
  <xs:complexType name="mbs-resource-requestType">
    <xs:sequence>
      <xs:element name="requester-identity" type="xs:string"/>
      <xs:element name="VAL-group-id" type="xs:string"/>
      <xs:element name="service-anouncement-mode" type="xs:string"/>
      <xs:element name="QoS" type="xs:string"/>
      <xs:element name="mbs-service-areas" type="sealmbs:mbs-service-areasType" minOccurs="0"/>
      <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="mbsSessionIdType">
    <xs:sequence>
       <xs:element name="tmgi" type="xs:hexBinary"/>
       <xs:element name="ipv4Address" type="sealmbs:Ipv4Type"/>
       <xs:element name="ipv6Address" type="sealmbs:Ipv6Type"/>
       <xs:element name="anyExt" type="sealmbs:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!—IPv4 address in dotted-decimal string -->
<xs:simplexType name="Ipv4Type">
    <xs:restriction base="xs:string">
      <xs:pattern value="((25[0-5]|2[0-4]\d|1\d\d|[1-9]?\d)\.){3}(25[0-5]|2[0-4]\d|1\d\d|[1-9]?\d)"/>
    </xs:restriction>
  </xs:simpleType>

  <!--IPv6 address in full‐form colon-hex string (no compression)-->
  <xs:simpleType name="Ipv6Type">
    <xs:restriction base="xs:string">
    <xs:pattern value="([0-9A-Fa-f]{1,4}:){7}[0-9A-Fa-f]{1,4}"/>  </xs:simpleType>
  </xs:simpleType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>

[bookmark: _Toc209722001]7.4.8	XML schema for application/vnd.3gpp.seal-store-forward-events-info+xml
Editor's note (5GSAT_Ph3_App, CR0097): 	The format of the  <max-store-quota> element is FFS.
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:ns:seal-store-forwardeventsInfo:1.0"
xmlns:sealSFevents="urn:3gpp:ns:seal-store-forwardeventsInfo:1.0"
elementFormDefault="qualified"
attributeFormDefault="unqualified"
xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <!-- the root element -->
  <xs:element name="seal-store-forward-events-info" id="SFevents">
    <xs:complexType>
      <xs:choice maxOccurs="unbounded">
        <xs:element name="store-forward-subscription" type="sealSFevents:SFSubscriptionType"/>
        <xs:element name="store-forward-notification" type="sealSFevents:SFNotificationType"/>
        <xs:element name="store-forward-report" type="sealSFevents:SFReportType"/>
        <xs:element name="anyExt" type="sealSFevents:anyExtType" minOccurs="0"/>
        <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      </xs:choice>
      <xs:anyAttribute namespace="##any" processContents="lax"/>
    </xs:complexType>
  </xs:element>

  <xs:complexType name="SFSubscriptionType">
    <xs:sequence>
      <xs:element name="subscription-id" type="xs:string"/>
      <xs:element name="store-forward-events" type="sealSFevents:SFEventsType"/>
      <xs:element name="store-forward-trigger" type="xs:string"/>
      <xs:element name="anyExt" type="sealSFevents:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
</xs:sequence>
<xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>


  <xs:complexType name="SFEventsType">
    <xs:sequence>
      <xs:element name="ue-store-forward-mode" type="xs:string"/>
      <xs:element name="est-time" type="xs:positiveInteger"/>
      <xs:element name="feedlnk-period" type="xs:positiveInteger"/>
      <xs:element name="anyExt" type="sealSFevents:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>


  <xs:complexType name="SFNotificationType">
    <xs:sequence>
      <xs:element name="store-forward-events" type="sealSFevents:SFEventsType"/>
      <xs:element name="store-forward-trigger" type="xs:string"/>
      <xs:element name="time-stamp" type="xs:string"/>
      <xs:element name="anyExt" type="sealSFevents:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="SFReportType">
    <xs:sequence>
      <xs:element name="UE-type" type="xs:string" minOccurs="0"/>
      <xs:element name="satellite-info" type="sealSFevents:SATInfoType" minOccurs="0"/>
      <xs:element name="anyExt" type="sealSFevents:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="SATInfoType">
    <xs:sequence>
      <xs:element name="satellite-id" type="xs:string" minOccurs="0"/>
      <xs:element name="rat-type" type="xs:string" minOccurs="0"/>
      <xs:element name="ue-store-forward-mode" type="xs:string" minOccurs="0"/>
      <xs:element name="max-store-quota" type="sealSFevents:SFMaxStoreQuotaType" minOccurs="0"/>
      <xs:element name="max-reten-time" type="xs:positiveInteger" minOccurs="0"/>
      <xs:element name="anyExt" type="sealSFevents:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>

</xs:schema>

[bookmark: _CR7_5][bookmark: _Toc209722002]7.5	Data semantics
[bookmark: _CR7_5_1][bookmark: _Toc209722003]7.5.1	VALInfo document
The <seal-request-uri> element is the root element of the XML document. The < seal-request-uri> element contains one of following sub-elements:
a)	<VAL-user-id>, an element contains the identity of the VAL user. This element contains an optional <VAL-client-id> attribute that contains the identity of the VAL client; or
b)	<VAL-group-id>, an element contains the group identity of a set of VAL users or VAL clients according to the VAL service.
The recipient of the XML ignores any unknown element and any unknown attribute.
[bookmark: _CR7_5_2][bookmark: _Toc209722004]7.5.2	UnicastInfo document
The recipient of the XML ignores any unknown element and any unknown attribute.
The <seal-unicast-info> element is the root element of the XML document. The <seal-unicast-info> element contains a <request> or <request-result> element.
<request> is an optional element used to include the unicast resource management requested information. The <request> element contains the following sub-elements:
a)	<requester-identity>, an element contains the identity of the VAL server performing the request;
b)	<identity>, an element contains the identity of the VAL user or VAL UE; and
c)	<requirement-info>, an optional element contains the requested unicast resource information.
<request-result> contains a string set to either "success" or "failure" used to indicate success or failure of the resource request operation ".
<modification> contains the following sub-elements:
a)	<requester-identity>, an element contains the identity of the VAL server performing the request;
b)	<identity>, an element contains the identity of the VAL user or VAL UE; and
c)	<requirement-info>, an element contains the modified unicast resource information.
<modification-result> contains a string set to either "success" or "failure" used to indicate success or failure of the resource modification request operation.
<adaptation> contains the following sub-elements:
a)	<requester-identity>, an element contains the identity of the VAL server performing the request;
b)	<identity>, an element contains one of the following elements:
1)	<VAL-ue-id-list>, an element contains one or more <VAL-ue-id> elements. Each <VAL-ue-id> element contains the identity of the VAL UE for whom the network resource adaptation occurs; and
2)	<VAL-group-id>, an element contains the identity of the VAL group for whom the network resource adaptation occurs; and
c)	<requirement>, an element contains VAL service QoS requirements as applied for the corresponding VAL UEs or group of UEs.
<adaptation-result> contains a string set to either "success" or "failure" used to indicate success or failure of the network resource adaptation with the underlying network.
[bookmark: _CR7_5_3][bookmark: _Toc209722005]7.5.3	MBMSInfo document
The recipient of the XML ignores any unknown element and any unknown attribute.
The <seal-mbms-info> element is the root element of the XML document. The <seal-mbms-info> element contains one or more <announcement> subelements, the <mbms-listening-status-report> subelement, the <request> subelement, the <mbms-bearers> subelement, the <user-plane-delivery-mode> subelement, the <mbms-suspension-reporting-instruction> subelement and the <mbms-suspension-report> subelement.
<announcement> element contains the following sub-elements:
a)	<TMGI>, an element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [5] clause 10.5.6.13 excluding the Temporary mobile group identity IEI and the Length of temporary mobile group identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [5] clause 10.5.6.13);
b)	<alternative-TMGI>, an optional element contains a list of additional alternative TMGI used in roaming scenarios;
c)	<QCI>, an optional element contains the QCI information used by the ProSe UE-Network Relay to determine the ProSe Per-Packet Priority value to be applied for the multicast packets relayed to Remote UE over PC5. QCI values are defined in 3GPP TS 23.203 [4];
d)	<mbms-service-areas>, an element contains a list of MBMS service area IDs for the applicable MBMS broadcast area as specified in 3GPP TS 23.003 [3] for service area identifier (SAI), and with the encoding as specified in 3GPP TS 29.061 [11] for the MBMS-Service-Area AVP;
e)	<frequency>, an optional element contains identification of frequency in case of multi carrier support. The <frequency> element is coded as specified in 3GPP TS 29.468 [13];
f)	<seal-mbms-sdp>, an element contains SDP with media and application control information applicable to groups that can use this bearer;
g)	<monitoring-state>, an optional element contains a string used to control if the client is actively monitoring the MBMS bearer quality or not:
-	The value "monitor" indicates that the SNRM-C shall monitor the MBMS bearer quality; and
-	The value "not-monitor" indicates that the SNRM-C shall not monitor the MBMS bearer quality;
h)	<announcement-acknowlegement>, presence of the <announcement-acknowlegement> element indicates the NRM server requires an acknowledgement of the MBMS bearer announcement;
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]i)	<unicast-status>, presence of the <unicast-status> element indicates the listening status of the unicast bearer is requested; and
j)	<seal-mbms-rohc>, presence of the <seal-mbms-rohc> element indicates that the flows delivered by the announced MBMS bearer are header compressed with ROHC as specified in IETF RFC 5795 [20] and IETF RFC 3095 [16].
<mbms-listening-status-report> element contains the following sub-elements:
a)	<identity>, an element contains the identity of the VAL user or VAL UE who wants to report the MBMS listening status;
b)	<TMGI>, an element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [5] clause 10.5.6.13 excluding the Temporary mobile group identity IEI and the Length of temporary mobile group identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [5] clause 10.5.6.13);
c)	<mbms-listening-status>, an element contains a string "listening" or "not-listening" used to indicate the MBMS listening status per TMGI;
d)	<mbms-reception-quality-level>, an optional element contains an integer used to indicate the reception quality level per TMGI; and
e)	<unicast-listening-status>, an optional element contains a string "listening" or "not-listening" used to indicate the unicast listening status.
<request> is an element used to include the multicast resource management requested information. The <request> element contains the following sub-elements:
a)	<requester-identity>, an element contains the identity of the VAL server performing the request;
b)	<VAL-group-id>, an element contains the identity of the VAL group that the MBMS bearer is requested for;
c)	<service-anouncement-mode>, an element contains a string used to indicate whether the request is sent by NRM server or by the VAL server:
-	The value "NRM-S" indicates the request is sent by NRM server;
-	The value "VAL-server" indicates the request is sent by the VAL server;
d)	<QoS>, an element contains the requested QoS information for the bearer;
e)	<broadcast-area>, an optional element specifying the serving MBMS service area id where the MBMS bearer is requested for; and
f)	<endpoint-info>, an element contains the information of the endpoint of the VAL server to which the user plane notifications have to be sent.
<mbms-bearers> element contains the following sub-elements:
a)	<result>, an element contains a string either "success" or "failure" indicating success or failure of the MBMS bearers request operation;
b)	<TMGI>, an optional element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [5] clause 10.5.6.13 excluding the Temporary Mobile Group Identity IEI and Length of Temporary Mobile Group Identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [5] clause 10.5.6.13);
c)	<user-plane-address>, an element contains the BM-SC user plane IP address and port; and
d)	<service-description>, an optional element contains the MBMS bearer related configuration information as defined in 3GPP TS 26.346 [10];
<user-plane-delivery-mode> element contains the following sub-elements:
a)	<delivery-mode>, an element contains a string used to indicate whether to deliver the user data to the UE(s) via unicast mode or multicast mode:
-	The value "unicast" indicates to deliver the user data to the UE(s) via unicast mode;
-	The value "multicast" indicates to deliver the user data to the UE(s) via multicast mode;
b)	<MBMS-media-stream-id>, an element set to the MBMS media stream ID indicating the MBMS media stream to be used to deliver the media currently over unicast, or the MBMS media stream currently being used; and
c)	one or more <unicast-media-stream-id> element(s), each element set to the unicast media stream ID indicating the unicast media stream to be used to deliver the media currently over multicast, or the unicast to be stopped and switched to multicast.
<mbms-suspension-reporting-instruction> contains the following sub-elements:
a)	<identity>, an element contains the identity of the VAL user or VAL UE that reports MBMS suspension in case of a unicast bearer is used for MBMS suspension reporting;
b)	<suspension-reporting>, an element contains a string used to enable or disable the suspension reporting for the SNRM-C in case of a unicast bearer is used for MBMS suspension reporting:
-	The value "enable" indicates to enable the suspension reporting;
-	The value "disable" indicates to disable the suspension reporting; and
c)	<suspension-reporting-client-subset>, an element contains one or more <NRM-client-id> child elements set to the identities of the NRM clients that shall report MBMS suspension in case of a multicast bearer is used for MBMS suspension reporting;
<mbms-suspension-report> element contains the following sub-elements:
a)	<mbms-suspension-status>, an element contains a string used to indicate the MBMS bearers intended suspension status:
-	The value "suspending" indicates that the RAN has decided to suspend the referenced MBMS bearer(s) at the beginning of the next MCCH modification period;
-	The value "not-suspending" indicates that the RAN has decided to revoke its decision to suspend the referenced MBMS bearer(s) before the beginning of the next MCCH modification period;
b)	<number-of-reported-bearers>, an element contains a hex binary number denoting the total number of occurrences of the <suspended-TMGI> and <other-TMGI> elements reported as part of the MBMS bearer suspension status;
c)	<suspended-TMGI>, an element contains a TMGI that is being reported as about to be suspended or as no longer about to be suspended; and
d)	<other-TMGI>, an element contains a TMGI that is not being reported as about to be suspended or as no longer about to be suspended, but which shares the same MCH with MBMS bearers reported in the <suspended-TMGI> elements;
a)	shall include a <VAL-ue-id> element; and
b)	may include a <QoS-downgrade-report> element;
The <QoS-management-provision-response> element:
a)	shall include a <server-id> element; and
b)	shall include a <requested-QoS-parameters> element;
[bookmark: _CR7_5_4][bookmark: _Toc209722006]7.5.4	NetworkQoSManagementInfo document
The recipient of the XML ignores any unknown element and any unknown attribute.
The <seal-network-QoS-management-info> element is the root element of the XML document. The <seal-network-QoS-management-info> element contains a <QoS-management-initiation-request> element, a <QoS-management-initiation-response> element, a <QoS-management-provision-request> element or a <QoS-management-provision-response> element.
A <QoS-management-initiation-request> element is used to request for initiation of the network assisted QoS management. The <QoS-management-initiation-request> element:
a)	shall include a <VAL-ue-id> element which contains the identity of IP address of the VAL UE performing the request;
b)	shall include a <VAL-ue-list> element which contains one or more <VAL-ue-id> child elements, each contains the identity of the VAL UE; 
c)	may include a <VAL-service-id> element which contains the VAL service identity of the VAL application;
d)	may include a <end-to-end-QoS-requirements> element which contains the QoS requirements for latency, throughput, reliability and jitter for the VAL application for the end-to-end session;
e)	may include a <service-area> element which contains the geographical area or topological area where an end-to-end QoS management request applies; and
f)	may include a <validity-period> element which contains the period of time during which an end-to-end requirement is valid.
A <QoS-management-initiation-response> element is used to get the response for initiation of the network assisted QoS management. The <QoS-management-initiation-response> element:
a)	shall include a <result> element which contains the outcome of the end-to-end QoS management response which indicates either a success or a failure; and
b)	may include a <QoS-configuration> element which contains QoS downgrade reported by the SNRM-C or for QoS change requested by SNRM-S.
A <QoS-management-provision-request> element is used to request for provisioning of the network assisted QoS management. The <QoS-management-initiation-request> element:
a)	shall include a <VAL-ue-id> element which contains the identity of the SNRM-C acting as the VAL UE and performing the request; and
b)	may include <QoS-downgrade-report> element which contains the report indicating a QoS downgrade of the end-to-end QoS parameters (latency, throughput, reliability and jitter) which may be reported based on QoS configuration parameter from the end-to-end QoS management response.
A <QoS-management-provision-response> element is used to get the response for provisioning of the network assisted QoS management. The <QoS-management-initiation-request> element:
a)	shall include a <server-id> element which contains the identity of the VAL server; and
b)	shall include a <requested-QoS-parameters> element which contains change request for the end-to-end QoS management, imposed by the VAL server on one or more VAL UEs, engaged in a network-assisted communication.
[bookmark: _CR7_5_5][bookmark: _Toc209722007]7.5.5	ApplicationCommunicationRequirementsInfo document
Editor's note (WIC XRM_Ph2_App, CR#0089):	There is need to check against latest stage-2 requirements and also align within the present specification.
The recipient of the ApplicationCommunicationRequirementsInfo XML ignores any unknown element and any unknown attribute.
The <seal-app-comm-info> element is the root element of the XML document. The <seal-app-comm-info> element contains anyone of these <app-connectivity-request>, <app-connectivity-notify> element, <app-connectivity-context-request> element, or <app-connectivity-context-response> or <anyExt> as sub-element. The <anyExt> element contains <mmeta-service-connectivity-request>, and <mmeta-service-connectivity-response> as sub-elements.
The <app-connectivity-request> element is used to initiate the application coordinated communication. The <app-connectivity-request> element:
a)	shall include a <source-val-ue-id> element contains the identity of the VAL Client or VAL UE initiating the application coordinated communication;
b)	shall include a <source-ip-address> element contains the identity of IP address of the VAL UE performing the request;
c)	shall include a <VAL-service-id> element which contains the VAL service identity of the VAL application;
d)	shall include a <target-val-ue-id-list> element which contain one or more <VAL-ue-id> child elements that store the VAL identity(s) of the target VAL-UE; and
e)	may include an <app-service-requirements> element that shall include any of the following sub-elements:
a)	a <packet-size> element contains an integer to specify the size of the packet;
b)	a <packet-trans-interval> element contains an integer to specify the interval;
c)	a <packet-e2e-latency> element contains an integer to specify the end-to-end latency;
d)	a <packet-error-kpi> element contains an integer to specify the KPI for packet error; or
e)	a <bitrate> element contains an integer to specify the bit rate.
f)	The <app-connectivity-context> element that shall include any of the following sub-elements:
a)	a <location> element contains an location co-ordinate as defined as "tPointCoordinate";
b)	a <speed> element contains an integer to specify the speed; or
c)	a <direction> element contains a string used to indicate the direction.
The <app-connectivity-notify> element shared contains the notification information for the application coordinated communication initiated and shall include:
a)	a <session-info> element contains a string used to identify the application communication session;
b)	a <VAL-service-id> element contains the VAL service identity of the VAL application;
c)	a <requestor-val-ue-id> element contains one <VAL-ue-id> child element that store the VAL identity of the requestor VAL-UE; and
d)	a <target-val-ue-id-list> element which contain one or more <VAL-ue-id> child elements that store the VAL identity(s) of the target VAL-UE for whom the application coordinated communication is accepted by the SNRM-S.
The <app-connectivity-context-request> element:
a)	a <requestor-val-ue-id> element contains one <VAL-ue-id> child element that store the VAL identity of the requestor VAL-UE;
b)	a <VAL-service-id> element contains the VAL service identity of the VAL application; and
c)	a <VAL-specific-context> element contains a string used to identify the context.
The <app-connectivity-context-response> element may include and an <app-connectivity-context> element that shall include any of the following sub-elements:
a)	a <location> element contains a location co-ordinate as defined as "tPointCoordinate";
b)	a <speed> element contains an integer to specify the speed; or
c)	a <direction> element contains a string used to indicate the direction.
[bookmark: _CR7_5_6][bookmark: _Toc209722008]The <mmeta-service-connectivity-request> element:
a)	shall include a <VAL-service-id> sub-element set to the VAL service identity associated with the request;
b)	shall include <session-info> sub-element and shall include the sub-elements below:
a)	<mmeta-session-id> set with the identity of the session;
b)	<mmeta-session-type> set with the value "UE-TO-NETWORK" or "UE-TO-UE"; and
c)	<mmeta-qos-configuration> for configuration of the QoS attributes for the VAL session within the mobile meta service and shall include at least one of the elements below:
A)	<packet-e2e-latency> element set with the end-to-end latency value for the packet transmission; and
B)	<packet-trans-interval> element set with the transmission interval between the consecutive packets; and
d)	may include <VAL-ue-id-list> sub-element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs that are selected for the connectivity to be established for the mobile meta service communication;
c)	shall include <service-area> set with the geographical or topological area where the mobile meta service is deployed;
d)	may include <validity-period> set with the time for which the connectivity request is valid; or
e)	may include may include a <app-connectivity-context> sub-element that may include the sub-elements:
a)	<location> element set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8];
b)	<speed> element set with the speed information of the VAL UE; and
c)	<direction> element set with the direction information of the VAL UE.
The <mmeta-service-connectivity-response> element:
a)	shall include <result> set with either "SUCCESS" or "FAILURE";
b)	may include <cause> set wih a string specifying the cause of the failure if the result indicates failure; or 
c)	may include <val-ue-dynamic-info> sub-element that may include sub-elements:
a)	<val-ue-id> set to a value of the UE id and shall include a child element <state> set to the value "DISCONNECTED" or "WEAKLY CONNECTED" or "STRONGLY CONNECTED".
7.5.6	SEALMBSUsageInfo document
[bookmark: OLE_LINK97][bookmark: OLE_LINK98]The recipient of the SEALMBSUsageInfo XML ignores any unknown element and any unknown attribute.
The <seal-mbs-usage-info> element is the root element of the XML document. The <seal-mbs-usage-info> element contains one or more <mbs-announcement> subelements, the <mbs-listening-status-report> subelement, the <mbs-session-join-notification> subelement and the <mbs-resource-request> subelement.
<mbs-announcement> element contains the following sub-elements:
a) <mbs-session-id>, an element that shall include one of the following:
1)	an optional <tmgi> element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [5] clause 10.5.6.13 excluding the Temporary mobile group identity IEI and the Length of temporary mobile group identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [5] clause 10.5.6.13);
2)	an optional <ip4-address> element contains a string that indicate an IPv4 address; or
3)	an optional <ipv6-address> element contains a string that indicate an IPv6 address;
b)	<mbs-session-props> element shall include below sub-elements:
1)	a <delivery-mode> element contains a string that indicates the delivery mode as "broadcast" or "multicast";
2)	an optional <mbs-service-areas> element shall include:
A)	one or more <mbs-service-area-id> sub-elements to provide applicable service areas for the MBS broadcast area as specified in 3GPP TS 23.003 [3] for service area identifier (SAI), and with the encoding as specified in 3GPP TS 29.061 [11];
c)	an optional <mbs-listening-status-notify>, presence of this element indicates the SNRM-S requires an listening status report for this MBS session;
d)	an optional <mbs-session-join-notify>, presence of this element indicates the SNRM-S requires an UE group join notification for this MBS session;
e)	an optional <mbs-announcement-acknowledgement> element, presence of this element indicates the SNRM-S requires an acknowledgement for the MBS session announcement;
f)	a <seal-mbs-sdp> element; an element contains SDP with media and application control information applicable to groups that can use this MBS session and
g)	an optional <mbms-announcement> element; provides the established eMBMS Bearer information with the encoding as per the <announcement> element specified in clause 7.5.3.
<mbs-listening-status-report> element contains the following sub-elements:
a)	<identity>, an element contains the identity of the VAL user or VAL UE who wants to report the MBS listening status;
b)	<mbs-session-props> element shall include below sub-elements:
1)	a <delivery-mode> element contains a string that indicates the delivery mode as "broadcast" or "multicast";
2)	an optional <mbs-service-areas> element shall include:
A)	one or more <mbs-service-area-id> sub-elements to provide applicable service areas for the MBS broadcast area as specified in 3GPP TS 23.003 [3] for service area identifier (SAI), and with the encoding as specified in 3GPP TS 29.061 [11];
c)	<mbs-listening-status>, an element contains a string "listening" or "not-listening" used to indicate the MBS listening status; and
d)	<mbs-reception-quality-level>, an optional element contains an integer used to indicate the reception quality level.
<mbs-session-join-notification> element contains the following sub-elements:
a)	<VAL-identities>, an element contains the identity of the VAL user or VAL UE who wants to report the UE session join notification;
b)	<mbs-session-id>, an element that shall include one of the following:
1)	an optional <tmgi> element contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [5] clause 10.5.6.13 excluding the Temporary mobile group identity IEI and the Length of temporary mobile group identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [5] clause 10.5.6.13);
2)	an optional <ip4-address> element contains a string that indicate an IPv4 address; or
3)	an optional <ipv6-address> element contains a string that indicate an IPv6 address;
c)	<mbs-multicast-joining-status>, an element contains a string "broadcast" or "multicast"; and
d)	<mbs-reception-quality-level>, an optional element contains an integer used to indicate the reception quality.
<mbs-resource-request> is an element used to include the multicast resource management requested information. The <mbs-resource-request> element contains the following sub-elements:
a)	<requester-identity>, an element contains the identity of the VAL server performing the request;
b)	<VAL-group-id>, an element contains the identity of the VAL group that the MBS session is requested for;
c)	<service-announcement-mode>, an element contains a string used to indicate whether the request is sent by the SNRM-S or by the VAL server:
	The value "NRM-S" indicates the request is sent by the SNRM-S;
	The value "VAL-server" indicates the request is sent by the VAL server;
d)	<QoS>, an element contains the requested QoS information for the MBS session; and
e)	<mbs-service-areas>, an optional element specifying the serving MBS service area id where the MBS session is requested for.
[bookmark: _Toc209722009]7.5.7	SEALSatelliteS&FEventsInfo document
Editor's note (5GSAT_Ph3_App, CR0093): 	The details of the <est-time> element and <feedlnk-period> element are FFS.
Editor's note (5GSAT_Ph3_App, CR0097):	The details of the <satellite-id> element and <max-store-quota> element is FFS.
The <seal-store-forward-events-info> element is the root element of the XML document. The <seal-store-forward-events-info> element contains one of following sub-elements:
a)	<store-forward-subscription> elements;
b)	<store-forward-notification> element; or
c)	<store-forward-report> element.
The <store-forward-subscription> elements:
a)	shall include <subscription-id> to identitfy the subscription;
b)	shall include one or more <store-forward-events> elements. The <store-forward-events> element inludes:
1)	a <ue-store-forward-mode>, an optional element indicatings the UE is registered in S&F mode or moving from S&F mode to not registered in S&F mode. Table 7.5.7-1 provides the valid values of <ue-store-forward-mode>.
[bookmark: _CRTable7_51]Table 7.5.7-1: ue-store-forward-mode
	Value
	Description

	IN_SF_MODE
	Indicates that the UE is registered in Store and Forward mode.

	OUT_OF_SF_MODE
	Indicates that the UE is moving from Store and Forward mode to not registered in Store and Forward mode.

	Other value shall be ignored.



2)	may contain a <est-time> element indicating the estimated/expected time required to deliver the data to the UE from the time data has been received in the network; and
3)	may contain a <feedlnk-period> element indicating the availability period when the feeder link is available.
c)	shall include one or more <store-forward-trigger> elements to identify the events that triggered NRM client sending the report. Table 7.5.7-2 1provides the valid values of <store-forward-trigger>.
Table 7.5.7-21: store-forward-trigger
	Value
	Description

	UE_SF_MODE
	Indicates that the triggering condition is the UE status in S&F mode.

	EST_DELIVERY_TIME
	Indicates that the triggering condition is the DL S&F estimated delivery time.

	Other value shall be ignored.



The <store-forward-notification> element:
a)	shall include one or more <store-forward-events> elements. The <store-forward-events> element inludes:
1)	a <ue-store-forward-mode>, a optional element indicatings the UE is registered in S&F mode or moving from S&F mode to not registered in S&F mode. Table 7.5.7-1 provides the valid values of <ue-store-forward-mode>.
Table 7.5.7-1: ue-store-forward-mode
	Value
	Description

	IN_SF_MODE
	Indicates that the UE is registered in Store and Forward mode.

	OUT_OF_SF_MODE
	Indicates that the UE is moving from Store and Forward mode to not registered in Store and Forward mode.

	Other value shall be ignored.



2)	may contain a <est-time> element indicating the estimated/expected time required to deliver the data to the UE from the time data has been received in the network; and
3)	may contain a <feedlnk-period> element indicating the availability period when the feeder link is available.
b)	may include one or more <store-forward-trigger> elements to identify the events that triggered NRM client sending the report. Table 7.5.7q-1-2 provides the valid values of <store-forward-trigger>.
Table 7.5.7-1: store-forward-trigger
	Value
	Description

	UE_SF_MODE
	Indicates that the triggering condition is the UE status in S&F mode.

	EST_DELIVERY_TIME
	Indicates that the triggering condition is the DL S&F estimated delivery time.

	Other value shall be ignored.



c)	may contain a <time-stamp> element. String with format "date-time" as defined in OpenAPI Specification [36].
The <store-forward-report> element:
a)	may contain a <UE-type> element to indicate the type of VAL UE (e.g. IOT). Table 7.5.7-3 provides the valid values of <store-forward-trigger>; and
Table 7.5.7-3: store-forward-trigger
	Value
	Description

	Normal UE
	Indicates that the UE is not an IOT device.

	IoT device
	Indicates that the UE is an IOT device.

	Other value shall be ignored.



b)	shall contain a <satellite-info> element to indicate the satellite information of VAL UE, which shall include at least one of the below sub-elements:
1)	a <satellite-id> element to indicate the serving satellite ID.
2)	a <rat-type> element set to the satellite RAT types corresponding to the satellite availability in the indicated geographical area. Table 7.5.7-4 provides the valid values of rat-type;
Table 7.5.7-4: Rat-type
	Value
	Description

	"NR_LEO"
	NR (LEO) satellite access type

	"NR_MEO"
	NR (MEO) satellite access type

	"NR_GEO"
	NR (GEO) satellite access type

	"NR_OTHER_SAT"
	NR (OTHERSAT) satellite access type

	Other value shall be ignored.



3)	a <ue-store-forward-mode> element to indicate the UE is registered in S&F mode or moving from S&F mode to not registered in S&F mode as described in table 7.5.7-1;
4)	a <max-store-quota> element to indicate the maximum data storage quota for the VAL UE for all of services on the application layer; and
5)	a <max-retention-time> element to indicate the maximum data retention time for the VAL UE per service on the application layer. The value is given in seconds.
The recipient of the XML document ignores any unknown element and any unknown attribute.
[bookmark: _CR7_6][bookmark: _Toc209722010]7.6	MIME types
The MIME type for the VALInfo document shall be "application/vnd.3gpp.seal-info+xml MIME body".
The MIME type for the UnicastInfo document shall be "application/vnd.3gpp.seal-unicast-info+xml MIME body".
The MIME type for the MBMSInfo document shall be "application/vnd.3gpp.seal-mbms-usage-info+xml MIME body".
The MIME type for the NetworkQoSManagementInfo document shall be "application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body".
[bookmark: OLE_LINK87]The MIME type for the ApplicationCommunicationRequirementsInfo document shall be "application/vnd.3gpp.seal-app-comm-requirements-info+xml MIME body".
[bookmark: OLE_LINK88][bookmark: OLE_LINK89]The MIME type for the SEALMBSUsageInfo document shall be "application/vnd.3gpp.seal-mbs-usage-info+xml MIME body".
[bookmark: _CR7_7][bookmark: _Toc209722011]The MIME type for the SEALSatelliteS&FEventsInfo document shall be "application/vnd.3gpp.seal-store-forward-events-info+xml MIME body".
7.7	IANA registration template
[bookmark: _CR7_7_1][bookmark: clause4][bookmark: _Toc209722012]
7.7.1	IANA registration template for VALInfo
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 9110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 16.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
[bookmark: _CR7_7_2][bookmark: _Toc209722013]7.7.2	IANA registration template for UnicastInfo
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-unicast-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 9110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 16.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
[bookmark: _CR7_7_3][bookmark: _Toc209722014]7.7.3	IANA registration template for MBMSInfo
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-mbms-usage-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 9110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 16.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
[bookmark: _CR7_7_4][bookmark: _Toc209722015]7.7.4	IANA registration template for NetworkQoSManagementInfo
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-network-QoS-management-info +xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 9110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 16.3.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
[bookmark: _CR7_7_5][bookmark: _Toc209722016][bookmark: OLE_LINK82][bookmark: OLE_LINK83]7.7.5	IANA registration template for ApplicationCommunicationRequirementsInfo
[bookmark: OLE_LINK69][bookmark: OLE_LINK70]Your Name:
<TS rapporteur name>
Your Email Address:
<TS rapporteur email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-app-comm-requirements-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 9110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 18.5.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management for the use of application coordinated UE-to-UE communication requirements management procedure as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
[bookmark: _CR7_7_6][bookmark: _Toc209722017][bookmark: OLE_LINK84][bookmark: OLE_LINK85]7.7.6	IANA registration template for SEALMBSUsageInfo
Your Name:
<TS rapporteur name>
Your Email Address:
<TS rapporteur email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-mbs-usage-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 9110 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 18.5.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
[bookmark: OLE_LINK76][bookmark: OLE_LINK77]Applications supporting the SEAL network resource management for the use of procedures for MBS (Multicast/Broadcast Services) bearers as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
[bookmark: _CRAnnexAnormative][bookmark: _Toc209722018]7.7.7	IANA registration template for SEALSatelliteS&FEventsInfo
Your Name:
<TS rapporteur name: Christian Herrero-Veron>
Your Email Address:
<TS rapporteur email address: christian.herrero at huawei.com>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-store-forward-events-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in HTTP. Hence, the security considerations from IETF RFC 2616 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 19.1.0 and onwards, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management for the use of procedures for satellite S&F events information as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>


Annex A (normative):
CoAP resource representation and encoding
[bookmark: _CRA_1][bookmark: _Toc209722019]A.1	General
The information in this annex provides a normative description of CoAP resource representation and encoding.
The general rules for resource URI structure, cache usage, error handling, and common data types are described in clause C.1 of 3GPP TS 24.546 [31].
[bookmark: _CRA_2][bookmark: _Toc209722020]A.2	Resource representation and APIs for QoS session
[bookmark: _CRA_2_1][bookmark: _Toc24868548][bookmark: _Toc34154056][bookmark: _Toc36041000][bookmark: _Toc36041313][bookmark: _Toc43196555][bookmark: _Toc43481325][bookmark: _Toc45134602][bookmark: _Toc51189134][bookmark: _Toc51763810][bookmark: _Toc57206042][bookmark: _Toc59019383][bookmark: _Toc209722021]A.2.1	SU_QosSessionManagement API
[bookmark: _CRA_2_1_1][bookmark: _Toc24868549][bookmark: _Toc34154057][bookmark: _Toc36041001][bookmark: _Toc36041314][bookmark: _Toc43196556][bookmark: _Toc43481326][bookmark: _Toc45134603][bookmark: _Toc51189135][bookmark: _Toc51763811][bookmark: _Toc57206043][bookmark: _Toc59019384][bookmark: _Toc209722022]A.2.1.1	API URI
The CoAP URIs used in CoAP requests from SNRM-C towards the SNRM-S shall have the Resource URI structure as defined in clause C.1.1 of 3GPP TS 24.546 [31] with the following clarifications:
-	The <apiName> shall be "su-nqs".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificSuffixes> shall be set as described in clause A.2.1.2
[bookmark: _CRA_2_1_2][bookmark: _Toc24868550][bookmark: _Toc34154058][bookmark: _Toc36041002][bookmark: _Toc36041315][bookmark: _Toc43196557][bookmark: _Toc43481327][bookmark: _Toc45134604][bookmark: _Toc51189136][bookmark: _Toc51763812][bookmark: _Toc57206044][bookmark: _Toc59019385][bookmark: _Toc209722023]A.2.1.2	Resources
[bookmark: _CRA_2_1_2_1][bookmark: _Toc24868551][bookmark: _Toc34154059][bookmark: _Toc36041003][bookmark: _Toc36041316][bookmark: _Toc43196558][bookmark: _Toc43481328][bookmark: _Toc45134605][bookmark: _Toc51189137][bookmark: _Toc51763813][bookmark: _Toc57206045][bookmark: _Toc59019386][bookmark: _Toc209722024]A.2.1.2.1	Overview


[bookmark: _CRFigureA_2_1_2_11]Figure A.2.1.2.1-1: Resource URI structure of the SU_QosSessionManagement API
Table A.2.1.2.1-1 provides an overview of the resources and applicable CoAP methods.
[bookmark: _CRTableA_2_1_2_11]Table A.2.1.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	CoAP method 
	Description

	QoS Sessions
	/qos-sessions
	POST
	Create a new QoS session. 

	
	
	GET
	Retrieve QoS sessions according to the query parameters. If there are no query parameters, do not fetch any QoS session.

	Individual QoS Session
	/qos-sessions/{qosSessionId}
	GET
(NOTE)
	Retrieve an individual QoS session information according to query parameter on the resource identified by {qosSessionId}. If there are no query parameter, fetch the whole QoS session resource identified by {qosSessionId}.

	
	
	PUT
	Update an individual QoS session identified by {qosSessionId}.

	
	
	DELETE
	Delete a QoS session identified by {qosSessionId}.

	Individual QoS Session Participant
	/qos-sessions/{qosSessionId}/participants/{participantId}
	GET
(NOTE)
	Retrieve QoS session participant information according to the query parameters.

	
	
	PUT
	Create or update QoS session participant information.

	
	
	DELETE
	Delete QoS session participant information.

	NOTE:	The GET method can also be used to observe this resource.




[bookmark: _CRA_2_1_2_2][bookmark: _Toc24868552][bookmark: _Toc34154060][bookmark: _Toc36041004][bookmark: _Toc36041317][bookmark: _Toc43196559][bookmark: _Toc43481329][bookmark: _Toc45134606][bookmark: _Toc51189138][bookmark: _Toc51763814][bookmark: _Toc57206046][bookmark: _Toc59019387][bookmark: _Toc209722025]A.2.1.2.2	Resource: QoS Sessions
[bookmark: _CRA_2_1_2_2_1][bookmark: _Toc24868553][bookmark: _Toc34154061][bookmark: _Toc36041005][bookmark: _Toc36041318][bookmark: _Toc43196560][bookmark: _Toc43481330][bookmark: _Toc45134607][bookmark: _Toc51189139][bookmark: _Toc51763815][bookmark: _Toc57206047][bookmark: _Toc59019388][bookmark: _Toc209722026]A.2.1.2.2.1	Description
The QoS Sessions resource represents all the QoS sessions that are created at a given SNRM-S, or allows to create a new QoS session.
[bookmark: _CRA_2_1_2_2_2][bookmark: _Toc24868554][bookmark: _Toc34154062][bookmark: _Toc36041006][bookmark: _Toc36041319][bookmark: _Toc43196561][bookmark: _Toc43481331][bookmark: _Toc45134608][bookmark: _Toc51189140][bookmark: _Toc51763816][bookmark: _Toc57206048][bookmark: _Toc59019389][bookmark: _Toc209722027]A.2.1.2.2.2	Resource Definition
Resource URI: {apiRoot}/su-nqs/<apiVersion>/qos-sessions
This resource shall support the resource URI variables defined in the table A.2.1.2.2.2-1.
[bookmark: _CRTableA_2_1_2_2_21]Table A.2.1.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause C.1.1 of 3GPP TS 24.546 [31].

	apiVersion
	string
	See clause A.2.1.1



[bookmark: _CRA_2_1_2_2_3][bookmark: _Toc24868555][bookmark: _Toc34154063][bookmark: _Toc36041007][bookmark: _Toc36041320][bookmark: _Toc43196562][bookmark: _Toc43481332][bookmark: _Toc45134609][bookmark: _Toc51189141][bookmark: _Toc51763817][bookmark: _Toc57206049][bookmark: _Toc59019390][bookmark: _Toc209722028]A.2.1.2.2.3	Resource Standard Methods
[bookmark: _CRA_2_1_2_2_3_1][bookmark: _Toc24868556][bookmark: _Toc34154064][bookmark: _Toc36041008][bookmark: _Toc36041321][bookmark: _Toc43196563][bookmark: _Toc43481333][bookmark: _Toc45134610][bookmark: _Toc51189142][bookmark: _Toc51763818][bookmark: _Toc57206050][bookmark: _Toc59019391][bookmark: _Toc209722029]A.2.1.2.2.3.1	POST
This operation creates a QoS session at the SNRM-S.
This method shall support the request data structures specified in table A.2.1.2.2.3.1-1 and the response data structures and response codes specified in table A.2.1.2.2.3.1-2, and the response options specified in table A.2.1.2.2.3.1-3.
[bookmark: _CRTableA_2_1_2_2_3_11]Table A.2.1.2.2.3.1-1: Data structures supported by the POST Request payload on this resource 
	Data type
	P
	Cardinality
	Description

	QosSession
	M
	1
	Details of the QoS session that needs to be created, 



[bookmark: _CRTableA_2_1_2_2_3_12]Table A.2.1.2.2.3.1-2: Data structures supported by the POST Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	QosSession
	M
	1
	2.01 Created
	QoS session created successfully.


	NOTE:	The mandatory CoAP error status codes for the GET Request listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply..



[bookmark: _CRTableA_2_1_2_2_3_13]Table A.2.1.2.2.3.1-3: Options supported by the 2.01 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location-Path
	string
	M
	1
	Contains the location path of the newly created resource relative to the request URI. 
It contains the qosSessionId segment of the complete resource URI according to the structure: {apiRoot}/su-nqs/<apiVersion>/qos-sessions/{qosSessionId}



[bookmark: _CRA_2_1_2_2_3_2][bookmark: _Toc43196564][bookmark: _Toc43481334][bookmark: _Toc45134611][bookmark: _Toc51189143][bookmark: _Toc51763819][bookmark: _Toc57206051][bookmark: _Toc59019392][bookmark: _Toc209722030]A.2.1.2.2.3.2	GET
This operation retrieves QoS sessions satisfying filter criteria.
This method shall support the URI query parameters specified in table A.2.1.2.2.3.2-1.
[bookmark: _CRTableA_2_1_2_2_3_21]Table A.2.1.2.2.3.2-1: URI query parameters supported by the GET Request on this resource
	Name
	Data type
	P
	Cardinality
	Description

	qos-session-id
	string
	O
	0..1
	Identifies a QoS session. 

	val-service-id
	string
	O
	0..1
	Identifies a VAL service.

	participant-id
	ValTargetUe
	O
	0..1
	Identifies a VAL user or VAL UE to match a QoS session participant.



This method shall support the request options specified in table A.2.1.2.2.3.2-2, the response data structures and response codes specified in table A.2.1.2.2.3.2-3, and the response options specified in table A.2.1.2.2.3.2-4.
[bookmark: _CRTableA_2_1_2_2_3_22]Table A.2.1.2.2.3.2-2: Options supported by the GET Request on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	When set to 0 (Register) it extends the GET request to subscribe to the changes of this resource.
When set to 1 (Deregister) it cancels the subscription.

	NOTE:	Other request options also apply in accordance with normal CoAP procedures.



This method shall support the response data structures and response codes specified in table A.2.1.2.2.3.2 -3.
[bookmark: _CRTableA_2_1_2_2_3_23]Table A.2.1.2.2.3.2-3: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	array(QosSession)
	M
	0..N
	2.05 Content
	List of QoS sessions. This response shall include QoS sessions matching all the query parameters provided in the request. 

	NOTE:	The mandatory CoAP error status codes for the GET method listed in table C.1.3-1 of 3GPP TS 24.546 [31] also apply.



[bookmark: _CRTableA_2_1_2_2_3_24]Table A.2.1.2.2.3.2-4: Options supported by the 2.05 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	Sequence number of the notification.

	NOTE:	Other response options also apply in accordance with normal CoAP procedures.



[bookmark: _CRA_2_1_2_3][bookmark: _Toc24868558][bookmark: _Toc34154066][bookmark: _Toc36041010][bookmark: _Toc36041323][bookmark: _Toc43196566][bookmark: _Toc43481336][bookmark: _Toc45134613][bookmark: _Toc51189145][bookmark: _Toc51763821][bookmark: _Toc57206053][bookmark: _Toc59019394][bookmark: _Toc209722031]A.2.1.2.3	Resource: Individual QoS Session
[bookmark: _CRA_2_1_2_3_1][bookmark: _Toc24868559][bookmark: _Toc34154067][bookmark: _Toc36041011][bookmark: _Toc36041324][bookmark: _Toc43196567][bookmark: _Toc43481337][bookmark: _Toc45134614][bookmark: _Toc51189146][bookmark: _Toc51763822][bookmark: _Toc57206054][bookmark: _Toc59019395][bookmark: _Toc209722032]A.2.1.2.3.1	Description
The Individual QoS Session resource represents an individual QoS session that is created at the SNRM-S.
[bookmark: _CRA_2_1_2_3_2][bookmark: _Toc24868560][bookmark: _Toc34154068][bookmark: _Toc36041012][bookmark: _Toc36041325][bookmark: _Toc43196568][bookmark: _Toc43481338][bookmark: _Toc45134615][bookmark: _Toc51189147][bookmark: _Toc51763823][bookmark: _Toc57206055][bookmark: _Toc59019396][bookmark: _Toc209722033]A.2.1.2.3.2	Resource Definition
Resource URI: {apiRoot}/su-nqs/<apiVersion>/qos-sessions/{qosSessionId}
This resource shall support the resource URI variables defined in the table A.2.1.2.3.2-1.
Table A.2.1.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause C.1.1 of 3GPP TS 24.546 [31].

	apiVersion
	string
	See clause A.2.1.1

	qosSessionId
	string
	Represents an individual QoS session resource.



[bookmark: _CRA_2_1_2_3_3][bookmark: _Toc24868561][bookmark: _Toc34154069][bookmark: _Toc36041013][bookmark: _Toc36041326][bookmark: _Toc43196569][bookmark: _Toc43481339][bookmark: _Toc45134616][bookmark: _Toc51189148][bookmark: _Toc51763824][bookmark: _Toc57206056][bookmark: _Toc59019397][bookmark: _Toc209722034]A.2.1.2.3.3	Resource Standard Methods
[bookmark: _CRA_2_1_2_3_3_1][bookmark: _Toc24868562][bookmark: _Toc34154070][bookmark: _Toc36041014][bookmark: _Toc36041327][bookmark: _Toc43196570][bookmark: _Toc43481340][bookmark: _Toc45134617][bookmark: _Toc51189149][bookmark: _Toc51763825][bookmark: _Toc57206057][bookmark: _Toc59019398][bookmark: _Toc209722035]A.2.1.2.3.3.1	GET
This operation retrieves QoS session information satisfying filter criteria. 
[bookmark: _CRThismethodshallsupporttheURIquerypar]This method shall support the URI query parameters specified in table A.2.1.2.3.3.1-1.
[bookmark: _CRTableA_2_1_2_3_3_11]Table A.2.1.2.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	session-participants
	boolean
	O
	0..1
	This is a content filtering flag. When set to "true", it indicates to the SNRM-S to include the participants of the QoS session. Set to "false" or omitted otherwise.

	session-configuration
	boolean
	O
	0..1
	This is a content filtering flag. When set to "true", it indicates to the SNRM-S to include the configuration information of the QoS session. Set to "false" or omitted otherwise.



This method shall support the request options specified in table A.2.1.2.3.3.1-2, the response data structures and response codes specified in table A.2.1.2.3.3.1-3, and the response options specified in table A.2.1.2.3.3.1-4.
[bookmark: _CRTableA_2_1_2_3_3_12]Table A.2.1.2.3.3.1-2: Options supported by the GET Request on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	When set to 0 (Register) it extends the GET request to subscribe to the changes of this resource.
When set to 1 (Deregister) it cancels the subscription.

	NOTE:	Other request options also apply in accordance with normal CoAP procedures.



[bookmark: _CRTableA_2_1_2_3_3_13]Table A.2.1.2.3.3.1-3: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	QosSession
	M
	1
	2.05 Content
	The QoS session information based on the request from the VAL server.
This response shall include QoS session participants list if session-participants flag is set to "true" in the request, QoS session configuration information if the session-configuration flag is set to "true" in the request, or the whole QoS session resource if all the flags are omitted in the request. 

	NOTE:	The mandatory CoAP error status codes for the GET method listed in table C.1.3-1 of 3GPP TS 24.546 [31] also apply.



[bookmark: _CRTableA_2_1_2_3_3_14]Table A.2.1.2.3.3.1-4: Options supported by the 2.05 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	Sequence number of the notification.

	NOTE:	Other response options also apply in accordance with normal CoAP procedures.



[bookmark: _CRA_2_1_2_3_3_2][bookmark: _Toc24868563][bookmark: _Toc34154071][bookmark: _Toc36041015][bookmark: _Toc36041328][bookmark: _Toc43196571][bookmark: _Toc43481341][bookmark: _Toc45134618][bookmark: _Toc51189150][bookmark: _Toc51763826][bookmark: _Toc57206058][bookmark: _Toc59019399][bookmark: _Toc209722036]A.2.1.2.3.3.2	PUT
This operation updates the QoS session. 
This method shall support the request data structures specified in table A.2.1.2.3.3.2-1 and the response data structures and response codes specified in table A.2.1.2.3.3.2-2.
[bookmark: _CRTableA_2_1_2_3_3_21]Table A.2.1.2.3.3.2-1: Data structures supported by the PUT Request payload on this resource 
	Data type
	P
	Cardinality
	Description

	QosSession
	M
	1
	Updated details of the QoS session.



[bookmark: _CRTableA_2_1_2_3_3_22]Table A.2.1.2.3.3.2-2: Data structures supported by the PUT Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	QosSession
	O
	0..1
	2.04 Changed
	The QoS session updated successfully, and the updated QoS session may be returned in the response. 

	NOTE:	The mandatory CoAP error status codes for the PUT method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_2_1_2_3_3_3][bookmark: _Toc34154072][bookmark: _Toc36041016][bookmark: _Toc36041329][bookmark: _Toc43196572][bookmark: _Toc43481342][bookmark: _Toc45134619][bookmark: _Toc51189151][bookmark: _Toc51763827][bookmark: _Toc57206059][bookmark: _Toc59019400][bookmark: _Toc209722037]A.2.1.2.3.3.3	DELETE
This operation deletes the QoS session.
This method shall support the response data structures and response codes specified in table A.2.1.2.3.3.3-1.
[bookmark: _CRTableA_2_1_2_3_3_31]Table A.2.1.2.3.3.3-1: Data structures supported by the DELETE Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	2.02 Deleted
	The individual QoS session is deleted. 

	NOTE:	The mandatory CoAP error status codes for the DELETE method listed in table C.1.3-1 1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_2_1_2_4][bookmark: _Toc209722038]A.2.1.2.4	Resource: Individual QoS Session Participant
[bookmark: _CRA_2_1_2_4_1][bookmark: _Toc209722039]A.2.1.2.4.1	Description
The Individual QoS Session Participant resource represents an individual QoS session participant information that is maintained at the SNRM-S.
[bookmark: _CRA_2_1_2_4_2][bookmark: _Toc209722040]A.2.1.2.4.2	Resource Definition
Resource URI: {apiRoot}/su-nqs/<apiVersion>/qos-sessions/{qosSessionId}/participants/{participantId}
This resource shall support the resource URI variables defined in the table A.2.1.2.4.2-1.
[bookmark: _CRTableA_2_1_2_3_21]Table A.2.1.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See clause C.1.1 of 3GPP TS 24.546 [31]

	apiVersion
	string
	See clause A.2.1.1.

	qosSessionId
	string
	Represents an individual QoS session resource.

	participantId
	ValTargetUe
	Identifies an individual QoS session participant.



[bookmark: _CRA_2_1_2_4_3][bookmark: _Toc209722041]A.2.1.2.4.3	Resource Standard Methods
[bookmark: _CRA_2_1_2_4_3_1][bookmark: _Toc209722042]A.2.1.2.4.3.1	GET
This operation retrieves the individual QoS session participant's information.
This method shall support the response data structures and response codes specified in table A.2.1.2.4.3.1-1.
[bookmark: _CRTableA_2_1_2_4_3_11]Table A.2.1.2.4.3.1-1: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionParticipant
	M
	1
	2.05 Content
	The QoS session participant information.

	NOTE:	The mandatory CoAP error status codes for the GET method listed in table C.1.3-1 of 3GPP TS 24.546 [31] also apply.



[bookmark: _CRA_2_1_2_4_3_2][bookmark: _Toc209722043]A.2.1.2.4.3.2	PUT
This operation creates or updates the QoS session participant information. 
This method shall support the request data structures specified in table A.2.1.2.4.3.2-1 and the response data structures and response codes specified in table A.2.1.2.4.3.2-2.
[bookmark: _CRTableA_2_1_2_4_3_21]Table A.2.1.2.4.3.2-1: Data structures supported by the PUT Request payload on this resource 
	Data type
	P
	Cardinality
	Description

	SessionParticipant
	M
	1
	New or updated information of the QoS session participant.



[bookmark: _CRTableA_2_1_2_4_3_22]Table A.2.1.2.4.3.2-2: Data structures supported by the PUT Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionParticipant
	O
	0..1
	2.01 Created
	The QoS session participant resource was created successfully, and the created resource may be returned in the response.

	SessionParticipant
	O
	0..1
	2.04 Changed
	The QoS session participant resource was updated successfully, and the updated resource may be returned in the response. 

	NOTE:	The mandatory CoAP error status codes for the PUT method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_2_1_2_4_3_3][bookmark: _Toc209722044]A.2.1.2.4.3.3	DELETE
This operation deletes the QoS session participant information.
This method shall support the response data structures and response codes specified in table A.2.1.2.4.3.3-1.
[bookmark: _CRTableA_2_1_2_4_3_31]Table A.2.1.2.4.3.3-1: Data structures supported by the DELETE Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	2.02 Deleted
	The QoS session participant resource is deleted. 

	NOTE:	The mandatory CoAP error status codes for the DELETE method listed in table C.1.3-1 1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_2_1_3][bookmark: _Toc24868570][bookmark: _Toc34154075][bookmark: _Toc36041019][bookmark: _Toc36041332][bookmark: _Toc43196575][bookmark: _Toc43481345][bookmark: _Toc45134622][bookmark: _Toc51189154][bookmark: _Toc51763830][bookmark: _Toc57206062][bookmark: _Toc59019403][bookmark: _Toc209722045]A.2.1.3	Data Model
[bookmark: _CRA_2_1_3_1][bookmark: _Toc24868571][bookmark: _Toc34154076][bookmark: _Toc36041020][bookmark: _Toc36041333][bookmark: _Toc43196576][bookmark: _Toc43481346][bookmark: _Toc45134623][bookmark: _Toc51189155][bookmark: _Toc51763831][bookmark: _Toc57206063][bookmark: _Toc59019404][bookmark: _Toc209722046]A.2.1.3.1	General
This clause specifies the application data model supported by the API. Data types listed in clause C.1.4 of 3GPP TS 24.546 [31] apply to this API.
Table A.2.1.3.1-1 specifies the data types defined specifically for the SU_QosSessionManagement API service.
Table A.2.1.3.1-1: SU_QosSessionManagement API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	QosSession
	A.2.1.3.2.2
	QoS session details.
	

	SessionParticipant
	A.2.1.3.2.3
	Represents membership and configuration details of the QoS session participant.
	

	ParticipantState
	A.2.1.3.2.4
	Represents the state of the member in the group. E.g., an explicit member will register in the group by setting its "registered" attribute to "true", or will set that attribute to "false" when leaving the group.
	



Table A.2.1.3.1-2 specifies data types re-used by the SU_QosSessionManagement API service. 
[bookmark: _CRTableA_2_1_3_12]Table A.2.1.3.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	GeographicalAreaId
	3GPP TS 24.546 [31]
	Identity of a geographical area.
	

	ScheduledCommunicationTime
	3GPP TS 24.546 [31]
	Represents a scheduled communication time.
	

	Uinteger
	3GPP TS 24.546 [31]
	Unsigned integer.
	

	Uri
	3GPP TS 24.546 [31]
	Unified resource identifier.
	

	ValTargetUe
	3GPP TS 24.546 [31]
	Used to identify either a VAL User or a VAL UE.
	



[bookmark: _CRA_2_1_3_2][bookmark: _Toc24868572][bookmark: _Toc34154077][bookmark: _Toc36041021][bookmark: _Toc36041334][bookmark: _Toc43196577][bookmark: _Toc43481347][bookmark: _Toc45134624][bookmark: _Toc51189156][bookmark: _Toc51763832][bookmark: _Toc57206064][bookmark: _Toc59019405][bookmark: _Toc209722047]A.2.1.3.2	Structured data types
[bookmark: _CRA_2_1_3_2_1][bookmark: _Toc24868573][bookmark: _Toc34154078][bookmark: _Toc36041022][bookmark: _Toc36041335][bookmark: _Toc43196578][bookmark: _Toc43481348][bookmark: _Toc45134625][bookmark: _Toc51189157][bookmark: _Toc51763833][bookmark: _Toc57206065][bookmark: _Toc59019406][bookmark: _Toc209722048]A.2.1.3.2.1	Introduction
[bookmark: _CRA_2_1_3_2_2][bookmark: _Toc24868574][bookmark: _Toc34154079][bookmark: _Toc36041023][bookmark: _Toc36041336][bookmark: _Toc43196579][bookmark: _Toc43481349][bookmark: _Toc45134626][bookmark: _Toc51189158][bookmark: _Toc51763834][bookmark: _Toc57206066][bookmark: _Toc59019407][bookmark: _Toc209722049]A.2.1.3.2.2	Type: QosSession
[bookmark: _CRTableA_2_1_3_2_21]Table A.2.1.3.2.2-1: Definition of type QosSession
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	resUri
	Uri
	O
	0..1
	The URI for the individual QoS session resource. (NOTE)
	

	requiredQoS
	string
	M
	1
	End-to-end QoS requirements for the QoS session.
	

	participants
	array(SessionParticipant)
	M
	1..N
	List of participants of the QoS session.
	

	valServiceId
	string
	O
	1..N
	Identity of the VAL services enabled by the QoS session.
	

	serviceArea
	array(GeographicalAreaId)
	O
	1..N
	List of geographical area ids addressed by the QoS session.
	

	validPeriod
	ScheduledCommunicationTime
	O
	0..1
	Indicates time period when the QoS session is valid.
	

	reportConf
	string
	O
	0..1
	Reporting configuration for the active participants to report their QoS.
	

	NOTE:	The "resUri" attribute is set by the SNRM-S and is not modifiable by the SNRM-C.



[bookmark: _CRA_2_1_3_2_3][bookmark: _Toc209722050][bookmark: _Toc24868575][bookmark: _Toc34154080][bookmark: _Toc36041024][bookmark: _Toc36041337][bookmark: _Toc43196580][bookmark: _Toc43481350][bookmark: _Toc45134627][bookmark: _Toc51189159][bookmark: _Toc51763835][bookmark: _Toc57206067][bookmark: _Toc59019408]A.2.1.3.2.3	Type: SessionParticipant
Table A.2.1.3.2.3-1: Definition of type SessionParticipant
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	resUri
	Uri
	O
	0..1
	The URI of the individual QoS session participant resource. (NOTE)
	

	id
	ValTargetUe
	M
	1
	This is a QoS session participant identity (VAL user ID or VAL UE ID) as per 3GPP TS 23.434 [2].
	

	state
	ParticipantState
	O
	0..1
	Indicates the current state of the participant of the QoS session, e.g. it may indicate that the participant is active. When absent the state is unknown.
	

	reportedQoS
	string
	O
	0..1
	QoS information reported by the participant.
	

	NOTE:	The "resUri" attribute is set by the SNRM-S and is not modifiable by the SNRM-C.



[bookmark: _CRA_2_1_3_2_4][bookmark: _Toc209722051]A.2.1.3.2.4	Type: ParticipantState
[bookmark: _CRTableA_2_1_3_2_31]Table A.2.1.3.2.3-1: Definition of type ParticipantState
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	active
	boolean
	O
	0..1
	Indicates if the participant is active in the QoS session, i.e. is actively reporting its QoS. When absent or "false" the participant is not active.
	


[bookmark: _Toc24868576][bookmark: _Toc34154081][bookmark: _Toc36041025][bookmark: _Toc36041338][bookmark: _Toc43196581][bookmark: _Toc43481351][bookmark: _Toc45134628][bookmark: _Toc51189160][bookmark: _Toc51763836][bookmark: _Toc57206068][bookmark: _Toc59019409]
[bookmark: _CRA_2_1_4][bookmark: _Toc209722052]A.2.1.4	Error Handling
General error responses are defined in clause C.1.3 of 3GPP TS 24.546 [31].
[bookmark: _CRA_2_1_5][bookmark: _Toc209722053]A.2.1.5	CDDL Specification
[bookmark: _CRA_2_1_5_1][bookmark: _Toc209722054]A.2.1.5.1	Introduction
The data model described in clause A.2.1.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [27]. 
Clause A.2.1.5.2 uses the Concise Data Definition Language described in IETF RFC 8610 [30] and provides corresponding representation of the SU_QosSessionManagement API data model.
[bookmark: _CRA_2_1_5_2][bookmark: _Toc209722055]A.2.1.5.2	CDDL document

;;; QosSession
;;+ Represents a QoS Session.
QosSession = {
 ? resUri: Uri                   
 requiredQoS: tstrtext               ; QoS requirements for the QoS Session.
 participants: [+ SessionParticipant]; The list of participants.
 ? valServiceId: tstrtext            ; VAL service enabled by the QoS Session.
 ? serviceArea: [+ GeographicalAreaId]; The list of geographical area ids addressed by the QoS Session.
 ? validPeriod: ScheduledCommunicationTime
 ? reportConf: tstrtext              ; Reporting configuration for the active participants of the QoS Session.
 * tstr => any
}

;;; SessionParticipant
;;+ Represents information of the QoS Session participant.
SessionParticipant = {
 ? resUri: Uri                   
 id: ValTargetUe                 ; Identifies the participant of the QoS Session. Once set, this information cannot be updated.
 ? state: ParticipantState       
 ? reportedQoS: tstrtext             ; QoS information reported by the QoS Session participant.
 * tstr => any
}

;;; ParticipantState
;;+ Represents the state of the QoS Session participant.
ParticipantState = {
 ? active: bool                  
 * tstr => any
}

;;; GeographicalAreaId
;;+ Identifies a geographical area.
GeographicalAreaId = tstrtext

;;; ValTargetUe
;;+ Represents information identifying a VAL user ID or a VAL UE ID.
valUserId = {
 valUserId: tstrtext                 ; Unique identifier of a VAL user.
}

valUeId = {
 valUeId: tstrtext                   ; Unique identifier of a VAL UE.
}

ValTargetUe = valUserId / valUeId

;;; DayOfWeek
;;+ integer between and including 1 and 7 denoting a weekday. 1 shall indicate Monday, and the subsequent weekdays shall be indicated with the next higher numbers. 7 shall indicate Sunday.
DayOfWeek = 1..7

;;; TimeOfDay
;;+ String with format partial-time or full-time as defined in subclause 5.6 of IETF RFC 3339. Examples, 20:15:00, 20:15:00-08:00 (for 8 hours behind UTC).
TimeOfDay = tstrtext

;;; ScheduledCommunicationTime
;;+ Represents an offered scheduled communication time.

ScheduledCommunicationTime = {
 ? daysOfWeek: [1*6 DayOfWeek]   ; Identifies the day(s) of the week. If absent, it indicates every day of the week.
 ? timeOfDayStart: TimeOfDay     
 ? timeOfDayEnd: TimeOfDay       
}
 * tstr => any

;;; Uri
;;+ string providing an URI formatted according to IETF RFC 3986.
Uri = tstrtext

[bookmark: _CRA_2_1_6][bookmark: _Toc209722056]A.2.1.6	Media Types
See clause A.4.
[bookmark: _CRA_2_1_7][bookmark: _Toc209722057]A.2.1.7	Void
[bookmark: _CRA_2_1_8][bookmark: _Toc209722058][bookmark: _Toc106982295]A.2.1.8	Void
[bookmark: _CRA_3][bookmark: _Toc209722059]A.3	Resource representation and APIs for MBMS resource configuration and monitoring
[bookmark: _CRA_3_1][bookmark: _Toc106982296][bookmark: _Toc209722060]A.3.1	SU_MbmsResourceManagement API provided by SNRM-C
[bookmark: _CRA_3_1_1][bookmark: _Toc106982297][bookmark: _Toc209722061]A.3.1.1	API URI
The CoAP URIs used in CoAP requests from SNRM-S towards the SNRM-C shall have the Resource URI structure as defined in Annex C.1.1 of 3GPP TS 24.546 [31] with the following clarifications:
-	the <apiName> shall be "su-nmb-c";
-	the <apiVersion> shall be "v1"; and
-	the <apiSpecificSuffixes> shall be set as described in clause A.3.1.2.
[bookmark: _CRA_3_1_2][bookmark: _Toc106982298][bookmark: _Toc209722062]A.3.1.2	Resources
[bookmark: _CRA_3_1_2_1][bookmark: _Toc106982299][bookmark: _Toc209722063]A.3.1.2.1	Overview


[bookmark: _CRFigureA_3_1_2_11]Figure A.3.1.2.1-1: Resource URI structure of the SU_MbmsResourceManagement API provided by SNRM-C
Table A.3.1.2.1-1 provides an overview of the resources and applicable CoAP methods.
[bookmark: _CRTableA_3_1_2_11]Table A.3.1.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	CoAP method
	Description

	MBMS Resource Configuration
	/val-services/{valServiceId}/mbms-resources/{tmgi}/configuration
	GET
	Retrieve MBMS Resource Configuration of the SNRM-C for a given VAL service and TMGI.

	
	
	PUT
	Create or update MBMS Resource Configuration of the SNRM-C for a given VAL service and TMGI.

	
	
	DELETE
	Delete MBMS Resource Configuration of the SNRM-C for a given VAL service and TMGI.

	MBMS Resource State
	/val-services/{valServiceId}/mbms-resources/{tmgi}/state
	GET
(NOTE)
	Retrieve MBMS Resource State information for a given VAL service and TMGI.

	NOTE:	The GET method can also be used to observe this resource.



[bookmark: _CRA_3_1_2_2][bookmark: _Toc106982300][bookmark: _Toc209722064]A.3.1.2.2	Resource: MBMS Resource Configuration
[bookmark: _CRA_3_1_2_2_1][bookmark: _Toc106982301][bookmark: _Toc209722065]A.3.1.2.2.1	Description
The MBMS resource configuration resource allows a SNRM-S to manage the MBMS resource configuration of a SNRM-C.
[bookmark: _CRA_3_1_2_2_2][bookmark: _Toc106982302][bookmark: _Toc209722066]A.3.1.2.2.2	Resource Definition
Resource URI: {apiRoot}/su-nmb-c/<apiVersion>/val-services/{valServiceId}/mbms-resources/{tmgi}/configuration
This resource shall support the resource URI variables defined in the table A.3.1.2.2.2-1.
[bookmark: _CRTableA_3_1_2_2_21]Table A.3.1.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See Annex C.1.1 of 3GPP TS 24.546 [31].

	apiVersion
	string
	See clause A.3.1.1.

	valServiceId
	string
	Identifier of a VAL service.

	tmgi
	bytes
	Identifier of the MBMS resource (Temporary Mobile Group Identity).



[bookmark: _CRA_3_1_2_2_3][bookmark: _Toc106982303][bookmark: _Toc209722067]A.3.1.2.2.3	Resource Standard Methods
[bookmark: _CRA_3_1_2_2_3_1]A.3.1.2.2.3.1	GET
This operation retrieves the MBMS Resource Configuration.
This method shall support the response data structures and response codes specified in table A.3.1.2.2.3.1-1.
[bookmark: _CRTableA_3_1_2_2_3_11]Table A.3.1.2.2.3.1-1: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbmsResourceConfig
	M
	1
	2.05 Content
	The MBMS Resource Configuration information.

	NOTE:		The mandatory CoAP error status codes for the PUT method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_3_1_2_2_3_2]A.3.1.2.2.3.2	PUT
This operation creates and updates the MBMS Resource Configuration.
This method shall support the request data structures specified in table A.3.1.2.2.3.2-1 and the response data structures and response codes specified in table A.3.1.2.2.3.2-2.
[bookmark: _CRTableA_3_1_2_2_3_21]Table A.3.1.2.2.3.2-1: Data structures supported by the PUT Request payload on this resource 
	Data type
	P
	Cardinality
	Description

	MbmsResourceConfig
	M
	1
	Updated details of the MBMS Resource Configuration.



[bookmark: _CRTableA_3_1_2_2_3_22]Table A.3.1.2.2.3.2-2: Data structures supported by the PUT Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbmsResourceConfig
	M
	1
	2.01 Created
	MBMS Resource Configuration created successfully.

	MbmsResourceConfig
	O
	1
	2.04 Changed
	MBMS Resource Configuration updated successfully and the updated MBMS Resource Configuration may be returned in the response.

	NOTE:	The mandatory CoAP error status codes for the PUT method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_3_1_2_2_3_3]A.3.1.2.2.3.3	DELETE
This operation deletes the MBMS Resource Configuration.
This method shall support the response data structures and response codes specified in table A.3.1.2.2.3.3-1.
[bookmark: _CRTableA_3_1_2_2_3_31]Table A.3.1.2.2.3.3-1: Data structures supported by the DELETE Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	2.02 Deleted
	MBMS Resource Configuration is deleted.

	NOTE:	The mandatory CoAP error status codes for the DELETE method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_3_1_2_3][bookmark: _Toc106982304][bookmark: _Toc209722068]A.3.1.2.3	Resource: MBMS Resource State
[bookmark: _CRA_3_1_2_3_1][bookmark: _Toc106982305][bookmark: _Toc209722069]A.3.1.2.3.1	Description
The MBMS Resource State resource allows the SNRM-S to retrieve and monitor the state of the MBMS Resource as seen by the SNRM-C.
[bookmark: _CRA_3_1_2_3_2][bookmark: _Toc106982306][bookmark: _Toc209722070]A.3.1.2.3.2	Resource Definition
Resource URI: {apiRoot}/su-nmb-c/<apiVersion>/val-services/{valServiceId}/mbms-resources/{tmgi}/state
This resource shall support the resource URI variables defined in the table A.3.1.2.3.2-1.
[bookmark: _CRTableA_3_1_2_3_21]Table A.3.1.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See Annex C.1.1 of 3GPP TS 24.546 [31].

	apiVersion
	string
	See clause A.3.1.1.

	valServiceId
	string
	Identifier of a VAL service.

	tmgi
	bytes
	Identifier of the MBMS resource (Temporary Mobile Group Identity).



[bookmark: _CRA_3_1_2_3_3][bookmark: _Toc106982307][bookmark: _Toc209722071]A.3.1.2.3.3	Resource Standard Methods
[bookmark: _CRA_3_1_2_3_3_1]A.3.1.2.3.3.1	GET
This operation retrieves the MBMS resource state information as seen by the SNRM-C. 
This method shall support the request options specified in table A.3.1.2.3.3-1, the response data structures and response codes specified in table A.3.1.2.3.3-2, and the response options specified in table A.3.1.2.3.3-3.
[bookmark: _CRTableA_3_1_2_3_31]Table A.3.1.2.3.3-1: Options supported by the GET Request on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	When set to 0 (Register) it extends the GET request to subscribe to the changes of this resource.
When set to 1 (Deregister) it cancels the subscription.

	NOTE:		Other request options also apply in accordance with normal CoAP procedures.



[bookmark: _CRTableA_3_1_2_3_32]Table A.3.1.2.3.3-2: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbmsResourceState
	M
	1
	2.05 Content
	MBMS resource state information at the SNRM-C.

	NOTE:	The mandatory CoAP error status codes for the GET method listed in table C.1.3-1 of 3GPP TS 24.546 [31] also apply.



[bookmark: _CRTableA_3_1_2_3_33]Table A.3.1.2.3.3-3: Options supported by the 2.05 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	Sequence number of the notification.

	NOTE:	Other response options also apply in accordance with normal CoAP procedures.



[bookmark: _CRA_3_1_3][bookmark: _Toc209722072][bookmark: _Toc106982308]A.3.1.3	Data Model
[bookmark: _CRA_3_1_3_1][bookmark: _Toc209722073]A.3.1.3.1	General
This clause specifies the application data model supported by the API. Data types listed in clause C.1.4 of TS 24.546 [31] apply to this API.
Table A.3.1.3.1-1 specifies the data types defined specifically for the SU_MbmsResourceManagement API service.
[bookmark: _CRTableA_2_1_3_11]Table A.2.1.3.1-1: SU_MbmsResourceManagement API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	MbmsResourceConfig
	A.3.1.3.2.1
	Represents the MBMS Resource configuration of the SNRM-C.
	

	MbmsResourceMonitoringConfig
	A.3.1.3.2.2
	Represents the MBMS Resource monitoring configuration of the SNRM-C, i.e. instructions for the SNRM-C what to monitor in relation to the MBMS resource.
	

	MbmsResourceState
	A.3.1.3.2.3
	Represents the current state of the MBMS Resource as monitored by the SNRM-C.
	



Table A.3.1.3.1-2 specifies data types re-used by the SU_MbmsResourceManagement API service. 
[bookmark: _CRTableA_3_1_3_12]Table A.3.1.3.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	MbmsSaId
	3GPP TS 24.546 [31]
	String containing a unique identifier of a MBMS serving area.
	

	Tmgi
	3GPP TS 24.546 [31]
	Byte string containing an identifier of Temporary Mobile Group Identity used by the MBMS resource.
	

	Uinteger
	3GPP TS 24.546 [31]
	Unsigned integer.
	



[bookmark: _CRA_3_1_3_2][bookmark: _Toc209722074]A.3.1.3.2	Structured data types
[bookmark: _CRA_3_1_3_2_1][bookmark: _Toc209722075]A.3.1.3.2.1	Type: MbmsResourceConfig
[bookmark: _CRTableA_3_1_3_2_11]Table A.3.1.3.2.1-1: Definition of type MbmsResourceConfig
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgi
	Tmgi
	M
	1
	TMGI for identifying the MBMS Resource.
	

	alternativeTmgis
	Array(Tmgi)
	O
	0..1
	A list of additional alternative TMGI used in roaming scenarios.
	

	qci
	Uinteger
	O
	0..1
	QCI information used by the ProSe UE-Network Relay to determine the ProSe Per-Packet Priority value to be applied for the multicast packets relayed to Remote UE over PC5. QCI values are defined in 3GPP TS 23.203 [4].
	

	frequency
	Uinteger
	O
	0..1
	Identification of frequency in case of multi carrier support. It is coded as specified in 3GPP TS 29.468 [13].
	

	serviceAreas
	array(MbmsSaId)
	O
	0..N
	List of MBMS service area identifiers.
	

	sdp
	string
	O
	0..1
	SDP with media and application control information applicable to groups that can use this MBMS bearer.
	

	rohcEnabled
	boolean
	O
	0..1
	Indicates if the flows delivered by the MBMS bearer are header compressed with ROHC as specified in IETF RFC 5795 [20] and IETF RFC 3095 [16].
	

	monitorConfig
	MbmsResourceMonitoringConfig
	O
	0..1
	Monitoring configuration for the SNRM-C.
	



[bookmark: _CRA_3_1_3_2_2][bookmark: _Toc209722076]A.3.1.3.2.2	Type: MbmsResourceMonitoringConfig
[bookmark: _CRTableA_3_1_3_2_21]Table A.3.1.3.2.2-1: Definition of type MbmsResourceMonitoringConfig
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	receptionQuality
	boolean
	O
	0..1
	Indicates if reception quality of the MBMS bearer is to be monitored.
	

	unicastResource
	boolean
	O
	0..1
	Indicates if the unicast resource related to the MBMS berare is to be monitored.
	

	suspension
	boolean
	O
	0..1
	Indicates if suspension state of the MBMS bearer is to be monitored.
	



[bookmark: _CRA_3_1_3_2_3][bookmark: _Toc209722077]A.3.1.3.2.3	Type: MbmsResourceState
[bookmark: _CRTableA_3_1_3_2_31]Table A.3.1.3.2.3-1: Definition of type MbmsResourceState
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgi
	Tmgi
	M
	1
	Temprorary Mobile Group Identity for identifying the MBMS Resource.
	

	monitorConfig
	MbmsResourceMonitoringConfig
	M
	1
	MBMS Resource monitoring configuration of the SNRM-C.
	

	receptionQualityLevel
	integer
	O
	0..1
	Reception quality level measured for the MBMS bearer.
	

	suspendingState
	boolean
	O
	0..1
	Indicates if the MBMS bearer’s intended suspension state:
-	"true" indicates that the RAN has decided to suspend the referenced MBMS bearer(s) at the beginning of the next MCCH modification period;
-	"false" indicates that the RAN has decided to revoke its decision to suspend the referenced MBMS bearer(s) before the beginning of the next MCCH modification period;
	

	unicastListeningState
	boolean
	O
	0..1
	Indicate the unicast listening status:
-	"true" indicates that the VAL UE is listening;
-	"false" indicates that the VAL UE is not listening;
	



[bookmark: _CRA_3_1_4][bookmark: _Toc106982310][bookmark: _Toc209722078]A.3.1.4	Error Handling
General error responses are defined in clause C.1.3 of 3GPP TS 24.546 [31].
[bookmark: _CRA_3_1_5][bookmark: _Toc106982311][bookmark: _Toc209722079]A.3.1.5	CDDL Specification
[bookmark: _CRA_3_1_5_1][bookmark: _Toc106982312][bookmark: _Toc209722080]A.3.1.5.1	Introduction
The data model described in clause A.3.1.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [27]. 
Clause A.3.1.5.2 uses the Concise Data Definition Language described in IETF RFC 8610 [30] and provides corresponding representation of the SU_MbmsResourceManagement API provided by SNRM-C data model.
[bookmark: _CRA_3_1_5_2][bookmark: _Toc106982313][bookmark: _Toc209722081]A.3.1.5.2	CDDL document

;;; MbmsResourceConfig
;;+ Represents MBMS resource configuration.
MbmsResourceConfig = {
 tmgi: Tmgi
 ? alternativeTmgis: [+ Tmgi]
 ? qci: Uinteger
 ? frequency: Uinteger
 ? serviceAreas: [+ MbmsSaId]
 ? sdp: tstrtext
 ? rohcEnabled: bool
 ? monitorConfig: MbmsResourceMonitoringConfig
 * tstr => any
}

;;; MbmsResourceMonitoringConfig
;;+ Represents MBMS resource monitoring configuration, i.e. instructions for the VAL UE what to monitor in relation to the MBMS resource.
MbmsResourceMonitoringConfig = {
 ? receptionQuality: bool
 ? unicastResource: bool
 ? suspension: bool
 * tstr => any
}

;;; MbmsResourceState
;;+ Represents MBMS Resource state information as observed by the VAL UE.
MbmsResourceState = {
 tmgi: Tmgi
 monitoringConfig: MbmsResourceMonitoringConfig
 ? receptionQualityLevel: int
 ? suspendingState: bool
 ? unicastListeningState: bool
 * tstr => any
}

;;; MbmsSaId
;;+ Unique identifier of a MBMS serving area.
MbmsSaId = tstrtext

;;; Tmgi
;;+ Temporary Mobile Group Identity for use by MBMS.
Tmgi = bytes

;;; Uinteger
;;+ Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
Uinteger = int .ge 0
[bookmark: _CRA_3_1_6][bookmark: _Toc209722082]A.3.1.6	Media Types
See clause A.4.
[bookmark: _CRA_3_1_7][bookmark: _Toc209722083]A.3.1.7	Void
[bookmark: _CRA_3_1_8][bookmark: _Toc209722084]A.3.1.8	Void
[bookmark: _CRA_3_2][bookmark: _Toc209722085]A.3.2	SU_MbsResourceManagement API provided by SNRM-C
[bookmark: _CRA_3_2_1][bookmark: _Toc209722086]A.3.2.1	API URI
The CoAP URIs used in CoAP requests from SNRM-S towards the SNRM-C shall have the resource URI structure as defined in Annex C.1.1 of 3GPP TS 24.546 [31] with the following clarifications:
-	the <apiName> shall be "su-nmbs-c";
-	the <apiVersion> shall be "v1"; and
-	the <apiSpecificSuffixes> shall be set as described in clause A.3.2.2.
[bookmark: _CRA_3_2_2][bookmark: _Toc209722087]A.3.2.2	Resources
[bookmark: _CRA_3_2_2_1][bookmark: _Toc209722088]A.3.2.2.1	Overview


[bookmark: _CRFigureA_3_2_2_11]Figure A.3.2.2.1-1: Resource URI structure of the SU_MbsResourceManagement API provided by SNRM-C
Table A.3.2.2.1-1 provides an overview of the resources and applicable CoAP methods.
[bookmark: _CRTableA_3_2_2_11]Table A.3.2.2.1-1: Resources and methods overview
	Resource name
	Resource URI
	CoAP method
	Description

	MBS Resource Configuration
	/val-services/{valServiceId}/mbs-resources/{mbsSessionId}/configuration
	GET
	Retrieve MBS resource configuration of the SNRM-C for a given VAL service and MBS session id.

	
	
	PUT
	Create or update MBS resource configuration of the SNRM-C for a given VAL service and MBS session id.

	
	
	DELETE
	Delete MBS resource configuration of the SNRM-C for a given VAL service and MBS session id.

	MBS Resource State
	/val-services/{valServiceId}/mbs-resources/{mbsSessionId}/state
	GET
(NOTE)
	Retrieve MBS resource state information for a given VAL service and MBS session id.

	NOTE:	The GET method can also be used to observe this resource.



[bookmark: _CRA_3_2_2_2][bookmark: _Toc209722089]A.3.2.2.2	Resource: MBS resource configuration
[bookmark: _CRA_3_2_2_2_1][bookmark: _Toc209722090]A.3.2.2.2.1	Description
The MBS resource configuration resource allows a SNRM-S to manage the MBS resource configuration of a SNRM-C.
[bookmark: _CRA_3_2_2_2_2][bookmark: _Toc209722091]A.3.2.2.2.2	Resource Definition
Resource URI: {apiRoot}/su-nmb-c/<apiVersion>/val-services/{valServiceId}/mbs-resources/{mbsSessionId}/configuration
This resource shall support the resource URI variables defined in the table A.3.2.2.2.2-1.
[bookmark: _CRTableA_3_2_2_2_21]Table A.3.2.2.2.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See Annex C.1.1 of 3GPP TS 24.546 [31].

	apiVersion
	string
	See clause A.3.2.1.

	valServiceId
	string
	Identifier of a VAL service.

	mbsSessionId
	bytes
	Identifier of the MBS resource (MBS session identity).



[bookmark: _CRA_3_2_2_2_3][bookmark: _Toc209722092]A.3.2.2.2.3	Resource Standard Methods
[bookmark: _CRA_3_2_2_2_3_1]A.3.2.2.2.3.1	GET
This operation retrieves the MBS resource configuration.
This method shall support the response data structures and response codes specified in table A.3.2.2.2.3.1-1.
[bookmark: _CRTableA_3_2_2_2_3_11]Table A.3.2.2.2.3.1-1: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsResourceConfig
	M
	1
	2.05 Content
	The MBS resource configuration information.

	NOTE:		The mandatory CoAP error status codes for the PUT method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_3_2_2_2_3_2]A.3.2.2.2.3.2	PUT
This operation creates and updates the MBS resource configuration.
This method shall support the request data structures specified in table A.3.2.2.2.3.2-1 and the response data structures and response codes specified in table A.3.2.2.2.3.2-2.
[bookmark: _CRTableA_3_2_2_2_3_21]Table A.3.2.2.2.3.2-1: Data structures supported by the PUT Request payload on this resource 
	Data type
	P
	Cardinality
	Description

	MbsResourceConfig
	M
	1
	Updated details of the MBS resource configuration.



[bookmark: _CRTableA_3_2_2_2_3_22]Table A.3.2.2.2.3.2-2: Data structures supported by the PUT Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsResourceConfig
	M
	1
	2.01 Created
	MBS resource configuration created successfully.

	MbsResourceConfig
	O
	1
	2.04 Changed
	MBS resource configuration updated successfully and the updated MBS resource configuration may be returned in the response.

	NOTE:	The mandatory CoAP error status codes for the PUT method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_3_2_2_2_3_3]A.3.2.2.2.3.3	DELETE
This operation deletes the MBS resource configuration.
This method shall support the response data structures and response codes specified in table A.3.2.2.2.3.3-1.
[bookmark: _CRTableA_3_2_2_2_3_31]Table A.3.2.2.2.3.3-1: Data structures supported by the DELETE Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	2.02 Deleted
	MBS resource configuration is deleted.

	NOTE:	The mandatory CoAP error status codes for the DELETE method listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _CRA_3_2_2_3][bookmark: _Toc209722093]A.3.2.2.3	Resource: MBS resource state
[bookmark: _CRA_3_2_2_3_1][bookmark: _Toc209722094]A.3.2.2.3.1	Description
The MBS resource state resource allows the SNRM-S to retrieve and monitor the state of the MBS resource as seen by the SNRM-C.
[bookmark: _CRA_3_2_2_3_2][bookmark: _Toc209722095]A.3.2.2.3.2	Resource Definition
Resource URI: {apiRoot}/su-nmb-c/<apiVersion>/val-services/{valServiceId}/mbs-resources/{mbsSessionId}/state
This resource shall support the resource URI variables defined in the table A.3.2.2.3.2-1.
[bookmark: _CRTableA_3_2_2_3_21]Table A.3.2.2.3.2-1: Resource URI variables for this resource
	Name
	Data Type
	Definition

	apiRoot
	string
	See Annex C.1.1 of 3GPP TS 24.546 [31].

	apiVersion
	string
	See clause A.3.2.1.

	valServiceId
	string
	Identifier of a VAL service.

	mbsSessionId
	MbsSessionId
	Identifier of the MBS session identifier of an MBS session.



[bookmark: _CRA_3_2_2_3_3][bookmark: _Toc209722096]A.3.2.2.3.3	Resource Standard Methods
[bookmark: _CRA_3_2_2_3_3_1]A.3.2.2.3.3.1	GET
This operation retrieves the MBS resource state information as seen by the SNRM-C. 
This method shall support the request options specified in table A.3.2.2.3.3-1, the response data structures and response codes specified in table A.3.2.2.3.3-2, and the response options specified in table A.3.2.2.3.3-3.
[bookmark: _CRTableA_3_2_2_3_31]Table A.3.2.2.3.3-1: Options supported by the GET Request on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	When set to 0 (Register) it extends the GET request to subscribe to the changes of this resource.
When set to 1 (Deregister) it cancels the subscription.

	NOTE:		Other request options also apply in accordance with normal CoAP procedures.



[bookmark: _CRTableA_3_2_2_3_32]Table A.3.2.2.3.3-2: Data structures supported by the GET Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsResourceState
	M
	1
	2.05 Content
	MBS resource state information at the SNRM-C.

	NOTE:	The mandatory CoAP error status codes for the GET method listed in table C.1.3-1 of 3GPP TS 24.546 [31] also apply.



[bookmark: _CRTableA_3_2_2_3_33]Table A.3.2.2.3.3-3: Options supported by the 2.05 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Observe
	Uinteger
	O
	0..1
	Sequence number of the notification.

	NOTE:	Other response options also apply in accordance with normal CoAP procedures.



[bookmark: _CRA_3_2_3][bookmark: _Toc209722097]A.3.2.3	Data Model
[bookmark: _CRA_3_2_3_1][bookmark: _Toc209722098]A.3.2.3.1	General
This clause specifies the application data model supported by the API. Data types listed in clause C.1.4 of TS 24.546 [31] apply to this API.
Table A.3.2.3.1-1 specifies the data types defined specifically for the SU_MbsResourceManagement API service.
[bookmark: _CRTableA_3_2_3_11]Table A.3.2.3.1-1: SU_MbsResourceManagement API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	MbsResourceConfig
	A.3.2.3.2.1
	Represents the MBS resource configuration of the SNRM-C.
	

	MbsResourceMonitoringConfig
	A.3.2.3.2.2
	Represents the MBS resource monitoring configuration of the SNRM-C, i.e. instructions for the SNRM-C what to monitor in relation to the MBS resource.
	

	MbmsResourceConfig
	A.3.1.3.2.1 
	Represents the MBMS resource configuration of the SNRM-C.
	

	MbmsResourceMonitoringConfig
	A.3.1.3.2.2
	Represents the MBMS resource monitoring configuration of the SNRM-C, i.e. instructions for the SNRM-C what to monitor in relation to the MBMS resource.
	

	MbsResourceState
	A.3.2.3.2.5
	Represents the current state of the MBS resource as monitored by the SNRM-C.
	

	MbsSessionId
	A.3.2.3.2.6
	Represents the MBS session identifier of an MBS session.
	



Table A.3.2.3.1-2 specifies data types re-used by the SU_MbsResourceManagement API service. 
[bookmark: _CRTableA_3_2_3_12]Table A.3.2.3.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	MbmsSaId
	3GPP TS 24.546 [31]
	String containing a unique identifier of a MBMS serving area.
	

	Tmgi
	3GPP TS 24.546 [31]
	Byte string containing an identifier of Temporary Mobile Group Identity used by the MBMS resource.
	

	Uinteger
	3GPP TS 24.546 [31]
	Unsigned integer.
	



Table A.3.2.3.1-3 specifies the enumerations defined specifically for the SU_MbsResourceManagement API service provided by SNRM-C.
[bookmark: _CRTableA_3_3_3_1_3][bookmark: _CRTableA_3_2_3_13]Table A.3.2.3.1-3: SU_MbsResourceManagement API provided by SNRM-C specific enumeration
	Data type
	Section defined
	Description

	DeliveryMode
	A.3.2.3.3.1
	Information identifying the delivery mode of the MBS session.



[bookmark: _CRA_3_2_3_2][bookmark: _Toc209722099]A.3.2.3.2	Structured data types
[bookmark: _CRA_3_2_3_2_1][bookmark: _Toc209722100]A.3.2.3.2.1	Type: MbsResourceConfig
[bookmark: _CRTableA_3_2_3_2_11]Table A.3.2.3.2.1-1: Definition of type MbsResourceConfig
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	deliveryMode
	DeliveryMode
	M
	1
	The delivery mode of the user data.
	

	mbsSessionId
	MbsSessionId
	M
	1
	MBS session id for identifying the MBS session.
	

	mbsServiceAreas
	array(MbsSaId)
	M
	1..N
	List of MBS service area identifiers.
	

	mbsSdp
	string
	O
	0..1
	SDP with media and application control information applicable to groups that can use this MBS session id.
	

	monitorConfig
	MbsResourceMonitoringConfig
	O
	0..1
	Monitoring configuration for the SNRM-C.
	

	mbmsAnnouncement
	MbmsResourceConfig
	O
	0..1
	Announcement information for MBMS,
	



[bookmark: _CRA_3_2_3_2_2][bookmark: _Toc209722101]A.3.2.3.2.2	Type: MbsResourceMonitoringConfig
[bookmark: _CRTableA_3_2_3_2_21]Table A.3.2.3.2.2-1: Definition of type MbsResourceMonitoringConfig
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsListeningStatusNotify
	boolean
	O
	0..1
	Indicates if listening status notification for this MBS session id is to be sent.
	

	mbsAnnouncementAck
	boolean
	O
	0..1
	Indicates if MBS announcement acknowledgement is to be sent on receiving the announcement.
	

	mbsSessionJoinNotify
	boolean
	O
	0..1
	Indicates if session join notification is to be sent for when the VAL user or the UE joins the group.
	



[bookmark: _CRA_3_2_3_2_3][bookmark: _Toc209722102]A.3.2.3.2.3	Type: MbsResourceState
[bookmark: _CRTableA_3_2_3_2_31]Table A.3.2.3.2.3-1: Definition of type MbsResourceState
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	deliveryMode
	DeliveryMode
	M
	1
	The delivery mode of the user data.
	

	mbsSessionId
	MbsSessionId
	M
	1
	MBS session id for identifying the MBS session.
	

	monitorConfig
	MbsResourceMonitoringConfig
	M
	1
	MBS resource monitoring configuration of the SNRM-C.
	

	mbsListeningStatus
	boolean
	M
	1
	Indicate the MBS  listening status:
-	"true" indicates that the VAL UE is listening;
-	"false" indicates that the VAL UE is not listening;
	

	mbsReceptionQualityLevel
	integer
	O
	0..1
	Reception quality level measured for the MBS session.
	

	unicastListeningState
	boolean
	O
	0..1
	Indicate the unicast listening status:
-	"true" indicates that the VAL UE is listening;
-	"false" indicates that the VAL UE is not listening;
	



[bookmark: _CRA_3_2_3_2_4][bookmark: _Toc209722103][bookmark: _Toc99195527][bookmark: _Toc193393922][bookmark: _Toc203123083]A.3.2.3.2.4	Type: MbsSessionId
[bookmark: _CRTableA_3_2_3_2_41]Table A.3.2.3.2.4-1: Definition of type MbsSessionId
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgi
	Tmgi
	O
	0..1
	MBS session id as Temprorary Mobile Group Identity (TMGI) (NOTE).
	

	ipAddress
	string
	O
	0..1
	The MBS session id as either IPv4 address or IPV6 address (NOTE).
	

	NOTE:	Either the "tmgi" attribute or the "ipAddress" attribute shall be included.



[bookmark: _CRA_3_2_3_3][bookmark: _Toc209722104]A.3.2.3.3	Simple data types and enumerations
[bookmark: _CRA_3_2_3_3_1][bookmark: _Toc209722105]A.3.2.3.3.1	Enumeration: DeliveryMode
The enumeration DeliveryMode represents the type of the report mode. It shall comply with the provisions defined in table A.3.2.3.3.3.1.
[bookmark: _CRTableA_3_4_3_3_31][bookmark: _CRTableA_3_2_3_3_3_1]Table A.3.2.3.3.3.1: Enumeration DeliveryMode
	Enumeration value
	Description
	Applicability

	BROADCAST
	Indicates the delivery mode of user data being via broadcast mode.
	

	MULTICAST
	Indicates the delivery mode of user data being via multicast mode.
	


[bookmark: _CRA_3_4_3_3_4]
[bookmark: _CRA_3_2_4][bookmark: _Toc209722106]A.3.2.4	Error Handling
General error responses are defined in clause C.1.3 of 3GPP TS 24.546 [31].
[bookmark: _CRA_3_2_5][bookmark: _Toc209722107]A.3.2.5	CDDL Specification
[bookmark: _CRA_3_2_5_1][bookmark: _Toc209722108]A.3.2.5.1	Introduction
The data model described in clause A.3.2.3 shall be binary encoded in the CBOR format as described in IETF RFC 8949 [27]. 
Clause A.3.2.5.2 uses the Concise Data Definition Language described in IETF RFC 8610 [30] and provides corresponding representation of the SU_MbsResourceManagement API provided by SNRM-C data model.
[bookmark: _CRA_3_2_5_2][bookmark: _Toc209722109]A.3.2.5.2	CDDL document
;;; MbsResourceConfig
;;+ Represents MBS resource configuration.
MbsResourceConfig = {
 deliveryMode: DeliveryMode
 mbsSessionId: MbsSessionId
 mbsServiceAreas: [+ MbsSaId]
 ? mbsSdp: tstrtext
 ? monitorConfig: MbmResourceMonitoringConfig
 ? mbmsAnnouncement: MbmsResourceConfig
 * tstr => any
}

;;; MbsResourceMonitoringConfig
;;+ Represents MBS resource monitoring configuration, i.e. instructions for the VAL UE what to monitor in relation to the MBS session.
MbmResourceMonitoringConfig = {
 ? mbsListeningStatusNotify: bool
 ? mbsAnnouncementAck: bool
 ? mbsSessionJoinNotify: bool
 * tstr => any
}

;;; MbsResourceState
;;+ Represents MBS Resource state information as observed by the VAL UE.
MbsResourceState = {
 deliveryMode: DeliveryMode
 mbsSessionId: MbsSessionId
 monitoringConfig: MbsResourceMonitoringConfig
 ? mbsListeningState: bool
 ? receptionQualityLevel: int
 ? unicastListeningState: bool
 * tstr => any
}

;;; MbmsResourceConfig
;;+ Represents MBS resource configuration.
MbmsResourceConfig = {
 tmgi: Tmgi
 ? alternativeTmgis: [+ Tmgi]
 ? qci: Uinteger
 ? frequency: Uinteger
 ? serviceAreas: [+ MbmsSaId]
 ? sdp: tstrtext
 ? rohcEnabled: bool
 ? monitorConfig: MbmsResourceMonitoringConfig
 * tstr => any
}

;;; MbsSessionId
;;+ Represents MBS session id, i.e. TMGI (for broadcast or multicast mode) or IPv4/IPv6 address (for multicast mode).
MbsSessionId = {
 ? tmgi: Tmgi
 ? ipAddress: tstrstrng
 * tstr => any
}

;;; MbmsResourceMonitoringConfig
;;+ Represents MBMS resource monitoring configuration, i.e. instructions for the VAL UE what to monitor in relation to the MBMS resource.
MbmsResourceMonitoringConfig = {
 ? receptionQuality: bool
 ? unicastResource: bool
 ? suspension: bool
 * tstr => any
}

;;; DeliveryMode
;;+ Represents the delivery mode of MBS session.
DeliveryMode = "BROADCAST" / "MULTICAST"

;;; MbmsSaId
;;+ Unique identifier of a MBMS serving area.
MbmsSaId = tstrtext

;;; MbsSaId
;;+ Unique identifier of a MBS serving area.
MbsSaId = tstrtext

;;; Tmgi
;;+ Temporary Mobile Group Identity for use by MBMS.
Tmgi = bytes

;;; Uinteger
;;+ Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
Uinteger = int .ge 0
[bookmark: _CRA_3_2_6][bookmark: _Toc209722110]A.3.2.6	Media Types
See clause A.4.
[bookmark: _CRA_4][bookmark: _Toc168325664][bookmark: _Toc187929811][bookmark: _Toc209722111]A.4	Media types
[bookmark: _CRA_4_1][bookmark: _Toc168325576][bookmark: _Toc187929722][bookmark: _Toc209722112]A.4.1	General
This clause defines media types and its model that are applicable to APIs defined for CoAP resource representations in the present specification.
NOTE:	Media types (formerly known as a multipurpose internet mail extensions (MIME) types) indicate the nature and format of a document, file, or assortment of bytes and are defined in IETF RFC 6838 [21A].
[bookmark: _CRA_2_2][bookmark: _CRA_4_2][bookmark: _Toc24868466][bookmark: _Toc34153974][bookmark: _Toc36040918][bookmark: _Toc36041231][bookmark: _Toc43196515][bookmark: _Toc43481285][bookmark: _Toc45134562][bookmark: _Toc51189094][bookmark: _Toc51763770][bookmark: _Toc57206002][bookmark: _Toc59019343][bookmark: _Toc99195502][bookmark: _Toc154277354][bookmark: _Toc168325577][bookmark: _Toc187929723][bookmark: _Toc209722113][bookmark: OLE_LINK62]A.4.2	Media type structure and definition
The media type for the APIs defined for CoAP resource representations is "application/vnd.3gpp.seal-network-resource-info+cbor". This media type may be appended with a media type parameter to identify a particular data type, e.g., "application/vnd.3gpp.seal-network-resource-info+cbor;modeltype=qos-session", "application/vnd.3gpp.seal-location-info+cbor;modeltype=mbms-resource-config".
[bookmark: OLE_LINK278][bookmark: OLE_LINK279]Table A.4.2.1 lists the single media type for the APIs defined for CoAP resource representations with a required parameter to identify the defined data types.
[bookmark: _CRTableA_2_3_1][bookmark: _CRTableA_4_2_1]Table A.4.2.1: Media type and parameter
	Media type and paramter
	Section used
	Description

	vnd.3gpp.seal-network-resource-info+cbor;modeltype=qos-session
	6.2.4.2.3
	The media type and parameter for a QoS session.

	vnd.3gpp.seal-network-resource-info+cbor;modeltype=session-participant
	6.2.4.3.3
	The media type and parameter for a QoS session participant information.

	vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-config
	6.2.3.2.4, 6.2.3.3.1, 6.2.3.3.4.1, 6.2.3.6.4, 6.2.3.10.1
	The media type and parameter for an MBMS resource configuration.

	vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbms-resource-state
	6.2.3.4.3, 6.2.3.6.3
	The media type and parameter for an MBMS resource state.

	vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbs-resource-config
	6.1.3.10.1, 6.2.3.10.4.1, 6.2.3.10.4.2
	The media type and parameter for an MBS resource configuration.

	vnd.3gpp.seal-network-resource-info+cbor;modeltype=mbs-resource-state
	6.2.3.11.4
	The media type and parameter for an MBS resource state.



[bookmark: _CRA_4_3][bookmark: _Toc189574652][bookmark: _Toc209722114]A.4.3	Media type registration template for application/vnd.3gpp.seal-location-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-network-resource-info+cbor
Required parameters: none
Optional parameters: modeltype.
The "modetype" parameter identifies a specific data type, e.g, "vnd.3gpp.seal-network-resource-info+cbor;modeltype=qos-session" where "quo-session" indicates the "QoSSession" data type in 3GPP TS 24.548 clause A.2.1.3.2.2.
Encoding considerations: Must be encoded as using IETF RFC 8949 [20]. See data types defined in 3GPP TS 24.548 clause A.2 and A.3 for details. Clause A.4 provides the media type structure and definition.
Security considerations: See Section 10 of IETF RFC 8949 [20] and Section 11 of IETF RFC 7252 [14].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specificatio", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL network resource management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [20]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
[bookmark: _CRAnnexBinformative][bookmark: _Toc209722115]A.5	Resource representation and APIs for mobile meta service
[bookmark: _Hlk214526352]A.5.1	SU_MobileMetaService API
A.5.1.1	API URI
The CoAP URIs used in CoAP requests from SNRM-S towards the SNRM-C shall have the Resource URI structure as defined in Annex C.1.1 of 3GPP TS 24.546 [31] with the following clarifications:
-	the <apiName> shall be "su-mms-c";
-	the <apiVersion> shall be "v1"; and
-	the <apiSpecificSuffixes> shall be set as described in clause A.5.1.2.
[bookmark: _Toc168325611][bookmark: _Toc193393274]A.5.1.2	Resources
There are no resources defined for this API in this release of the specification.
A.5.1.3	Custom operations without associated resources
[bookmark: _Toc168325612][bookmark: _Toc193393275]A.5.1.3.1	Overview
Table A.5.1.3.1-1 provides an overview of the custom operations and the applicable CoAP method.
[bookmark: _CRTableA_3_1_2_1_1]Table A.5.1.3.1-1: Custom operations without associated resources
	[bookmark: OLE_LINK109][bookmark: OLE_LINK110][bookmark: _Hlk213627061]Custom Operation name
	Custom Operation URI
	CoAP method
	Description

	[bookmark: OLE_LINK105]SU Mobile Meta Service
	val-services/{valServiceId}/su-mobile-meta-service
	POST
	Establish an SU mobile meta service connection.



[bookmark: _Toc168325594][bookmark: _Toc193393252]A.5.1.3.2	Operations for mobile meta service connectivity
A.5.1.3.2.1	POST
This operation allows to establish an SU mobile meta service connection.
This method shall support the request data structures, request codes and response codes specified in table A.5.1.3.2.1-1.
[bookmark: _CRTableA_3_1_2_2_3_1_1]Table A.5.1.3.2.1-1: Data structures supported by the POST Request payload on this resource
	Data type
	P
	Cardinality
	Description

	mmetaServiceConnectivityRequest
	M
	1
	The information of request of establishment of an SU mobile meta service connection.



Table A.5.1.3.2.1-2: Data structures supported by the POST Response payload on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	mmetaServiceConnectivityResponse
	M
	1
	2.01 Created
	SU mobile meta service connection created successfully.

	NOTE:	The mandatory CoAP error status codes for the POST Response listed in table C.1.3-1 of 3GPP TS 24.546 [31] shall also apply.



[bookmark: _Toc168325595][bookmark: _Toc193393253]A.5.1.4	Data Model
Editor's note:	(WIC XRM_Ph2_App, CR#0095): This section is FFS.
[bookmark: _Toc168325596][bookmark: _Toc193393254]A.5.1.4.1	General
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