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1. Introduction
<Introduction part (optional)>
2. Reason for Change
[bookmark: _Hlk138929913]TS 23.436 describes the roles of the ADAE server and ADAE client for service experience to support application performance analytics.
3. Conclusions
[bookmark: _Hlk138929942]Added ADAE server procedure.
Added ADAE client procedure.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.559.

[bookmark: _Hlk61529092][bookmark: _Toc136498961]* * * First Change * * * *
[bookmark: _Toc136498957]6.7	Location accuracy analytics
[bookmark: _Toc136498958]6.7.1	General
These clauses describe the procedures on the ADAE server side when an analytics consumer such as the VAL server subscribes to the location accuracy prediction of a VAL location or a VAL UE based on NWDAF UE mobility analytics or stored data from A-ADRF.
[bookmark: _Toc136498959]6.8	Service application programming interface (API) analytics
[bookmark: _Toc136498960]6.8.1	General
These clauses describe the procedures on the ADAE server side when an analytics consumer such as the VAL server subscribes to the service API analytics.
* * * Next Change * * * *
6.59	Service experience to support Aapplication performance analytics
[bookmark: _Toc136498962]6.59.1	General
These clauses describe the procedures on the ADAE server and ADAE server side when the application performance analytics is provided by VAL UEs.
* * * Next Change * * * *
6.5.2	ADAE server service experience
Upon receipt an HTTP PUT request message with a Request-URI according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}”, where:
[bookmark: _Hlk140504732]a)	“dataEventId” identifying the identity of an event for the service experience information; and
b)	“configurationId” identifying the push request configuration; and
with a body containing:
a)	val-ue-id;
b)	val-server-id;
c)	optionally val-service-id;
d)	optionally time-interval; and
e)	optionally val-service-exp-report,
the ADAES shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not the authorized ADAEC, the ADAES shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; or
b)	the sender is the authorized ADAEC the ADAES shall response by HTTP 204 (No Content) and pass the contents to the upper layer.
To request the ADAEC for the pull service experience information, the ADAES send an HTTP GET request message, constructed according to procedures specified in IETF RFC 9110 [XX], wherein the ADAES:
a)	shall set the Request-URI to the URI identifying the ADAEC according to the pattern “{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
1)	"dataEventId" identifying the identity of an event for the service experience information; and
2)	"configurationId" identifying the pull request configuration; and
b)	with a body containing:
1)	val-server-id; and
2)	optionally val-service-id; and
c)	shall set the "Host" header field to the URI identifying of the ADAEC and the port information.
To configure triggers to the ADAEC to report on the service experience information, the ADAES send an HTTP PUT request message, constructed according to procedures specified in IETF RFC 9110 [XX], wherein the ADAES:
a)	shall set the Request-URI to the URI identifying the ADAEC according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
1)	"dataEventId" identifying the identity of an event for the service experience information; and
2)	"configurationId" identifying the report request configuration; and
b)	with a body containing:
1)	val-server-id;
2)	val-server-list;
3)	trigger-criteria
4)	optionally common-trigger-criteria;
5)	optionally req-service-exp-measure; and
6)	optionally notify-address; and
c)	shall set the "Host" header field to the URI identifying of the ADAEC and the port information.
* * * Next Change * * * *
6.5.3	ADAE client service experience
To push to the ADAES the service experience information, the ADAEC send an HTTP PUT request message, constructed according to procedures specified in IETF RFC 9110 [XX], wherein the ADAES:
a)	shall set the Request-URI to the URI identifying the ADAES according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
1)	"dataEventId" identifying the identity of an event for the service experience information; and
2)	"configurationId" identifying the push request configuration; and
b)	with a body containing:
1)	val-ue-id;
2)	val-server-id; and
3)	optionally val-service-id;
4)	optionally time-interval; and
5)	optionally val-service-exp-report; and
c)	shall set the "Host" header field to the URI identifying of the ADAES and the port information.
Upon receipt an HTTP GET request message with a Request-URI according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
a)	"dataEventId" identifying the identity of an event for the service experience information; and
b)	"configurationId" identifying the pull request configuration; and
with a body containing:
a)	val-server-id; and
b)	optionally val-service-id; 
the ADAEC shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not the authorized ADAES, the ADAEC shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; 
b)	the sender is the authorized ADAES but the ADAEC determines that the report is not available, the ADAEC shall respond with an HTTP 404 (Not Found) response message and avoid the rest of steps; or
c)	the sender is the authorized ADAES and the ADAEC determines that the report is available, the ADAEC shall response by HTTP 200 (OK) response, constructed according to procedures specified in IETF RFC 9110 [XX], wherein the ADAEC:
1)	shall set the Request-URI to the URI identifying the ADAES according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}" where:
i)	"dataEventId" identifying the identity of an event for the service experience information; and
ii)	"configurationId" identifying the pull response configuration; and
2)	with a body containing:
i)	val-ue-id;
ii)	val-server-id;
iv)	optionally val-service-id;
v)	optionally time-interval; and
vi)	optionally val-service-exp-report; and
3)	shall set the "Host" header field to the URI identifying of ADAES and the port information.
Upon receipt an HTTP PUT request message with a Request-URI according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
a)	"dataEventId" identifying the identity of an event for the service experience information; and
b)	"configurationId" identifying the report request configuration; and
with a body containing:
a)	val-server-id;
b)	val-server-list;
c)	trigger-criteria;
d)	optionally common-trigger-criteria;
e)	optionally req-service-exp-measure; and
f)	optionally notify-address,
the ADAEC shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not the authorized ADAES, the ADAEC shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; or
b)	the sender is an authorized ADAES, the ADAEC shall response by HTTP 204 (No Content).
* * * End of Changes * * * *

