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1. Reason for Change
CT4 informs about the need to update obsoleted IETF HTTP RFCs (C4-233513/C1-237127). Hence, the obsoleted IETF HTTP RFCs need to be updated in this specification.
The changes between the referenced RFC 7231 and RFC 9110 are:
-	IETF RFC 9110 ("HTTP Semantics", published in June 2022) obsoletes existing RFC 7231.
The changes between the referenced RFC 2373 and RFC 4291 are:
-	IETF RFC 4291 ("IP Version 6 Addressing Architecture", published in February 2006) obsoletes RFC 3513 which obsoleted existing RFC 2373.
Those changes do not impact the current text in TS 24.583.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.3.0.
3. Revision history
-	
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[bookmark: _Toc144307442]5.2.3.1	PEAE-C procedure
When the PEAE-C needs to receive one or more endpoint information of PAE-S, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI corresponding to the PGAE-C;
NOTE:	How to obtain the URI corresponding to the PGAE-C is left to UE implementation.
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-request> element in the <pinapp-info> root element and within the <server-discovery-request> element:
1)	shall include a <ue-id> element set to the identity of the PEAE-C (i.e. GPSI);
2)	may include a <mac-address> element set to the MAC address of the PEAE-C; and
3)	may include a <ue-location> element set to the location information of the PEAE-C.
The PEAE-C shall send the generated HTTP POST request towards the PGAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall store the endpoint information of PAE-S and consider the client procedure for PAE-S discovery via PGAE-C is complete.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the endpoint information is not available neither in PMAE-C nor in PGAE-C.
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5.2.3.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-request> element in the <pinapp-info> root element
the PGAE-C shall:
a)	if the endpoint information of PAE-S is available in the PGAE-C, the PGAE-C shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4] and send the HTTP 200 (OK) response towards the PEAE-C. In the HTTP 200 (OK) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-accept> element in the <pinapp-info> root element and within the <server-discovery-accept> element:
i)	shall include a <endpoint-information-content> element set to the endpoint information of PAE-S; and
b)	else, if the endpoint information of PAE-S is not available in PGAE-C, the PGAE-C shall send the HTTP POST request message received from PEAE-C to PMAE-C directly to request the endpoint information of PIN serve from the PMAE-C.
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-response> element in the <pinapp-info> root element,
the PGAE-C shall send the HTTP 200 (OK) response message received from PMAE-C to PEAE-C directly to deliver the endpoint information of PAE-S towards PEAE-C.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-reject> element in the <pinapp-info> root element,
the PGAE-C shall forward the HTTP 403 (Forbidden) response message to the PEAE-C.
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5.2.3.3	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the endpoint information of PAE-S is available in the PMAE-C.
If the endpoint information of PAE-S is available in the PMAE-C:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-accept> element in the <pinapp-info> root element and within the <server-discovery-accept> element:
i)	shall include a <endpoint-information-content> element set to the endpoint information of PAE-S; and
b)	send the HTTP 200 (OK) response towards the PGAE-C.
If the endpoint information of PAE-S is not available in the PMAE-C:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <server-discovery-reject> element in the <pinapp-info> root element and within the <server-discovery-reject> element:
i)	shall include a <cause> element to indicate the endpoint information of PAE-S is not available; and
b)	send the HTTP 403 (Forbidden) response towards the PGAE-C.
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5.3.2.1	Requesting entity procedure
The requesting entity can be PMAE-C, PEAE-C, or PGAE-C.
When the requesting entity needs to register to the PAE-S directly, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-request> element in the <pinapp-info> root element and within the <pine-registration-request> element:
[bookmark: _Hlk131605449]1)	shall include a <ue-id> element set to the identity of the requesting entity (i.e. GPSI or identity token);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	shall include a <port-number> element set to the port number of the requesting entity;;
4)	may include a <mac-address> element set to the MAC address of the requesting entity;
5)	may include a <vendor-name> element set to the vendor’s name of the requesting entity;
6)	may include a <device-description> element set to the description of the requesting entity; and
7)	may include a <pine-address> element set to the IP address of the requesting entity if available in the requesting entity;
8)	may include a <pine-capabilities> element set to capabilities information that whether the requesting entity is capable to act as a PMAE-C, a PGAE-C, or both; and
9)	may include a <maximum-number-of-pines> element set to the maximum number of the PEAE-C that can be managed by the requesting entity simultaneously (only for PMAE-C and PGAE-C).
The requesting entity shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-accept> element in the <pinapp-info> root element,
the requesting entity shall:
a)	if the requesting entity is registered as a PMAE-C based on the <role-of-pemc> element in the <pine-registration-accept> element, store the assigned PIN client ID, and consider the direct PIN registration to PAE-S is complete. the requesting entity may further initiate a PIN creation procedure as specified in clause 5.4.2;
b)	if the requesting entity is registered as a PGAE-C based on the <role-of-pegc> element in the <pine-registration-accept> element, store the assigned PIN client ID, and consider the direct PIN registration to PAE-S is complete. The requesting entity may initiate a PIN discovery procedure as specified in clause 5.4.4; and
c)	if the requesting entity is registered as a PEAE-C (i.e. not include the <pine-capabilities> element), store the assigned PIN client ID, and consider the direct PIN registration to PAE-S is complete. The requesting entity may initiate a PIN discovery procedure as specified in clause 5.4.4.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the direct PIN registration to PAE-S is rejected by the PAE-S.
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5.3.2.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-request> element in the <pinapp-info> root element,
[bookmark: _Hlk132828016]the PAE-S shall check whether the requesting entity identified by the <ue-id> element is authorized to be the requested role of a PIN. 
If the PEAE-C identified by the <ue-id> element is authorized to be the requested role of a PIN, PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-accept> element in the <pinapp-info> root element and within the <pine-registration-accept> element:
i)	shall include a <pin-client-id> element set to the assigned PIN client ID of the PEAE-C; and
ii)	may include a <role-of-pemc> element set to indication that the requesting entity has successfully registered to be a PMAE-C; and 
iii)	may include a <role-of-pegc> element set to indication that the requesting entity has successfully registered to be a PGAE-C; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PEAE-C identified by the <ue-id> element is not authorized to be the requested role of a PIN, PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-reject> element in the <pinapp-info> root element and within the <pine-registration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for direct PIN registration to PAE-S failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
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5.3.3.1	Requesting entity procedure
The requesting entity can be PEAE-C or PGAE-C.
When the requesting entity needs to register to the PAE-S via PMAE-C or PGAE-C, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of receiving entity;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-request> element in the <pinapp-info> root element and within the <pine-registration-request> element:
1)	shall include a <ue-id> element set to the identity of the requesting entity (i.e. GPSI);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	shall include a <port-number> element set to the port number of the requesting entity;
4)	may include a <mac-address> element set to the MAC address of the requesting entity;
5)	may include a <vendor-name> element set to the vendor’s name of the requesting entity;
6)	may include a <device-description> element set to the description of the requesting entity;
7)	may include a <pine-address> element set to the IP address of the requesting entity if available in the requesting entity;
8)	may include a <pine-capabilities> element set to capabilities information that whether the requesting entity is capable to act as a PMAE-C, a PGAE-C, or both; and
9)	may include a <maximum-number-of-pines> element set to the maximum number of the PEAE-C that can be managed by the requesting entity simultaneously (only for PMAE-C and PGAE-C).
The requesting entity shall send the generated HTTP POST request towards the receiving entity according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-accept> element in the <pinapp-info> root element,
the requesting entity shall:
a)	if the requesting entity is registered as a PMAE-C based on the <role-of-pemc> element in the <pine-registration-accept> element, store the assigned PIN client ID, and consider the direct PIN registration to PAE-S is complete. The requesting entity could further initiate a PIN creation procedure as specified in clause 5.4.2;
b)	if the requesting entity is registered as a PGAE-C based on the <role-of-pegc> element in the <pine-registration-accept> element, store the assigned PIN client ID, and consider the direct PIN registration to PAE-S is complete. The requesting entity may initiate a PIN discovery procedure as specified in clause 5.4.4; and
c)	if the requesting entity is registered as a PEAE-C (i.e. not include the <pine-capabilities> element), store the assigned PIN client ID, and consider the direct PIN registration to PAE-S is complete. The requesting entity may initiate a PIN discovery procedure as specified in clause 5.4.4.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the PIN registration to PAE-S directly is rejected by the PAE-S.
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5.3.3.2	Receiving entity procedure
The receiving entity can be PMAE-C or PGAE-C.
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-request> element in the <pinapp-info> root element,
the receiving entity shall forward the received HTTP POST request message to PAE-S with changing the Request-URI to the URI of PAE-S.
Upon reception of one of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-accept> element in the <pinapp-info> root element; or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-reject> element in the <pinapp-info> root element,
the receiving entity shall forward the received HTTP POST response message to the requesting entity with changing the Request-URI to the URI of the requesting entity.
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5.3.3.3	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-request> element in the <pinapp-info> root element,
the PAE-S shall check whether the requesting entity identified by the <ue-id> element is authorized to be the requested role of a PIN. 
If the requesting entity identified by the <ue-id> element is authorized to be the requested role of a PIN, PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-accept> element in the <pinapp-info> root element and within the <pine-registration-accept> element:
i)	shall include a <pin-client-id> element set to the assigned PIN client ID of the requesting entity;
ii)	may include a <role-of-pemc> element set to indication that the requesting entity has successfully registered to be a PMAE-C; and
iii)	may include a <role-of-pegc> element set to indication that the requesting entity has successfully registered to be a PGAE-C; and
b)	send the HTTP 200 (OK) response towards the receiving entity.
If the requesting entity identified by the <ue-id> element is not authorized to be the requested role of a PIN, PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-registration-reject> element in the <pinapp-info> root element and within the <pine-registration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN registration to PAE-S directly failure; and
b)	send the HTTP 403 (Forbidden) response towards the receiving entity.
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5.3.4.1	Requesting entity procedure
The requesting entity can be PMAE-C, PEAE-C, or PGAE-C.
When the requesting entity needs to deregister to the PAE-S directly, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-request> element in the <pinapp-info> root element and within the <pine-deregistration-request> element:
1)	shall include a <ue-id> element set to the identity of the requesting entity (i.e. GPSI or identity token);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	may include a <mac-address> element set to the MAC address of the requesting entity;
4)	may include a <vendor-name> element set to the vendor’s name of the requesting entity;
5)	may include a <device-description> element set to the description of the requesting entity; and
6)	may include a <ip-address> element set to the IP address of the requesting entity if available in the requesting entity.
The requesting entity shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-accept> element in the <pinapp-info> root element,
the requesting entity shall consider the direct PIN registration to PAE-S is complete.
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5.3.4.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-request> element in the <pinapp-info> root element,
the PAE-S shall:
a)	consider the requesting entity identified by the <ue-id> element is not registered as a PIN peer;
b)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-accept> element in the <pinapp-info> root element; and
c)	send the HTTP 200 (OK) response towards the requesting entity.
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5.3.5.1	Requesting entity procedure
The requesting entity can be PEAE-C or PGAE-C.
When the requesting entity needs to deregister to the PAE-S via PMAE-C or PGAE-C, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of receiving entity;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-request> element in the <pinapp-info> root element and within the <pine-deregistration-request> element:
1)	shall include a <ue-id> element set to the identity of the requesting entity (i.e. GPSI or identity token);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	may include a <mac-address> element set to the MAC address of the requesting entity;
4)	may include a <vendor-name> element set to the vendor’s name of the requesting entity;
5)	may include a <device-description> element set to the description of the requesting entity; and
6)	may include a <ip-address> element set to the IP address of the requesting entity if available in the requesting entity.
The requesting entity shall send the generated HTTP POST request towards the receiving entity according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-accept> element in the <pinapp-info> root element,
the requesting entity shall consider the direct PIN registration to PAE-S is complete.
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5.3.5.2	Receiving entity procedure
The receiving entity can be PMAE-C or PGAE-C.
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-request> element in the <pinapp-info> root element,
the receiving entity shall forward the received HTTP POST request message to PAE-S with changing the Request-URI to the URI of PAE-S.
Upon reception of an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-accept> element in the <pinapp-info> root element; or
the receiving entity shall forward the received HTTP 200 (OK) response message to the requesting entity.
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5.3.5.3	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-request> element in the <pinapp-info> root element,
the PAE-S shall:
a)	consider the requesting entity identified by the <ue-id> element is not registered as a PIN peer;
b)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-deregistration-accept> element in the <pinapp-info> root element; and
c)	send the HTTP 200 (OK) response towards the receiving entity.
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5.3.6.1	Requesting entity procedure
The requesting entity can be PMAE-C, PEAE-C, or PGAE-C.
When the requesting entity needs to update the registration status to the PAE-S directly, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-update-registration-request> element in the <pinapp-info> root element and within the <pine-update-registration-request> element:
1)	shall include a <ue-id> element set to the identity of the requesting entity (i.e. GPSI or identity token);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	may include a <mac-address> element set to the MAC address of the requesting entity;
4)	may include a <vendor-name> element set to the vendor’s name of the requesting entity;
5)	may include a <device-description> element set to the description of the requesting entity; and
6)	may include a <ip-address> element set to the IP address of the requesting entity if available in the requesting entity.
The requesting entity shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-update-registration-accept> element in the <pinapp-info> root element,
the requesting entity shall consider the direct PIN registration update to PAE-S is complete.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-update-registration-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the direct PIN registration update to PAE-S is rejected by the PAE-S.
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5.3.6.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-update-registration-request> element in the <pinapp-info> root element,
the PAE-S shall check whether the requesting entity identified by the <ue-id> element is authorized to update the registration status. 
If the requesting entity identified by the <ue-id> element is authorized to update the registration status, PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-update-registration-accept> element in the <pinapp-info> root element and within the <pine-update-registration-accept> element; and
b)	send the HTTP 200 (OK) response towards the requesting entity.
If the requesting entity identified by the <ue-id> element is not authorized to update the registration status, PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pine-update-registration-reject> element in the <pinapp-info> root element and within the <pine-update-registration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for direct PIN registration update to PAE-S failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
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5.4.2.1	PMAE-C procedure
When the PMAE-C needs to create a PIN, then the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-request> element in the <pinapp-info> root element and within the <pin-creation-request> element:
1)	shall include a <ue-id> element set to the UE identity of the PMAE-C (i.e. GPSI or identity token) or the PIN client ID of PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	may include a <pin-client-profile> element set to the PIN client profile(s) available in the PMAE-C;
4)	may include a <ue-location> element set to the location of the PMAE-C;
5)	may include a <pine-list> element set to the identifier(s) of the PEAE-C(s) intending to be added into the PIN, which have already communicated with PEMC via 3GPP access or non-3GPP access. In case of no PEAE-C is available to the PMAE-C, the <pine-list> element includes the identifier of PMAE-C itself; and
6)	may include a <additional-pemc> element set to the identifier(s) of PMAE-C(s) that are allowed to manage the PIN, if any.
The PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-accept> element in the <pinapp-info> root element,
the PMAE-C:
a)	shall consider the PIN creation procedure is accepted by the PAE-S;
b)	shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4] towards the PGAE-C and send the generated HTTP POST request towards the PGAE-C according to IETF RFC 72319110 [4] if:
1)	the <access-control-info> element is received from the PAE-S; or
2)	the access control info is decided by PMAE-C and available in the PMAE-C.
NOTE 1:	PMAE-C is allowed to notify the PGAE-C due to other UE implementation conditions. 
	In the HTTP POST request, the PMAE-C:
1)	shall set the Request-URI to the URI corresponding to the PGAE-C;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-request> element in the <pinapp-info> root element and within the <pin-creation-notification-request> element:
i)	shall include a <pin-id> element set to the assigned PIN ID of the newly created PIN;
ii)	may include a <access-control-info> element set to the access control information for the PGAE-C;
iii)	shall include a <pin-member-indication> element set to indicate that the PIN element is made the member of the newly created PIN identified by the PIN ID;
iv)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C;
v)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) that are selected by the PAE-S to act as the PGAE-C(s) for the PIN; and
vi)	shall include a <heartbeat-timer> element set to the heartbeat timer received from PAE-S; and
NOTE 2:	In case of PMAE-C acts as the PGAE-C of the PIN, step b) is not needed.
c)	may generate a series of HTTP POST request messages according to procedures as specified in IETF RFC 72319110 [4] towards the PEAE-C(s) in the <pine-list> element accordingly and send the generated HTTP POST request towards the PEAE-C(s) accordingly as specified in IETF RFC 72319110 [4]. In each HTTP POST request, the PMAE-C:
1)	shall set the Request-URI to the URI corresponding to the specific PEAE-C;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-request> element in the <pinapp-info> root element and within the <pin-creation-notification-request> element:
i)	shall include a <pin-id> element set to the assigned PIN ID of the newly created PIN;
ii)	may include a <access-control-info> element set to the access control information for the specific PEAE-C;
iii)	shall include a <pin-member-indication> element set to indicate that the PIN element is made the member of the newly created PIN identified by the PIN ID;
iv)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C;
v)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) that are selected by the PAE-S to act as the PGAE-C(s) for the PIN; and
vi)	shall include a <heartbeat-timer> element set to the heartbeat timer from PAE-S.
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN peer(s) that send the message are accepted to be added into the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN peer(s) that send the message are not accepted to be added into the PIN.
The PIN is then created by the PMAE-C within the accepted PIN peer(s).
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN creation procedure is rejected by the PAE-S.
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5.4.2.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-request> element in the <pinapp-info> root element,
[bookmark: _Hlk132832043]the PAE-S shall check whether the PMAE-C is authorized to create a PIN and whether there is any PGAE-C available.
If the PMAE-C is authorized to be a PMAE-C of a PIN and at least one PGAE-C is available based on the <pine-capabilities> element provided by PEAE-Cs in the PAE-S (i.e. only the PEAE-C that has the capability of gateway can be selected as the PGAE-C), PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-accept> element in the <pinapp-info> root element and within the <pin-creation-accept> element:
i)	shall include a <pin-id> element set to the assigned PIN ID of the newly created PIN;
ii)	shall include a <valid-timer> element set to the valid expiration time of the newly created PIN;
iii)	may include a <pine-list> element set to the identifier(s) of the PEAE-C(s) that are added into the PIN. The list contains the identifier of PEMC and optionally the list of PIN elements which are authorized to be added into the PIN based on the <pine-list> received from PMAE-C;
iv)	shall include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) that are selected by the PAE-S to act as the PGAE-C(s) for the PIN. In case of no appropriate PEAE-C to act as a PGAE-C, the <pegc-id> element set to identifier of the PMAE-C (i.e. the PAE-S indicates PMAE-C to be the PGAE-C);
v)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C that is selected by the PAE-S to act as the PGAE-C for the PIN;
vi)	may include a <access-control-info> element set to the access control information for the PGAE-C that is selected by the PAE-S to act as the PGAE-C for the PIN; and
vii)	shall include a <heartbeat-timer> element set to a heartbeat timer for PMAE-C, PGAE-C, and PEAE-C; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PMAE-C is not authorized to be a PMAE-C of a PIN or there is no PGAE-C available based on the <pine-capabilities> element provided by PEAE-Cs in the PAE-S (i.e. only the PEAE-C that has the capability of gateway can be selected as the PGAE-C), PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-reject> element in the <pinapp-info> root element and within the <pin-creation-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN creation failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
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5.4.2.3	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-request> element in the <pinapp-info> root element,
the PGAE-C:
a)	shall consider the PGAE-C has been successfully added into the PIN and acts as the PGAE-C of the PIN identified by the <pin-id> element; and
b)	shall perform either of the following to response to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-reject> element in the <pinapp-info> root element and within the <pin-creation-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN creation notification failure; and
c)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) response towards PMAE-C.
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5.4.2.4	PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-request> element in the <pinapp-info> root element,
the PEAE-C:
a)	shall consider the PEAE-CPEAE-C has been successfully added to the PIN;
b)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-reject> element in the <pinapp-info> root element and within the <pin-creation-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN creation notification failure; and
c)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) response towards PMAE-C.
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[bookmark: _Toc144307475]5.4.3.2.1.1	PAE-S procedure
The PAE-S may initiate a PAE-S requested PIN deletion procedure when:
a)	the PIN continues to exist after its valid duration timer associated with the PIN; or
b)	the PAE-S decides to not provide any PIN service for this PIN.
When the PAE-S needs to delete a PIN, then the PAE-S shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PAE-S:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element and within the <pin-service-switch-request> element:
1)	shall include a <pin-id> element set to the identifier of the PIN to be deleted.
The PAE-S shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element,
the PAE-S shall consider the PIN has been considered as deleted in the PMAE-C. The PAE-S shall stop all the procedures related to the PIN and release all the network resources allocated for this PIN.
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5.4.3.2.1.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4] and send the generated HTTP 200 (OK) response towards the PAE-S according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; and
b)	shall generate a series of HTTP POST request messages according to procedures as specified in IETF RFC 72319110 [4] towards the PIN peer(s) in the PIN and send the generated HTTP POST request towards the PIN peer(s) accordingly as specified in IETF RFC 72319110 [4]. In each HTTP POST request, the PMAE-C:
1)	shall set the Request-URI to the URI corresponding to the specific PIN peer.
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element and within the <pin-deletion-notification-request> element:
i)	shall include a <pin-id> element set to the identifier of the PIN to be deleted.
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element;
the PMAE-C shall consider that the PIN has been treated as deleted in the corresponding PIN peer(s).
NOTE:	Whether PMAE-C needs to take other actions for PIN peer(s) that send <pin-deletion-notification-reject> element is left to UE implementation. 
When receiving all the response(s) from the PIN peer(s), the PIN is considered as deleted in the PMAE-C from this time onward. The PMAE-C shall delete all the information related to this PIN.
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5.4.3.2.1.3	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PGAE-C:
a)	shall consider the PIN has been deleted;
b)	shall invalidate the access control information of the PIN in the PGAE-C;
c)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element and within the <pin-deletion-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN deletion notification failure; and
d)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) response towards the PMAE-C.
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5.4.3.2.1.4	PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PEAE-C:
a)	shall consider the PIN has been deleted; and
b)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element and within the <pin-deletion-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN deletion notification failure; and
c)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) response towards the PMAE-C.
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5.4.3.2.2.1	PMAE-C procedure
When the PMAE-C needs to delete a PIN, then the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-request> element in the <pinapp-info> root element and within the <pin-deletion-request> element:
1)	shall include a <pin-id> element set to the PIN ID of the PIN to be deleted; and
2)	shall include a <security-credentials> element set to the security credentials of the PIN to be deleted.
The PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-accept> element in the <pinapp-info> root element,
the PMAE-C:
a)	shall consider the PIN deletion procedure is accepted by the PAE-S;
b)	shall generate a series of HTTP POST request messages according to procedures as specified in IETF RFC 72319110 [4] towards the PIN peer(s) in the PIN accordingly and send the generated HTTP POST request towards the PIN peer(s) accordingly as specified in IETF RFC 72319110 [4]. In each HTTP POST request, the PMAE-C:
1)	shall set the Request-URI to the URI corresponding to the specific PIN peer.
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element and within the <pin-deletion-notification-request> element:
i)	shall include a <pin-id> element set to the identifier of the PIN to be deleted.
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element;
the PMAE-C shall consider that the PIN has been treated as deleted in the corresponding PIN peer.
NOTE:	Whether PMAE-C needs to take other actions for PIN peer(s) that send <pin-deletion-notification-reject> element is left to UE implementation. 
When receiving all the response(s) from PIN peer(s), the PIN is considered as deleted in the PMAE-C from this time onward. The PMAE-C shall delete all the information related to this PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider that the PMAE-C requested PIN deletion procedure is rejected by the PAE-S. The PMAE-C may initiate a local PIN deletion procedure as specified in clause 5.4.3.3 if still needed.
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5.4.3.2.2.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-request> element in the <pinapp-info> root element,
the PAE-S shall verify whether the PMAE-C is authorized to delete a PIN.
If the PMAE-C is authorized to delete the PIN, the PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-accept> element in the <pinapp-info> root element.
From this time onward, the PIN is considered as deleted in the PAE-S. The PAE-S shall stop all the procedures related to the PIN and release all the network resources allocated for this PIN.
If the PMAE-C is not authorized to delete a PIN, the PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-reject> element in the <pinapp-info> root element and within the <pin-deletion-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN deletion failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.4.3.2.2.3	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PGAE-C:
a)	shall consider the PIN has been deleted;
b)	shall invalidate the access control information in the PGAE-C; and
c)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element and within the <pin-deletion-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN deletion notification failure; and
d)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) towards the PMAE-C.
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5.4.3.2.2.4	PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PEAE-C:
a)	shall consider the PIN has been deleted;
b)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element and within the <pin-deletion-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN deletion notification failure; and
c)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) towards the PMAE-C.
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5.4.3.3.1	PMAE-C procedure
The PMAE-C may initiate a local PIN deletion procedure initiation procedure when:
a)	PMAE-C receives the request from the user or for any other reason which are implementation specific; or
b)	the duration associated with the PIN expires.
Editor’s note:	The precedence between explicit PIN deletion procedure and local PIN deletion procedure is FFS.
When the PMAE-C needs to locally delete a PIN, the PMAE-C:
a)	shall generate a series of HTTP POST request messages according to procedures as specified in IETF RFC 72319110 [4] towards the PAE-S and the PIN peer(s) in the PIN accordingly. In each HTTP POST request, the PMAE-C:
1)	shall set the Request-URI to the URI corresponding to the PAE-S or the specific PIN peer.
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element and within the <pin-deletion-notification-request> element:
i)	shall include a <pin-id> element set to the identifier of the PIN to be deleted; and
b)	shall send the generated HTTP POST request towards the PAE-S and the PIN peer(s) accordingly as specified in IETF RFC 72319110 [4].
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element;
the PMAE-C shall consider that the PIN has been treated as deleted in the PAE-S or the corresponding PIN peer(s).
NOTE:	Whether PMAE-C needs to take other actions for PIN peer(s) that send <pin-deletion-notification-reject> element is left to UE implementation. 
When receiving all the response(s) from the PAE-S and the PIN peer(s), the PIN is considered as deleted in the PMAE-C from this time onward. The PMAE-C shall delete all the information related to this PIN.
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5.4.3.3.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PGAE-C:
a)	shall consider the PIN has been deleted;
b)	shall invalidate the access control information of the PIN in the PGAE-C;
c)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PGAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element and within the <pin-deletion-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN deletion notification failure; and
d)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) response towards the PMAE-C.
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5.4.3.3.3	PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PEAE-C:
a)	shall consider the PIN has been deleted; and
b)	shall perform either of the following to respond to PMAE-C:
1)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-accept> element in the <pinapp-info> root element; or
2)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PEAE-C:
i)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
ii)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-reject> element in the <pinapp-info> root element and within the <pin-deletion-notification-reject> element:
A)	shall include a <cause> element set to an appropriate cause for PIN deletion notification failure; and
c)	shall send the generated HTTP 200 (OK) response or HTTP 403 (Forbidden) response towards the PMAE-C.
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5.4.3.3.4	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-deletion-notification-request> element in the <pinapp-info> root element,
the PAE-S:
a)	shall consider the PIN has been deleted in the PMAE-C;
b)	shall stop all the procedures related to the PIN and release all the network resources allocated for this PIN;
c)	shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-notification-accept> element in the <pinapp-info> root element; and
d)	shall send the generated HTTP 200 (OK) response towards the PMAE-C.
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5.4.4.2.1	PEAE-C procedure
When the PEAE-C needs to discover a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-request> element in the <pinapp-info> root element and within the <pin-discovery-request> element:
1)	shall include a <ue-id> element set to the identity of the PEAE-C (i.e. GPSI or identity token);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	may include a <ue-location> element set to the location of the PEAE-C; and
4)	may include a <requested-pin-service> element set to the service information of the request PIN service(s).
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN discovery procedure with assistance of PMAE-C is accepted by the PMAE-C and decides whether to join the PIN according to the <pin-discovery-accept> element.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN discovery procedure with assistance of PMAE-C is rejected by the PMAE-C.
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5.4.4.2.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the PEAE-C is allowed to discover the PIN that the PMAE-C manages.
If the PEAE-C is allowed to discover the PIN that the PMAE-C manages, PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-accept> element in the <pinapp-info> root element and within the <pin-discovery-accept> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN;
ii)	may include a <pin-description> element set to the description of the PIN (e.g., the vendor's name, location, the type of PIN, etc.);
iii)	may include a <pin-service-list> element set to the list of services that the PIN can provide (e.g. PIN service provider identifier, PIN service type, PIN service feature, etc.); and
iv)	may include a <pemc-info> element set to the identifier and IP address of PMAE-C; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PEAE-C is not allowed to discover the PIN that the PMAE-C manages, PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-reject> element in the <pinapp-info> root element and within the <pin-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN discovery failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.4.4.3.1	PEAE-C procedure
When the PEAE-C needs to discover a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-request> element in the <pinapp-info> root element and within the <pin-discovery-request> element:
1)	shall include a <ue-id> element set to the identity of the PEAE-C (i.e. GPSI or identity token);
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	may include a <filter-info> element set to the filter information (e.g. the interesting area, the interesting type of PIN, etc);
4)	may include a <ue-location> element set to the location of the PEAE-C; and
5)	may include a <requested-pin-service> element set to the service information of the request PIN service(s).
The PEAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
NOTE:	The HTTP POST request message is routed to PAE-S with the assistance of the PGAE-C.
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN discovery procedure with assistance of PAE-S via PGAE-C is accepted by the PAE-S and decides whether to join the PIN according to the <pin-discovery-accept> element.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN discovery procedure with assistance of PAE-S via PGAE-C is rejected by the PAE-S.
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5.4.4.3.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-request> element in the <pinapp-info> root element,
the PAE-S shall check whether the PEAE-C is allowed to discover the PIN that the PEAE-C is interested in.
If the PEAE-C is allowed to discover the PIN that the PEAE-C is interested in, PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-accept> element in the <pinapp-info> root element and within the <pin-discovery-accept> element:
i)	shall include a <pin-id> element set to the PIN ID(s) of the PIN(s), including all the candidate PIN(s) the PEAE-C is allowed to discover based on the <filter-info> element and the corresponding PIN profile;
ii)	may include a <pin-description> element set to the description of the PIN (e.g., the vendor's name, location, the type of PIN, etc.) for each PIN;
iii)	may include a <pin-service-list> element set to the list of services that the PIN can provide (e.g. PIN service provider identifier, PIN service type, PIN service feature, etc.) for each PIN; and
iv)	may include a <pemc-info> element set to the identifier and IP address of PMAE-C for each PIN; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
NOTE:	The HTTP 200 (OK) response message is routed to PEAE-C with the assistance of the PGAE-C.
If the PEAE-C is not allowed to discover the PIN that the PEAE-C is interested in, PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-discovery-reject> element in the <pinapp-info> root element and within the <pin-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN discovery failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
NOTE:	The HTTP 403 (Forbidden) response message is routed to PEAE-C with the assistance of the PGAE-C.
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5.4.5.2.2	Initiating PMAE-C procedure
[bookmark: _Hlk134913471]When the PMAE-C needs to request the another PMAE-C to takeover the role of primary PEMC in a PIN, the initiating PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the initiating PMAE-C:
a)	shall set the Request-URI to the URI of the target PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pemc-takeover-request> element in the <pinapp-info> root element and within the <pin-pemc-takeover-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <current-pemc-id> element set to the identity of the initiating PMAE-C; and
3)	shall include a <new-pemc-id> element set to the identity of the target PMAE-C.
The initiating PMAE-C shall send the generated HTTP POST request towards the target PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pemc-takeover-accept> element in the <pinapp-info> root element,
the initiating PMAE-C shall:
a)	update the PIN dynamic profile information with PEMC role change details;
b)	deliver the PIN dynamic profile information to the target PMAE-C; and
Editor's note: How to deliver the PIN dynamic profile information to the target PMAE-C is FFS.
c)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PIN modification. 
From this time onward, the initiating PMAE-C is no longer considered as the primary PMAE-C of the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pemc-takeover-reject> element in the <pinapp-info> root element,
the initiating PMAE-C shall consider the PMAE-C replacement without PAE-S support is rejected by the target PMAE-C. The initiating PMAE-C may select another PMAE-C in the PIN to initiate a PMAE-C replacement without PAE-S support as specified in clause 5.4.5.2.
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5.4.5.2.3	Target PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pemc-takeover-request> element in the <pinapp-info> root element,
the target PMAE-C shall determine whether to takeover the role of PMAE-C for the initiating PMAE-C in the indicated PIN.
If the target PMAE-C determines to takeover the role of PMAE-C for the initiating PMAE-C in the indicated PIN, the target PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the target PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pemc-takeover-accept> element in the <pinapp-info> root element and within the <pin-pemc-takeover-accept> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN; and
b)	send the HTTP 200 (OK) response towards the initiating PMAE-C.
If the target PMAE-C determines not to takeover the role of PMAE-C for the initiating PMAE-C in the indicated PIN, the target-PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the target PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pemc-takeover-reject> element in the <pinapp-info> root element and within the <pin-pemc-takeover-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PMAE-C replacement without PAE-S support failure; and
b)	send the HTTP 403 (Forbidden) response towards the target PMAE-C.
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5.4.5.3.1	PMAE-C procedure
When the PMAE-C needs to request the another PGAE-C to takeover the role of current PGAE-C in a PIN (e.g. detect the unavailable of current PGAE-C), the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the target PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pegc-takeover-request> element in the <pinapp-info> root element and within the <pin-pegc-takeover-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <current-pegc-id> element set to the identity of the current PGAE-C; and
3)	shall include a <new-pegc-id> element set to the identity of the target PGAE-C.
[bookmark: _Hlk134914259]The PMAE-C shall send the generated HTTP POST request towards the target PGAE-C according to IETF RFC 72319110 [4].
[bookmark: _Hlk134914931]Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pegc-takeover-accept> element in the <pinapp-info> root element,
the initiating PMAE-C shall:
a)	update the PIN dynamic profile information with PEGC role change details;
b)	deliver the PIN dynamic profile information to the target PGAE-C; and
Editor's note: How to deliver the PIN dynamic profile information to the PGAE-C is FFS.
[bookmark: _Hlk134915164]c)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) (not including the target PGAE-C) in the PIN as specified in clause 5.4.6.4 to notify the PIN modification. 
From this time onward, the target PGAE-C is considered as the new PGAE-C of the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pegc-takeover-reject> element in the <pinapp-info> root element,
the initiating PMAE-C shall consider the PGAE-C replacement without PAE-S support is rejected by the target PGAE-C. The initiating PMAE-C may select another PGAE-C in the PIN to initiate a PGAE-C replacement without PAE-S support as specified in clause 5.4.5.4.
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5.4.5.3.2	PGAE-C procedure
[bookmark: _Hlk134914318]Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pegc-takeover-request> element in the <pinapp-info> root element,
the target PGAE-C shall determine whether to takeover the role of PGAE-C for the current PGAE-C in the indicated PIN.
If the target PGAE-C determines to takeover the role of PGAE-C for the current PGAE-C in the indicated PIN, the target PGAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pegc-takeover-accept> element in the <pinapp-info> root element and within the <pin-pegc-takeover-request> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN; and
b)	send the HTTP 200 (OK) response towards the initiating PMAE-C.
If the target PGAE-C determines not to takeover the role of PGAE-C for the current PGAE-C in the indicated PIN, the target PGAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-pegc-takeover-reject> element in the <pinapp-info> root element and within the <pin-pegc-takeover-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PGAE-C replacement without PAE-S support failure; and
b)	send the HTTP 403 (Forbidden) response towards the target PMAE-C.
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5.4.6.2.1	Requesting entity procedure
The requesting entity can be a PEAE-C, PGAE-C, or PAE-S.
To subscribe the PIN status from the PMAE-C, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-subscribe-request> element in the <pinapp-info> root element and within the <pin-status-subscribe-request> element:
1)	shall include a <ue-id> element set to the identity of the requesting entity;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the identity of the PIN to be subscribed;
4)	shall include a <subscribed-event> element set to the PIN status event type(s) for which the subscriber is notified. More than one PIN status event types can be included;
5)	may include a <notification-target-address> element set to the target address (e.g. URL, IP address) where the notification should be sent to; and
6)	may include a <expected-subscription-time> element set to the expected expiration time for the subscription.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-subscribe-accept> element in the <pinapp-info> root element,
the requesting entity shall:
a)	consider it has successfully subscribed the PIN status event identified by the <subscription-id> element; and
b)	start a subscription timer if the <authorized-subscription-time> element is included. The value of the subscription timer shall be equal to the value in the <authorized-subscription-time> element. The requesting entity shall consider the subscription is valid within the subscription timer.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-subscribe-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the PIN status subscribe is rejected by the PMAE-C.
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5.4.6.2.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-subscribe-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the requesting entity is authorized to subscribe the requested PIN status even type(s) or not.
If the requesting entity is authorized to subscribe at least one requested PIN status even type(s), the PMAE-C shall: 
a)	create and store the subscription for the requesting entity for the PIN;
b)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-subscribe-accept> element in the <pinapp-info> root element and within the <pin-status-subscribe-accept> element:
i)	shall include a <subscription-id> element set to the identity of the authorized subscription by the PMAE-C. More than one identity can be indicated; and
ii)	may include a <authorized-subscription-time> element set to the authorized expiration time for the subscription;
c)	send the HTTP 200 (OK) response towards the requesting entity; and
d)	start a subscription timer for the requesting entity if the <authorized-subscription-time> element is included. The value of the subscription timer shall be equal to the value in the <authorized-subscription-time> element. The PMAE-C shall treat the requesting entity as implicitly unsubscribed the PIN status event(s) if the requesting entity does not update the PIN status subscription within the subscription timer.
If the requesting entity is not authorized to subscribe all the requested PIN status even types, the PMAE-C shall: 
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-subscribe-reject> element in the <pinapp-info> root element and within the <pin-status-subscribe-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN status subscribe failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
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5.4.6.3.1	Requesting entity procedure
The requesting entity can be a PEAE-C, PGAE-C, or PAE-S.
To maintain the subscribed PIN status event(s) from the PEMC within the subscription timer as specified in clause 5.4.6.2.1, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-update-request> element in the <pinapp-info> root element and within the <pin-status-update-request> element:
1)	shall include a <ue-id> element set to the identity of the requesting entity;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <subscribed-event> element set to the PIN status event type(s) for which the subscriber is notified. More than one PIN status event types can be included;
4)	may include a <notification-target-address> element set to the target address (e.g. URL, IP address) where the notification should be sent to; and
5)	may include a <expected-subscription-time> element set to the expected expiration time for the subscription.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-update-accept> element in the <pinapp-info> root element,
the requesting entity shall:
a)	consider it has successfully updated the subscription information for all the requested PIN status even types; and
b)	start a subscription timer if the <authorized-subscription-time> element is included. The value of the subscription timer shall be equal to the value in the <authorized-subscription-time> element. The requesting entity shall consider the subscription is valid within the subscription timer.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-update-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the PIN status update is rejected by the PMAE-C and invalidate all the subscription towards the PMAE-C when the subscription timer expires.
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5.4.6.3.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-update-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the requesting entity is authorized to update the subscription information of the requested PIN status even type(s) or not.
If the requesting entity is authorized to update the subscription information for all the requested PIN status even types, the PMAE-C shall: 
a)	update the subscription for the requesting entity for the PIN;
b)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-update-accept> element in the <pinapp-info> root element and within the <pin-status-update-accept> element:
i)	may include a <authorized-subscription-time> element set to the authorized expiration time for the subscription;
c)	send the HTTP 200 (OK) response towards the requesting entity; and
d)	start a subscription timer for the requesting entity if the <authorized-subscription-time> element is included. The value of the subscription timer shall be equal to the value in the <authorized-subscription-time> element. The PMAE-C shall treat the requesting entity as implicitly unsubscribed the PIN status event(s) if the requesting entity does not update the PIN status subscription within the subscription timer.
If the requesting entity is not authorized to update the subscription information for at least one requested PIN status even type, the PMAE-C shall: 
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-update-reject> element in the <pinapp-info> root element and within the <pin-status-update-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN status update failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
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5.4.6.4.1	PMAE-C procedure
The receiving entity can be a PEAE-C, PGAE-C, or PAE-S.
When an event occurs at the PMAE-C that satisfies trigger conditions for notifying a receiving entity (e.g. to provide updated PIN status when a PINE joins into the PIN). To notify the updated PIN status, the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the receiving entity;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-notify> element in the <pinapp-info> root element and within the <pin-status-notify> element:
1)	shall include a <pin-status-event-type> element set to the PIN status event type needs to be notified. More than one PIN status event type can be indicated;
2)	if the PIN status event type includes "PINE management":
i)	shall include a <pine-management-type> element set to "PINE joins into a PIN" or "PINE leaves a PIN";
ii)	shall include a <pine-id> element set to the identity of the PEAE-C that joins into the PIN or leaves the PIN. More than one identity can be included within a same <pine-management-type> element;
iii)	may include a <pin-client-profile> element set to the PIN client profile of the PEAE-C if <pine-management-type> element is set to "PINE joins into a PIN". More than one PIN client profile can be included;
3)	if the PIN status event type includes "PIN modification":
i)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) in the PIN;
ii)	may include a <pegc-address> element set to the IP address or port number for each PGAE-C respectively if <pegc-id> element is included;
iii)	may include a <access-control-info> element set to the access control information for each PGAE-C respectively if <pegc-id> element is included;
iv)	may include a <pemc-id> element set to the identifier(s) of the PMAE-C(s) in the PIN;
v)	may include a <pemc-address> element set to the IP address or port number for each PMAE-C respectively if <pemc-id> element is included;
4)	if the PIN status event type includes "PIN profiles update":
i)	shall include a <pin-profile> element set to the PIN profile of the PIN; and
5)	if the PIN status event type includes "PIN status update":
i)	shall include a <pin-status-type> element set to "PIN activation" or "PIN deactivation"; and
ii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN.
The PMAE-C shall send the generated HTTP POST request towards the receiving entity according to IETF RFC 72319110 [4].
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5.4.6.4.2	Receiving entity procedure
The receiving entity can be a PEAE-C, PGAE-C, or PAE-S.
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-notify> element in the <pinapp-info> root element,
the receiving entity shall store, update, or remove the corresponding information in the receiving entity according to the <pin-status-notify> element. Additionally:
a)	if the receiving entity is a PGAE-C, and:
1)	the <pin-status-event-type> element includes "PINE management" and the <pine-management-type> element is set to "PINE joins into a PIN", the PGAE-C shall determine whether to enable the PEAE-C to access the network (i.e. enable the access control information for this PEAE-C); or
2)	the <pin-status-event-type> element includes "PINE management" and the <pine-management-type> element is set to "PINE leaves a PIN", the PGAE-C shall disable the access control information for this PEAE-C.
[bookmark: _Toc144307518]* * * Next Change * * * *
5.4.6.5.1	Requesting entity procedure
The requesting entity can be a PEAE-C, PGAE-C, or PAE-S.
To unsubscribe the PIN status from the PMAE-C, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-request> element in the <pinapp-info> root element and within the <pin-status-unsubscribe-request> element:
1)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service; and
2)	shall include a <unsubscription-id> element set to the identity of the subscription to be unsubscribed. More than one identity can be indicated.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-accept> element in the <pinapp-info> root element,
the requesting entity shall consider it has successfully unsubscribed the PIN status event identified by the <unsubscription-id> element; and
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the PIN status unsubscribe is rejected by the PMAE-C.
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5.4.6.5.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the requesting entity is authorized to unsubscribe the subscription information or not.
If the requesting entity is authorized to unsubscribe all the requested subscription information, the PMAE-C shall: 
a)	update the subscription information for the requesting entity for the PIN;
b)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-accept> element in the <pinapp-info> root element; and
c)	send the HTTP 200 (OK) response towards the requesting entity.
If the requesting entity is authorized to unsubscribe at least one requested subscription information, the PMAE-C shall: 
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-reject> element in the <pinapp-info> root element and within the <pin-status-unsubscribe-reject>:
i)	shall include a <cause> element set to an appropriate cause for PIN status unsubscribe failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
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5.4.7.2.1	PEAE-C procedure
When the PEAE-C needs to join into a PIN via the PMAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
NOTE:	PEAE-C can obtain the IP address of PMAE-C and the PIN profile of the PIN by the implementation-specific ways. 
a)	shall set the Request-URI to the URI of PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element and within the <pin-management-pine-join-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to be joined into;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	shall include a <ue-id> element set to the identity of the PEAE-C;
4)	may include a <pin-client-profile> element set to the PIN client profile(s) of the PEAE-C; and
5)	may include a <endpoint-information-content> element set to the endpoint information of PAE-S;
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element,
the PEAE-C shall store the information of the PIN and consider the PEAE-C has successfully joined into the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PEAE-C requested joining into a PIN is rejected by the PMAE-C.
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5.4.7.2.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element,
the PMAE-C shall verify whether the PEAE-C is authorized to join into the PIN or not. 
If the PEAE-C is authorized to join into the PIN and the HTTP POST request message is received from PEAE-C, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response and send the HTTP 200 (OK) response towards the PEAE-C according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element and within the <pin-management-pine-join-accept> element:
i)	shall include a <heartbeat-timer> element set to the heartbeat timer value assigned to PEAE-C;
ii)	may include a <pin-client-profile> element set to the PIN client profile information updated by the PMAE-C;
iii)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) of the PIN;
iv)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C of the PIN for each PGAE-C;
v)	may include a <access-control-info> element set to the access control information of the PIN for each PGAE-C; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PEAE-C joining into the PIN.
If the PEAE-C is not authorized to join into the PIN, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element and within the <pin-management-pine-join-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested joining into a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.4.7.3.1	PEAE-C procedure
When the PEAE-C needs to join into a PIN via the PGAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element and within the <pin-management-pine-join-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to be joined into;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	shall include a <ue-id> element set to the identity of the PEAE-C;
4)	may include a <pin-client-profile> element set to the PIN client profile(s) of the PEAE-C; and
5)	may include a <endpoint-information-content> element set to the endpoint information of PAE-S;
The PEAE-C shall send the generated HTTP POST request towards the PGAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element,
the PEAE-C shall store the information of the PIN and consider the PEAE-C has successfully joined into the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PEAE-C requested joining into a PIN is rejected by the PMAE-C.
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5.4.7.3.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element,
the PGAE-S shall verify whether the PEAE-C is authorized to join into the PIN or not. 
If the PEAE-C is authorized to join into the PIN, the PGAE-C:
a)	shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; and
b)	may forward the received HTTP POST request message with changing the Request-URI to the URI of the PAE-S;
Editor's note: The case that PEAE-C is not authorized to join into the PIN is FFS.
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to “application/vnd.3gpp.pinapp-info+xml”; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element,
the PGAE-C shall forward the received HTTP 200 (OK) response or the received HTTP 403 (Forbidden) response message to the PEAE-C. 
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5.4.7.3.3	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element,
the PAE-S shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C. 
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to “application/vnd.3gpp.pinapp-info+xml”; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element,
the PAE-S shall forward the received HTTP 200 (OK) response or the received HTTP 403 (Forbidden) response message to the PGAE-C. 
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5.4.7.3.4	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element,
the PMAE-C shall verify whether the PEAE-C is authorized to join into the PIN or not. The PMAE-C may receive multiple HTTP POST request messages containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element,
at the same time for the same PEAE-C, the PMAE-C should progress all the HTTP POST request messages. 
If the PEAE-C is authorized to join into the PIN and the HTTP POST request message is received from PGAE-C, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response and send the HTTP 200 (OK) response towards the PGAE-C according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element and within the <pin-management-pine-join-accept> element:
i)	shall include a <heartbeat-timer> element set to the heartbeat timer value assigned to PEAE-C;
ii)	may include a <pin-client-profile> element set to the PIN client profile information updated by the PMAE-C (e.g., default and backup PEGCs assigned to PINE);
iii)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) of the PIN;
iv)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C(s) of the PIN; and
v)	may include a <access-control-info> element set to the access control information of the PIN; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE joining into the PIN.
NOTE 1:	In case of multiple HTTP POST request messages are received for the same PEAE-C, the PMAE-C initiates the PIN status notify procedure only once. 
If the PEAE-C is authorized to join into the PIN and the HTTP POST request message is received from PAE-S, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response and send the HTTP 200 (OK) response towards the PAE-S according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element and within the <pin-management-pine-join-accept> element:
i)	shall include a <heartbeat-timer> element set to the heartbeat timer value assigned to PEAE-C;
ii)	may include a <pin-client-profile> element set to the PIN client profile information updated by the PMAE-C (e.g., default and backup PEGCs assigned to PINE);
iii)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) of the PIN;
iv)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C(s) of the PIN; and
v)	may include a <access-control-info> element set to the access control information of the PIN; and 
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE joining into the PIN.
NOTE 2:	In case of multiple HTTP POST request messages are received for the same PEAE-C, the PMAE-C initiates the PIN status notify procedure only once. 
If the PEAE-C is not authorized to join into the PIN and the HTTP POST request message is received from PGAE-C, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element and within the <pin-management-pine-join-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested joining into a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PGAE-C.
If the PEAE-C is not authorized to join into the PIN and the HTTP POST request message is received from PAE-S, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element and within the <pin-management-pine-join-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested joining into a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PAE-S.
[bookmark: _Toc144307531]* * * Next Change * * * *
5.4.7.4.1	PEAE-C procedure
When the PEAE-C needs to leave a PIN via the PMAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element and within the <pin-management-pine-leave-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to leave;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service; and
3)	shall include a <ue-id> element set to the identity of the PEAE-C.
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider that it has successfully left the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the request of leaving the PIN is rejected by the PMAE-C.
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5.4.7.4.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PMAE-C shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave the PIN and the HTTP POST request message is received from PEAE-C, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response and send the HTTP 200 (OK) response towards the PEAE-C according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE leaving the PIN.
If the PEAE-C is not authorized to leave the PIN, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.4.7.5.1	PEAE-C procedure
When the PEAE-C needs to leave a PIN via the PGAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element and within the <pin-management-pine-leave-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to leave;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service; and
3)	shall include a <ue-id> element set to the identity of the PEAE-C.
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider that it has successfully left the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the request of leaving the PIN is rejected by the PMAE-C.
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5.4.7.5.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PGAE-S shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave into the PIN, the PGAE-C shall either:
a)	forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; or
b)	forward the received HTTP POST request message with changing the Request-URI to the URI of the PAE-S;
Editor's note: The case that PEAE-C is not authorized to leave the PIN is FFS.
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PGAE-C shall forward the received HTTP 200 (OK) response or the received HTTP 403 (Forbidden) response message to the PEAE-C. 
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5.4.7.5.3	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PAE-S shall forward the received HTTP POST request message towards the PMAE-C with changing the Request-URI to the URI of the PMAE-C. 
Upon reception of either of the following:
a)	an HTTP 200 (OK) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PAE-S shall forward the received HTTP 200 (OK) response or the received HTTP 403 (Forbidden) response message to the PGAE-C. 
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5.4.7.5.4	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PMAE-C shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave the PIN and the HTTP POST request message is received from PGAE-C, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response and send the HTTP 200 (OK) response towards the PGAE-C according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE leaving the PIN.
If the PEAE-C is authorized to leave the PIN and the HTTP POST request message is received from PAE-S, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response and send the HTTP 200 (OK) response towards the PAE-S according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE leaving the PIN.
If the PEAE-C is not authorized to leave the PIN and the HTTP POST request message is received from PGAE-C, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PGAE-C.
If the PEAE-C is not authorized to leave the PIN and the HTTP POST request message is received from PAE-S, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PAE-S.
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5.4.9.1	PMAE-C procedure
When the PMAE-C needs to retrieve a PIN profile of a PIN from PAE-S, the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI corresponding to the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-profile-query-request> element in the <pinapp-info> root element and within the <pin-profile-query-request> element:
1)	shall include a <pin-id> element set to the identifier of the PIN that the PMAE-C intends to retrieve the PIN profile;
2)	shall include a <security-credentials> element set to the security credentials corresponding to the PIN; and
3)	shall include a <ue-id> element set to the identity of the PMAE-C.
The PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-profile-query-accept> element in the <pinapp-info> root element,
the PMAE-C shall store the retrieved PIN profile of the PIN, and consider the PIN profile recovery procedure is complete.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-profile-query-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN profile recovery is rejected by the PAE-S.
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5.4.9.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-profile-query-request> element in the <pinapp-info> root element,
the PAE-S shall determine whether the PMAE-C is one of the managers of the PIN and whether the PMAE-C is authorized to perform the PIN profile recovery. 
If the PMAE-C is authorized to perform the PIN profile recovery, the PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-profile-query-accept> element in the <pinapp-info> root element and within the <pin-profile-query-accept> element:
i)	shall include a <pin-profile> element set to the PIN profile of the PIN identified by the PIN ID; and
b)	send the HTTP 200 (OK) response towards the PMAE-C.
If the PMAE-C is not authorized to perform the PIN profile recovery, the PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-profile-query-reject> element in the <pinapp-info> root element and within the <pin-profile-query-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN profile recovery failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
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5.4.11.2.1	Requesting entity procedure
The requesting entity can be a PEAE-C or a PGAE-C.
To indicate the availability of the requesting entity within the current heartbeat timer, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-heartbeat> element in the <pinapp-info> root element and within the <pin-heartbeat> element:
1)	shall include a <ue-id> element set to the PIN client ID of the requesting entity.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4]. 
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5.4.11.3.1	PMAE-C procedure
To indicate the availability of the PMAE-C within the current heartbeat timer, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-heartbeat> element in the <pinapp-info> root element and within the <pin-heartbeat> element:
1)	shall include a <ue-id> element set to the PIN client ID of the PMAE-C.
The PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4]. 
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5.4.12.1.1	PEAE-C procedure
When the PEAE-C needs to register a new service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-request> element in the <pinapp-info> root element and within the <pin-service-registration-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
3)	shall include a <service-type> element set to the type of the requesting new service(s). More than one new service can be included;
4)	shall include a <service-id> element set to the identity of the requesting new service(s); and
5)	shall include a <service-description> element set to human readable description of the service. 
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the new service(s) has successfully been registered in the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the new service(s) is reject to be registered in the PIN.
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5.4.12.1.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-request> element in the <pinapp-info> root element,
the PMAE-C shall determine whether the PEAE-C is allowed to register new service(s) or not and whether the new service(s) are allowed to be offered by the PIN or not.
If the PEAE-C is allowed to register the new service(s) and all the new services are allowed to be offered by the PIN, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-accept> element in the <pinapp-info> root element and within the <pin-service-registration-accept> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN; and
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
b)	send the HTTP 200 (OK) response towards the PEAE-C; and
c)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to update the PIN profile.
If the PEAE-C is not allowed to register the new service(s) or at least one new service is not allowed to be offered by the PIN, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-reject> element in the <pinapp-info> root element and within the <pin-service-registration-reject> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN;
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C; and
iii)	shall include a <cause> element set to an appropriate cause for PIN service registration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.4.12.2.1	PEAE-C procedure
When the PEAE-C needs to de-register the existing service(s) in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-request> element in the <pinapp-info> root element and within the <pin-service-deregistration-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
3)	shall include a <service-type> element set to the type of the requesting service(s). More than one service can be included;
4)	shall include a <service-id> element set to the identity for each requesting service(s); and
5)	shall include a <service-description> element set to human readable description for each requesting service(s). 
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the service(s) has successfully been de-registered in the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the service(s) is reject to be deregistered in the PIN.
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5.4.12.2.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-request> element in the <pinapp-info> root element,
the PMAE-C shall determine whether the PEAE-C is allowed to deregister all the requesting service(s) or not.
If the PEAE-C is allowed to deregister all the requesting service(s), the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-accept> element in the <pinapp-info> root element and within the <pin-service-deregistration-accept> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN; and
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
b)	send the HTTP 200 (OK) response towards the PEAE-C; and
c)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to update the PIN profile.
If the PEAE-C is not allowed to deregister at least one requesting service(s), the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-reject> element in the <pinapp-info> root element and within the <pin-service-deregistration-reject> element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN;
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C; and
iii)	shall include a <cause> element set to an appropriate cause for PIN service deregistration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.6.2	Requesting entity procedure
To obtain the connectivity information of the applications server, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-request> element in the <pinapp-info> root element and within the <pin-as-discovery-request> element:
1)	shall include a <ue-id> element set to the identifier of the PEAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN; and
3)	shall include a <service-id> element set to the identity of the requesting service(s).
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4]. 
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall store the connectivity information of the application server.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the connectivity information of the application server is not available.
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5.6.3	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-request> element in the <pinapp-info> root element,
the PMAE-C shall determine whether the PEAE-C is allowed to request the connectivity information of the application server or not.
If the PEAE-C is allowed to request the connectivity information of the application server and the connectivity information of the application server is available in the PMAE-C, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-accept> element in the <pinapp-info> root element and within the <pin-as-discovery-accept> element:
i)	shall include a <as-connectivity-info> element set to the connectivity information of the application server; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PEAE-C is allowed to request the connectivity information of the application server and the connectivity information of the application server is not available in the PMAE-C, the PMAE-C shall forward the received HTTP POST request message to PAE-S with changing the Request-URI to the URI of the PAE-S.
If the PEAE-C is not allowed to request the connectivity information of the application server, the PMAE-C shal:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-reject> element in the <pinapp-info> root element and within the <pin-as-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN application server discovery failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-accept> element in the <pinapp-info> root element,
the PMAE-C shall forward the received HTTP 200 (OK) response message to the corresponding PEAE-C.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-accept> element in the <pinapp-info> root element,
the PMAE-C shall forward the received HTTP 403 (Forbidden) response message to the corresponding PEAE-C.
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5.6.4	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-request> element in the <pinapp-info> root element,
the PAE-S shall perform either of the following based on the processing result:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-accept> element in the <pinapp-info> root element and within the <pin-as-discovery-accept> element:
i)	shall include a <as-connectivity-info> element set to the connectivity information of the application server; or
b)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-as-discovery-reject> element in the <pinapp-info> root element and within the <pin-as-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN application server discovery failure.
The PAE-S shall send the HTTP 200 (OK) response or the HTTP 403 (Forbidden) response towards the PMAE-C.
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5.7.2.2.1	PEAE-C procedure
When the PEAE-C needs to switch service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-switch-request> element in the <pinapp-info> root element and within the <pin-service-switch-request> element:
1)	shall include a <pin-client-identifier> element set to the PIN client ID of the PEAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
4)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
5)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
6)	shall include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be switched;
7)	may include a <application-traffic-descriptor> element set to the descriptor of application traffic flows (e.g., IP 4 tuple); and
8)	may include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C.
The PEAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-switch-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN service switch request is accepted by the PAE-S and shall store the PIN client ID of the target PEAE-C if available.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-switch-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN service switch request is not accepted by the PAE-S.
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5.7.2.2.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-switch-request> element in the <pinapp-info> root element,
the PAE-S shall verify whether the PEAE-C is authorized to request service switch to a PIN and whether the PIN can support the service switch.
If the PEAE-C is allowed to switch service in a PIN, the PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-switch-accept> element in the <pinapp-info> root element and within the <pin-service-switch-accept> element:
i)	may include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C if target PIN client is not provided in the PIN service switch request; and
b)	shall send the HTTP 200 (OK) response towards the PEAE-C.
If the PEAE-C is not allowed to switch service in a PIN, the PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-switch-reject> element in the <pinapp-info> root element and within the <pin-service-switch-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN service switch failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.7.2.3.1	PAE-S procedure
If the PAE-S has accepted the service switch request to a PIN from the PEAE-C, the PAE-S shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PAE-S:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-request> element:
1)	shall include a <pin-server-identifier> element set to the PIN server ID of the PAE-S;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
4)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
5)	may include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
6)	shall include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be switched;
7)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
8)	may include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C.
The PAE-S shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element,
the PAE-S shall consider the PIN configuration service switch configure request is accepted by the PMAE-C.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN configuration service switch configure request is not accepted by the PMAE-C.
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5.7.2.3.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the PIN and receiving entity can support the requested service switch.
If the both the PIN and target PEAE-C can support the requested service switch, the PMAE-C shall generate the HTTP POST request message towards the receiving entity, according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the receiving entity (PGAE-C or PEAE-C);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-accept> element in the <pinapp-info> root element and within the <pin-management-service-switch-configure-accept> element:
1)	shall include a <pin-management-client-identifier> element set to the PEMC ID of the PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
4)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
5)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
6)	may include a <pegc-id> element set to the PEGC ID of the PGAE-C, if the receiving entity is the PGAE-C;
7)	shall include a <application-traffic-identifier> element set to the identifier of the application session, which identifies the application session to be switched;
8)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
9)	shall include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C, if the receiving entity is PMAE-C.
The PMAE-C shall send the generated HTTP POST request towards the receiving entity according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message from the receiving entity, with:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-accept> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN management service switch configure request is accepted by the receiving entity, and the PMAE-C:
a)	shall generate an HTTP 200 (OK) response message according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element; and
b)	shall send the generated HTTP 200 (OK) response message towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 403 (Forbidden) response message from the receiving entity, with:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN management service switch configure request is not accepted by the receiving entity, and the PMAE-C:
a)	shall generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-management-service-switch-configure-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN service switch configure failure; and
b)	shall send the HTTP 403 (Forbidden) response towards the PAE-S.
If either the PIN or the target PEAE-C cannot support the requested service switch, the PMAE-C shall generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
a)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-reject> element:
1)	shall include a <cause> element set to indicate the cause of the failure.
The PMAE-C shall send the generated HTTP 403 (Forbidden) response towards the receiving entity according to IETF RFC 72319110 [4].
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5.7.2.3.3	Receiving entity procedure
The receiving entity can be a PGAE-C or PEAE-C.
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a < pin-management-service-switch-configure-request> element in the <pinapp-info> root element,
the receiving entity shall check whether receiving entity can be configured to support the service switch request.
If the PGAE-C can be configured to support the requested service switch, receiving entity shall generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the receiving entity:
a)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-accept> element in the <pinapp-info> root element.
The receiving entity shall send the generated HTTP 200 (OK) response towards the PMAE-C according to IETF RFC 72319110 [4].
If the receiving entity cannot be configured to support the requested service switch, receiving entity shall generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the receiving entity:
a)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-management-service-switch-configure-reject> element:
1)	shall include a <cause> element set to indicate the cause of the failure.
The receiving entity shall send the generated HTTP 403 (Forbidden) response towards the PMAE-C according to IETF RFC 72319110 [4].
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5.7.3.1	PEAE-C procedure
When the PEAE-C needs to switch service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-request> element in the <pinapp-info> root element and within the <pin-service-discovery-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <ue-id> element set to the identity of the PEAE-C;
3)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
4)	shall include a <service-type> element set to the type of the requesting service(s). More than one new service can be included; and
5)	may include a <requesting-pine-address> element set to the IP address or MAC address of the PEAE-C.
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the target PEAE-C in the <pin-service-discovery-accept> element is available to support the service switch. If more than one PEAE-Cs are indicated, it is up to UE implementation to select one of the indicated PEAE-C. From this time onward, the PEAE-C switches the traffic flow to the selected PEAE-C via the PGAE-C for the requested service.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the service switch is not supported for the requested service.
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5.7.3.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the PEAE-C is allowed to discover a PEAE-C for service switch or not, and check whether there is any PEAE-C available to support the service switch.
If the PEAE-C is allowed to discover a PEAE-C for service switch and at least one PEAE-C is available to support the service switch, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-accept> element in the <pinapp-info> root element and within the <pin-service-discovery-accept> element:
i)	shall include a <target-pine-id> element set to the identifier of the target PEAE-C that can provide the requested PIN service; and
ii)	shall include a <target-pine-address> element set to the identity of the PEAE-C; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PEAE-C is not allowed to discover a PEAE-C for service switch, the requested service is not supported to perform service switch, or no PEAE-C is available to support the service switch, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-reject> element in the <pinapp-info> root element and within the <pin-service-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for the failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
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5.8.2.2.1	Initiating entity procedure 
The initiating entity can be PGAE-C or PEAE-C. 
The initiating entity, which has an ongoing application session, detects the PEGC has become unavailable and needs to maintain service continuity in the PIN, the initiating entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the initiating entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-service-continuity-request> element in the <pinapp-info> root element and within the <pin-management-pegc-service-continuity-request> element:
1)	shall include a <pin-client-identifier> element set to the client ID of the initiating entity;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service continuity is requested;
4)	shall include a <pine-id> element set to the PINE ID, which identifies the PIN Element for which service continuity is requested;
5)	shall include a <source-pin-gateway-client-identifier> element set to the PEGC ID of the PGAE-C (e.g., IP address, GPSI, MSIDDN);
6)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
7)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
8)	shall include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be continued; and
9)	may include a <application-session-descriptor> element set to the descriptor of application traffic flows (e.g., IPv4 tuple).
The initiating entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 204 (No content) or an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-service-continuity-accept> element in the <pinapp-info> root element, and within the <pin-management-pegc-service-continuity-accept> element,
the initiating entity shall consider the PIN service continuity request is accepted by the PMAE-C and shall store the PIN gateway client ID of the target PGAE-C if available.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-service-continuity-reject> element in the <pinapp-info> root element, ; and within the <pin-management-pegc-service-continuity-reject> element,
the initiating entity shall consider the PIN management PEGC service continuity request is not accepted by the PMAE-C.
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5.8.2.2.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-service-continuity-request> element in the <pinapp-info> root element;
the PMAE-C shall verify whether the initiating entity is authorized to request service continuity for a PIN element , if the PIN Element has subscribed for service continuity and whether the PIN can support the service continuity.
If the initiating entity is allowed to request service continuity and the PIN element has subscribed for service continuity in a PIN, the PMAE-C shall:
a)	generate an HTTP 204 (No content) or  an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-service-continuity-accept> element in the <pinapp-info> root element and within the <pin-management-pegc-service-continuity-accept> element:
i)	shall include a <target-pin-gateway-client-identifier> element set to the PEGC ID of the target PGAE-C (e.g., IP address, GPSI, MSIDDN); and
b)	shall send the HTTP 204 (No content) or the HTTP 200 (OK) response towards the initiating entity.
If the initiating entity is not allowed to request service continuity in a PIN or if service continuity is not supported for PIN Client, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-service-continuity-reject> element in the <pinapp-info> root element and within the <pin-management-pegc-service-continuity-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN service continuity failure; and
b)	send the HTTP 403 (Forbidden) response towards the initiating entity.
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5.8.2.3.1	PMAE-C procedure
PMAE-C, after accepting service continuity request from PGAE-C, initiate configuring a target PEGC client. To configure a target PEGC client, the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-configuration-request> element in the <pinapp-info> root element and within the <pin-management-pegc-configuration-request> element:
1)	shall include a <pin-client-identifier> element set to the PIN client ID of the PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service continuity is requested;
4)	shall include a <pine-id> element set to the PINE ID, which identifies the PIN Element for which service continuity is requested;
5)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
6)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
7)	shall include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be continued; and
8)	may include a <application-session-descriptor> element set to the descriptor of application traffic flows (e.g., IP v4 tuple).
The PMAE-C shall send the generated HTTP POST request towards the target PGAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 204 (No content) or an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-configuration-accept> element in the <pinapp-info> root element, and within the <pin-management-pegc-configuration-accept> element,
the PMAE-C shall consider the PIN management PEGC configuration request is accepted by the target PGAE-C and shall store the target PIN gateway client connectivity information, if available.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-configuration-reject> element in the <pinapp-info> root element, and within the <pin-management-pegc-configure-reject> element,
the PMAE-C shall consider the PIN management PEGC configuration request is not accepted by the PGAE-C.
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5.8.2.3.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-configuration-request> element in the <pinapp-info> root element;
the PGAE-C shall verify whether the PMAE-C is authorized to request PEGC configuration.
If the PMAE-C is allowed to request PEGC configuration, PGAE-C creates a new configuration for the PIN Client(s) and service that are indicated in the request. After successful creation of new configuration, the PGAE-C shall:
a)	generate an HTTP 204 (No content) or an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-configuration-accept> element in the <pinapp-info> root element and within the <pin-management-pegc-configuration-accept> element:
i)	shall include a <pegc-connectivity-information> element set to the configured PEGC connectivity information to be used by PIN Element (e.g., IP address, Port#, URL, GPSI, MSIDDN); and
b)	shall send the HTTP 204 (No content) or the HTTP 200 (OK) response towards the PMAE-C.
If the PMAE-C is not allowed to request PEGC configuration, the PGAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-configuration-reject> element in the <pinapp-info> root element and within the <pin-management-pegc-configuration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEGC configuration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
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5.8.2.4.1	PMAE-C procedure
PMAE-C, after accepting service continuity request for a PIN Element, generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4] to update the PIN Server. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-request> element in the <pinapp-info> root element and within the <pin-configuration-service-continuity-update-request> element:
1)	shall include a <pin-client-identifier> element set to the PIN client ID of the PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service continuity is requested;
4)	shall include a <pine-id> element set to the PINE ID, which identifies the PIN Element for which service continuity is requested;
5)	shall include a <source-pin-gateway-client-identifier> element set to the PEGC ID of the source PGAE-C (e.g., IP address, GPSI, MSIDDN);
6)	shall include a <target-pin-gateway-client-identifier> element set to the PEGC ID of the target PGAE-C (e.g., IP address, GPSI, MSIDDN);
7)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
8)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
9)	shall include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be continued; and
10)	may include a <application-session-descriptor> element set to the descriptor of application traffic flows (e.g., IPv4 tuple).
The PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 72319110 [4].
Upon reception of an HTTP 204 (No content) or an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-accept> element in the <pinapp-info> root element, and within the <pin-configuration-service-continuity-update-accept> element,
the PMAE-C shall consider the PIN configuration service continuity update request is accepted by the PAE-S and shall store the service continuity policy information, if available.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-reject> element in the <pinapp-info> root element, and within the <pin-configuration-service-continuity-update-reject> element,
the PMAE-C shall consider the PIN configuration service continuity update request is not accepted by the PAE-S.
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5.8.2.4.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-request> element in the <pinapp-info> root element;
the PAE-S shall validate the request and check if the PMAE-C is authorized to request service continuity update.
If the PMAE-C is allowed to update service continuity and the PIN element is authorized, determines policy information for the PINE. After successful validation and authorization of PIN Element, the PAE-S shall:
a)	generate an HTTP 204 (No content) or an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-accept> element in the <pinapp-info> root element and within the <pin-configuration-service-continuity-update-accept> element:
i)	shall include a <service-continuity-policy-information> element set to information about service continuity policy of the PIN Element (e.g., allowed QOS, location constraints, time constraints, network resource limit); and
[bookmark: _Hlk143742166]b)	shall send the HTTP 204 (No content) or HTTP 200 (OK) response towards the PMAE-C.
If the PMAE-C is not allowed to update service continuity, the PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-reject> element in the <pinapp-info> root element and within the <pin-configuration-service-continuity-update-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN configuration service continuity update failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
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5.8.2.5.1	PMAE-C procedure
PMAE-C, after accepting service continuity request for a PIN Element and do not know target PEGC, generate an HTTP POST request according to procedures as specified in IETF RFC 72319110 [4] to discover a target PEGC, which can support service continuity. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-request> element in the <pinapp-info> root element and within the <pin-management-pegc-discovery-request> element:
1)	shall include a <pin-client-identifier> element set to the PIN client ID of the PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service continuity is requested;
4)	shall include a <pine-id> element set to the PINE ID, which identifies the PIN Element for which service continuity is requested; and
5)	shall include a <pegc-information-list> element set to a list of PEGC IDs (e.g., IP address, GPSI, MSIDDN) in the PIN.
The PMAE-C shall send the generated HTTP POST request towards the target PEAE-C according to IETF RFC 72319110 [4].
Upon reception of an HTTP 204 (No content) or an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-accept> element in the <pinapp-info> root element, and within the <pin-management-pegc-discovery-accept> element,
the PMAE-C shall consider the PIN management PEGC discovery request is accepted by the PEAE-C and selects the target PEGC based on the list of available PEGCs received.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-reject> element in the <pinapp-info> root element, and within the <pin-management-pegc-discovery-reject> element,
the PMAE-C shall consider the PIN management PEGC discovery request is not accepted by the PAE-S.
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5.8.2.5.2	PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-request> element in the <pinapp-info> root element,
the PEAE-C shall validate the request and check if the PMAE-C is authorized to request PEGC discovery.
If the PMAE-C is allowed to request PEGC discovery, PEAE-C uses the PEGC information provided in the request to identify PEGC(s) that are reachable and creates a list of PEGC identifier(s) that are available to the PIN Element. After successful discovery of available PEGCs, the PEAE-C shall:
a)	generate an HTTP 204 (No content) or an HTTP 200 (OK) response according to IETF RFC 72319110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-accept> element in the <pinapp-info> root element and within the <pin-management-pegc-discovery-accept> element:
i)	shall include a <pegc-information-list> element set to a list of PEGC IDs (e.g., IP address, GPSI, MSIDDN) available to PIN Element; and
b)	shall send the HTTP 204 (No content) or HTTP 200 (OK) response towards the PMAE-C.
If the PMAE-C is not allowed to request PEGC discovery, the PEAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 72319110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pegc-discovery-reject> element in the <pinapp-info> root element and within the <pin-management-pegc-discovery-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEGC discovery request failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
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[bookmark: _Toc144307610]6.2.6	IANA registration
Editor's note: The registration should be made after approval of the specification.
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.pinapp-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 91107231 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.583 "Application layer support for Personal IoT Network (PINAPP); Stage 3", available via https://www.3gpp.org/ftp/Specs/archive/24_series/24.583.
Applications which use this media type:
Application layer support for Personal IoT Network (PINAPP) as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
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7.2.4	Endpoint information
This parameter is used to carry the endpoint information contained in a PINAPP protocol message. The format of the endpoint information is coded as one of the followings:
a)	URI;
b)	FQDN;
c)	IPv4 address; and
d)	IPv6 address.
The format of FQDN contains a sequence of one octet FQDN length field and a FQDN value of variable size. The FQDN value field shall be encoded as defined in clause 28.3.2.1 of 3GPP TS 23.003 [7].
The format of IPv4 address structure is defined in IETF RFC 791 [8].
The format of IPv6 address structure is defined in IETF RFC 23734291 [9].
The format of URI structure is defined in IETF RFC 3986 [10].
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