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1. Reason for Change
1st change:
The coding of PIN registration, PIN creation and PIN deletion is missing in stage-3. Besides, it is proposed to use only one clause to capture the protocol message.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.3.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc144307600][bookmark: _Toc144307611]6.2	PINAPP protocol Mmessages between PIN element and PIN element
[bookmark: _Toc144307601]* * * Next Change * * * *
6.2.1	General
This clause defines the XML schema and MIME type related to PINAPP protocol messages between PIN peer and PIN peer.
* * * Next Change * * * *
[bookmark: _Toc144307602]6.2.2	Structure
The <pinapp-info> element shall be the root element of the document.
The <pinapp-info> element shall include at least one of the followings:
a)	PINAPP protocol messages only applicable to interface between PIN peer and PIN peer:
a1)	<server-discovery-request> element;
b2)	<server-discovery-accept> element; and
c3)	<server-discovery-reject> element;
4)	<pin-creation-notification-request> element;
5)	<pin-creation-notification-reject> element;
b)	PINAPP protocol messages only applicable to interface between PIN peer and PAE-S:
1)	<pine-registration-request> element;
2)	<pine-registration-accept> element;
3)	<pine-registration-reject> element;
4)	<pine-deregistration-request> element;
5)	<pine-deregistration-reject> element;
6)	<pine-update-registration-request> element;
7)	<pine-update-registration-reject> element;
8)	<pin-creation-request> element;
9)	<pin-creation-accept> element;
10)	<pin-creation-reject> element;
11)	<pin-deletion-request> element;
12)	<pin-deletion-reject> element;
c)	PINAPP protocol messages applicable to all interfaces:
1)		<pin-deletion-notification-request>;
2)		<pin-deletion-notification-reject>;
The <server-discovery-request> element:
a)	shall include a <ue-id> element;
b)	may include a <ue-location> element; and
c)	may include a <mac-address> element.
The <server-discovery-accept> element shall include a <endpoint-information-content> element.
The <endpoint-information-content> element shall include at least one of the followings:
a)	a <uri> element;
b)	a <fqdn> element;
c)	a <ipv4-address> element; and
d)	a <ipv6-address> element.
The <server-discovery-reject> element shall include a <cause-value> element.
The <pine-registration-request> element:
a)	shall include a <ue-id> element;
b)	shall include a <security-credentials> element;
c)	shall include a <port-number> element;
d)	may include a <mac-address> element;
e)	may include a <vendor-name> element;
f)	may include a <device-description> element; and
g)	may include a <pine-address> element;
h)	may include a <pine-capabilities> element; and
i)	may include a <maximum-number-of-pines> element.
The <pine-registration-accept> element:
a)	shall include a <pin-client-id> element;
b)	may include a <role-of-pemc> element; and 
c)	may include a <role-of-pegc> element.
The <pine-registration-reject> element shall include a <cause> element.
The <pine-deregistration-request> element:
a)	shall include a <ue-id> element;
b)	shall include a <security-credentials> element;
c)	may include a <mac-address> element;
d)	may include a <vendor-name> element;
e)	may include a <device-description> element; and
f)	may include a <ip-address> element.
The <pine-deregistration-reject> element shall include a <cause> element.
The <pine-update-registration-request> element:
a)	shall include a <ue-id> element;
b)	shall include a <security-credentials> element;
c)	may include a <mac-address> element;
d)	may include a <vendor-name> element;
e)	may include a <device-description> element;
f)	may include a <ip-address> element;
g)	may include a <port-number> element;
h)	may include a <pine-capabilities> element; and
i)	may include a <maximum-number-of-pines> element.
The <pine-update-registration-reject> element shall include a <cause> element.
The <pin-creation-request> element:
a)	shall include a <ue-id> element;
b)	shall include a <security-credentials> element;
c)	may include a <pin-client-profile> element;
d)	may include a <ue-location> element;
e)	may include a <pine-list> element; and
f)	may include a <additional-pemc> element.
The <pin-creation-accept> element:
a)	shall include a <pin-id> element;
b)	shall include a <valid-timer> element;
c)	may include a <pine-list> element;
d)	shall include a <pegc-id> element;
e)	may include a <pegc-address> element;
f)	may include a <access-control-info> element; and
g)	shall include a <heartbeat-timer> element.
The <pin-creation-reject> element shall include a <cause> element.
The <pin-creation-notification-request> element:
a)	shall include a <pin-id> element;
b)	shall include a <heartbeat-timer> element;
c)	shall include a <pin-member-indication> element;
d)	may include a <pegc-address> element;
e)	may include a <pegc-id> element; and
f)	may include a <access-control-info> element.
The <pin-creation-notification-reject> element shall include a <cause> element.
The <pin-deletion-notification-request> element shall include a <pin-id> element.
The <pin-deletion-notification-reject> element shall include a <cause> element.
The <pin-creation-request> element:
a)	shall include a <pin-id> element; and
b)	shall include a <security-credentials> element.
The <pin-creation-reject> element shall include a <cause> element.

* * * Next Change * * * *
[bookmark: _Toc144307603]6.2.3	MIME type
The MIME type of the document shall be "application/vnd.3gpp.pinapp-info+xml MIME body".
[bookmark: _Hlk142834792]The MIME type is used to carry information related to the PINAPP operation. It shall be coded as an XML document containing one of the following PINAPP protocol messages:
a)	PINAPP protocol messages only applicable to interface between PIN peer and PIN peer:
a1)	server-discovery-request;
b2)	server-discovery-accept; and
c3)	server-discovery-reject;
4)	<pin-creation-notification-request> element;
5)	<pin-creation-notification-reject> element;
b)	PINAPP protocol messages only applicable to interface between PIN peer and PAE-S:
1)	<pine-registration-request> element;
2)	<pine-registration-accept> element;
3)	<pine-registration-reject> element;
4)	<pine-deregistration-request> element;
5)	<pine-deregistration-reject> element;
6)	<pine-update-registration-request> element;
7)	<pine-update-registration-reject> element;
8)	<pin-creation-request> element;
9)	<pin-creation-accept> element;
10)	<pin-creation-reject> element;
11)	<pin-deletion-request> element;
12)	<pin-deletion-reject> element;
.c)	PINAPP protocol messages applicable to all interfaces:
1)		<pin-deletion-notification-request>;
2)		<pin-deletion-notification-reject>;

Each of the above message is presented in the XML document as an XML element named after the corresponding message.
* * * Next Change * * * *
[bookmark: _Toc144307606]6.2.5.1	General
The <pinapp-info> element is the root element of this XML document and it can be one of the following elements:
a)	PINAPP protocol messages only applicable to interface between PIN peer and PIN peer:
a1)	<server-discovery-request> element;
b2)	<server-discovery-accept> element; and
c3)	<server-discovery-reject> element;
4)	<pin-creation-notification-request> element;
5)	<pin-creation-notification-reject> element;
b)	PINAPP protocol messages only applicable to interface between PIN peer and PAE-S:
1)	<pine-registration-request> element;
2)	<pine-registration-accept> element;
3)	<pine-registration-reject> element;
4)	<pine-deregistration-request> element;
5)	<pine-deregistration-reject> element;
6)	<pine-update-registration-request> element;
7)	<pine-update-registration-reject> element;
8)	<pin-creation-request> element;
9)	<pin-creation-accept> element;
10)	<pin-creation-reject> element;
11)	<pin-deletion-request> element;
12)	<pin-deletion-reject> element;
.c)	PINAPP protocol messages applicable to all interfaces:
1)		<pin-deletion-notification-request>;
2)		<pin-deletion-notification-reject>;

* * * Next Change * * * *
[bookmark: _Toc138361510][bookmark: _Toc144307607]6.2.5.2	Semantics of <service-discovery-request>
The < service-discovery-request> element contains:
a)	one <ue-id> element as specified in clause 7.2.1;
b)	zero or one <mac-address> element as specified in clause 7.2.2;
c)	zero or one <ue-location> element;
d)	zero or one <anyExt> element containing elements defined in future releases;
e)	zero, one or more elements from other namespaces defined in future releases; and
f)	zero, one or more attributes defined in future releases.
The <ue-location> element carries information about an NG-RAN cell where the UE was camping on or which the UE used in the 5GMM-CONNECTED mode. The <ue-location> element contains:
a)	a "NCGI" attribute containing the parameter defined in clause 7.2.3;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
* * * Next Change * * * *
[bookmark: _Toc144307609]6.2.5.4	Semantics of <service-discovery-reject>
The <service-discovery-reject> element contains:
a)	one <cause-value> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.

* * * Next Change * * * *
6.2.5.5	Semantics of <pine-registration-request>
The <pine-registration-request> element contains:
a)	one <ue-id> element as specified in clause 7.2.1;
b)	one <security-credentials> element as specified in clause 7.2.6;
c)	one <port-number> element as specified in clause 7.2.7;
d)	zero or one <mac-address> element as specified in clause 7.2.2;
e)	zero or one <vendor-name> element as specified in clause 7.2.8;
f)	zero or one <device-description> element as specified in clause 7.2.9;
g)	zero or one <pine-address> element as specified in clause 7.2.10;
h)	zero or one <pine-capabilities> element as specified in clause 7.2.11;
i)	zero or one <maximum-number-of-pines> element as specified in clause 7.2.12.
j)	zero or one <anyExt> element containing elements defined in future releases;
k)	zero, one or more elements from other namespaces defined in future releases; and
l)	zero, one or more attributes defined in future releases.
6.2.5.6	Semantics of <pine-registration-accept>
The <pine-registration-accept> element contains:
a)	one <pin-client-id> element as specified in clause 7.2.1;
b)	zero or one <role-of-pemc> element as specified in clause 7.2.23; 
c)	zero or one <role-of-pegc> element as specified in clause 7.2.24;
d)	zero or one <anyExt> element containing elements defined in future releases;
e)	zero, one or more elements from other namespaces defined in future releases; and
f)	zero, one or more attributes defined in future releases.
6.2.5.7	Semantics of <pine-registration-reject>
The <pine-registration-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.8	Semantics of <pine-deregistration-request>
The <pine-deregistration-request> element contains:
a)	one <ue-id> element as specified in clause 7.2.1;
b)	one <security-credentials> element as specified in clause 7.2.6;
c)	zero or one <mac-address> element as specified in clause 7.2.2;
d)	zero or one <vendor-name> element as specified in clause 7.2.8;
e)	zero or one <device-description> element as specified in clause 7.2.9;
f)	zero or one <ip-address> element as specified in clause 7.2.10;
g)	zero or one <anyExt> element containing elements defined in future releases;
h)	zero, one or more elements from other namespaces defined in future releases; and
i)	zero, one or more attributes defined in future releases.
6.2.5.9	Semantics of <pine-deregistration-reject>
The <pine-deregistration-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.10	Semantics of <pine-update-registration-request>
The <pine-update-registration-request> element contains:
a)	one <ue-id> element as specified in clause 7.2.1;
b)	one<security-credentials> element as specified in clause 7.2.6;
c)	zero or one <mac-address> element as specified in clause 7.2.2;
d)	zero or one <vendor-name> element as specified in clause 7.2.8;
e)	zero or one <device-description> element as specified in clause 7.2.9;
f)	zero or one <ip-address> element as specified in clause 7.2.10;
g)	zero or one <port-number> element as specified in clause 7.2.7;
h)	zero or one <pine-capabilities> element as specified in clause 7.2.11;
i)	zero or one <maximum-number-of-pines> element as specified in clause 7.2.12;
j)	zero or one <anyExt> element containing elements defined in future releases;
k)	zero, one or more elements from other namespaces defined in future releases; and
l)	zero, one or more attributes defined in future releases.
6.2.5.11	Semantics of <pine-update-registration-reject>
The <pine-update-registration-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.12	Semantics of <pin-creation-request>
The <pin-creation-request> element contains:
a)	one <ue-id> element as specified in clause 7.2.1;
b)	one <security-credentials> element as specified in clause 7.2.6;
c)	zero or one <pin-client-profile> element as specified in clause 7.2.13;
d)	zero or one <ue-location> element;
e)	zero or one <pine-list> element as specified in clause 7.2.14;
f)	zero or one <additional-pemc> element as specified in clause 7.2.15;
g)	zero or one <anyExt> element containing elements defined in future releases;
h)	zero, one or more elements from other namespaces defined in future releases; and
i)	zero, one or more attributes defined in future releases.
The <ue-location> element carries information about an NG-RAN cell where the UE was camping on or which the UE used in the 5GMM-CONNECTED mode. The <ue-location> element contains:
a)	a "NCGI" attribute containing the parameter defined in clause 7.2.3;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.13	Semantics of <pin-creation-accept>
The <pin-creation-accept> element contains:
a)	one <pin-id> element as specified in clause 7.2.16;
b)	one <valid-timer> element as specified in clause 7.2.17;
c)	one <heartbeat-timer-list> element;
d)	one <pegc-id> element as specified in clause 7.2.19;
e)	zero or one <pegc-address> element as specified in clause 7.2.20;
f)	zero or one <access-control-info> element as specified in clause 7.2.21;
g)	zero or one <pine-list> element as specified in clause 7.2.14;
h)	zero or one <anyExt> element containing elements defined in future releases;
i)	zero, one or more elements from other namespaces defined in future releases; and
j)	zero, one or more attributes defined in future releases.
The <heartbeat-timer-list> element contains:
a)	one <pemc-heartbeat-timer> element as specified in clause 7.2.18;
b)	one <pegc-heartbeat-timer> element as specified in clause 7.2.18; and
c)	one <pine-heartbeat-timer> element as specified in clause 7.2.18.
6.2.5.14	Semantics of <pin-creation-reject>
The <pin-creation-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.15	Semantics of <pin-creation-notification-request>
The <pin-creation-notification-request> element contains:
a)	one <pin-id> element as specified in clause 7.2.16;
b)	one <heartbeat-timer> element as specified in clause 7.2.18;
c)	one <pin-member-indication> element as specified in clause 7.2.22;
d)	zero or one <pegc-address> element as specified in clause 7.2.20;
e)	zero or one <pegc-id> element as specified in clause 7.2.19;
f)	zero or one <access-control-info> element as specified in clause 7.2.21;
g)	zero or one <anyExt> element containing elements defined in future releases;
h)	zero, one or more elements from other namespaces defined in future releases; and
i)	zero, one or more attributes defined in future releases.
6.2.5.16	Semantics of <pin-creation-notification-reject>
The <pin-creation-notification-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.17	Semantics of <pin-deletion-notification-request>
The <pin-deletion-notification-request> element contains:
a)	one <pin-id> element as specified in clause 7.2.16;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.18	Semantics of <pin-deletion-notification-reject>
The <pin-deletion-notification-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.
6.2.5.19	Semantics of <pin-deletion-request>
The <pin-deletion-request> element contains:
a)	one <pin-id> element as specified in clause 7.2.16;
b)	one <security-credentials> element as specified in clause 7.2.6;
c)	zero or one <anyExt> element containing elements defined in future releases;
d)	zero, one or more elements from other namespaces defined in future releases; and
e)	zero, one or more attributes defined in future releases.
6.2.5.20	Semantics of <pin-deletion-reject>
The <pin-deletion-reject> element contains:
a)	one <cause> element as specified in clause 7.2.5;
b)	zero or one <anyExt> element containing elements defined in future releases;
c)	zero, one or more elements from other namespaces defined in future releases; and
d)	zero, one or more attributes defined in future releases.

* * * Next Change * * * *
6.3	Messages between PIN element and PIN server
[bookmark: _Toc144307612]6.3.1	General
Editor’s note:	This clause defines the XML schema and MIME type related to messages between PIN element and PIN server.
[bookmark: _Toc144307613]6.3.2	Structure
[bookmark: _Toc144307614]6.3.3	MIME type
[bookmark: _Toc144307615]6.3.4	XML schema
[bookmark: _Toc144307616]6.3.5	Data semantics
[bookmark: _Toc144307617]6.3.6	IANA registration

* * * Next Change * * * *
[bookmark: _Toc144307619]7.1	Data types format in XML schemaGeneral
This clause contains the format for the parameters used in the procedures described in the present document.
To exchange structured information over the transport protocol, XML text format/notation is introduced.
The corresponding XML data types for the data types used in ProSe messages are provided in table 11.4.1.1.
Table 11.4.1.1: Primitive or derived types for PINAPP parameter type
	PINAPP parameter type
	Type in XML schema

	Integer
	xs:integer

	String
	xs:string

	Boolean
	xs:boolean

	Binary
	[bookmark: _Hlk146554153]xs:hexBinary

	Bit string
	xs:hexBinary

	Time
	xs:dateTime



For complex data types described in clause 7.2, an XML "complexType" can be used.
Message construction shall be compliant with W3C REC-xmlschema-2-20041028: "XML Schema Part 2: Datatypes" [X].

* * * Next Change * * * *
[bookmark: _Toc144307621]7.2.1	UE identity
This parameter is used to carry the UE identity contained in a PINAPP protocol message. The format of the UE identity is encoded as the "VarUeId" Type Name as specified in clause 5.2.2 of 3GPP TS 29.571 [5].
Editor’s note:	The coding of UE identity should be revisited since the UE identity may contain "identity token", which is depending on SA3 and SA6 coordination.
* * * Next Change * * * *
[bookmark: _Toc144307625]7.2.5	PINAPP protocol cause value
This parameter is used to indicate the particular reason why a PINAPP protocol message is rejected either by a PIN peer or PAE-S. It is an integer in the 0-255 range encoded in table 7.2.5.1.
Table 7.2.5.1: PINAPP protocol cause value
	0	Protocol error, unspecified

	1	Operation not allowed

	2	Requested information not available

	3	Authorization failure

	34-255	Unused. Any other value received by the entity shall be treated as 0, "protocol error, unspecified".



* * * Next Change * * * *
7.2.6	Security credentials 
Editor’s note:	The coding of security credentials is depending on SA3 and SA6 coordination.
7.2.7	Port number
This parameter is used to indicate the port number of a PIN peer. It is an integer in the 0-65535 range.
7.2.8	Vendor name
This parameter is used to indicate the vendor name of a PIN peer. The format of the vendor name is a UTF8-encoded string in the 0-255 range.
7.2.9	Device description
This parameter is used to indicate the device description of a PIN peer. The format of the device description is a UTF8-encoded string in the 0-65535 range.
7.2.10	IP Address
This parameter is used to carry the IP address of a PIN peer.
The format of IPv4 address structure is defined in IETF RFC 791 [8].
The format of IPv6 address structure is defined in IETF RFC 2373 [9].
7.2.11	PINE capability
This parameter is used to indicate the capability of a PIN peer to act as a PGAE-C or PMAE-C. It is an integer in the 0-3 range encoded as table 7.2.11.1.
Table 7.2.11.1: PINE capability
	0	Only PEGC

	1	Only PEMC

	2	Both PEGC and PEMC

	3	Unused



7.2.12	Maximum number of PINEs
This parameter is used to indicate the maximum number of the PINEs can be managed simultaneously. The maximum number of PINEs is an integer in the 1-255 range. 
7.2.13	PIN client profile
[bookmark: _Hlk146556769]This parameter is used to indicate the PIN client profile of a PIN peer. It contains one PIN ID as specified in clause 7.2.16, PIN client ID as specified in clause 7.2.25, zero or one UE identity as specified in clause 7.2.1, zero or one device description as specified in clause 7.2.9, zero or one role in the PIN as specified in table 7.2.13.1, one PINE capability as specified in clause 7.2.11, one visibility indication as specified in table 7.2.13.2, zero or one application info as specified in clause 7.2.26, one access type as specified in table 7.2.13.3, zero or one IP address as specified in clause 7.2.10, one port number as specified in clause 7.2.7, zero or one required service info, zero or one supported service info:
a)	Role in the PIN: this parameter is used to indicate the role of a PIN peer in a PIN. It is an integer in the 0-3 range encoded in table 7.2.26.1.
Table 7.2.13.1: Role in the PIN
	0	Only PINE

	1	Only PEGC

	2	Only PEMC

	3	Both PEMC and PEGC



b)	visibility indication: this parameter is used to indicate the visibility of a PIN peer in a PIN. It is an integer in the 0-3 range encoded in table 7.2.13.2.
Table 7.2.13.2: Visibility indication
	0	Only discoverable within the PIN

	1	Only discoverable outside the PIN

	2	Discoverable both within and outside the PIN

	3	Not discoverable either within or outside the PIN



c)	access type: this parameter is used to indicate the access type of a PIN peer in a PIN. It is an integer in the 0-7 range encoded in table 7.2.13.3.
Table 7.2.13.3: Access type
	0	Only direct type via non-3GPP supported (e.g. WiFi, BlueTooth)

	1	Only direct type via 3GPP supporetd (e.g. PC5)

	2	Both direct type via non-3GPP and 3GPP supported

	3	Only indirect type via PEGC supported

	4	Both direct type via non-3GPP and indirect type via PEGC supported

	5	Both direct type via 3GPP and indirect type via PEGC supported

	6	All direct and indirect types supported

	7	Unused



d)	required service info: this parameter is used to indicate the required service info of a PIN peer in a PIN. It contains an integer in the 0-255 range to indicate the number of service identifiers, and a sequence of service identifiers as specified in clause 7.2.27.
e)	supported service info: this parameter is used to indicate the supported service info of a PIN peer in a PIN. It contains an integer in the 0-255 range to indicate the number of service identifiers, and a sequence of service identifiers as specified in clause 7.2.27.
7.2.14	PINE list
This parameter is used to indicate a list of PINE identifiers. It contains one number of PINEs, and PINE list content: 
a)	number of PINEs: this parameter is used to indicate the number of PINEs in the list. It is an integer in the 0-255 range.
b)	PINE list content: this parameter is used to indicate the content of PINE list. The PINE list content contains at least one PINE identifiers coded as UE identity as specified in clause 7.2.1 or PIN client ID as specified in clause 7.2.25.
7.2.15	PEMC list
This parameter is used to indicate a list of PEMC identifiers. It contains one number of PEMCs, and PEMC list content: 
a)	number of PEMCs: this parameter is used to indicate the number of PEMCs in the list. It is an integer in the 0-255 range.
b)	PEMC list content: this parameter is used to indicate the content of PEMC list. the PEMC list content contains at least one PEMC identifiers coded as UE identity as specified in clause 7.2.1 or PIN client ID as specified in clause 7.2.25.
7.2.16	PIN ID
Editor’s note:	The format of PIN ID is FFS, based on coordination of SA2 and SA6.
7.2.17	PIN valid timer
This parameter is used to indicate the value of validity timer for a PIN. It is an integer in the 1-525600 range representing the timer value in unit of minutes.
7.2.18	PIN heartbeat timer
This parameter is used to indicate the value of heartbeat timer for a PIN. It is an integer in the 1-525600 range representing the timer value in unit of minutes.
7.2.19	PEGC list
This parameter is used to indicate a list of PEGC identifiers. It contains one number of PEGCs, and PEGC list content: 
a)	number of PEGCs: this parameter is used to indicate the number of PEGCs in the list. It is an integer in the 0-255 range.
b)	PEGC list content: this parameter is used to indicate the content of PEGC list. the PEGC list content contains at least one PEGC identifiers coded as UE identity as specified in clause 7.2.1 or PIN client ID as specified in clause 7.2.25.
7.2.20	PEGC address list
This parameter is used to indicate a list of PEGC identifiers. It contains one number of PEGC address, and one PEGC address list content: 
a)	number of PEGC address: this parameter is used to indicate the number of PEGC address in the list. It is an integer in the 0-255 range.
b)	PEGC address list content: this parameter is used to indicate the content of PEGC address list. The PEGC list content contains at least one PEGC address coded as IP address as specified in clause 7.2.10 or port number as specified in clause 7.2.7.
7.2.21	Access control information
This parameter is used to indicate the access control information of a PGAE-C. It contains one username, one account info, one SSID info, one BSSID info:
a)	user name: this parameter is used to indicate the username of a PIN peer. It is a string in a range of 1-255;
b)	account info: this parameter is used to indicate the account of a PIN peer. It is a string in a range of 1-255;
c)	SSID info: this parameter is used to indicate the SSID of a PIN; and
d)	BSSID info: this parameter is used to indicate the BSSID of a PIN.
The format of SSID and BSSID is defined in IEEE Std 802.11 [X].
7.2.22	PIN member indication
This parameter is used to indicate the whether a device is added as a PIN peer in a PIN. It is an integer in the 0-1 range encoded as specified in table 7.2.22.1.
Table 7.2.22.1: PIN member indication
	0	PIN member included

	1	Unused



7.2.23	PEMC role indication
This parameter is used to indicate the whether a device is assigned as a PEMC during registration. It is an integer in the 0-1 range encoded as table 7.2.23.1.
Table 7.2.23.1: PEMC role indication
	0	PEMC assigned

	1	Unused



7.2.24	PEGC role indication
This parameter is used to indicate the whether a device is assigned as a PEGC during registration. It is an integer in the 0-1 range encoded as table 7.2.24.1.
Table 7.2.24.1: PEGC role indication
	0	PEGC assigned

	1	Unused



7.2.25	PIN client ID
This parameter is a globally unique value that identifies a PIN client. It is a string in the 1-255 range.
7.2.26	Application info
This parameter is used to indicate the application info. It contains at least one of the application identity, application schedule, and application KPIs:
a)	application identity: this parameter is used to indicate the identity of an application. It contains a string in 0-255 range.
[bookmark: _Hlk146557194]b)	application schedule: this parameter is used to indicate the schedule of an application. It contains a sequence of a Starttime field and a Stoptime field. The Starttime field is represented by the number of seconds since 00:00:00 on 1 January 1970 and is encoded as the 64-bit NTP timestamp format defined in IETF RFC 5905 [X], where binary encoding of the integer part is in the first 32 bits and binary encoding of the fraction part in the last 32 bits. The encoding of the Stoptime field is the same as the Starttime field.
c)	application KPIs: this parameter is used to indicate the KPIs of an application. It contains at least one of the PIN bandwidth, PIN request rate, and PIN response time. The PIN bandwidth contains a string in 0-255 range in unit of MHz, the PIN request rate contains a string in 0-255 range in unit of bps, and the PIN response time contains an integer in the 1-65025 range representing the timer value in unit of minutes.
7.2.27	Service identifier
This parameter is used to indicate the service identifier of a service that the PIN peer is requesting to or can be provided by the PIN peer. The service identifier is a string in 0-255 range.

* * * End of Changes * * * *

