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1. Reason for Change
1st change:
5.4.5.1	General
The following procedures are defined for PIN modification:
a)	PMAE-C replacement without PAE-S support as specified in clause 5.4.5.2;
b)	PGAE-C replacement without PAE-S support as specified in clause 5.4.5.3;
c)	PMAE-C replacement with PAE-S support as specified in clause 5.4.5.4; and
d)	PGAE-C replacement with PAE-S support as specified in clause 5.4.5.5.
The above procedures are NOT defined yet for PIN modification in TS 24.583. PMAE-C replacement with PAE-S support is corresponding to 8.5.10.2.2 of TS 23.542, i.e.,


Figure 8.5.10.2.2-1: PIN Modification after local PEMC failure
1.	 UE/PEMC1 receives a notification from PEGC that there is a communication failure with PEMC2.
2.	An authorized administrator on UE/PEMC1 sends a PIN configuration request to the PIN server through the 5G network. The request includes the security credentials of the authorized administrator, the UE ID, the PIN ID, PIN member ID, authorization type indicating the role change, and a request that PINE-1 be assigned the new PEMC.
3.	The PIN server processes the modification request and checks if the authorized administrator is allowed to modify the PIN. The PIN server verifies PINE-1 has the capability to serve as a PEMC using information in the PIN profile.
4. 	If the authorized administrator is allowed to perform PIN modification, the PIN server sends a PIN management request to PINE-1 to assign PINE-1 as the new PEMC and provides PIN profile and dynamic profile information to PINE-1.
Editor's Note: Usage of PIN profile information and PIN dynamic profile information in the information flows, and the procedures where each of these IEs are applicable are FFS.
5.	PINE-1 returns an accept response in the PIN management response to the PIN server.
6.	The PIN server notifies the other members of the PIN that PINE-1 will be the new PEMC for the PIN and updates the PIN profile and dynamic profile information.
7.	The PIN server sends a PIN configuration response to the PIN configuration request with updated information for the PIN profile and the dynamic profile information to the UE/PEMC1.
8.	PIN communications resume with PINE-1 serving as the new PEMC.
2nd change:
5.4.5.1	General
The following procedures are defined for PIN modification:
a)	PMAE-C replacement without PAE-S support as specified in clause 5.4.5.2;
b)	PGAE-C replacement without PAE-S support as specified in clause 5.4.5.3;
c)	PMAE-C replacement with PAE-S support as specified in clause 5.4.5.4; and
d)	PGAE-C replacement with PAE-S support as specified in clause 5.4.5.5.
The above procedures are NOT defined yet for PIN modification in TS 24.583. PGAE-C replacement with PAE-S support is corresponding to 8.5.10.2.3 of TS 23.542, i.e.,


Figure 8.5.10.2.3-1: PIN Modification due to PEGC unavailability
1.	PEMC receives periodic PIN heartbeats from PEGC to monitor the availability of the PEGC.  
2.	PEGC leaves the local coverage area of the PIN, e.g., leaves the home, and is not available to route PIN communications. 
3.	PEMC does not receive a periodic PIN heartbeat from PEGC at the configured interval and determines that PEGC is no longer providing PIN routing capability. 
If secondary PEGC is available in PEMC, that the PEMC decides to configure this PEGC as the gateway of PIN, and skip the procedure from step 4 to step 7. And PEMC only notifies PIN server of newly selected PEGC in step 8. 
If secondary PEGC is unavailable in PEMC, that the PEMC decides to trigger the PIN server to discover the PEGC as the gateway of PIN from step 4 to step 7. And PEMC only notifies PINE in this PIN of newly selected PEGC in step 8. 
4.	PEMC sends a PIN configuration request to the PIN server to select a new PEGC. The request includes the PIN ID, the PEMC ID, the PEGC ID, authorization type indicating the role change, the ID of a PIN member that can serve as the new PEGC (e.g., PINE2), and a timestamp.
5.	The PIN server considers which member of the PIN can serve as the new PEGC, including the PIN member the PEMC provided, and selects a PIN member to serve as the new PEGC. The PIN server sends a PIN management request to PINE-2 with PIN profile and dynamic profile information. The dynamic profile information includes PIN traffic routing rules that PINE2 would need to make routing decisions. 
6.	PINE-2 sends a PIN management response accepting to serve as the new PEGC. 
7.	The PIN server sends a PIN configuration response with PIN profile and dynamic profile information to the PEMC with the status of the request, the ID of the new PEGC, and PIN traffic routing rules. The PIN server response triggers the PEMC to notify other PIN members of the PEGC role change.
8.	PEMC notifies the PIN server or other members of the PIN that PINE2 will serve as the new PEGC. The PEMC includes PIN profile and dynamic profile information that includes traffic routing rules applicable to each member.
3rd change:
The following is defined in PIN status notify procedure in TS 24.583. From NAS protocol perspective, since more than one PIN status event type can be included, it is proposed to move <dynamic-pin-profile> to PIN status event type "PIN profiles update" bullet, because this event type is to indicate the PIN profile related update. When "PIN status update" should be included in PIN status update, PEMC can simply include both "PIN status update" and "PIN profiles update".
4)	if the PIN status event type includes "PIN profiles update":
i)	shall include a <pin-profile> element set to the PIN profile of the PIN; and
5)	if the PIN status event type includes "PIN status update":
i)	shall include a <pin-status-type> element set to "PIN activation" or "PIN deactivation"; and
ii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN.

The above should be addressed in stage-3.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.3.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
5.4.5.4	PMAE-C replacement with PAE-S support
[bookmark: _Toc144307500]5.4.5.2.1	General
In this clause, the PMAE-C that initiates the PMAE-C replacement with PAE-S support procedure is called the "initiating PMAE-C", and the requested PMAE-C is called the "target PMAE-C".
[bookmark: _Hlk134913471]5.4.5.4.2	Initiating PMAE-C procedure
When the PMAE-C needs to request another PMAE-C (i.e. target PMAE-C) to takeover the role of PMAE-C in a PIN with PAE-S support, the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the initiating PMAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-request> element in the <pinapp-info> root element and within the <pin-configuration-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <requestor-pemc-id> element set to the identity of the initiating PMAE-C;
3)	shall include a <authorization-type> element set to "PMAE-C role change";
4)	shall include a <failure-pemc-id> element set to the identity of the failure PMAE-C;
3)	may include a <new-pemc-id> element set to the identity of the target PMAE-C.
The initiating PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 7231 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-accept> element in the <pinapp-info> root element,
the initiating PMAE-C shall initiate a PIN status notify procedure as specified in clause 5.4.6.4 to PIN peers to notify the change of PMAE-C with the following consideration:
a)	the event ID shall include "PIN modification", and:
1)	shall include the <pemc-id> element set to the identifier(s) of the PMAE-C(s) in the PIN; and
2)	shall include the <pemc-address> element set to the IP address or port number for each PMAE-C respectively; and
b)	the event ID shall include "PIN profiles update" if it is for PGAE-C, and:
1)	shall include the <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN; and
2)	shall include the <pin-profile> element set to the PIN profile of the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-reject> element in the <pinapp-info> root element,
the initiating PMAE-C shall consider the PMAE-C replacement with PAE-S support fails due to the reason indicated by the cause value.
5.4.5.4.3	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-request> element in the <pinapp-info> root element,
the PAE-S shall determine whether the initiating PMAE-C is allowed to modify the PIN and determine whether the target PMAE-C identified by the <new-pemc-id> element (if provided) is allowed to be a PMAE-C of the PIN.
If:
a)	the initiating PMAE-C is allowed to modify the PIN; and
b)	the target PMAE-C is included and is allowed to be a PMAE-C of the PIN, or
if:
a)	the initiating PMAE-C is allowed to modify the PIN; and
b)	the target PMAE-C is not included,
NOTE:	In case of the target PMAE-C is not included, PAE-S can select a target PMAE-C based on implementation (e.g. based on PIN profile).
the PAE-S shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the initiating PMAE-C:
a)	shall set the Request-URI to the URI of the target PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-request> element in the <pinapp-info> root element and within the <pin-management-request> element:
i)	shall include a <requestor-id> element set to the identifier of the PAE-S;
ii)	shall include a <modification-type> element set to "PEMC assignment"; and
iii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile information of the PIN.
The PAE-S shall send the generated HTTP POST request towards the target PMAE-C according to IETF RFC 7231 [4].
If:
a)	the initiating PMAE-C is not allowed to modify the PIN; or
if:
a)	the initiating PMAE-C is allowed to modify the PIN; and
b)	the target PMAE-C is included and is not allowed to be a PMAE-C of the PIN,
the PAE-S:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-reject> element in the <pinapp-info> root element and within the <pin-configuration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN configuration failure; and
b)	send the HTTP 403 (Forbidden) response towards the initiating PMAE-C.
Upon reception of an HTTP 204 (No content) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-accept> element in the <pinapp-info> root element,
the PAE-S shall:
a)	consider the target PMAE-C accepts to be the new PMAE-C of the PIN;
b)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-accept> element in the <pinapp-info> root element and within the <pin-configuration-accept> element:
i)	shall include a <pin-profile> element set to the PIN profile of the PIN; and
ii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN;
c)	send the HTTP 200 (OK) response towards the initiating PMAE-C.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-reject> element in the <pinapp-info> root element,
the PAE-S shall:
a)	consider the target PMAE-C is not accepted to act as a PMAE-C of the PIN;
b)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PAE-S
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-reject> element in the <pinapp-info> root element and within the <pin-configuration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN configuration failure; and
b)	send the HTTP 403 (Forbidden) response towards the initiating PMAE-C.
5.4.5.4.4	Target PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-request> element in the <pinapp-info> root element,
the target PMAE-C shall determine whether to accept to act as the PMAE-C in the PIN.
If the target PMAE-C determine to accept to act as the PMAE-C in the PIN, the target PMAE-C shall:
a)	generate an HTTP 204 (No content) response according to IETF RFC 7231 [4]; and
b)	send the HTTP 204 (No content) response towards the PEAE-C.
If the target PMAE-C determine to reject to act as the PMAE-C in the PIN, the target PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the target PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-reject> element in the <pinapp-info> root element and within the <pin-management-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN management failure; and
b)	send the HTTP 403 (Forbidden) response towards the PAE-S.

* * * Next Change * * * *
5.4.5.5	PGAE-C replacement with PAE-S support
[bookmark: _Toc144307515]5.4.5.5.1	PMAE-C procedure
When the PMAE-C needs to request another PGAE-C (i.e. target PGAE-C) to takeover the role of PGAE-C in a PIN with PAE-S support, the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-request> element in the <pinapp-info> root element and within the <pin-configuration-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <requestor-pemc-id> element set to the identity of the PMAE-C;
3)	shall include a <authorization-type> element set to "PGAE-C role change";
4)	shall include a <failure-pegc-id> element set to the identity of the failure PGAE-C;
3)	may include a <new-pegc-id> element set to the identity of the target PGAE-C.
The initiating PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 7231 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-accept> element in the <pinapp-info> root element,
the PMAE-C shall initiate a PIN status notify procedure as specified in clause 5.4.6.4 to PIN peers to notify the change of PMAE-C with the following consideration:
a)	the event ID shall include "PIN modification", and:
1)	shall include the <pegc-id> element set to the identifier(s) of the PGAE-C(s) in the PIN; and
2)	shall include the <pegc-address> element set to the IP address or port number for each PGAE-C respectively; and
b)	the event ID shall include "PIN profiles update" if it is for PGAE-C, and:
1)	shall include the <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN; and
2)	shall include the <pin-profile> element set to the PIN profile of the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider the PGAE-C replacement with PAE-S support fails due to the reason indicated by the cause value.

5.4.5.5.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-request> element in the <pinapp-info> root element,
the PAE-S shall determine whether the initiating PMAE-C is allowed to modify the PIN and determine whether the target PGAE-C identified by the <new-pegc-id> element (if provided) is allowed to be a PGAE-C of the PIN.
If:
a)	the initiating PMAE-C is allowed to modify the PIN; and
b)	the target PGAE-C is included and is allowed to be a PGAE-C of the PIN, or
if:
a)	the initiating PMAE-C is allowed to modify the PIN; and
b)	the target PGAE-C is not included,
NOTE:	In case of the target PGAE-C is not included, PAE-S can select a target PGAE-C based on implementation (e.g. based on PIN profile).
the PAE-S shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the initiating PMAE-C:
a)	shall set the Request-URI to the URI of the target PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-request> element in the <pinapp-info> root element and within the <pin-management-request> element:
i)	shall include a <requestor-id> element set to the identifier of the PAE-S;
ii)	shall include a <modification-type> element set to "PEGC assignment"; and
iii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile information of the PIN.
The PAE-S shall send the generated HTTP POST request towards the target PGAE-C according to IETF RFC 7231 [4].
If:
a)	the initiating PMAE-C is not allowed to modify the PIN; or
if:
a)	the initiating PMAE-C is allowed to modify the PIN; and
b)	the target PGAE-C is included and is not allowed to be a PGAE-C of the PIN,
the PAE-S:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-reject> element in the <pinapp-info> root element and within the <pin-configuration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN configuration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
Upon reception of an HTTP 204 (No content) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-accept> element in the <pinapp-info> root element,
the PAE-S shall:
a)	consider the target PGAE-C accepts to be the new PGAE-C of the PIN;
b)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-accept> element in the <pinapp-info> root element and within the <pin-configuration-accept> element:
i)	shall include a <pin-profile> element set to the PIN profile of the PIN; and
ii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN;
c)	send the HTTP 200 (OK) response towards the PMAE-C.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-reject> element in the <pinapp-info> root element,
the PAE-S shall:
a)	consider the target PGAE-C is not accepted to act as a PGAE-C of the PIN;
b)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PAE-S
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-reject> element in the <pinapp-info> root element and within the <pin-configuration-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN configuration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
5.4.5.5.3	Target PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-request> element in the <pinapp-info> root element,
the target PGAE-C shall determine whether to accept to act as the PGAE-C in the PIN.
If the target PGAE-C determine to accept to act as the PGAE-C in the PIN, the target PGAE-C shall:
a)	generate an HTTP 204 (No content) response according to IETF RFC 7231 [4]; and
b)	send the HTTP 204 (No content) response towards the PEAE-C.
If the target PGAE-C determine to reject to act as the PGAE-C in the PIN, the target PGAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the target PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-reject> element in the <pinapp-info> root element and within the <pin-management-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN management failure; and
b)	send the HTTP 403 (Forbidden) response towards the PAE-S.

* * * Next Change * * * *
5.4.6.4.1	PMAE-C procedure
The receiving entity can be a PEAE-C, PGAE-C, or PAE-S.
When an event occurs at the PMAE-C that satisfies trigger conditions for notifying a receiving entity (e.g. to provide updated PIN status when a PINE joins into the PIN). To notify the updated PIN status, the PMAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the receiving entity;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-notify> element in the <pinapp-info> root element and within the <pin-status-notify> element:
1)	shall include a <pin-status-event-type> element set to the PIN status event type needs to be notified. More than one PIN status event type can be indicated;
2)	if the PIN status event type includes "PINE management":
i)	shall include a <pine-management-type> element set to "PINE joins into a PIN" or "PINE leaves a PIN";
ii)	shall include a <pine-id> element set to the identity of the PEAE-C that joins into the PIN or leaves the PIN. More than one identity can be included within a same <pine-management-type> element;
iii)	may include a <pin-client-profile> element set to the PIN client profile of the PEAE-C if <pine-management-type> element is set to "PINE joins into a PIN". More than one PIN client profile can be included;
3)	if the PIN status event type includes "PIN modification":
i)	may include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) in the PIN;
ii)	may include a <pegc-address> element set to the IP address or port number for each PGAE-C respectively if <pegc-id> element is included;
iii)	may include a <access-control-info> element set to the access control information for each PGAE-C respectively if <pegc-id> element is included;
iv)	may include a <pemc-id> element set to the identifier(s) of the PMAE-C(s) in the PIN;
v)	may include a <pemc-address> element set to the IP address or port number for each PMAE-C respectively if <pemc-id> element is included;
4)	if the PIN status event type includes "PIN profiles update":
i)	shall may include a <pin-profile> element set to the PIN profile of the PIN; and
ii)	may include a <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN.
5)	if the PIN status event type includes "PIN status update":
i)	shall include a <pin-status-type> element set to "PIN activation" or "PIN deactivation"; and.
ii)	shall include a <dynamic-pin-profile> element set to the dynamic PIN profile of the PIN.
The PMAE-C shall send the generated HTTP POST request towards the receiving entity according to IETF RFC 7231 [4].

* * * End of Changes * * * *
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