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 Alternative 2
· The NAS layer receives information of the UE’s serving cell from the AS layer.
So, The following editor's note can be resolved based on the reply LS from RAN2.
Editor's note (WIC: eNS_Ph3; CR#: 5297):	How a UE detects that it is inside or outside an NS-AoS is FFS.
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[bookmark: _Toc139049860]***** First change *****
4.6.2.10	Mobility management aspect of handling network slices with NS-AoS not matching deployed tracking areas
An operator can choose to let the NS-AoS of an S-NSSAI not match the existing tracking area boundaries (see clause 5.15.18 of 3GPP TS 23.501 [8]). In order to support this deployment option, the operator has to ensure that an AMF covering the NS-AoS operates as described below.
If a UE supports S-NSSAI location validity information, the UE indicates that it supports S-NSSAI location validity information during the registration procedure (see clause 5.5.1). The AMF can provide a UE which has indicated that it supports S-NSSAI location validity information with S-NSSAI location validity information (see clauses 5.4.4 and 5.5.1). The S-NSSAI location validity information consists of, for each of the applicable S-NSSAI(s) in the configured NSSAI:
a)	an S-NSSAI; and
b)	a list of cell identities belonging to the registration area, which represents the NS-AoS of the S-NSSAI.
UE determines that it is inside or outside an NS-AoS based on the S-NSSAI location validity information received by the network and the UE location information received by the lower layer.
a)	The UE shall consider itself to be located inside the NS-AoS if
1)	Tracking area code information received from lower layer belongs to one TAC among current TAI and
2)	A cell identiy in current serving cell received by the lower layer belongs to the list of cell identities of the S-NSSAI location validity information IE.
b)	The UE shall consider itself to be located outside the NS-AoS if
1)	Tracking area code information received from lower layer does not belong to one TAC among current TAIor
2)	A cell indication in current serving cell received by the lower layer does not belong to the list of cell identities of the S-NSSAI location validity information IE.

[bookmark: _Hlk132800149]Editor's note (WIC: eNS_Ph3; CR#: 5297):	How a UE detects that it is inside or outside an NS-AoS is FFS.
Editor's note (WIC: eNS_Ph3; CR#: 5297):	The 5GMM operation on the UE side upon detecting that it is inside or outside an NS-AoS is FFS.
For an applicable S-NSSAI, if the AMF determines that:
a)	the UE not supporting S-NSSAI location validity information has moved out (or is out) of the NS-AoS, then the AMF may:
1)	either:
i)	provide the UE with a (partially) allowed NSSAI and a configured NSSAI excluding the S-NSSAI. If the AMF chose to update a (partially) allowed NSSAI and there is no S-NSSAI left in the old (partially) allowed NSSAI due to exclusion of the S-NSSAI, the updated (partially) allowed NSSAI shall include one or more default S-NSSAIs (partially) allowed by the network; or
ii)	indicate the SMF to release one or more PDU sessions associated with the S-NSSAI; and
NOTE:	Whether the AMF performs i) or ii) is up to network local policy.
2)	apply S-NSSAI based congestion control for the S-NSSAI as specified in clause 5.3.11; or
b)	the UE not supporting S-NSSAI location validity information has moved into the NS-AoS, then the AMF may update the configured NSSAI to include the S-NSSAI in the configured NSSAI (if excluded).
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