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	Reason for change:
	As discussed in C1-233606, the Relay Service Code is encrypted in the received PROSE DIRECT LINK ESTABLISHMENT REQUEST and the UE-to-Network Relay cannot retrieve the corresponding DUCK or DUSK with the encrypted Relay Service Code.
By reusing the method for UE-to-Network Relay Discovery, the destination Layer-2 ID is used as the bridge, which links the specific Prose UE-to-Network Relay service with its corresponding DUCK.
The Destination Layer-2 ID of PROSE DIRECT LINK ESTABLISHMENT REQUEST message is equal to the Source Layer-2 ID in the received PROSE PC5 DISCOVERY message for discovery procedure, which is associated with Relay Service Code. By using Destination Layer-2 ID, the UE-to-Network Relay can retrieve the DUCK or DUSK and decrypt the encrypted privacy information in PROSE DIRECT LINK ESTABLISHMENT REQUEST message. 
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	Add the description of how to retrieve the corresponding DUCK or DUSK for UE-to-Network Relay Communication.
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	UE cannot find the corresponding security parameters to decrypt the protected CP-PRUK ID/UP-PRUK ID and Relay Service Code, which may cause the failure of communication establishment.
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Upon receipt of a PROSE DIRECT LINK ESTABLISHMENT REQUEST message, if the target UE accepts this request, the target UE shall uniquely assign a PC5 link identifier, create a 5G ProSe direct link context.
NOTE 1:	A default PC5 DRX configuration is used for receiving the PROSE DIRECT LINK ESTABLISHMENT REQUEST message as specified in 3GPP TS 38.300 [21].
If the PROSE DIRECT LINK ESTABLISHMENT REQUEST message is for 5G ProSe direct communication between the 5G ProSe remote UE and the 5G ProSe UE-to-network relay UE, the target UE shall verify the MIC field in the received PROSE DIRECT LINK ESTABLISHMENT REQUEST with the DUIK, if any, and decrypts the encrypted:
a)	relay service code; and
b)	UP-PRUK ID or CP-PRUK ID, if received,
using the DUCK, or DUSK with the associated encrypted bitmask used for 5G ProSe UE-to-network relay discovery (see clause 6.3.5.2 of 3GPP TS 33.503 [34]) and verifies if the relay service code matches with the one that the target UE has sent during 5G ProSe UE-to-network relay discovery procedure. The DUCK, or DUSK with the associated encrypted bitmask is provisioned to the 5G ProSe UE-to-network relay UE per relay service code as described in clause 8.2.10.2.2.3, and the relay service code is associated with the destination layer-2 ID of the PROSE DIRECT LINK ESTABLISHMENT REQUEST message.

NOTE 2:	If the UE is neither configured with DUCK nor DUSK, the relay service code and the UP-PRUK ID or CP-PRUK ID are not encrypted.
If the 5G ProSe direct link establishment procedure is not for direct communication between the 5G ProSe remote UE and the 5G ProSe UE-to-network relay UE, the target UE may initiate 5G ProSe direct link authentication procedure as specified in clause 7.2.12 and shall initiate 5G ProSe direct link security mode control procedure as specified in clause 7.2.10.
If the 5G ProSe direct link establishment procedure is for direct communication between the 5G ProSe remote UE and the 5G ProSe UE-to-network relay UE, the target UE shall proceed with either:
a)	the authentication and key agreement procedure as specified in clause 5.5.4 of 3GPP TS 24.501 [11] if the security procedure over control plane as specified in 3GPP TS 33.503 [34] is used; or
b)	the key request procedure as specified in clause 8.2.10.2.4 if the security procedure over user plane as specified in 3GPP TS 33.503 [34] is used;
and shall initiate 5G ProSe direct link security mode control procedure as specified in clause 7.2.10.
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