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[bookmark: _Toc131378325][bookmark: _Toc20152341][bookmark: _Toc27495006][bookmark: _Toc36108474][bookmark: _Toc45194262][bookmark: _Toc123629272]6.3.2.1	Generating a SIP MESSAGE request towards the terminating MCData client
This clause is referenced from other procedures.
The participating MCData function shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and:
1)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
2)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCData ID of the terminating MCData user;
3)	shall populate the outgoing SIP MESSAGE request MIME bodies as specified in clause 6.4 and
4)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request.
/**************************************** Next change ****************************************/
[bookmark: _Toc92224514][bookmark: _Toc131378326]6.3.2.2	Generating a SIP MESSAGE request towards the controlling MCData function
This clause is referenced from other procedures.
When generating a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6], the partcipating MCData function:
1)	shall set the Request-URI of the SIP MESSAGE request to the public service identity of the controlling MCData function;
NOTE 1:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
2)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the SIP MESSAGE request; and
3)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall include a P-Asserted-Identity header field in the SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP request specified in 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc92224536][bookmark: _Toc131378348]6.3.7.1.15	Receipt of SIP re-INVITE request by terminating participating function
This clause covers the on-demand session case only.
Upon receipt of a SIP re-INVITE request for an existing MCData one-to-one communication session, the participating MCData function:
1)	if unable to process the request due to a lack of resources or if a risk of congestion exists, may reject the SIP re-INVITE with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP re-INVITE request contains an emergency indication, the participating MCData function can choose to accept the request.
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP re-INVITE request to retrieve the binding between the MCData ID and public user identity;
3)	if the binding between the MCData ID and public user identity does not exist, then the participating MCData function shall reject the SIP re-INVITE request with a SIP 404 (Not Found) response and skip the rest of the steps;
4)	shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5];
5)	shall include in the SIP re-INVITE request an SDP offer containing the current media parameters used by the existing session; and
6)	shall send the SIP re-INVITE request towards the MCData client according to 3GPP TS 24.229 [5].
Upon receiving the SIP 200 (OK) response to the SIP re-INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response and include an SDP answer consistent with the SDP answer in the received SIP 200 (OK) response;
2)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
3)	shall interact with the media plane as specified in 3GPP TS 24.582 [15]; and
4)	shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [5].
The participating MCData function shall forward any other SIP response that does not contain SDP along the signalling path towards the originating side according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc20156145][bookmark: _Toc27501302][bookmark: _Toc36049428][bookmark: _Toc45210194][bookmark: _Toc51861019][bookmark: _Toc75451383][bookmark: _Toc92224539][bookmark: _Toc131378351]6.3.7.1.18	Receipt of SIP re-INVITE for MCData one-to-one communication from the served user
This clause covers both on-demand sessions and pre-established sessions.
Upon receipt of a SIP re-INVITE request for an existing MCData one-to-one communication session, the originating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion, may reject the SIP request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error);
NOTE:	If the SIP re-INVITE request contains an emergency indication, the participating MCData function can choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP re-INVITE request;
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, shall reject the SIP re‑INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5], and proceed as follows:
a)	if the incoming SIP re-INVITE request contained an application/resource-lists+xml MIME body with the MCData ID of the invited MCData user, shall copy the MIME application/resource-lists+xml body into the generated SIP re‑INVITE;
b)	if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body into the generated SIP re‑INVITE; and
c)	if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcdata-location-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-location-info+xml MIME body into the generated SIP re‑INVITE;
5)	shall set the <mcdata-calling-user-id> element in an application/vnd.3gpp.mcdata-info+xml MIME body of the SIP re-INVITE request to the MCData ID of the calling user;
6)	if the received SIP re‑INVITE request contains a <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body, then shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the generated SIP re-INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
7)	shall include in the SIP re-INVITE request an SDP containing the SDP currently used by the existing session;
8)	shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5] set to the value indicated in the Resource-Priority header field, if included in the SIP re-INVITE request from the MCData client; and
9)	shall forward the SIP re-INVITE request, according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response, the participating MCData function:
1)	shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [5];
2)	if the received SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body into the generated SIP 200 (OK) response;
3)	if the received SIP 200 (OK) included Warning header field(s), shall copy the Warning header field(s) into the generated SIP 200 (OK) response;
4)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the P-Asserted-Identity header field, if received in the incoming SIP 200 (OK) response, into the outgoing SIP 200 (OK) response;
5)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
6)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
/**************************************** Next change ****************************************/
[bookmark: _Toc131378356]6.3.7.1.23	Controlling MCData function generates a SIP 200 (OK) response
This procedure is invoked by other procedures in the controlling MCData function with an indication of the MCData subservice for which it is to be applied (Short Data Service using media plane or using session, File Distribution or IP Connectivity). The procedure is initiated by the controlling MCData function as the result of receiving a SIP INVITE or a SIP re-INVITE request.
The controlling MCData function:
1)	shall generate a SIP 200 (OK) response to the SIP INVITE or SIP re-INVITE request according to 3GPP TS 24.229 [5];
2)	shall include the option tag "timer" in a Require header field;
3)	shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";
4)	shall include a P-Asserted-Identity header field with set to the public service identity of the controlling MCData function;
5)	shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;
6)	shall include one of the the following in the Contact header field:
a)	if the indicated MCData subservice is Short Data Service using media plane or using session:
i)	the g.3gpp.mcdata.sds media feature tag;
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
iii)	the isfocus media feature tag;
b)	if the indicated MCData subservice is File Distribution:
i)	the g.3gpp.mcdata.fd media feature tag;
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
iii)	the isfocus media feature tag; or
c)	if the indicated MCData subservice is IP Connectivity:
i)	the g.3gpp.mcdata.ipconn media feature tag;
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn"; and
iii)	the isfocus media feature tag;
7)	in response to the SDP offer in the incoming SIP INVITE or SIP re-INVITE request, shall include in the SIP 200 (OK) response an SDP answer specified as follows:
a)	as in clause 9.2.3.4.2, if the MCData subservice is Short Data Service using media plane; or
b)	as in clause 9.2.4.4.2, if the indicated MCData subservice is Short Data Service using session; or
c)	as in clause 10.2.5.4.2, if the indicated MCData subservice is File Distribution; or
d)	as in clause 20.4.0b, if the indicated MCData subservice is IP Connectivity;
8)	shall include Warning header field(s) received in incoming responses to the SIP INVITE or SIP re-INVITE request;
9.)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1. 
/**************************************** Next change ****************************************/
[bookmark: _Toc20215584][bookmark: _Toc27496051][bookmark: _Toc36107792][bookmark: _Toc44598544][bookmark: _Toc44602399][bookmark: _Toc45197576][bookmark: _Toc45695609][bookmark: _Toc51851065][bookmark: _Toc92224668][bookmark: _Toc131378497]9.2.2.3.1	Originating participating MCData function procedures
Upon receipt of a "SIP MESSAGE request for standalone SDS for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the originating user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is:
a)	set to a value of "group-sds", shall determine the public service identity of the controlling MCData function associated with:
i)	if present, the MCData group indentity contained in the <associated-group-is> element in an <anyExt> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request; or
NOTE 2:	If the incoming SIP MESSAGE request contains an <associated-group-id> element in an <anyExt> element of the application/vnd.3gpp.mcdata-info+xml MIME body, then the group identity contained in the <mcdata-request-uri> element is expected to be a TGI or the identity of a group regroup based on a preconfigured group and the participating MCData function forwards the request to the non-controlling function serving the constituent MCData group identity contained in the <associated-group-id> element.
ii)	the MCData group identity contained in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request; or
b)	set to a value of "one-to-one-sds", shall determine the public service identity of the controlling MCData function hosting the one-to-one standalone SDS service for the calling user;
5)	if unable to identify the controlling MCData function for standalone SDS, it shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in clause 11.1;
7)	if the procedures in clause 11.1 indicate that the user identified by the MCData ID:
a)	is not allowed to send MCData communications as determined by step 1) of clause 11.1, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
b)	is not allowed to initiate one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request as determined by step 7) of clause 11.1, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "202 user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
c)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of clause 11.1, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
8)	if the payload size of the message is larger than the value contained in the <max-payload-size-sds-cplane-bytes> element in the MCData service configuration document as specified in 3GPP TS 24.484 [12], shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "203 message too large to send over signalling control plane" in a Warning header field as specified in clause 4.9;
NOTE 3:	The term "payload size" refers to the "Length of Payload contents" of the payload IE of the DATA PAYLOAD message transported in the SIP MESSAGE request, minus 1 (to account for the added "Payload content type" field).
9)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
10)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function as determined by step 4) in this clause;
NOTE 4:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 5:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 6:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 7:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 8:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
11)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;
12A)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
14)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
15)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 202 (Accepted) response in response to the SIP MESSAGE request in step 15):
1)	shall generate a SIP 202 (Accepted) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 202 (Accepted) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP MESSAGE request in step 15):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request in step 15) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc20215587][bookmark: _Toc27496054][bookmark: _Toc36107795][bookmark: _Toc44598547][bookmark: _Toc44602402][bookmark: _Toc45197579][bookmark: _Toc45695612][bookmark: _Toc51851068][bookmark: _Toc92224671][bookmark: _Toc131378500]9.2.2.4.1	Originating controlling MCData function procedures
9.2.2.4.1.1	SIP MESSAGE targeted to an MCData clients
This clause describes the procedures for sending a SIP MESSAGE from the controlling MCData function and is initiated by the controlling MCData function as a result of an action in clause 9.2.2.4.2.
The controlling MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
4)	shall copy the following MIME bodies in the received SIP MESSAGE request into the outgoing SIP MESSAGE request by following the guidelines in clause 6.4:
a)	application/vnd.3gpp.mcdata-info+xml MIME body;
b)	application/vnd.3gpp.mcdata-signalling MIME body; and
c)	application/vnd.3gpp.mcdata-payload MIME body
5)	in the application/vnd.3gpp.mcdata-info+xml MIME body:
a)	shall set the <mcdata-request-uri> element to the MCData ID of the terminating user; and
b)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request was set to a value of "group-sds", shall set the <mcdata-calling-group-id> element to the group identity;
6)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	The public service identity can identify the terminating participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the terminating participating MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
7)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the public user identity of the calling MCData user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
8)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
9)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [5].
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Upon receiving a SIP MESSAGE for group standalone SDS from the participating MCData function, the non-controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;
2)	if the SIP MESSAGE does not contain:
a)	an application/vnd.3gpp.mcdata-info+xml MIME body;
b)	an application/vnd.3gpp.mcdata-signalling MIME body; and
c)	an application/vnd.3gpp.mcdata-payload MIME body;
	shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "199 expected MIME bodies not in the request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
3)	shall retrieve the group document associated with the group identified in the <associated-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request by following the procedures in clause 6.3.3, and shall continue with the remaining steps if the procedures in clause 6.3.3 were successful;
a)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
f)	if the MCData server group SDS procedures in clause 11.1 indicate that the user identified by the MCData ID:
i)	is not allowed to send group MCData communications on this group identity as determined by step 2) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
ii)	is not allowed to send group MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request as determined by step 8) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
iii)	is not allowed to send SDS communications on this group identity due to message size as determined by step 5) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "217 user not authorised for SDS communications on this group identity due to message size" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
g)	if the originating user identified by the MCData ID is not affiliated to the group identity contained in the <associated-group-id> element of the  application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request, as specified in clause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps;
4)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
5)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request
NOTE 1:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
6)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
7)	shall set the <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request to the identity of the group identified in the <associated-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request;
8)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
9)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
10)	shall send the SIP MESSAGE request to the controlling MCData function as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request sent to the controlling MCData function in step 10) the non-controlling MCData function:
1)	shall forward the SIP response to the originating participating MCData function in accordance with 3GPP TS 24.229 [5].
Upon receipt of a SIP 202 (Accepted) response to the SIP MESSAGE request sent to the controlling MCData function in step 10) the non-controlling MCData function:
1)	shall generate a SIP 202 (Accepted) response to the received SIP MESSAGE for group standalone SDS from the participating MCData function as specified in 3GPP TS 24.229 [5];
2)	shall determine the targeted group members of the constituent group for the MCData standalone SDS by following the procedures in clause 6.3.4; and
3)	for each of the targeted group members:
a)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters in accordance with IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
c)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" in accordance with IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
d)	shall copy the following MIME bodies in the received SIP MESSAGE request into the outgoing SIP MESSAGE request by following the guidelines in clause 6.4:
i)	application/vnd.3gpp.mcdata-info+xml MIME body;
ii)	application/vnd.3gpp.mcdata-signalling MIME body; and
iii)	application/vnd.3gpp.mcdata-payload MIME body
e)	in the application/vnd.3gpp.mcdata-info+xml MIME body:
i)	shall set the <mcdata-request-uri> element set to the MCData ID of the targeted terminating MCData user; 
ii)	shall set the <associated-group-id> element to the group identity of the constituent group received in the <associated-group-id> element of the incoming SIP MESSAGE reqsuest; and
iii)	shall set the <mcdata-calling-group-id> element to the group identity of the group regroup received in the <mcdata-request-uri> element of the incoming SIP MESSAGE reqsuest;
f)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated with the targeted terminating MCData user;
NOTE 6:	The public service identity can identify the terminating participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 7:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 8:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 9:	How the controlling MCData function determines the public service identity of the terminating participating MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 10:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
g)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
h)	shall send the SIP MESSAGE request in accordance with rules and procedures of 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for standalone SDS over media plane for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by clause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "group-sds", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or
b)	set to a value of "one-to-one-sds", shall determine the public service identity of the controlling MCData function hosting the one-to-one standalone SDS over media plane service for the calling user;
5)	if unable to identify the controlling MCData function for standalone SDS over media plane, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID
a)	is authorised for MCData communications by following the procedures in clause 11.1; and
b)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of clause 11.1, shall reject the "SIP INVITE request for standalone SDS over media plane for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
7)	if the procedures in clause 11.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the "SIP INVITE request for standalone SDS over media plane for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this clause;
NOTE 3:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 5:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 6:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 7:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
12A)	if the incoming SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
14)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
15)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in clause 9.2.3.3.1; and
16)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the clause 9.2.3.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
c)	the isfocus media feature tag;
6)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
7)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.2.1.4
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc20215600][bookmark: _Toc27496067][bookmark: _Toc36107808][bookmark: _Toc44598560][bookmark: _Toc44602415][bookmark: _Toc45197592][bookmark: _Toc45695625][bookmark: _Toc51851081][bookmark: _Toc92224684][bookmark: _Toc131378516]9.2.3.3.4	Terminating participating MCData function procedures
Upon receipt of a "SIP INVITE request for standalone SDS over media plane for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by clause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
3)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
4)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
4A)	if the <IncomingOne-to-OneCommunicationList> element exists in the MCData user profile document with one or more <One-to-One-CommunicationListEntry> elements (see the MCData user profile document in 3GPP TS 24.484 [12]) and:
i)	if the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request does not match with the <entry> element of any of the <One-to-One-CommunicationListEntry> elements in the <IncomingOne-to-OneCommunicationList> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if configuration is not set in the MCData user profile document that allows the MCData user to receive one-to-one MCData communication from any user (see <allow-one-to-one-communication-from-any-user> element in MCData user profile document in 3GPP TS 24.484 [12]);
	then:
i)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "230 one-to-one MCData communication not authorised from this originating user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
5)	shall generate a SIP INVITE request accordance with 3GPP TS 24.229 [5];
6)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)	shall include the option tag "timer" in the Supported header field;
8)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
9)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;
10)	shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;
11)	shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;
12)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for standalone SDS over media plane for terminating participating MCData function" as specified in clause 9.2.3.3.1; and
14)	shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in clause 9.2.3.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
c)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
6)	if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
7)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
8)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.2.1.5; and
10)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for SDS session for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	if the SIP INVITE request contains an emergency indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by clause “6.3.7.2.6; or” if the SIP INVITE request contains an imminent peril indication set to a value of "true" and this is an authorised request for initiating an imminent peril communication as determined by clause 6.3.7.2.4; then the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "group-sds-session", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or
b)	set to a value of "one-to-one-sds-session", shall determine the public service identity of the controlling MCData function hosting the one-to-one SDS session service for the calling user;
NOTE 3:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 5:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 6:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 7:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
5)	if unable to identify the controlling MCData function for SDS session, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in clause 11.1;
7)	if the procedures in clause 11.1 indicate that the user identified by the MCData ID
a)	is not allowed to send MCData communications as determined by step 1) of clause 11.1, shall reject the "SIP INVITE request for SDS session for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "221 user not authorised to initiate one-to-one SDS session" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
b)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of clause 11.1, shall reject the "SIP INVITE request for SDS session for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
7A)	if the user identified by the MCData ID requests to initiate an emergency communication, but is not allowed to do so, as determined by executing the procedures in clause 6.3.7.2.6, shall reject the "SIP INVITE request for SDS session for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "233 user not authorised to initiate emergency communication" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
7B)	if the user identified by the MCData ID requests to initiate an imminent peril communication, but is not allowed to do so, as determined by executing the procedures in clause 6.3.7.2.4, shall reject the "SIP INVITE request for SDS session for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "236 user not authorised to initiate imminent peril communication" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this clause;
11a)	shall copy the application/vnd.3gpp.mcdata-info+xml MIME body from the incoming SIP INVITE request to the outgoing SIP INVITE request;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
12A)	if the incoming SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
14)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
15)	shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5] set to the value indicated in the Resource-Priority header field, if included in the SIP INVITE request from the MCData client;
16)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in clause 9.2.4.3.1; and
17)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the clause 9.2.4.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
c)	the isfocus media feature tag;
6)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
7)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.2.2.4;
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for SDS session for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true", the participating MCData function can, according to local policy, choose to accept the request even if the maximum number of acceptable communications is exceeded.
2)	shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
3)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
4)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
4A)	if the <IncomingOne-to-OneCommunicationList> element exists in the MCData user profile document with one or more <One-to-One-CommunicationListEntry> elements (see the MCData user profile document in 3GPP TS 24.484 [12]) and:
i)	if the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request does not match with the <entry> element of any of the <One-to-One-CommunicationListEntry> elements in the <IncomingOne-to-OneCommunicationList> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if configuration is not set in the MCData user profile document that allows the MCData user to receive one-to-one MCData communication from any user (see <allow-one-to-one-communication-from-any-user> element in MCData user profile document in 3GPP TS 24.484 [12]);
	then:
i)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "230 one-to-one MCData communication not authorised from this originating user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
5)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
6)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)	shall include the option tag "timer" in the Supported header field;
8)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
9)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;
10)	shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;
11)	shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;
12)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for SDS session for terminating participating MCData function" as specified in clause 9.2.4.3.1; and
14)	shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in clause 9.2.4.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
c)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
6)	if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
7)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
8)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.2.2.5; and
10)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
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This clause is referenced from other procedures.
When generating an initial SIP INVITE request according to 3GPP TS 24.229 [5], on receipt of an incoming SIP REFER request, the participating MCData function:
1)	shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI contained in the "uri" attribute of the <entry> element of the <list> element of the <resource-lists> element of the application/resource-lists MIME+xml body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request;
2)	should include the Session-Expires header field according to IETF RFC 4028 [38].
3)	shall include the option tag "timer" in the Supported header field;
4)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP REFER request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
5)	shall include the g.3gpp.mcdata.sds media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" into the Contact header field of the outgoing SIP INVITE request;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
7)	shall include in the SIP INVITE request the option tag "tdialog" in a Supported header field according to the rules and procedures of IETF RFC 4538 [54];
8)	shall include in the SIP INVITE request an SDP offer as specified in clause 9.2.3.3.1 based upon:
a)	the SDP negotiated during the pre-established session establishment and any subsequent pre-established session modification; and
b)	the SDP offer (if any) included in the"body" URI parameter of the SIP URI contained in the "uri" attribute of the <entry> element of the <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request for a pre-established session;
9)	shall copy the application/vnd.3gpp.mcdata-info+xml MIME body from the "body" URI parameter of the SIP URI in the "uri" attribute of the <entry> element of the <list> element of the <resource-lists> element in the application/resource-lists+xml MIME body, referenced by the "cid" URL in the Refer-To header field of the SIP REFER request, to the outgoing SIP INVITE request;
9A)	if the incoming SIP REFER request contained a <functional-alias-URI> element in an application/vnd.3gpp.mcdata-info+xml MIME body in the hname "body" parameter in the headers portion of the SIP URI in the Refer-To header field, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element; and
10)	if the incoming SIP REFER request contained an application/resource-lists+xml MIME body in the "body" URI parameter of the SIP URI contained in the "uri" attribute of the <entry> element of the <list> element of the <resource-lists> element of an application/resource-lists MIME+xml body, referenced by the "cid" URL in the Refer-To header field, shall copy the application/resources-lists MIME+xml body in the "body" URI parameter to the SIP INVITE request.
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Upon receiving a SIP REFER request with the "method" SIP URI parameter set to value "BYE" in the URI in the Refer-To header field from the MCData client, the participating MCData function:
1)	shall determine the MCData ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
2)	if the participating MCData function cannot find a binding between the public user identity, then the participating MCData function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and skip the rest of the steps;
3)	if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [5], IETF RFC 3515 [51] as updated by IETF RFC 6665 [36], and IETF RFC 4488 [53] without establishing an implicit subscription;
4)	shall generate a SIP 200 (OK) response to the SIP REFER request, and in the SIP 200 (OK) response:
a)	shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [53]; and
b)	shall check the presence of the Refer-Sub header field of the SIP REFER request and if it is present and set to the value "false" shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [53];
5)	shall send the SIP 200 (OK) response to the SIP REFER request towards MCData client according to 3GPP TS 24.229 [5];
6)	shall generate a SIP BYE request, and in the SIP BYE request:
a)	shall set the Request-URI to the MCData session identity which was included at the Refer-To header field of the received REFER request; and
b)	shall include a P-Asserted-Identity header field in the outgoing SIP BYE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the received REFER request to the P-Asserted-Identity header field of the outgoing SIP BYE request; and
7)	shall send the SIP BYE request toward the controlling MCData function according to 3GPP TS 24.229 [5].
[bookmark: _Toc27496115][bookmark: _Toc36107856]Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCData function shall interact with the media plane as specified in 3GPP TS 24.582 [15] for releasing media plane resources associated with the SIP session with the controlling MCData function. The participating MCData function shall generate a SIP re-INVITE request as specified in clause 9.2.5.1.2 with following clarifications and send the request towards the originating MCData client according to 3GPP TS 24.229 [5]:
1)	shall set the Request-URI to a public service identity identifying the pre-established session; and
2)	shall set the <mcdata-communication-state> element with a value of "terminated".
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On receipt of a "SIP MESSAGE request for absolute URI discovery request for participating MCData function", the originating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is "msf-disc-req":
a)	if the application/vnd.3gpp.mcdata-info+xml MIME body does not contain a MCData group ID, shall determine the public service identity of the controlling MCData function hosting the one-to-one FD using HTTP service for the calling user; and
b)	if the application/vnd.3gpp.mcdata-info+xml MIME body contains a MCData group ID, shall determine the public service identity of the controlling MCData function hosting the group standalone FD using HTTP service, associated with the MCData group identity in the <mcdata-calling-group-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request;
NOTE 2:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 5:	How the originating participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 6:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
5)	if unable to identify the controlling MCData function, it shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in clause 11.1;
7)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request does not contain a <mcdata-calling-group-id> element or the procedures in clause 11.1 indicate that the user identified by the MCData ID is not allowed to send MCData communications as determined by step 1) of clause 11.1, shall reject the "SIP MESSAGE request for and absolute URI discovery request for participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
8)	shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
9)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
10)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;
11)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
12)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity of the controlling MCData function as determined by step 4) in this clause;
13)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity header field of the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
14)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP MESSAGE request in step 14):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the originating MCData client according to 3GPP TS 24.229 [5].
On receipt of a "SIP MESSAGE request for absolute URI discovery response for the participating function", the participating MCData function shall: forward the SIP MESSAGE request to the originating MCData client.
Upon receipt of a SIP 200 (OK) response in response to the forwarded SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
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Upon receiving a "SIP MESSAGE request for absolute URI discovery request" message, the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;
2)	if the SIP MESSAGE does not contain	an application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "199 expected MIME bodies not in the request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
3)	shall decode the contents of the application/vnd.3gpp.mcdata-info+xml MIME body contained in the SIP MESSAGE;
4)	if the <mcdata-calling-group-id> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is present:
a)	shall retrieve the group document associated with the group identity in the SIP MESSAGE request by following the procedures in clause 6.3.3, and shall continue with the remaining steps if the procedures in clause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
b1)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure;
c)	if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a<mcdata-allow-file-distribution> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "213 file distribution not allowed for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "214 FD services not supported for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
f)	if the MCData server group FD procedures in clause 11.1 indicate that the user identified by the MCData ID:
i)	is not allowed to send group MCData communications on this group identity as determined by step 1) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
ii)	the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP MESSAGE request, as specified in clause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
5)	shall generate a SIP 200 (OK) response in response to the "SIP MESSAGE request for absolute URI discovery request for controlling MCData function";
6)	shall send the SIP 200 (OK) response towards the originating participating MCData function according to 3GPP TS 24.229 [5]; and
7)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]. In the generation of the SIP MESSAGE request, the controlling MCData function:
a)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
b)	shall identify the absolute URI of the media storage function associated with the controlling function:
c)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
d)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, following the rules specified in clause 6.4 for the handling of MIME bodies in a SIP message, with:
i)	a <request-type> element containing the value "msf-disc-res"; and
ii)	an <mcdata-controller-psi> element set to the absolute URI of the media storage function if in step b) above;
e)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the participating MCData function associated to the MCData ID of the originating user mentioned in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request; and
NOTE 1:	The public service identity can identify the participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the participating MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
f)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the public user identity of the calling MCData user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
8)	shall send the SIP MESSAGE request towards the participating MCData function as specified in 3GPP TS 24.229 [5].
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Upon receipt of a "SIP MESSAGE request for FD using HTTP for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the originating user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if <mcdata-controller-psi> element is present in the application/vnd.3gpp.mcdata-info+xml, shall use its value as public service identity of the controlling MCData function. Otherwise, if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is:
a)	set to a value of "group-fd", shall determine the public service identity of the controlling MCData function hosting the group standalone FD using HTTP service, associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request; or
b)	set to a value of "one-to-one-fd", shall determine the public service identity of the controlling MCData function hosting the one-to-one FD using HTTP service for the calling user;
NOTE 2:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 5:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 6:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
5)	if unable to identify the controlling MCData function, it shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in clause 11.1;
7)	if <mcdata-controller-psi> in not present in the application/vnd.3gpp.mcdata-info+xml and if the procedures in clause 11.1 indicate that the user identified by the MCData ID:
a)	is not allowed to initiate MCData communications as determined by step 1) of clause 11.1, shall reject the "SIP MESSAGE request for FD using HTTP for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
b)	is not allowed to initiate one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request as determined by step 7) of clause 11.1, shall reject the "SIP MESSAGE request for FD using HTTP for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "202 user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
c)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of clause 11.1, shall reject the "SIP MESSAGE request for FD using HTTP for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
8)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
9)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function as determined by step 4) in this clause;
10)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
10A)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
11)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;
12)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
13)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
14)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 202 (Accepted) response in response to the SIP MESSAGE request in step 14):
1)	shall generate a SIP 202 (Accepted) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 202 (Accepted) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP MESSAGE request in step 14):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request in step 14) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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This clause describes the procedures for sending a SIP MESSAGE from the controlling MCData function and is initiated by the controlling MCData function as a result of an action in clause 10.2.4.4.2.
The controlling MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
4)	shall copy the following MIME bodies in the received SIP MESSAGE request into the outgoing SIP MESSAGE request by following the guidelines in clause 6.4:
a)	application/vnd.3gpp.mcdata-info+xml MIME body; and
b)	application/vnd.3gpp.mcdata-signalling MIME body;
5)	if the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request contained a FD SIGNALLING PAYLOAD message without the Mandatory download IE included, then:
a)	shall execute the procedures in clause 11.2;
b)	if the procedures in clause 11.2 indicate that the mandatory download indication needs to be included, shall include the Mandatory download IE set to a value of "MANDATORY DOWNLOAD" in the FD SIGNALLING PAYLOAD message of the outgoing SIP MESSAGE request;
6)	in the application/vnd.3gpp.mcdata-info+xml MIME body:
a)	shall set the <mcdata-request-uri> element set to the MCData ID of the terminating user; and
b)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request was set to a value of "group-fd", shall set the <mcdata-calling-group-id> element to the group identity;
7)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	The public service identity can identify the terminating participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the terminating participating MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
8)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the public user identity of the calling MCData user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
9)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
10)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [5].
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The procedures in this clause are executed upon:
-	receipt of a "SIP MESSAGE request for FD using HTTP for controlling MCData function", the controlling MCData function; or
-	a decision to now process a previously received "SIP MESSAGE request for FD using HTTP for controlling MCData function" that had been queued for later transmission.
NOTE 1:	The controlling MCData function may postpone the continuation of an FD using HTTP procedure by queuing the received "SIP MESSAGE request for FD using HTTP for controlling MCData function". The management of the queue is specified in Annex B of 3GPP TS 23.282 [2].
The controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response or queue the received SIP MESSAGE. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4];
2)	if the received SIP MESSAGE request has been queued for later transmission, shall include warning text set to "215 request to transmit is queued by the server" in a Warning header field as specified in clause 4.9, in the SIP 202 (Accepted) response and not continue with the remaining steps in this clause. Otherwise, continue with the rest of the steps;
3)	if the SIP MESSAGE does not contain:
a)	an application/vnd.3gpp.mcdata-info+xml MIME body; and
b)	an application/vnd.3gpp.mcdata-signalling MIME body;
	shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "199 expected MIME bodies not in the request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
4)	shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body contained in the SIP MESSAGE;
5)	if the application/vnd.3gpp.mcdata-signalling MIME body does not contain only one FD SIGNALLING PAYLOAD message or FD HTTP TERMINATION message, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "209 one FD SIGNALLING PAYLOAD message or FD HTTP TERMINATION message only must be present in FD request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
6)	if the FD SIGNALLING PAYLOAD message or FD HTTP TERMINATION message does not contain only one Payload IE, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "210 Only one File URL must be present in the FD request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
7)	if the Payload IE has Payload contents:
a)	with a Payload content type set to a value other than "FILEURL" shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "211 payload for an FD request is not FILEURL" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
b)	with Payload data containing a file URL identifying a file that does not exist on the media storage function as determined by the procedures of clause 6.7.3, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "212 file referenced by file URL does not exist" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
8)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message with a FD disposition request type IE, shall store the value of the Conversation ID IE and the value of the Message ID IE in the FD SIGNALLING PAYLOAD message;
NOTE 2:	The controlling MCData function uses the Conversation ID and Message ID for correlation with disposition notifications.
9)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message:
a)	with a Metadata IE, shall derive a timer value for the file availability timer as the minimum of the file availability information in the metadata and the value contained in the <max-file-availability> element in the MCData service configuration document as specified in 3GPP TS 24.484 [12];
b)	without a Metadata IE, shall derive a timer value for the file availability timer as the value contained in the <default-file-availability> element in the MCData service configuration document as specified in 3GPP TS 24.484 [12]; and
c)	if the FD SIGNALLING PAYLOAD message contains an Application metadata container IE, shall keep the Application metadata container IE with the file, both in storage and in any subsequent transmissions;
10)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "one-to-one-fd" and the SIP MESSAGE request:
a)	does not contain an application/resource-lists+xml MIME body or contains an application/resource-lists+xml MIME body with more than one <entry> element in the set of <list> elements in the <resource-lists> element, shall return a SIP 403 (Forbidden) response with the warning text set to "205 unable to determine targeted user for one-to-one FD" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; and
b)	if the <anyExt> element of the <mcdata-Params> element of the <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body contains a <call-to-functional-alias-ind> element set to a value of "true":
i)	shall identify the MCData ID(s) of the MCData user(s) that have activated the called functional alias received in the uri" attribute of the <entry> element of the <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body of the SIP MESSAGE request by performing the actions specified in clause 22.2.2.2.8;
ii)	if unable to determine any MCData ID that has activated the called functional alias received in the uri" attribute of the <entry> element of the <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body of the SIP MESSAGE, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including a warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps; and
iii)	selects one of the identified MCData IDs, and shall send a SIP 300 (Multiple Choices) response to the SIP MESSAGE request with:
A)	an application/vnd.3gpp.mcdata-info MIME body with an <mcdata-request-uri> element set to the selected MCData ID and shall not continue with the rest of the steps in this clause;
NOTE 3:	How the controlling MCData function selects the MCData ID is implementation specific.
c)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message contains an application/resource-lists+xml MIME body with exactly one <entry> element in the set of <list> elements in the <resource-lists> element, shall send a SIP MESSAGE request to the MCData user identified in the "uri" attribute of the <entry> element of the <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body, as specified in clause 10.2.4.4.1;
11)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD HTTP TERMINATION message:
a)	if the FD HTTP TERMINATION message doesn't contain Conversation Id or Message Id, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "223 No Conversation ID or Message ID present" and shall not continue with rest of the steps; and
b) if not identified any transmission with given Conversation ID, Message ID shall send 404 with reason with waring text set to "224 No transmission available" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
12)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message and if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "group-fd":
a)	shall retrieve the group document associated with the group identity in the SIP MESSAGE request by following the procedures in clause 6.3.3, and shall continue with the remaining steps if the procedures in clause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
b1)	if the group document contains a <list-service> element that contains a <preconfigured-group-use-only> element that is set to the value "true", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "167 call is not allowed on the preconfigured group" as specified in clause 4.9 "Warning header field" and shall skip the rest of this procedure;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-file-distribution> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "213 file distribution not allowed for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "214 FD services not supported for this group" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
f)	if the MCData server group FD procedures in clause 11.1 indicate that the user identified by the MCData ID:
i)	is not allowed to initiate group MCData communications on this group identity as determined by step 2) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
ii)	is not allowed to initiate group MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request as determined by step 8) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
iii)	is not allowed to initiate group MCData communications on this group identity due to exceeding the maximum allowed file size as determined by step 6) of clause 11.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
g)	if the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP MESSAGE request, as specified in clause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below;
h)	shall determine targeted group members for MCData communications by following the procedures in clause 6.3.4;
i)	if the procedures in clause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in clause 4.9, and skip the rest of the steps below; and
j)	shall send SIP MESSAGE requests to the targeted group members identified in step j) above by following the procedure in clause 10.2.4.4.1;
13)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message, shall start TDC2 (file availability timer) with the value derived in step 9 of this clause;
14)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message, shall associate the running timer TDC2 (file availability timer) to the Conversation ID, Message ID, Application ID (if included), and Extended application ID (if included) contained in the FD SIGNALLING PAYLOAD message;
NOTE 4:	Multiple file availability timers can be running for a file. Each file availability timer is uniquely associated to a Conversation ID and Message ID.
15)	shall generate a SIP 202 (Accepted) response in response to the "SIP MESSAGE request for FD using HTTP for controlling MCData function";
16)	shall send the SIP 202 (Accepted) response towards the originating participating MCData function according to 3GPP TS 24.229 [5].
17)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD HTTP TERMINATION message and Termination information type IE set to "TERMINATION REQUEST" then:
a)	shall identify the FILE transmission with Conversation ID and Message ID and "FILE URL". If any ongoing transmission exist then execute the procedure described in clause 12.4.2.1 with the following clarifications:
i)	shall set the FD notification type IE as "FILE DELETED UNAVAILABLE TO DOWNLOAD" as specified in clause 15.2.18;
b)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]. In the generation of the SIP MESSAGE request, the controlling MCData function:
i)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request;
ii)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
iii)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the participating MCData function associated to the MCData ID of the originating user mentioned in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request;
NOTE 5:	The public service identity can identify the participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 6:	If the participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 7:	If the participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 8:	How the controlling MCData function determines the public service identity of the participating MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 9:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
iv)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the public user identity of the calling MCData user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
v)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, following the rules specified in clause 6.4 for the handling of MIME bodies in a SIP message:
A)	fill <mcdata-request-uri> element from <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml in received SIP MESSAGE;
vi)	shall generate FD HTTP TERMINATION message as described in clause 6.3.6.1;
vii)	shall set the Termination information type IE set to "TERMINATION RESPONSE" as specified in clause 15.2.22.
viii)	if clause is successful shall set Release response type IE of FD HTTP TERMINATION MESSAGE to "RELEASE SUCCESS" else set to "RELEASE FAILED" as described in clause 15.2.23; and
ix)	shall include in the SIP request, the FD HTTP TERMINATION message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in clause E.1; and
c)	shall send the SIP MESSAGE request towards the originating participating MCData function as specified in 3GPP TS 24.229 [5]; and
18)	if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD HTTP TERMINATION message and Termination information type IE set to other than "TERMINATION REQUEST" then follow procedures described on clause 13.2.5 and clause 13.2.6.
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Upon receipt of a "SIP INVITE request for file distribution for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by clause 6.3.7.2.6 or clause 6.3.7.2.4, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "group-fd", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or
b)	set to a value of "one-to-one-fd", shall determine the public service identity of the controlling MCData function hosting the file distribution service for the calling user;
NOTE 3:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 5:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 6:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 7:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
5)	if unable to identify the controlling MCData function for file distribution, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in clause 11.1;
7)	if the procedures in clause 11.1 indicate that the user identified by the MCData ID:
a)	is not allowed to initiate MCData communications as determined by step 1) of clause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
b)	is not allowed to initiate one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request as determined by step 7) of clause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "202 user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause; and
c)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of clause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
7A)	if the user identified by the MCData ID requests to initiate an emergency communication, but is not allowed to do so, as determined by executing the procedures in clause 6.3.7.2.6, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "233 user not authorised to initiate emergency communication" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
7B)	if the user identified by the MCData ID requests to initiate an imminent peril communication, but is not allowed to do so, as determined by executing the procedures in clause 6.3.7.2.4, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "236 user not authorised to initiate imminent peril communication" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this clause;
11A)	shall copy the application/vnd.3gpp.mcdata-info+xml MIME body from the incoming SIP INVITE request to the outgoing SIP INVITE request;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
12A)	if the incoming SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request;
14)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
15)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
15A)	shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5] set to the value indicated in the Resource-Priority header field, if included in the SIP INVITE request from the MCData client;
16)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in clause 10.2.5.3.1; and
17)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the clause 10.2.5.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
c)	the isfocus media feature tag;
6)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
7)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 7.2.1;
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for file distribution for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true", the participating MCData function can, according to local policy, choose to accept the request even if the maximum number of acceptable communications is exceeded.
2)	shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
3)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
3A)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist (i.e. MCData user is not available) or network congestion exists, and if later delivery is required, then the participating MCData function shall store the communication for later delivery with following additional informations included:
a)	shall include a Payload IE with:
i)	the Payload content type set to "FILEURL" as specified in clause 15.2.13; and
ii)	the URL of the file to be stored for later delivery in the Payload data as as specified in clause 15.2.13; and
NOTE 2:	The file can be stored in the temporary storage of the MCData server or in the MCData content server. The URL of the stored file for later delivery is updated accordingly.
b)	may include a Metadata IE with the required file description information and file availability information;
3B)	if the communication is stored in step 3A) above and to store the file content in the temporary storage, then the participating MCData function:
a)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
i)	include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the following clarifications:
A)	if included in the SDP offer, shall include an "m=message" media-level section for the offered MCData media stream consisting of:
I) the IP address and port number of the participating MCData function;
II)	a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS;
III)	a format list field set to '*';
IV)	an "a=recvonly" attribute;
V)	an "a=path" attribute containing its own MSRP URI;
VI)	set the content type as a=accept-types:application/vnd.3gpp.mcdata-signalling; and
VII)	set the a=setup attribute to "passive", according to IETF RFC 6135 [19];
ii)	include the option tag "timer" in a Require header field;
iii)	include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
iv)	include the following in the Contact header field:
i)	the g.3gpp.mcdata.fd media feature tag;
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
iii)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
v)	start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
vi)	include the warning text set to "232 communication is stored for later delivery" in a Warning header field as specified in clause 4.9;
vii)	interact with the media plane as specified in 3GPP TS 24.582 [15] clause 7.2.5.1 to receive the file from controlling MCData function and clause 7.1.3.2 to receive the file content; and
viii)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5]; and
b)	shall generate and send an FD NOTIFICATION indicating deferral of the FD request as specified in clause 12.2.2.3 with including the warning text set to "232 communication is stored for later delivery" in a Warning header field as specified in clause 4.9;
	and skip the rest of the steps of this clause;
4)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
4A)	if the <IncomingOne-to-OneCommunicationList> element exists in the MCData user profile document with one or more <One-to-One-CommunicationListEntry> elements (see the MCData user profile document in 3GPP TS 24.484 [12]) and:
i)	if the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request does not match with the <entry> element of any of the <One-to-One-CommunicationListEntry> elements in the <IncomingOne-to-OneCommunicationList> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if configuration is not set in the MCData user profile document that allows the MCData user to receive one-to-one MCData communication from any user (see <allow-one-to-one-communication-from-any-user> element in MCData user profile document in 3GPP TS 24.484 [12]);
	then:
i)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "230 one-to-one MCData communication not authorised from this originating user" in a Warning header field as specified in clause 4.9 and shall not continue with the rest of the steps;
5)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
6)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)	shall include the option tag "timer" in the Supported header field;
8)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
9)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;
10)	shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;
11)	shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;
12)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for file distribution for terminating participating MCData function" as specified in clause 10.2.5.3.1; and
14)	shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in clause 10.2.5.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
c)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
6)	if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
7)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
8)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 7.2.2;
10)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5]; and
11)	shall generate and send an FD NOTIFICATION indicating acceptance of the FD request as specified in clause 12.2.2.3.
Upon receiving a SIP 480 (Temporarily Unavailable) response with the warning text set to: "231 user deferred the call invitation" in a Warning header field as specified in clause 4.9 to the above SIP INVITE request and if later delivery is required, the participating MCData function:
1)	shall store the communication for later delivery with following additional information included:
a)	shall include a Payload IE with:
i)	the Payload content type set to "FILEURL" as specified in clause 15.2.13; and
ii)	the URL of the file to be stored for later delivery is included in the Payload data as specified in clause 15.2.13; and
NOTE 3:	The file can be stored in the temporary storage of the MCData server or MCData content server. The URL of stored file for later delivery is updated accordingly.
b)	may include a Metadata IE with the required file description information and file availability information;
2)	if the communication is stored in step 1) above and to store the file content in the temporary storage, shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the following clarifications:
i)	shall include an "m=message" media-level section for the accepted MCData media stream consisting of:
A)	shall include the IP address and port number of the participating MCData function, for the accepted media stream in the received SDP offer;
B)	a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS according to the received SDP offer;
C)	a format list field set to '*';
D)	an "a=recvonly" attribute;
E)	an "a=path" attribute containing its own MSRP URI;
F)	set the content type as a=accept-types:application/vnd.3gpp.mcdata-signalling; and
G)	set the a=setup attribute set to "passive", according to IETF RFC 6135 [19];
b)	shall include the option tag "timer" in a Require header field;
c)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
d)	shall include the following in the Contact header field:
i)	the g.3gpp.mcdata.fd media feature tag;
ii)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
iii)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
e)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
f)	shall include the warning text set to "232 communication is stored for later delivery" in a Warning header field as specified in clause 4.9;
g)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 7.2.5.1 to receive the file from controlling MCData function and clause 7.1.3.2 to receive the file content; and
h)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5]; and
3)	shall generate and send an FD NOTIFICATION indicating deferral of the FD request as specified in clause 12.2.2.3.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response;
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5]; and
4)	shall generate and send an FD NOTIFICATION indicating rejection of the FD request as specified in clause 12.2.2.3.
On receipt of an indication from the media plane of the successful download of the file or on successful download of the file after retrival of deferred FD request by the receiving MCData client and if the received FD SIGNALLING PAYLOAD message contained an FD disposition request type IE requesting a file download completed update indication in the sent SIP INVITE request, then, the participating MCData function:
1)	shall follow the procedures described in clause 12.2.2.3.
On receipt of an indication from the media plane of the successful download of the file for later delivery, the participating MCData function:
1)	shall update the URL of the stored file for later delivery in the Payload data.
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Upon receipt of a:
-	"SIP MESSAGE request for SDS disposition notification for MCData server"; or
-	"SIP MESSAGE request for FD disposition notification for MCData server";
the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	void;
5)	if the SIP MESSAGE is a "SIP MESSAGE request for SDS disposition notification for MCData server" containing an SDS disposition notification type set to a value of "UNDELIVERED", shall temporarily store the message for re-delivery, shall start timer TD1 (SDS re-delivery timer) with the timer value as specified in clause F.2.1, and shall not continue with the remaining steps;
NOTE 2:	The participating MCData function attempts re-delivery of the SDS message after timer TD1 (SDS re-delivery timer) expiry.
6)	if the SIP MESSAGE is a "SIP MESSAGE request for SDS disposition notification for MCData server " containing an SDS disposition notification type set to a value of "DELIVERED", "READ" or "DELIVERED AND READ" and the message was temporarily stored for re-delivery, shall delete the message from temporary store and shall stop TD1 (SDS re-delivery timer);
6a)	if the SIP MESSAGE is a "SIP MESSAGE request for FD disposition notification for MCData server", and the FD disposition notification type IE is set as "FILE DOWNLOAD COMPLETED" as specified in clause 15.2.6 and target MCData user ID is not included as specified in the step 3) of clause 12.2.1.1, shall skip the rest of the steps of this clause after sending the response as follows:
a)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
b)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
c)	shall clear the corresponding stored deferred group comunication;
7)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
8)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function;
NOTE 3:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 5:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 6:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 7:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
9)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
10)	if not already included as part of step 8) above, shall include an application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request, containing an <mcdata-calling-user-id> element set to the MCData ID of the originating user;
11)	if the SIP MESSAGE is a "SIP MESSAGE request for SDS disposition notification for MCData server ", shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
12)	if the SIP MESSAGE is a "SIP MESSAGE request for FD disposition notification for MCData server ", shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
13)	if the SIP MESSAGE is a "SIP MESSAGE request for FD disposition notification for MCData server", and the FD disposition notification type IE is set as "FILE DOWNLOAD REQUEST ACCEPTED" or "FILE DOWNLOAD REQUEST REJECTED"as specified in clause 15.2.6, shall remove the file from the stored file list;
14)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
15)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 202 (Accepted) response in response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 202 (Accepted) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 202 (Accepted) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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Upon receipt of a:
-	"SIP MESSAGE request for SDS disposition notification for MCData server"; or
-	"SIP MESSAGE request for FD disposition notification for MCData server";
the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" or "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
3)	if the incoming SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or contains an application/resource-lists+xml MIME body with more than one <entry> element in the set of <list> elements in the <resource-lists> element, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
4)	shall attempt to correlate the disposition notification to the original SDS or FD request using the values contained in the Conversation ID and Message ID of the SDS NOTIFICATION message or FD NOTIFICATION message contained in the application/vnd.3gpp.mcdata-signalling MIME body of the SIP MESSAGE;
5)	if unable to correlate the disposition notification as determined by step 4), shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "216 unable to correlate the disposition notification" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
6)	if:
a)	a "SIP MESSAGE request for FD disposition notification for MCData server" has been received;
b)	the FD disposition notification type IE in the FD NOTIFICATION message is set to "FILE DOWNLOAD REQUEST REJECTED"; and
c)	the SIP MESSAGE does not contain an application/vnd.3gpp.mcdata-info+xml MIME body with an <mcdata-calling-group-id> element, or the SIP MESSAGE contains an application/vnd.3gpp.mcdata-info+xml MIME body with an <mcdata-calling-group-id> element and all other FD disposition notifications have been received from the invited group members and were all set to "FILE DOWNLOAD REQUEST REJECTED";
then:
a)	shall delete the file stored in the media storage function that is associated with the Conversation ID and Message ID that was included in the FD NOTIFICATION message if no other file availability timers are running for a file; and
b)	shall stop the running timer TDC2 (file availability timer), which is associated to the Conversation ID, Message ID, Application ID (if associated), and Extended application ID (if associated) that is included in the FD NOTIFICATION message;
7)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
8)	if sending an SDS disposition notification:
a)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8] in the outgoing SIP MESSAGE request; and
b)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [8] ] in the outgoing SIP MESSAGE request;
9)	if sending an FD disposition notification:
a)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8]; and
b)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
10)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	The public service identity can identify the terminating participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the terminating participating MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
11)	if sending an SDS disposition notification, shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
12)	if sending an FD disposition notification, shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
13)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the public user identity of the calling MCData user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
14)	shall copy the MCData ID of the MCData user listed in the MIME resources body of the incoming SIP MESSAGE request, into the <mcdata-request-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;
15)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with an <mcdata-calling-group-id> element:
a)	shall retrieve the group document for the MCData group id contained in the <mcdata-calling-group-id> element from the group management server, if not already cached, and identify the group members;
b)	shall verify that the MCData ID contained in the <mcdata-calling-user-id> element matches to a group member. If there is no match, the controlling MCData function shall reject the SIP request with a SIP 403 (Forbidden) response including warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
c)	if MCData disposition notifications need to be aggregated and an aggregated disposition notification has not yet been sent:
i)	if timer TDC1 (disposition aggregation timer) is not running, shall start timer TDC1 (disposition aggregation timer) with the timer value as specified in clause F.2.2;
ii)	shall copy the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request to the outgoing SIP MESSAGE request;
NOTE 6:	If the aggregated MCData disposition notifications do not fit into one SIP MESSAGE request, then the controlling MCData function needs to generate a new SIP MESSAGE request for the remaining disposition notifications.
iii)	on expiry of timer TDC1 (disposition aggregation timer) shall continue with step 16; and
iv)	if all MCData disposition notifications have been received from all group members shall continue with step 16; and
d)	if MCData disposition notifications do not need to be aggregated, shall copy the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request to the outgoing SIP MESSAGE request and shall continue with step 16;
16)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body without an <mcdata-calling-group-id> element shall copy the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request to the outgoing SIP MESSAGE request;
17)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [5];
18)	shall generate a SIP 202 (Accepted) response in response to the
-	"SIP MESSAGE request for SDS disposition notification for MCData server"; or
-	"SIP MESSAGE request for FD disposition notification for MCData server"; and
19)	shall send the SIP 202 (Accepted) response towards the originating participating MCData function according to 3GPP TS 24.229 [5].
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Upon receiving a SIP BYE request from the MCData client, the originating participating MCData function:
1)	shall generate a SIP BYE request as specified in 3GPP TS 24.229 [5];
2)	shall set the Request-URI to the MCData session identity mentioned in the received SIP BYE request;
3)	shall include a P-Asserted-Identity header field in the outgoing SIP BYE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP BYE request to the P-Asserted-Identity header field of the outgoing SIP BYE request; and
4)	shall send the SIP BYE request toward the controlling MCData function, according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCData function;
1)	shall forward the SIP 200 (OK) response to the originating MCData client and release all media plane resources corresponding to the MCData communication with the originating MCData client; and
2)	shall release all media plane resources corresponding to the MCData communication with the controlling MCData function.
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Upon receiving a SIP BYE request from the controlling MCData function, the participating MCData function:
1)	shall generate a SIP BYE request according to 3GPP TS 24.229 [5];
2)	shall include a P-Asserted-Identity header field in the outgoing SIP BYE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP BYE request to the P-Asserted-Identity header field of the outgoing SIP BYE request; and
3)	shall send the SIP BYE request to the MCData client according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCData function:
1)	shall send the SIP 200 (OK) response to the SIP BYE request received from the controlling MCData function according to 3GPP TS 24.229 [5] and release all media plane resources corresponding to the MCData communication with the controlling MCData function; and
2)	shall release all media plane resources corresponding to the MCData communication with the terminating MCData client.
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Editor's note: In the current release, support for emergency groups and emergency group communications may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
Upon receipt of a "SIP MESSAGE request for emergency notification for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field in the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the MCData user is not affiliated with the MCData group as determined by clause 8.3.2.11, shall perform the actions specified in clause 8.3.2.12 for implicit affiliation;
4)	if the actions for implicit affiliation specified in step 3) above were performed but not successful in affiliating the MCData user due to the MCData user already having N2 simultaneous affiliations, shall reject the "SIP MESSAGE request for emergency notification for originating participating MCData function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in clause 4.9 and skip the rest of the steps;
NOTE 3:	N2 is the total number of MCData groups that an MCData user can be affiliated to simultaneously as specified in 3GPP TS 23.282 [2].
NOTE 4:	As this is a request for MCData emergency services, the participating MCData function can choose to accept the request.
5)	shall determine the public service identity of the controlling MCData function associated with the group identity in the received SIP MESSAGE request;
6)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
7)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function associated with the group identified by the <mcdata-request-uri> element contained in the <mcdatainfo> element containing the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the incoming SIP MESSAGE request;
NOTE 5:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 6:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 7:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 8:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 9:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
8)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 included in the outgoing SIP MESSAGE request;
9)	shall set the <mcdata-calling-user-id> element of the <mcdatainfo> element containing the <mcdata-Params> element to the MCData ID determined in step 2) above;
10)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-location-info+xml MIME body as specified in clause D.4, shall copy the contents of the application/vnd.3gpp.mcdata-location-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcdata-location-info+xml MIME body included in the outgoing SIP MESSAGE request;
11)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P‑Asserted-Identity header field contained in the received SIP MESSAGE request;
12)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request to the received value, otherwise shall not include a <functional-alias-URI> element; and
13)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request sent in step 12):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the follow clarifications:
a)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public user identity received in the P-Asserted-Identity header field of the incoming SIP 2xx response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;
2)	if the procedures of clause 8.3.2.12 for implicit affiliation were performed in the present clause, shall complete the implicit affiliation by performing the procedures of clause 8.3.2.13; and
3)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the sent SIP MESSAGE request and if the implicit affiliation procedures of clause 8.3.2.12 were invoked in the present clause, the participating MCData function shall perform the procedures of clause 8.3.2.14.
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Upon receipt of a SIP MESSAGE request routed to the terminating participating MCData function with the Request-URI set to the public service identity of the terminating participating MCData function and the SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with an <alert-ind-rcvd> element present, the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field in the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request to retrieve the binding between the MCData ID and public user identity;
3)	if the binding between the MCData ID and public user identity does not exist, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response and skip the rest of the steps. Otherwise, continue with the rest of the steps;
4)	shall generate an outgoing SIP MESSAGE request in accordance with TS 24.229 [5] and IETF RFC 3428 [6] and:
a)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
b)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCData ID of the MCData user that was in the Request-URI of the incoming SIP MESSAGE request;
c)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request; and
d)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
5)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the participating MCData function shall follow the procedures specified in 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for establishing a pre-established session" the participating MCData function:
1)	shall check whether the public service identity is allocated and if it is not allocated, shall return a SIP 404 (Not Found) response and skip the rest of the steps;
2)	shall determine the MCData ID of the MCData user establishing the pre-established session and perform actions to verify the MCData ID of the MCData client and authorise the request according to local policy, and if not authorised, the participating MCData function shall return a SIP 403 (Forbidden) response with the warning text set to "225 User not authorized to initiate pre-established session" as specified in clause 4.9 and skip the rest of the steps;
3)	shall determine whether resource sharing is supported (see clause 18.2);
4)	if resource sharing is supported by the SIP core, determine that there is a binding between the MCData ID of the MCData user establishing the pre-established session and the MCData UE identified by the "+g.3gpp.registration-token" header field parameter in the Contact header field of the third-party REGISTER request (see clause 18.2) and that this UE identity matches the identity in the "+g.3gpp.registration-token" header field parameter in the Feature-Caps header field in the "SIP INVITE request for establishing a pre-established session";
5)	if resource sharing is not supported or if there is no binding between the MCData ID of the MCData user and the identity of the MCData UE identified by the "+g.3gpp.registration-token" header field parameter in the Feature-Caps header field or the participating MCData function does not support the pre-established session, then the participating MCData function shall return a SIP 403 (Forbidden) response with the warning text set to "226 function not allowed due to pre-established session not supported" as specified in clause 4.9 and skip the rest of the steps;
6)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
7)	shall verify that the media resources are available to support the media parameters and if not shall reject the request with a SIP 500 (Server Internal Error) response, and skip the rest of the steps;
8)	shall allocate a URI to be used to identify the pre-established session;
9)	shall generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5]; and
a)	shall include a Contact header field containing the URI that identifies the pre-established session;
b)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCData functionshall include the public service identity in the P-Asserted-Identity header field;
c)	shall include a Supported header field containing the "norefersub" option tag;
d)	shall if the SIP core supports resource sharing, include a Resource-Share header field answer as specified in 3GPP TS 24.229 [5] with:
A)	the value "media-sharing";
B)	an "origin" header field parameter set to "session-initiator";
C)	a "timestamp" header field parameter; and
D)	a "rules" header field parameter with one resource sharing rule per media stream in the same order the corresponding m-line appears in the SDP. Each resource sharing rule is constructed as follows:
-	a "new-sharing-key" part; and
-	a "directionality" part indicating the direction of the pre-established media stream; and
e)	shall include an SDP answer as specified in 3GPP TS 24.229 [5] with the clarifications in clause 18.3.1.2 and include ICE candidates in the SDP answer as per IETF RFC 8839 [78];
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
11)	shall send the SIP 200 (OK) response towards the MCData client according to the rules and procedures of the 3GPP TS 24.229 [5]; and
12)	shall evaluate the ICE candidates according to IETF RFC 8445 [77].
NOTE:	If ICE candidate evaluation results in candidate pairs other than the default candidate pair being selected a further offer answer exchange using the procedures in clause 18.3.4 will be needed.
/**************************************** Next change ****************************************/
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Upon receipt of a "SIP INVITE request for IP Connectivity session for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "one-to-one-ipconn", shall determine the public service identity of the controlling MCData function hosting the one-to-one IP Connectivity service for the calling user.
5)	if unable to identify the controlling MCData function for IP Connectivity session, shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in clause 11.1;
7)	if the procedures in clause 11.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the "SIP INVITE request for IP Connectivity session for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps in this clause;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this clause;
NOTE 2:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 4:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 5:	How the participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 6:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
14)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
15)	shall include an SDP offer according to 3GPP TS 24.229 [5] based on the clause  20.3.0a;
16)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element; and
17)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include the option tag "timer" in a Require header field;
3)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
4)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.ipconn media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn"; and
c)	the isfocus media feature tag;
5)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
6)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
7)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
8)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
10)	shall include in the SIP 200 (OK) response an SDP answer as specified in the clause 20.3.0b;
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 15) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for IP Connectivity session for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
3)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
4)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
5)	shall generate a SIP INVITE request accordance with 3GPP TS 24.229 [5];
6)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)	shall include the option tag "timer" in the Supported header field;
8)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.ipconn media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn";
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
9)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;
10)	shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;
11)	shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;
12)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in clause 20.3.0a; and
14)	shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include the option tag "timer" in a Require header field;
3)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
4)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.ipconn media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn"; and
c)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
5)	if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
6)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
7)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
8)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
9)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in clause 20.3.0b; and
10)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc92225232][bookmark: _Toc131379070]21.3.3.2	Control communications storage into message store procedures.
Upon receipt of a "SIP MESSAGE request for controlling the storage of the MCData communications into MCData message store", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field and shall not continue with any of the remaining steps;
4)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request containing <request-type> element set to a value of "store-comms-in-msgstore-ctrl-req" and:
a)	the <allow-store-comms-in-msgstore> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
b)	if the <store-all-private-comms-in-msgstore> element is present in the incoming request and the <allow-store-private-comms-in-msgstore> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
c)	if the <store-all-group-comms-in-msgstore> element is present in the incoming request and the <allow-store-group-comm-in-msgstore> element of the each <MCDataGroupInfo> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
d)	the SIP MESSAGE request does not contain an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body, the <store-all-private-comms-in-msgstore> element, and the <store-all-group-comms-in-msgstore> elements, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "235 unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
e)	if the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with zero or more <group> elements of <enable> or <disable>  element are included, then each specified MCPTT group ID matches with the corresponding entry in the each <MCDataGroupInfo> do not contain the <allow-store-group-comm-in-msgstore> element in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause; and
f)	if the <store-specific-private-comms-in-msgstore> or <store-specific-group-comms-in-msgstore> is present and the request does not contain an application/resource-lists+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "235 unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request contains:
a)	if the <store-all-private-comms-in-msgstore> element set to a value of "true", shall update or store the record for the MCData client and enable the storage of all the MCData private communications for which user is authorized to store the communication into the MCData message store;
b)	if the <store-all-private-comms-in-msgstore> element set to a value of "false", shall update or store the record for the MCData client and disable the storage of all the MCData private communications for which user is authorized to store the communication into the MCData message store;
c)	if the <store-specific-private-comms-in-msgstore> element set to a value of "enable", the <store-all-private-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <private> elements of <enable> element are included, shall update or store the record for the MCData client and enable the storage of MCData private communications of the requesting user with specified list of users for which user is authorized to store the communication into the MCData message store;
d)	if the <store-specific-private-comms-in-msgstore> element set to a value of "disable", the <store-all-private-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <private> elements of <disable> element are included, shall update or store the record for the MCData client and disable the storage of MCData private communications of the requesting user with the specified list of users for which user is authorized to store the communication into the MCData message store;
e)	if the <store-all-group-comms-in-msgstore> element set to a value of "true", shall update or store the record for the MCData client and enable the storage of all the MCData group communications for which user is authorized to store the communication into the MCData message store;
f)	if the <store-all-group-comms-in-msgstore> element set to a value of "false", shall update or store the record for the MCData client and disable the storage of all the MCData group communications for which user is authorized to store the communication into the MCData message store;
g)	if the <store-specific-group-comms-in-msgstore> element set to a value of "enable", the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <group> elements of <enable> element are included, shall update or store the record for the MCData client and enable the storage for the specified MCData group communications for which user is authorized to store the communication into the MCData message store; and
h)	if the <store-specific-group-comms-in-msgstore> element set to a value of "disable", the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <group> elements of <disable> element are included, shall update or store the record for the MCData client and disable the storage for the specified MCData group communications for which user is authorized to store the communication into the MCData message store;
6)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public user identity in the P-Asserted-Identity header; and
7)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc92225274][bookmark: _Toc131379116]22.4.2.2.2	Receipt of a SIP MESSAGE request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user
Upon receipt of a "SIP MESSAGE request for binding of a functional alias with the MCData group(s) for the MCData user for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "fa-group-binding-req" and:
a)	the <allow-functional-alias-binding-with-group> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "176 user not authorized to request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user" in a Warning header field, and shall not continue with the rest of the steps in this clause;
b)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the < binding-ind> element and the <binding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user" in a Warning header field, and shall not continue with the rest of the steps in this clause; and
c)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the < binding-ind> element and the <unbinding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user" in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
6)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function for the binding of a functional alias with the MCData group(s) for the MCData user service associated with the originating user's MCData ID identity;
7)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 included in the outgoing SIP MESSAGE request;
8)	if the received SIP MESSAGE request contains a <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body, shall check the status of the functional alias for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request to the received value, otherwise it shall not include a <functional-alias-URI> element;
9)	shall set the <mcdata-calling-user-id> element of the <mcdatainfo> element containing the <mcdata-Params> element to the MCData ID determined in step 2) above;
10)	shall copy the contents of the application/resource-lists+xml MIME body in the received SIP MESSAGE request into an application/resource-lists+xml MIME body in the outgoing SIP MESSAGE request;
11)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request;
12)	shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
13)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
14)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request; and
15)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request sent in step 15):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public user identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, shall forward the error response to the MCData client.
/**************************************** Next change ****************************************/
[bookmark: _Toc92225277][bookmark: _Toc131379119]22.4.2.3.2	Receipt of a SIP MESSAGE request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user
Upon receiving a:
-	"SIP MESSAGE request for binding of a functional alias with the MCData group(s) for the MCData user for controlling MCData function";
the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata";
3)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the <binding-ind> element and the <binding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user " in a Warning header field, and shall not continue with the rest of the steps in this clause;
4)	the SIP MESSAGE request does not contain an application/resource-lists+xml MIME body or the <binding-ind> element and the <unbinding-fa-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "177 unable to determine target functional alias or group for creating/removing a binding information for the MCData user " in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	if any of the <entry> elements of a <list> element of the <resource-lists> element in the application/resource-lists+xml MIME body of the incoming SIP MESSAGE request contains a "uri" attribute set to an MCData group ID where the indicated MCPTT group has an existing binding with any other functional alias from same MCData user, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "178 MCData group binding already exists with other functional alias" in a Warning header field as specified in clause 4.9, and shall skip the rest of the steps;
6)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request contains the <request-type> element set to a value of "fa-group-binding-req" and:
a)	if the <binding-ind> element is set to a value of "true", shall update or store the record for the MCData client, and create a binding information for the functional alias specified in the <binding-fa-uri> element with the list of the MCData group(s) included in the "uri" attributes of the <entry> elements of the set of <list> elements of the <resource-lists> element in an application/resource-lists+xml MIME body; or
b)	if the <binding-ind> element is set to a value of "false", shall update or store the record for the MCData client, and remove a binding information of the functional alias specified in the <unbinding-fa-uri> element from the list of the MCData group(s) included in the "uri" attributes of the <entry> elements of the set of <list> elements of the <resource-lists> element in an application/resource-lists+xml MIME body;
7)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]with the following clarifications:
a)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the controlling MCData functionshall include the public user identity in the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
8)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501624][bookmark: _Toc36049752][bookmark: _Toc45210522][bookmark: _Toc51851629][bookmark: _Toc92225288][bookmark: _Toc131379130]23.2.2.2	Requesting a group regroup using a preconfigured group
Upon receipt of a "SIP MESSAGE request to the originating participating MCData function to request creation of a group regroup using preconfigured group", the originating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The originating participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The originating participating MCData function shall skip the rest of the steps;
2)	shall determine the MCData ID of the user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
3)	shall authorise the user. If the user profile identified by the MCData ID does not contain an <allow-regroup> element set to "true", the originating participating MCData function shall reject the "SIP MESSAGE request to the originating participating MCData function to request creation of a group regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "160 user not authorised to request creation of a group regroup" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of these steps;
4)	shall select a controlling MCData function to manage the regroup and determine the public service identity of that controlling MCData function;
NOTE 1:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the origination participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
5)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and:
a)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
b)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function selected in step 4);
c)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request; and
e)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
6)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 480 (Temporarily Unavailable) response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall select a different controlling MCData function to manage the regroup and determine the public service identity of that controlling MCData function;
NOTE 6:	How the originating participating MCData function whether it decides to retry is a deployment decision.
2)	shall generate a SIP MESSAGE request as specified in this clause with the Request-URI of the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData function selected in step 1); and
3)	shall forward the SIP MESSAGE request according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response to the above SIP MESSAGE request, the originating participating MCData function shall send a SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of any SIP 4xx response other than a 480 response, or a SIP 5xx or 6xx response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501625][bookmark: _Toc36049753][bookmark: _Toc45210523][bookmark: _Toc51851630][bookmark: _Toc92225289][bookmark: _Toc131379131]23.2.2.3	Removing a regroup using preconfigured group
Upon receipt of a "SIP MESSAGE request to the originating participating MCData function to remove a regroup using preconfigured group" for a temporary group identity, the originating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The originating participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The originating participating MCData function shall skip the rest of the steps;
2)	shall determine the MCData ID of the user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
3)	shall authorise the user. If the user profile identified by the MCData ID does not contain an <allow-regroup> element set to "true", the originating participating MCData function shall reject the "SIP MESSAGE request to remove a regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "161 user not authorised to request removal of a regroup " in a Warning header field as specified in clause 4.9, and shall skip the rest of these steps;
4)	shall determine the public service identity of the controlling MCData function associated with the regroup identity in the SIP MESSAGE request;
NOTE 1:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the origination participating MCData function determines the public service identity of the controlling MCData function serving the target MCData ID or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
5)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and:
a)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
b)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function determined in step 4;
c)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request; and
e)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
6)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in the clause 6.3.2.1.5.2;
2)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
3)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
4)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501626][bookmark: _Toc36049754][bookmark: _Toc45210524][bookmark: _Toc51851631][bookmark: _Toc92225290][bookmark: _Toc131379132]23.2.2.4	Notification of creation of a regroup using preconfigured group
When receiving a "SIP MESSAGE request to the terminating participating MCData function to create a group regroup using preconfigured group", the terminating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The terminating participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The terminating participating MCData function shall skip the rest of the steps;
2)	shall send a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
3)	for each MCData ID contained in the <users-for-regroup> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body, the terminating participating MCData function:
a)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]:
b)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated with the MCData ID;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request with the exception that any <users-for-regroup> elements shall not be copied;
f)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
g)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5]; and
h)	shall consider the MCData ID as affiliated with the temporary group identity representing the regroup identified in the <mcdata-regroup-uri> element in the incoming SIP MESSAGE request; and
4)	shall store:
a)	the value of the <mcdata-regroup-uri> element as the identity of the regroup based on a preconfigured group;
b)	the value of the <preconfigured-group> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the identity of the preconfigured group; and
c)	the set of MCData IDs contained in the <users-for-regroup> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the list of the users that are members of the group regroup;
	until the regroup is removed.
/**************************************** Next change ****************************************/
[bookmark: _Toc27501627][bookmark: _Toc36049755][bookmark: _Toc45210525][bookmark: _Toc51851632][bookmark: _Toc92225291][bookmark: _Toc131379133]23.2.2.5	Notification of removal of a regroup using preconfigured group
When receiving a "SIP MESSAGE request to the terminating participating MCData function to remove a regroup using preconfigured group", the terminating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The terminating participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The terminating participating MCData function shall skip the rest of the steps;
2)	shall generate a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and shall send the SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
3)	for each served MCData ID affiliated with the temporary group identity in the incoming SIP MESSAGE, the terminating participating MCData function:
a)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]:
b)	include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated with the MCData ID;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request, with the exceptions that any <users-for-regroup> or <groups-for-regroup> elements shall not be copied;
f)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
g)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5];and
h)	shall consider the MCData ID as deaffiliated from the regroup.
/**************************************** Next change ****************************************/
[bookmark: _Toc27501629][bookmark: _Toc36049757][bookmark: _Toc45210527][bookmark: _Toc51851634][bookmark: _Toc92225293][bookmark: _Toc131379135]23.2.3.1	Request to create a group regroup using preconfigured group
When receiving a "SIP MESSAGE request to the controlling MCData function to request creation of a group regroup using preconfigured group" the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response,may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4], and shall skip the rest of the steps;
2)	if the controlling MCData function is not able to handle the regroup based on the MCData group indicated in the <preconfigured-group> element in an application/vnd.3gpp.mcdata-regroup+xml MIME body:
a)	shall generate a SIP 480 (Temporarily Unavailable) response to the incoming SIP MESSAGE request; and
b)	shall send the SIP 480 (Temporarily Unavailable) response as specified in 3GPP TS 24.229 [5] and skip the rest of the steps;
3)	if the controlling MCData function determines that the proposed group ID for the regroup is already in use, shall reject the "SIP MESSAGE request to the controlling MCData function to request creation of a group regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "165 group ID for regroup already in use" in a Warning header field as specified in clause 4.9, and shall skip the rest of the steps;
4)	for each group identified in the <groups-for-regroup> element:
a)	shall determine the controlling MCData function serving that group;
NOTE 1:	The public service identity can identify the controlling MCData function serving that group in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the controlling MCData function serving that group is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the controlling MCData function serving that group is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the controlling MCData function serving that group or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
NOTE 6	The controlling MCData function serving a consitituent group assumes the role of a non-controlling MCData function for the regroup.
b)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
c)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
d)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the non-controlling MCData function;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
f)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
g)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
h)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5];
5)	shall wait to receive SIP responses from all of the non-controlling MCData functions that were sent a SIP MESSAGE request above;
6)	if all of the SIP responses received above are SIP 200 (OK) responses:
a)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	shall store the list of group identities contained in the <groups-for-regroup> element;
c)	shall store the value of the <mcdata-regroup-uri> element as the identity of the group regroup based on a preconfigured group; and
d)	shall store the value of the preconfigured-group> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the identity of the preconfigured group; and
7)	if at least one of the SIP responses received above is not a SIP 2xx response:
a)	shall send a SIP 480 (Temporarily Unavailable) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	for each non-controlling MCData function that returned a SIP 200 (OK) response in step 4:
i)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
ii)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the non-controlling MCData function;
iii)	shall include an application/vnd.3gpp.mcdata-regroup+xml MIME body in the outgoing SIP MESSAGE request with;
A)	an <mcdata-regroup-uri> element set to the identity of the regroup; and
B)	a <regroup-action> element set to "remove"; and
iv)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc45210528][bookmark: _Toc51851635][bookmark: _Toc92225294][bookmark: _Toc131379136]23.2.3.2	Request to remove a regroup using preconfigured group
When receiving a "SIP MESSAGE request to the controlling MCData function to remove a regroup using preconfigured group" the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The controlling MCData function shall skip the rest of the steps;
2)	if the controlling MCData function determines that the requested group ID for the regroup removal does not exist, shall reject the "SIP MESSAGE request to the controlling MCData function to remove a regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "163 the group identity indicated in the request does not exist" in a Warning header field as specified in clause 4.9, and shall skip the rest of the steps;
3)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
4)	if the regroup is a group regroup based on preconfigured group, then:
a)	for each constituent group belonging to the regroup:
i)	shall determine the non-controlling MCData function serving that group;
ii)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
iii)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
iv)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the non-controlling MCData function;
NOTE 1:	The public service identity can identify the non-controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the non-controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the non-controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the non-controlling MCData function or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
v)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
vi)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
vii)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
viii)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5]; and
5)	if the regroup is a user regroup based on preconfigured group, then for each user belonging to the regroup, the controlling MCData function shall create a separate list of MCData IDs for users belonging to and affiliated with the regroup who are served by the same terminating participating MCData function and for each terminating participating MCData function;
a)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the terminating participating MCData function;
NOTE 6:	The public service identity can identify the terminating participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 7:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 8:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 9:	How the controlling MCData function determines the public service identity of the terminating participating MCData function or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 10:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
f)	shall use the list of affiliated MCData IDs for this terminating participating MCData function to create and include a <users-for-regroup> element contained in the application/vnd.3gpp.mcdata-regroup+xml MIME body;
g)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
h)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501633][bookmark: _Toc36049761][bookmark: _Toc45210531][bookmark: _Toc51851638][bookmark: _Toc92225297][bookmark: _Toc131379139]23.2.4.1	Notification of creation of a group regroup using preconfigured group
When receiving a "SIP MESSAGE request to a non-controlling MCData function to request creation of a group regroup using preconfigured group" the non-controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response, may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4], and shall skip the rest of the steps;
2)	or each group identified in the <groups-for-regroup> element of an application/vnd.3gpp.mcdata-regroup+xml MIME body in the incoming SIP MESSAGE request for which the MCData function is the non-controlling MCData function:
a)	shall determine if the group is already regrouped, and if the group is already regrouped:
i)	shall reject the SIP request with a SIP 403 (Forbidden) response including warning text set to "148 group is regrouped" in a Warning header field as specified in clause 4.9; and
ii)	shall not process the remaining steps;
3)	shall store:
a)	the list of group identities contained in the <groups-for-regroup> element;
b)	the value of the <mcdata-regroup-uri> element as the identity of the group regroup;
c)	the value of the <preconfigured-group> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the identity of the preconfigured group; and
d)	information that each of the groups identified in the <groups-for-regroup> element has been regrouped using a preconfigured group;
4)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]:
5)	for each group identified in the <groups-for-regroup> element of an application/vnd.3gpp.mcdata-regroup+xml MIME body in the incoming SIP MESSAGE request for which the MCData function is the non-controlling MCData function shall create a separate list of MCData IDs for users belonging to and affiliated with the identified group who are served by the same terminating participating MCData function;
6)	shall merge the lists of MCData IDs associated with each terminating participating MCData function such that the resulting list associated with a terminating participating MCData function contains the MCData IDs of all users served by the participating MCData function that belong to and are affiliated with any of the groups identified in the <groups-for-regroup> element; and
7)	for each terminating participating MCData function identified above:
a)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the terminating participating MCData function;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
f)	shall use the list of MCData IDs for this terminating participating MCData function as generated in step 6) to create and include the <users-for-regroup> element in the application/vnd.3gpp.mcdata-regroup+xml MIME body;
g)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the non-controlling MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
h)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501634][bookmark: _Toc36049762][bookmark: _Toc45210532][bookmark: _Toc51851639][bookmark: _Toc92225298][bookmark: _Toc131379140]23.2.4.2	Notification of removal of a group regroup using preconfigured group
When receiving a "SIP MESSAGE request to the non-controlling MCData function to remove a group regroup using preconfigured group" the non-controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The non-controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The non-controlling MCData function shall skip the rest of the steps;
2)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]:
3)	shall identify the constituent groups belonging to the regroup identified in the <mcdata-regroup-uri> in the application/vnd.3gpp.mcdata-regroup+xml MIME body contained in the incoming SIP MESSAGE for which this MCData function is the non-controlling MCData function  and shall create a list of terminating participating MCData functions serving MCData IDs belonging to the identified constituent groups and for each member of the list of terminating participating MCData functions in the list shall create a list of MCData IDs affiuliated to the regroup and served by that terminating participating MCData function;
4)	for each terminating participating MCData function identified in step 3):
a)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the terminating participating MCData function;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
i) shall create and include a <users-for-regroup> element containing the list of MCData IDs affiliated to the regroup that are served by this terminating participating MCData function as determined in step 3); and
f)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the non-controlling MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
g)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc36049763][bookmark: _Toc45210533][bookmark: _Toc51851640][bookmark: _Toc92225299][bookmark: _Toc131379141]23.2.4.3	Notification of additional members of a group regroup using preconfigured group
When a non-controlling MCData function becomes aware of an MCData client affiliating with a group that it controls, where that group is a constituent group of a group regroup using preconfigured group, the non-controlling MCData function:
1)	shall create a list of MCData IDs for users belonging to and affiliated with the identified constituent group who are served by the same terminating participating MCData function as the MCData client affiliating with the constituent group;
2)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
3)	shall create in the SIP MESSAGE request copies of all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the SIP MESSAGE request received from the controlling MCData function for the group regroup to notify creation of the group regroup using preconfigured group;
4)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the terminating participating MCData function;
5)	shall create an application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request using the information from the application/vnd.3gpp.mcdata-info+xml MIME body originally included in the SIP MESSAGE request received from the controlling MCData function for the group regroup to notify creation of the group regroup using preconfigured group;
6)	shall create an application/vnd.3gpp.mcdata-regroup+xml MIME body in the outgoing SIP MESSAGE request using the information from the application/vnd.3gpp.mcdata-regroup+xml MIME body originally included in the SIP MESSAGE request received from the controlling MCData function for the group regroup to notify creation of the group regroup using preconfigured group;
7)	shall use the list of MCData IDs as generated in step 1) to create and include the <users-for-regroup> element in the application/vnd.3gpp.mcdata-regroup+xml MIME body;
8)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the non-controlling MCData functionshall copy the P-Asserted-Identity header field included in the received SIP MESSAGE request into the outgoing SIP MESSAGE request; and
9)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501641][bookmark: _Toc36049772][bookmark: _Toc45210542][bookmark: _Toc51851649][bookmark: _Toc92225308][bookmark: _Toc131379150]23.3.2.2	Requesting a user regroup using a preconfigured group
Upon receipt of a "SIP MESSAGE request to the originating participating MCData function to request creation of a user regroup using preconfigured group", the originating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The originating participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The originating participating MCData function shall skip the rest of the steps;
2)	shall determine the MCData ID of the user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
3)	shall authorise the user. If the user profile identified by the MCData ID does not contain an <allow-regroup> element set to "true", the originating participating MCData function shall reject the "SIP MESSAGE request to the originating participating MCData function to request creation of a user regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "160 user not authorised to request creation of a regroup" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of these steps;
4)	shall select a controlling MCData function to manage the regroup and determine the public service identity of the controlling MCData function;
NOTE 1:	The public service identity can identify the controlling MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the controlling MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the originating participating MCData function determines the public service identity of the controlling MCData function or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
NOTE 6:	How the originating participating MCData function selects a controlling MCData function to manage the regroup is a deployment decision.
5)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and:
a)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
b)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function determined in step 4);
c)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request; and
d)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request; and
e)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
6)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 480 (Temporarily Unavailable) response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall select a different controlling MCData function to manage the regroup and determine the public service identity of that controlling MCData function;
2)	shall generate a SIP MESSAGE request as specified in this clause with the Request-URI of the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData function selected in step 1); and
3)	shall forward the SIP MESSAGE request according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in the clause 6.3.2.1.5.2;
2)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
3)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData functionshall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
4)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx response that is not a 480 response, or a SIP 5xx or 6xx response to the above SIP MESSAGE request, the originating participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
/**************************************** Next change ****************************************/
[bookmark: _Toc27501643][bookmark: _Toc36049774][bookmark: _Toc45210544][bookmark: _Toc51851651][bookmark: _Toc92225310][bookmark: _Toc131379152]23.3.2.4	Notification of creation of a user regroup using preconfigured group
When receiving a "SIP MESSAGE request to the terminating participating MCData function to create a user regroup using preconfigured group", the terminating participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The terminating participating MCData function shall skip the rest of the steps;
2)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
3)	for each MCData ID contained in the <users-for-regroup> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body, the terminating participating MCData function is aware from stored information that the MCData client has not previously been notified of the creation of the user regroup:
a)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]:
b)	include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated with the MCData ID;
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request, with the exception that any <groups-for-regroup> elements shall not be copied;
f)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the participating MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
g)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5]; and
h)	shall consider the MCData ID as affiliated with the temporary group identity representing the regroup identified in the <mcdata-regroup-uri> element in the incoming SIP MESSAGE request; and
4)	shall store:
a)	the value of the <mcdata-regroup-uri> element as the identity of the regroup based on a preconfigured group;
b)	the value of the preconfigured-group> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the identity of the preconfigured group; and
c)	the list of the users that are members of the user regroup;
until the regroup is removed.
/**************************************** Next change ****************************************/
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When receiving a "SIP MESSAGE request to the controlling MCData function to request creation of a user regroup using preconfigured group" the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. The controlling MCData function shall skip the rest of the steps;
2)	if the controlling MCData function is unable to handle the user regroup it shall send a SIP 480 (Temporarily Unavailable) response to the incoming SIP MESSAGE request and shall skip the rest of the steps;
3)	if the controlling MCData function determines that the proposed group ID for the regroup is already in use, shall reject the "SIP MESSAGE request to the controlling MCData function to request creation of a user regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "165 group ID for regroup already in use" in a Warning header field as specified in clause 4.9, and shall skip the rest of the steps;
4)	shall create a separate list of MCData IDs containing all users identified in the <users-for-regroup> element in the application/vnd.3gpp.mcdata-regroup+xml MIME body who are served by the same terminating participating MCData function;
5)	for each terminating participating MCData function identified in step 4):
a)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
b)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the terminating participating MCData function;
NOTE 1:	The public service identity can identify the terminating participating MCData function in the local MCData system or in an interconnected MCData system.
NOTE 2:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the interconnected MCData system from the local MCData system.
NOTE 3:	If the terminating participating MCData function is in an interconnected MCData system in a different trust domain, then the local MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the local MCData system to the interconnected MCData system.
NOTE 4:	How the controlling MCData function determines the public service identity of the terminating participating MCData function or of the MCData gateway server in the interconnected MCData system is out of the scope of the present document.
NOTE 5:	How the local MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
d)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcdata-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcdata-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
f)	shall use the list of MCData IDs for this participating MCData function as generated in step 3) to create and include a <users-for-regroup> element contained in the application/vnd.3gpp.mcdata-regroup+xml MIME body;
g)	shall include a P-Asserted-Identity header field in the outgoing SIP MESSAGE request set to the public service identity of the controlling MCData functionshall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
h)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5];
6)	when the controlling MCData function receives a SIP 200 (OK) response from any of the terminating participating MCData functions that were sent a SIP MESSAGE request in step 4) the controlling MCData function shall:
a)	send a SIP 200 (OK) response to the incoming SIP MESSAGE request; and
b)	store the the value of the <mcdata-regroup-uri> element as the identity of the user regroup based on a preconfigured group;
c)	the value of the preconfigured-group> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the identity of the preconfigured group; and
d)	store the set of MCData IDs contained in the <users-for-regroup> element of the application/vnd.3gpp.mcdata-regroup+xml MIME body as the the list of the users that are members of the user regroup; and
7)	if no SIP 200 (OK) response is received for a SIP MESSAGE sent in step 4), the controlling MCData function shall send a SIP 480 (Temporarily Unavailable) response to the incoming SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6].
/*************************************** End of changes ***************************************/
