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Abstract of the contribution: This contribution determines that CT1, following stage 2 requirements, needs to select a protocol for the UE to LMF user plane connection for location messages, and proposes that this decision should be done as soon as possible to avoid further delay of 5G_eLCS_Ph3 [3] stage 3 work.

1. Background
1.1 General
Following the stage 2 requirements introduced under 5G_eLCS_Ph3 [2], user plane connectivity between UE and LMF to support LCS-SS and LPP is required. This connectivity is based on establishment of a PDU session and the protocol solution needs to be determined by CT1, taking any security aspects determined by SA3 into account.

CT1 has discussed alternative proposed protocol solutions since CT1#140 without reaching an agreement. It is proposed that CT1 considers the alternatives at hand and selects one of these to start normative work to introduce stage 3 specification following the selected alternative.

2. Discussion
2.1 Protocol solution alternatives
The protocol solution to be specified by CT1 needs to provide connectivity between the UE and the LMF supporting positioning functionality using LCS-SS and LPP protocols. Security aspects of the solution are SA3 responsibility and captured in clause 2.2 below. The protocol solution alternatives proposed to support LCS-SS and LPP via user plane connectivity between UE and LMF as established by a PDU session are:

1) SUPL;
2) HTTP/2; and
3) LCS-UPP.

Other alternatives may also be possible, but currently the proposals in CT1 are limited to the above three and therefore this discussion is limited to these. Evaluation per alternative is captured in clause 2.3 below.

An additional aspect to consider for CT1 is whether a single protocol solution shall be selected for both support of LCS-SS and LPP, or if separate solutions may be selected. This is a decision that may best be taken after solution alternative evaluation and whether a solution is suitable for supporting LCS-SS, LPP or both.

As good protocol design practice, future extensions and enhancements should be taken into account. An aspect of this is the feasibility of adding other entities in the 5G positioning system supporting the secured user plane connection to the UE. Even if current Rel-18 stage 2 specifies the secured user plane connection between UE and LMF, enhancements could be introduced in later releases, e.g. support of secured user plane connection between UE and LCS client. Therefore, it should be taken into account how suitable and easy a positioning user plane protocol solution is for new use cases.


[bookmark: _Hlk115269849]2.2 Security aspects
Security for the UE to LMF user plane connection has been discussed in SA3 and the outcome is captured in an LS [1] sent to SA2, RAN2, CT1, CT3 and CT4. The guidance from SA3 is:

SA3 proposes that a security solution based on TLS between the UE and LMF or AF is used.

It should be noted that the above guidance is an SA3 proposal and not a final decision. Given that the proposal is within the SA3 area of expertise, it is proposed that CT1 assumes that the protocol solution is to be based on TLS unless technical issues arise that require re-assessment of the SA3 proposal.

Proposal 1: It is proposed that CT1 assumes the UE – LMF user plane protocol solution is to be based on TLS following the SA3 proposal.


Even if SA3 proposes use of TLS, this is only a first step for the security aspects of a protocol solution. Further work will be needed for the details on the use of TLS in the specific case of 5G-eLCS_Ph3 and that was captured in the SA2 question to SA3 that triggered the SA3 guidance:

SA2 kindly asks SA3 to comment on security information (provided by LMF to UE to establish the user plane connection which subsequently transfer LPP message and supplementary service event report) and security procedures and protocols that might be used between UE and LMF.

It is thus expected that SA3 continues work to determine further security details for the use of TLS in the LCS user plane solution, and that CT1 may need to align and capture specification under CT1 remit to support the SA3 determined security solution. It is proposed to assume that security details are independent and do not restrict the CT1 protocol solution selection.

Proposal 2: It is proposed that CT1 assumes that continued work by SA3 on security solution details for use of TLS do not restrict the CT1 protocol alternative selection.


2.3 Protocol solution alternative evaluation
2.3.1 General
The proposed protocols for a LCS user plane solution are described in the following clauses. Feasibility, general properties and pros vs cons are captured on a general level. Even if alternatives could be assessed in more detail, it is seen sufficient to conclude on the selected alternative on the captured level of alternative properties.


2.3.2 SUPL
SUPL is a solution developed and specified by OMA for location services in wireless networks and based on IP. The solution consists of SUPL server communicating with SUPL supporting devices, i.e. a server-client model. SUPL provides feature-rich functionality, including support for LPP. SUPL is an off-the-shelf solution with a history of implementations and deployments to ensure functionality and stability even if it not a common and wide-spread solution but limited to specialized use cases. There are different versions of SUPL and the implemented support for versions after v1.0 may not be as widely implemented and used, but for use in a LCS user plane solution, 3GPP/CT1 is free to require any specific SUPL version needed.

A SUPL-based solution can be specified on TLS.

No technical show-stoppers are identified, and a SUPL-based solution could be selected.

	PROS
	CONS

	Of-the-shelf solution with proven track record
	OMA ownership results in risk and delay if modifications or additions are needed at initial adaptation or later functionality enhancements

	Direct support of LPP
	No direct LCS-SS support results in unnecessary overhead and non-optimized performance if used also for this case.

	
	Resource demanding at both network and device side makes it not suitable for use with constrained devices. A different solution may be needed for constrained devices.

	
	Not in the scope of 3GPP and no, or limited, 3GPP/CT1 expertise of SUPL, results in risk for 3GPP/CT1 specified solution based on SUPL.




2.3.2 HTTP/2
HTTP/2 is commonly adopted and wide-spread client-server protocol with well proven implementations and deployments/uses. It can thus be expected that both network and device already supports, or easily can support, HTTP/2. For the LCS user plane solution a service and API can be specified, e.g. by transposing the LCS control plane solution principles. Both LCS-SS and LPP messages could be transported combined with possible additional information related to, and used for, the transported protocol. A difference is that the HTTP/2 API terminates at the same entities as the transported protocol, different to the LCS control plane solution which has an intermediate termination entity on the transport path, i.e. MME/AMF. This difference makes the LCS user plane alternative simpler for use of HTTP/2. An HTTP/2-based solution does not require stage 2 service enabler layer work done in SA6 as the LMF is located inside 5GC. With this, it is the first time for CT1 to define an HTTP/2-based protocol between the UE and the NF located inside 5GC.

A HTTP/2-based solution can be specified on TLS.

No technical show-stoppers are identified, and a HTTP/2-based solution could be selected.

	PROS
	CONS

	Of-the-shelf solution with well proven track record
	Resource demanding at both network and device side makes it not suitable for use with constrained devices. A different solution may be needed for constrained devices, e.g. specification of a CoAP alternative.

	Flexible service/API definition and requirements for the functionality/procedures are fully under 3GPP/CT1 control, resulting in easy and quick modifications.
	New services and APIs need to be defined, may result in additional work, typically the OpenAPI specification maintenance.

	Good 3GPP/CT1 knowledge of HTTP/2-based solutions and many existing cases, resulting in little risk for 3GPP/CT1 specified solution based on HTTP/2.
	





2.3.2 LCS-UPP
LCS-UPP is a newly developed and specified protocol specifically for the LCS user plane solution, based on the 3GPP protocol framework specified in 3GPP TS 24.007 [4]. The framework is specifically developed for efficient procedure based communication between network and devices in wireless networks. A LCS-UPP protocol would be specified to support exactly what is required for the LCS user plane solution, e.g. by transposing the LCS control plane solution principles. Both LCS-SS and LPP messages could be transported combined with possible additional information related to, and used for, the transported protocol. A difference is that the LCS-UPP terminates at the same entities as the transported protocol, different to the LCS control plane solution which has an intermediate termination entity on the transport path, i.e. MME/AMF. This difference makes the LCS user plane alternative simpler for use of LCS-UPP.

A LCS-UPP-type solution can be specified on TLS.

No technical show-stoppers are identified, and a LCS-UPP-type solution could be selected.

	PROS
	CONS

	Light-weight and well proven in 3GPP wireless networks, results in LCS-UPP being bandwidth efficient.
	Newly developed protocol, may result in additional work.

	Suitable also for constrained devices without additional adaptations.
	

	Functionality/procedures are fully under 3GPP/CT1 control, resulting in easy and quick introduction and future modifications or enhancements.
	

	Expert knowledge in 3GPP/CT1 of LCS-UPP-type solutions/protocols and many existing cases, resulting in little risk for a 3GPP/CT1 specified new LCS-UPP protocol.
	




3. Conclusion
In the above the following proposals were made:

Proposal 1: It is proposed that CT1 assumes the UE – LMF user plane protocol solution is to be based on TLS.

Proposal 2: It is proposed that CT1 assumes that continued work by SA3 on security solution details for use of TLS do not restrict the CT1 protocol alternative selection.


For the decision on single or duplicated protocols for LCS-SS and LPP, it can be seen that SUPL may not be an optimal choice for LCS-SS so if SUPL is preferred for LPP, a different solution may be considered for LCS-SS. If constrained devices are considered, neither SUPL nor HTTP/2 may be optimal choices. For SUPL this points to a different alternative selected for both LPP with constrained devices and LCS-SS with any type of device. For HTTP/2 this points to a different alternative selected for constrained devices. In existing cases when HTTP/2 is used and constrained devices are considered, a CoAP alternative is specified. Such solution is simpler than a completely different protocol alternative and could easily be specified in the same specification. The UE would implement either HTTP/2 or CoAP and the network need to support both, which is common practice for existing cases of HTTP/2-CoAP solutions.

An LCS-UPP-type solution is suitable for both LCS-SS and LPP, as well as use with constrained devices and therefore only one protocol solution needs to be specified if selecting LCS-UPP.

When considering 3GPP/CT1 control of the specified solution and knowledge/experience of the used protocols, both HTTP/2 and LCS-UPP have the benefits of full control, good knowledge/expertise and quick turn-around of corrections, modifications and enhancements.

Proposal 3: It is proposed that CT1 discusses the proposed alternatives for LCS user plane protocol solution, and decides what alternative is selected.
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