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1. [bookmark: _Toc18413600][bookmark: _Toc18403966][bookmark: _Toc18404533]Introduction
In CT1 #132e, C1-215869 has analyzed the alternative protocols for MSGin5G-1 interface. Based on analysis of the table in subclause 3 of C1-215869, both MQTT and CoAP can fulfill most requirements of MSGin5G Service defined in TS 22.262. 
This paper further discusses such two protocols and makes an conclusion preference.
2. Difference between MQTT and CoAP
MQTT was designed as an extremely lightweight publish/subscribe messaging transport protocol for IoT communications such as sensors communication, over occasional dial-up connections with health-care providers, home network and etc. The typical communication of MQTT is:


Fig. 1  MQTT publish/subscribe
With such communication mechanism, the client has to know the exact topic. If topics are updated, some configuration procedure may be invoked. For point to point message, it is unnecessary to define any topic. The group message can be achieved by setting a proper topic(e.g. the client, publisher, Service ID). 
CoAP was also designed as an extremely lightweight client/server messaging transport protocol for IoT communications.The typical communication of CoAP is:


Fig. 2  CoAP client/server
The communication mechanism of CoAP is simpler than that of MQTT for one-one message delivery. For group message delivery, the mechanism of observing resources in CoAP is introduced in RFC7641.
Observation1: The communication mechanism of CoAP(client/server) is simpler for message delivery procedure. 

MQTT is based on TCP/IP protocol. To keep the link alive, MQTT is based on mechanism of TCP  persistent connection. If a TCP connection is established for the MQTT transaction, the connection is always maintained regardless of whether data is currently sent or received. It may bring security issue and resource(e.g. network resource and device power) waste.
CoAP is based on UDP protocol which consume less power. The transmission reliability of the MSGin5G service can be guaranteed by operator network.
Observation2: MQTT based on TCP/IP protocol is more complicated and the persistent connection waste more resource. 

The use of web services (web APIs) on the Internet has become ubiquitous in most applications and depends on the fundamental Representational State Transfer [REST] architecture of the Web. The goal of CoAP is to realize a subset of REST common with HTTP but optimized for IoT devices. As CoAP was designed according to the REST architecture, thus exhibits functionality similar to that of the HTTP protocol, it is quite straightforward to map from CoAP to HTTP and vice versa. CoAP is more common for internet service and easier to understand. Further according to the RESTful architecture, CoAP is more flexible to be extended. IETF has defined the general definition of CoAP in RFC 7252. The Block-Wise transfers in CoAP is defined in RFC 7959 and observing resources in CoAP is defined in TFC 7641.  
Observation3: As CoAP was designed according to REST architecture, its more common for internet service and easier to understand.
3. [bookmark: _Toc18413612][bookmark: _Toc18403976][bookmark: _Toc18404543]  Conclusion
Based on observations in subclause2, CoAP is preferred for MSGin5G-1 interface.
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