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1.
Introduction
In CT1#129e meeting, the interim conclusions were made for several key issues specified in TR 24.811. However, not all the key issues were concluded completely as of v1.1.0. This document would like to analyze the work tasks for each key issues, the conclusions made in CT1#129e meeting, and relevant questions from the moderated discussion performed before and during CT1#129e meeting. And then the remaining open issues for each key issues will be shown accordingly.

2.
Analysis
As of TR 24.811 v1.1.0, the key issues and related tasks are shown below with the conclusions made in the TR.

2.1.
KI#1: Notification of Disaster Condition to the UE
This key issue includes the the following question to be studied.

-
How to deliver the information on the Disaster Condition of a PLMN in an area to the UE located in the area;

-
Which network functions or entities are involved for the delivery of the information;

-
Which PLMN(s) are responsible for the delivery of the information; and

-
What kind of information should be delivered to the UE.

There is no conclusion for the key issue #1 other than excluding solution #3. All these tasks should be considered in this meeting.

Relevant questions in the moderated discussion are:
Q.3: Please indicate whether the PLMN with Disaster Condition or the PLMN without Disaster Condition can provide information regarding Disaster Condition via non-3GPP access, if non-3GPP access is available.
Result:
13 companies provided replies on the question 3 as follows:

-
7 companies supports using non-3GPP access to provide information regarding Disaster Condition;

-
1 company supports using non-3GPP access in PLMN without DC, but DOES NOT support in PLMN with DC.
-
5 companies do not support using non-3GPP access.
Note that he LS response from SA1 will affect the conclusion on Q3.

During the conference call held on 11 May 2021, the attendees agreed on the following conclusion for this aspect:

Conclusion 1: 3GPP access based solution is the basis solution for the key issue #1. Whether or not to adopt non-3gpp access based solution as a complement will be determined in CT1#130e meeting.
Q.5 (KI#1): In addition to the indication that Disaster Condition applies to the PLMN with Disaster Condition, please indicate whether and what additional information is provided to the UE (by the PLMN with Disaster Condition, or by a PLMN without Disaster Condition) when the indication that Disaster Condition applies to the PLMN with Disaster Condition, is provided.

Result:
13 companies provided replies on the question 5 as follows:

-
4 companies thnk that any additional information other than the indication about the Disaster Condition is NOT needed;

-
6 companies think that PLMN w/o DC can provide PLMN ID(s) of PLMN(s) with DC for which PLMN A is able to provide disaster roaming;
-
5 companies think that the UE can be provided with recommended PLMN list for DRS;

-
2 company explicitly says that PLMN w/ DC can provide additional information, while 3 compnaies says that the information is provided by PLMN w/o DC.
2.2.
KI#2: Notification of applicability on Disaster Condition to PLMNs without Disaster Condition

This key issue includes the the following question to be studied.

-
How to deliver the information on the Disaster Condition to the PLMNs without Disaster Condition;

-
Who or which entity decides the Disaster Condition;

-
How to provide information on the area where Disaster Condition applies; and

-
What kind of information, if any, should be delivered to the PLMNs without Disaster Condition other than what is mentioned above.

KI#2 is concluded with the following conclusions.
The solution #9 is not progressed in the normative phase of FS_MINT-CT.
The notification between the PLMN with Disaster Condition and PLMN without Disaster Condition is out of 3GPP scope.

NOTE:
The information that has been listed in SA1 requirements will need to be exchanged for the feature to work.
Roaming agreements for the disaster roaming between PLMN with Disaster Condition and PLMN providing disaster roaming is out of scope of 3GPP.
2.3.
KI#3: Indication of accessibility from other PLMNs without Disaster Condition to the UE

This key issue includes the the following question to be studied.

-
Which PLMN(s) are responsible for indicating their accesibility to Disaster Inbound Roamers;

-
How other PLMN(s) than the PLMN with Disaster Condition indicate that they can accommodate Disaster Inbound Roamer; and

-
What information can be provided to potential Disaster Inbound Roamers.

There is no conclusion for the key issue #3 other than excluding solution #10. All these tasks should be considered in this meeting.

Relevant questions in the moderated discussion are:

Q.2: Please indicate whether or not the pre-configuration and/or provision of information on the UE are needed for disaster roaming even before the Disaster Condition occurs (e.g. Information needed for network selection)

Result:
13 companies provided replies on the question 2 as follows:

-
6 companies think that the pre-configuration and/or provision of information on the UE are needed;

>
2 companies think that the pre-configuration and/or provision of information on the UE are needed within a limited scope (only for home country) or conditionally (AI3 only, upon SA1's response); and

-
5 companies think that the pre-configuration and/or provision of information on the UE are NOT needed.

Q.7 (KI#3): Please indicate what information does the UE receive from a PLMN providing disaster roaming? (e.g. list of PLMNs with Disaster Condition) And how this information is provided? (e.g. as explicit indication in SIB, access identity)
Result:
13 companies provided replies on the question 7 as follows:

-
7 company supports to provide the list of PLMN(s) for which that PLMN is offering DRS;

-
4 companies think that the indication of supporting DRS or acceptability of disaster inbound roamers is needed;

-
2 companies thinks that wait time value needs to be provided;

-
8 companies explicitly replied that such information is provided via SIB, while 2 companies said via NAS and 1 company mentioned non-3gpp access.
2.4
KI#4: Registration to the roaming PLMN without Disaster Condition in case of Disaster Condition

This key issue includes the the following question to be studied.

-
How a registration procedure initiated by Inbound Disaster Roamer is performed;

-
How to authenticate Inbound Disaster Roamer during the registration procedure;

-
Which network functions or entities are involved for the registration procedure of Disaster Inbound Roamers;

-
How a Disaster Roaming PLMN can limit the area of service to Inbound Disaster Roamers to the region where Disaster Condition applies;

-
How and which function to collect charging information for a Disaster Inbound Roamer with information about the applied disaster condition; and

-
What other information, if any, is needed to be transferred between the UE and the network during the initial registration procedure.

KI#4 is partially concluded with the following conclusions.

The solution #18 is not progressed in the normative phase of FS_MINT-CT.
The higher priority PLMN search can be modified under the Disaster Condition.

The AMF of PLMN providing disaster roaming should be able to distinguish the registration request from the normal UEs and the registration request for the disaster roaming.
With regards to the following aspect from KI#4:

-
How a Disaster Roaming PLMN can limit the area of service to Inbound Disaster Roamers to the region where Disaster Condition applies;
the following interim conclusions are made for the normative phase:
-
The AMF in the PLMN offering disaster roaming service determines a registration area for the UE such that the 5GS tracking area list contains only those tracking area identities (TAIs) that overlap with the area of the disaster condition.
-
The AMF in the PLMN offering disaster roaming service provides the mobility restriction list to the RAN with the service area information set to the area that corresponds with the area of the disaster condition, and also indicating that EPC is not an allowed core network.

So the remaining issues to be resolved are:
-
How to authenticate Inbound Disaster Roamer during the registration procedure;

-
How and which function to collect charging information for a Disaster Inbound Roamer with information about the applied disaster condition; and

-
What other information, if any, is needed to be transferred between the UE and the network during the initial registration procedure.

2.5
KI#5: PLMN selection when a "Disaster Condition" applies

This key issue includes the the following question to be studied.

1)
How the UE selects a PLMN if it is determined that a "Disaster Condition" applies;

a)
If the UE determines that a Disaster Condition applies as described in Key Issue #1 "Notification of Disaster Condition to the UE", then how to update PLMN selection procedure so that the UE avoids selecting the PLMN with Disaster Condition.

b)
If the UE determines that a Disaster Condition applies as described in Key Issue #1 "Notification of Disaster Condition to the UE", there is no available PLMN except for PLMNs in the list of "Forbidden PLMNs", and one or more available PLMNs indicate accessibility for the UE as described in Key Issue #3 "Indication of accessibility from other PLMNs without Disaster Condition to the UE", then how to update PLMN selection procedure so that the UE selects one of the PLMNs indicating accessibility for the UE.

c)
if there are more than one PLMN indicating accessibility for the UE, then how to update PLMN selection procedure for selecting one of those PLMNs.

2)
How the UE handles the list of "forbidden PLMNs" when selecting a PLMN indicating accessibility for the UE in the bullet 1).

KI#5 is partially concluded with the following conclusions.

The solution #51 is not progressed in the normative phase of FS_MINT-CT.
The higher priority PLMN search can be modified under the Disaster Condition.

The PLMN providing disaster roaming shall not be removed from the list of forbidden PLMNs.
Relevant questions in the moderated discussion are:

Q.2: Please indicate whether or not the pre-configuration and/or provision of information on the UE are needed for disaster roaming even before the Disaster Condition occurs (e.g. Information needed for network selection)

Result:
13 companies provided replies on the question 2 as follows:

-
6 companies think that the pre-configuration and/or provision of information on the UE are needed;

>
2 companies think that the pre-configuration and/or provision of information on the UE are needed within a limited scope (only for home country) or conditionally (AI3 only, upon SA1's response); and

-
5 companies think that the pre-configuration and/or provision of information on the UE are NOT needed.

Q.13 (KI#4): Please indicate whether a UE can detect that a Disaster Condition applies to PLMN D even if the UE is not registered in PLMN D and if so, whether such UE can register on a PLMN offering disaster roaming to Disaster Inbound Roamers from PLMN D?
Result:
12 companies provided replies on the question 13 as follows:

-
7 companies think that such a UE can detect and register on a PLMN providing DRS;

-
4 companies think that such a UE cannot register on a PLMN A, while 1 of them thinks detection is possible;

-
1 company think that no need to detect the DC, but if the UE is in home country and HPLMN is under disaster condition, it may be beneficial to provide disaster roaming service to the UE.
2.6
KI#6: Notification that Disaster Condition is no longer applicable to the UEs

This key issue includes the the following question to be studied.

-
When and how to deliver the information that Disaster Condition is no longer applicable to Disaster Inbound Roamers;

-
How to minimize interruption of the service receiving from Disaster Roaming PLMN (e.g. emergency service or high priority service) when the UE is notified that Disaster Condition is no longer applicable;

-
How to remove the stored information on Disaster Condition from the UE’s storage; and

-
How Disaster Inbound Roamer UEs perform network selection when notified that Disaster Condition is no longer applicable.

KI#6 is partially concluded with the following conclusions.

The solution #35 is not progressed in the normative phase of FS_MINT-CT.
The higher priority PLMN search can be modified under the Disaster Condition.

Solution #30 and #34 will be progressed to normative work to enable the UE to detect that Disaster Condition in PLMN D is no longer applicable without network notification and then to perform the PLMN selection, e.g. in order to return to PLMN D. This is treated as a pure UE based solution for Key Issue #6.
So the UE based solution is concluded, but still how the network (PLMN providing disaster roaming) notifies, i.e. network based solution, should be determined in this meeting.
Relevant questions in the moderated discussion are:
Q.3: Please indicate whether the PLMN without Disaster Condition can provide information regarding Disaster Condition via non-3GPP access, if non-3GPP access is available.
Result:
13 companies provided replies on the question 3 as follows:

-
7 companies supports using non-3GPP access to provide information regarding Disaster Condition;

-
1 company supports using non-3GPP access in PLMN without DC, but DOES NOT support in PLMN with DC.
-
5 companies do not support using non-3GPP access.
Note that he LS response from SA1 will affect the conclusion on Q3.

During the conference call held on 11 May 2021, the attendees agreed on the following conclusion for this aspect:

Conclusion 2: 3GPP access based solution is the basis solution for the key issue #6. Whether or not to adopt non-3gpp access based solution as a complement will be determined in CT1#130e meeting.
Q.8 (KI#6): Please indicate whether the UE needs to be deregistered from the PLMN providing disaster roaming when Disaster Condition is over. In other words, Please indicate whether inter-PLMN mobility from PLMN providing disaster roaming to PLMN previously with Disaster Condition can be supported or not.

Result:
14 companies provided replies on the question 8 as follows:

-
5 companies want the UE NOT to be deregisterd, and to support inter-PLMN mobility;

-
3 companies want the UE to be deregistered when it returns to PLMN previously with DC;
-
6 companies think that whether to deregister or not is up to the network.


>
1 of them thinks that inter-PLMN mobility with preserving PDU sessions need not be supported.
2.7
KI#7: Prevention of signalling overload in PLMNs without Disaster Condition

This key issue includes the the following question to be studied.

-
How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition;

-
How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit;

-
How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition;

-
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion; and

-
How to enable a PLMN without Disaster Condition to efficiently prevent congestion on the 5GSM level that can be caused by 5GSM signalling generated by Disaster Inbound Roamers.

KI#7 is partially concluded with the following conclusions.

-
the non-3GPP access (of the PLMN with Disaster Condition, or of a PLMN without Disaster Condition), if available, can optionally be used to provide information on the Disaster Condition;

-
the network can optionally provision the UE with a prioritized list of PLMNs for disaster roaming; 
Editor's note:
Whether the prioritized list of PLMNs for disaster roaming is pre-configured in the UE and/or signalled to the UE is FFS.
-
the network can optionally put restrictions on the time when the UE can initiate the registration procedure upon arriving in the PLMN without Disaster Condition; and

Editor's note:
Whether these restrictions are signalled, pre-configured, or computed at the UE (possibly based on signalled or pre-configured parameters) is FFS.
-
for mitigating congestion on the 5GMM layer, enhancements to existing mechanisms for congestion/overload mitigation (NAS level congestion control, RAN overload control, UAC) can be considered in normative phase as long as they are optional to support for the UE and the network.

-
The existing mechanisms available at the AMF and the SMF for mitigation of overload/congestion are used for 5GSM layer congestion mitigation during the disaster roaming service.

So the remaining issues to be resolved are:

-
How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition;

-
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion; and
2.8
KI#8: Prevention of signalling overload by returning UEs in PLMN previously with Disaster Condition

This key issue includes the the following question to be studied.

-
How to stagger the return of UEs to the PLMN previously with Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit.

KI#8 is partially concluded with the following conclusions.

-
the non-3GPP access (of the PLMN with Disaster Condition, or of a PLMN without Disaster Condition), if available, can optionally be used to provide information on the Disaster Condition;

-
the network can optionally put restrictions on the time when the UE can initiate the registration procedure upon returning to the PLMN previously with Disaster Condition;

Editor's note:
Whether these restrictions are signalled, pre-configured, or computed at the UE (possibly based on signalled or pre-configured parameters) is FFS.
-
a PLMN providing disaster roaming can optionally page Disaster Inbound Roamers to trigger their return to the PLMN previously with Disaster Condition. Whether and how long the PLMN waits before paging the Disaster Inbound Roamers upon being notified that a Disaster Condition no longer applies is up to operator’s policy; and

-
A PLMN providing disaster roaming can optionally trigger Disaster Inbound Roamers to return to the PLMN previously with Disaster Condition when the Disaster Inbound Roamers attempt to transit to 5GMM-CONNECTED mode.

2.9
KI#9: Handling of Disaster inbound roaming PLMNs in Manual PLMN selection

This key issue includes the the following question to be studied.

-
During Manual PLMN selection, how the upper layers are informed that some of the forbidden PLMNs support disaster roaming.

-
What additional information, if any,  need to be sent to the upper layers when the PLMNs that support disaster roaming are sent to upper layers.

-
Should the PLMN which is under disaster condition be sent to the upper layers if it becomes available?
KI#9 is partially concluded with the following conclusions.

The solution #51 is not progressed in the normative phase of FS_MINT-CT.
The PLMN providing disaster roaming shall not be removed from the list of forbidden PLMNs.
Relevant questions in the moderated discussion are:
Q.15 (KI#9): Please indicate whether the NAS layer should provide additional information whether any PLMN supports disaster roaming to the upper layer during manual network selection

Result:
12 companies provided replies on the question 15 as follows:

-
7 companies think NAS should provide additional information to the upper layer;

-
3 companies think that it should be left to UE implementation;

-
2 companies think that not showing existing indication of presence in FPLMN list is enough;

