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1. Introduction

The UAV can provide its CAA-level UAV ID when it attempts a registration to 5GS. The USS can provide/allocate/update the UAV's CAA-level UAV ID to the UAV via the AMF. At stage 3 level, a  means has to be available to carry this UAV related information.
2. Discussion
2.1
General

SA2#143E approved S2-2101610 and that has been implemented into TS 23.256 (v0.1.0), subclause 5.2.2. With these changes/additions the UAV can provide its CAA-level UAV ID when it attempts a registration to 5GS and that the USS can provide/update/reallocate a CAA-level UAV ID to the UAV via AMF signalling procedures. Thus the NAS signalling messages of TS 24.501, must now be expanded to optionally include this CAA-level UAV ID, while noting that CT1 is not mandated to use same name "CAA-level UAV ID".
In considering this new optional piece of information that NAS signalling has to carry, CT1 has to take into account:-
i. is this piece of information going in both uplink and downlink;

ii. is this piece of information transparent to the 5GC, i.e does the CN make use of this piece of information;

iii. which NAS signalling messages of NAS procedures will carry this new piece of information;

iv. when considering where to "place" this piece of information – i.e add to an existing IE or introduce a new IE or be it a field of a new IE – what other pieces of information (known or yet to be known) need to be transferred between UAV and USS. Such considerations will allow forward compatibility and future-proofing unless it can be guaranteed that this is the only piece of UAV characteristics that is ever to be transferred between UAV and USS (and vice-versa);
v. that UAS is supported in LTE/SAE i.e in EPS;

At least for item i), it is clear from present TS 23.256, that this piece of information will be going in both direction – see extract here.
Once the UUAA-MM procedure is successfully completed for the UAV, the AMF stores a UUAA result (e.g., success/failure), an optional authorized CAA-level UAV ID received from the USS in the UE context and shall trigger a UE Configuration Update procedure (see TS 23.502 [3],  clause 4.2.4.2) to deliver the authorization information payload to the UE. The AMF may also deliver the authorized CAA-level UAV ID that it may have received from the USS. If UUAA fails, based on local network policy, the AMF may decide to de-register or keep the UE registered and shall indicate an appropriate cause value in the De-Registration Request message.
· Observation:
The CAA-level UAV-ID is passed in both directions (uplink and downlink).

Also clear in present TS 23.256, the CAA-level UAV ID is a piece of information that the AMF may/can choose to use to determine if UUAA (USS UAV Authorization/Authentication) is to be executed and when, as seen from this extract here.
3.
AMF shall determine whether UUAA-MM is required for the UAV. The AMF decides that UUAA is required if:

a)
the UE has a valid Aerial UE subscription information;

b)
UUAA is to be performed during Registration according to local operator policy;

c)
there is no valid UUAA result from a previous UUAA-MM procedure;

d)
the UAV has provided a CAA-level UAV ID.

· Observation:
The CAA-level UAV-ID can be processed by AMF to determine initiation of necessary network procedures.

2.2
Involved NAS procedures and signalling messages
From TS 23.256, subclause 5.2.2.1, it is clear that the CAA-level UAV ID can be provided within the registration procedures. The UAV can provide that piece of information (to 5GC) within REGISTRATION REQUEST.
Also in TS 23.256, subclause 5.2.2.1, it is mentioned that AMF stores [the]  authorized CAA-level UAV ID received from the USS in the UE context and shall trigger a UE Configuration Update procedure  , if USS provides this piece of information when acknowledging the successful completion of the UUAA with the UAV.

· Observation:
The CAA-level UAV-ID can be carried within REGISTRATION REQUEST and CONFIGURATION UPDATE COMMAND.

However, while TS 23.256, indicates that the UUAA can be done within Session Management procedures when the UAV request establishment of PDU Session(s), the stage 2 parts of Session Management are yet to be done, so in stage 3, one should refrain from drawing any conclusions on SM signalling messages that could carry CAA-level UAV ID in uplink or downlink.
· Observation:
It is yet unclear in stage 2 the involvement of CAA-level UAV ID in Session Management procedures and likely SM messages that will carry the CAA-level UAV-ID.

Thirdly, given that the AMF can receive and use the CAA-level UAV ID, it would seem that using the messages of the NAS transport procedures is non-optimal as the DL NAS TRANSPORT and the UL NAS TRANSPORT messages are primarily to carry payload that "pass through " the AMF. 
· Observation:
It is felt non-optimal to use the DL NAS TRANSPORT and the UL NAS TRANSPORT messages to carry the CAA-level UAV ID.

Looking at the EPS side, it can be argued that using equivalent/corresponding signalling procedures and messages in both 5GS and EPS is useful. So ATTACH REQUEST becomes the obvious choice to convey such UAV characteristics from UAV to USS via MME. But in EPS there is no UE configuration update procedure. However, there is EMM information procedure where the EMM INFORMATION message can be used by network to update UE on certain UE related information.
· Observation:
For EPS side, the ATTACH REQUEST and EMM INFORMATION can be used to convey UAV characteristics in uplink and down link respectively.

2.4
Existing Information Element or New IE
As AMF has to be aware of the CAA-level_UAV ID choosing to expand on an existing IE that is "transparent" to the AMF is not ideal. Further considering the involvement of the MME, an IE like PCO is not preferred.
While expanding and adding to some other MM (EMM or 5GMM) IE might be considered, e.g. Classmark (and Classmark is quite a good match as the Classmark IE carries the characteristics of the mobile equipment), we should bear in mind that this CAA-level UAV ID is in part a characteristics of an equipment that is more than a UE – in a simplified way, the UAV can be viewed as a UE plus other unique aerial features (such as e.g a pilot's identification, drone's weight class
). 
Furthermore, while the CAA-level UAV ID is a unique identification, it is not a 3GPP owned identity or identification. The CAA-level UAV ID is, as the name suggest, issued by the Civil Aviation Authorities of a country of the actual piece of flying equipment, i.e by the authorities where the drone is registered to operate in. Also the CAA-level UAV ID, is more than just an identity and can contain routing information, see TS 23.256, subclause 4.4.3, where one can find the following:-
CAA-level UAV ID Routing Information, used by an entity attempting to retrieve the UAV data (e.g. TPAE) to identify and address the appropriate entity where to send the query. This is also used in USS discovery.
Additionally, in considering iv), whilst TS 23.256 is still in development, it is already clear – it is known - that the AMF will be required to transfer a "authorization information payload" (see TS 23.256 definition of " UUAA Aviation Payload ") and also mentioned in subclause 4.3.3 of that TS, the description of the UAV "provides the CAA-Level UAV ID and a UUAA Aviation Payload to 5GS or EPS". In fact the documents referred to in footnote [1], points to even more information between UAV and USS (and vice-versa) but are transparent to the 3GPP system e.g. drone class and weight; pilot's license etc.
Another existing candidate IE to place these UAV related information is the Payload container IE. However, the Payload container IE is not used in EPS and even if it can be introduced to EPS, having the MME look into a payload container to extract the CAA-Level UAV ID might be an unacceptable impact to EPS NAS signalling messages.
Thus in our view, adding to or expanding an existing IE in TS 24.501 to cover CAA-level UAV ID is insufficient and indeed not efficient solution especially as it is obvious other pieces of UAV related information will get exchanged between UAV and USS, for instance aviation-level information (e.g. pilot information, USS operator, etc.) , see also documents referred to in footnote [1]… 
· Observation:
From above analysis, our observation is that reusing/adding to an existing IE is not optimal.


· Observation:
Given that UAV is more than just a UE, where the CAA-level UAV ID is more than just a unique identity not issued by 3GPP but is in part used by 3GPP, a UAV specific information element is more efficient way to go. This is more so given that in time more UAV specific pieces of information will get added to what needs to be exchanged between UAV and USS for which some might or might not be needed inside 3GPP.
3. Conclusion and proposal

Given the above analysis and observations, we conclude the following:-
· Conclusion:
The CAA-level UAV ID is not totally transparent to the 3GPP system. The AMF (and the MME) needs to be aware and processes this piece of information and makes use of it (e.g. determining if UUAA needs to be performed; discovery of USS).

· Conclusion
CAA-level UAV ID is owned, controlled and issued by a country's CAA (Civil Aviation Authorities) and is out of scope of 3GPP although the 5GC and LTE/SAE CN will have to support carrying it over its system – along with other yet-to-be-clearly-defined in TS 23.256 pieces of information. 


· Conclusion
CAA-level UAV ID is more than an identity of the drone (the UAV). It also represents certain UAV characteristics while decoding it can also lead to identifying or associating the USS that is linked to the UAV. Thus the CAA-level UAV ID should be "stand alone" information element and not be within existing MM, GMM, EMM or 5GMM IEs.


· Conclusion
Given that CAA-level UAV ID is a UAV specific characteristics and there will be more UAV specific characteristics in near or more distant future to be exchanged between UAV and USS and that a UAV is more than just a UE, we conclude that given its (i.e UAV) specific nature defining a new IE for UAV specific information element is  more efficient way forward. 


· Conclusion
CAA-level UAV ID should be available in REGISTRATION REQUEST, CONFIGURATION UPDATE COMMAND messages. CAA-level UAV ID should also be available in Session Management messages, but as SA2 is still developing the UUAA procedure for session management and TS 23.256, we conclude to not yet add CAA-level UAV ID to session management messages.
As for EPS, we see that for now, the need to add this piece of information to ATTACH REQUEST and EMM INFORMATION messages.
We thus propose that a new IE be introduced to support the transfer of UAS characteristics between UAV and USS and that the CAA-level UAV ID is one such fields within this new IE, leaving in future expansion of this new IE to cover other pieces of UAV information/fields. For now, we propose that for 5GS, this this new IE be made available in REGISTRATION REQUEST and CONFIGURATION UPDATE COMMAND messages. For EPS, we propose to introduce the new IE to ATTACH REQUEST and EMM INFORMATION for the present. We do not exclude that as TS 23.256 develops, more 5GMM, 5GSM, EMM and ESM messages might have to carry this new IE containing the UAV characteristics.


To those ends, we submitted C1-212081 (CR to 24.501 ) and C1-212082 (CR to 24.301) to CT1#129e.
� For more details, please refer to FAA Remote Identification of Unmanned Aircraft System, � HYPERLINK "https://www.federalregister.gov/documents/2019/12/31/2019-28100/remote-identification-of-unmanned-aircraft-systems" �https://www.federalregister.gov/documents/2019/12/31/2019-28100/remote-identification-of-unmanned-aircraft-systems�; CAAC Regulations on the Management of Flight Dynamic Data of Light and Small Civil UAVs: � HYPERLINK "http://www.caac.gov.cn/XXGK/XXGK/GFXWJ/201911/t20191120_199530.html" �http://www.caac.gov.cn/XXGK/XXGK/GFXWJ/201911/t20191120_199530.html� ; ASTM F3411�19: "Standard Specification for Remote ID and Tracking", � HYPERLINK "https://www.astm.org/Standards/F3411.htm" �https://www.astm.org/Standards/F3411.htm�;  





