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1. Introduction

Based on the discussion in CT1#126e, this paper further attempts to discuss and analyse the solutions of 5GCN-EPC interworking over SM with N26 due to N1/S1 mode capability disabling/enabling based on the current spec status and finally to find solutions as a way forward.
2. Interworking to 5GS over SM with N26 due to UE’s N1 mode capability disabling/enabling
2.1 Problem revisited
As seen in the discussion paper C1-206086, below problem was identified:

Problem #1: PDN connections established after the UE’s N1 mode capability disabled will always be locally released after the inter-system change from 4G to 5G, which breaks the service continuity of single registration mode with N26.

To resolve above problem, a UE based solution was proposed in C1-206086:
Solution #1: The UE initiates a bearer resource modification procedure to include the generated PDU session ID in the (e)PCO IE to enable the network to provide the mapped PDU session contexts for the modified PDN connection to the UE.

Based on the discussion in CT1#126e meeting, the received comments and our views to these comments can be shown in below Table 1:
Table 1. Comments and author’s view

	Comments in summary
	Author’s view

	#1: The "fake" PDU session ID will be allocated by PGW-C+SMF and used inside 5GCN only. Hence the UE based solution requires all the surrounding nodes to change their PDU Session IDs. No procedures in current stage 2 support the change of PDU Session ID.
	· Why the PGW-C+SMF has to allocate such "fake" PDU session ID is mainly due to the PDU session ID is a mandatory IE in the Npcf_SMPolicyControl_Create service operation for the PGW-C+SMF to interact with PCF when interworking with 5GS is supported and a "PGW-C+SMF" is selected for a PDN connection in 4G.
· There is no other usage for such PDU session ID in the PCF and hence there is no any issue for the PGW-C+SMF to not update the PDU session ID to the PCF.

· The PGW-C+SMF will not send such "fake" PDU session ID to other CN nodes than PCF.

	#2: When standalone PGW-C was selected, then UE based solution cannot work. It is more suitable for MME to reject TAU (due to N1 re-enabled) with cc#9 or cc#10 then the UE performs re-attach to new MME and selects combo node.
	· Agree the UE based solution cannot work well in this case and hence this paper provides a Solution #2, UE+CN based solution (see section 2.2) which is also a pure NAS based solution without end-to-end system level change.
· To reject TAU (due to N1 re-enabled) with cc#9 or cc#10 is too fatal in this case as it enforces the UE to locally detach followed by re-attach. All ongoing services has to be aborted and no way to keep service continuity for 5GS interworking. Note that the problem to be resolved is just service continuity broken for 5GS interworking.
· Also, for a UE with multiple PDN connections established in 4G after disabling N1 mode, it could be some PDN connections with combo PGW-C+SMF selected. Then TAU reject (due to N1 re-enabled) with cc#9 or cc#10 will also cause these PDN connections to be released as well. This is overkill.

	#3: If there is change of N1 capability but the PDN connection is not released, the MME needs to re-evaluate its IWK capability, and may result in PGW re-selection.  This will have stage 2 impact.
	· If the combo PGW-C+SMF was selected, then the MME needs not to perform PGW re-selection due to change of UE’s N1 capability.
· If the standalone PGW-C was selected, then please see Solution #2, UE+CN based solution (see section 2.2).

	#4: Since N26 is supported, there could be network-based solution.
	· There is a Solution #2, UE+CN based solution which is also a pure NAS based solution without end-to-end system level change. There are other possible CN based solution discussed and evaluated in section 2.2 as well (see section 2.2).


2.2 Solutions
In order to take both combo PGW-C+SMF selected and standalone PGW-C selected cases, it proposes a UE+CN NAS solution as below. Note that the MME clearly knows whether it is a combo PGW-C+SMF or standalone PGW-C was selected for a PDN connection of a UE.

Solution #2, UE + CN based solution:
1 After completion of TAU procedure triggered by UE’s N1 mode re-enabling, the UE initiates a bearer resource modification procedure to include the generated PDU session ID in the (e)PCO IE of the request message;

2 If the standalone PGW-C was selected for the modified PDN connection:

2.1 As the UE supports N1 mode, the MME initiates an EPS bearer context deactivation procedure with ESM cause #39 (reactivation requested) to disconnect the whole modified PDN connection;
2.2 The UE handles the MME initiated EPS bearer context deactivation procedure with ESM cause #39 as legacy, including the new generated PDU session ID in the (e)PCO IE in the following re-initiated PDN connectivity procedure.
3 If the combo PGW-C+SMF was selected for the PDN connection: the MME handles the UE initiated bearer resource modification procedure as legacy, this enables the network to provide the mapped PDU session contexts for the modified PDN connection to the UE.
As seen in section 2.1, one comment mentioned another pure CN based solution:

Solution #3, TAU reject based solution:
1 Due to UE’s network capability is changed (N1 mode is re-enabled), the UE will trigger a TAU procedure during which the UE will indicate N1 mode is supported.
2 The MME notices there is a standalone PGW was selected for the UE and UE’s N1 mode is re-renabled, the MME rejects TAU request with EMM cause #9 or EMM cause#10 to enforce the UE to re-attach.
3 The UE handles TAU reject with EMM cause #9 or EMM cause#10 as legacy followed by re-establishment of all PDN connections during which inlcudes the allocated PDU session IDs.
There are other pure CN based solutions can be considered together:
Solution #4, MME initiated EPS bearer context deactivation based solution:

1 After completion of TAU procedure triggered by UE’s N1 mode re-enabling, the MME initiates EPS bearer context deactivation procedure for all PDN connections of the UE with ESM cause #39 (reactivation requested).
2 The UE handles the MME initiated EPS bearer context deactivation procedure with ESM cause #39 as legacy, including the new generated PDU session ID in the (e)PCO IE in the following re-initiated PDN connectivity procedure.
Solution #5, MME initiated EPS bearer context modification based solution:

1 After completion of TAU procedure triggered by UE’s N1 mode re-enabling, the MME initiates EPS bearer context modification procedure for all PDN connections of the UE.
2 The UE handles MME initiated EPS bearer context modification procedure as legacy.
Note that in solution #4 and #5, "all PDN connections of the UE" means all PDN connections established after the UE’s N1 mode was disabled.
The evaluation on these five solutions can be summarized in Table 2.
Table 2. Evaluation on five solutions
	Solutions
	Pros.
	Cons.
	Comments

	Solution #1, 
pure UE based soluiton
	· No impact on the CN
· Service continuity can be guaranteed for PDN connections with combo PGW-C+SMF selected for 5GS IWK

· No needs to detach the UE
	· Cannot work when a standalone PGW-C was selected for the modified PDN connection
	Not preferred due to cannot work when a standalone PGW-C was selected for the modified PDN connection

	Solution #2, 
UE + CN based solution
	· Can work in both combo PGW-C+SMF selected and standalone PGW-C selected cases
· Service continuity can be guaranteed for PDN connections with combo PGW-C+SMF selected for 5GS IWK

· No needs to detach the UE
	· Both UE and CN are impacted
	Preferred due to can work in all cases with minimum protocol impacts

	Solution #3, 
TAU reject based solution
	· Can work in both combo PGW-C+SMF selected and standalone PGW-C selected cases
	· Enforce to detach the UE with re-attach

· Service continuity cannot be guaranteed for 5GS IWK
· Overkill for PDN connections with combo PGW-C+SMF selected
	Not preferred due to service continuity cannot be guaranteed for 5GS IWK

	Solution #4, 
MME initiated EPS bearer context deactivation based solution
	· Can work in both combo PGW-C+SMF selected and standalone PGW-C selected cases
	· Service continuity cannot be guaranteed for 5GS IWK

· Overkill for PDN connections with combo PGW-C+SMF selected
· In case of the UE only has PDN connections established after the UE’s N1 mode was disabled, then network initiated detach procedure will be triggered
	Not preferred due to service continuity cannot be guaranteed for 5GS IWK

	Solution #5, 
MME initiated EPS bearer context modification based solution
	· None
	· This solution actually cannot work due to the PDU session ID was allocated by the UE, not the MME. Without PDU session ID, the PGW-C+SMF cannot provide the mapped PDU session contexts for the modified PDN connection to the UE.
	Not preferred due to cannot work in all cases


2.3 Proposal
Based on the discussion and evaluation in section 2.2, we would propose:
Proposal#1: To adopt Solution #2, UE + CN based solution as a way forward.
3. Interworking to EPS over SM with N26 due to UE’s S1 mode capability disabling/enabling
Based on the discussion in CT1#126e meeting, it was commented that the issue in the 5G to 4G direction can be resolved by CN based solution. After further checking related SA2 text, this indeed can be resolved by AMF initiated PDU session modification procedure as per specified in TS 23.502 as below:
"4.11.5.4
UE or Network Requested PDU Session Modification procedure

For PDU Session via 3GPP, the following impacts are applicable to clause 4.3.3.2 (UE or network requested PDU Session Modification (non-roaming and roaming with local breakout)) to support interworking with EPS:

-
Step 1: In addition to the triggers listed in step 1 of clause 4.3.3.2, the procedure may be also triggered by the following event:

-
AMF initiated modification: If the support of EPS Interworking for this PDU Session has changed, e.g. the change of the UE's subscription data (e.g. Core Network Type Restriction to EPS), or change of 5GMM capability (e.g. "S1 mode supported"), the AMF invokes Nsmf_PDUSession_UpdateSMContext update the status of EPS interworking support in the to SMF.
-
Step 3a: This step also applies to AMF initiated modification. For AMF initiated modification, the SMF may determines whether the PDU session supports EPS interworking need be changed. If it need be changed, the SMF invokes Nudm_UECM_Update service operation to add or remove the PGW-C FQDN for S5/S8 interface from the UE context in SMF data stored at the UDM,"
During the AMF initiated PDU session modification procedure, the SMF can allocate the mapped EPS bearer contexts associated with the modified PDU session and send it to the UE.
Observation #5: For interworking to EPS over SM with N26 due to UE’s S1 mode capability disabling/enabling, the issue can be resolved by existing AMF initiated PDU session modification procedure.
4. Conclusion
This paper has discussed and analysed the solutions of 5GCN-EPC interworking over SM with N26 due to N1/S1 mode capability disabling/enabling based on the discussion in CT1#126e.
For interworking to 5GS over SM with N26 due to UE’s N1 mode capability disabling/enabling, based on the discussion, five solutions were discussed and evaluated as given in section 2.2.
Based on the discussion and solutions evaluation, below proposal was provided:

Proposal#1: To adopt Solution #2, UE + CN based solution as a way forward.

The above proposal was captured in CR C1-207352 for TS 24.301 for R17.
