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	Reason for change:
	T3346 may be running for a UE in 5GMM-CONNECTED mode.
For example:
Section 5.4.4.3 specifies:
“Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall stop timer T3346 if running”

Section 5.4.5.3.3 specifies:
“Upon reception of a DL NAS TRANSPORT message, the UE shall stop the timer T3346 if running”

The same behavior is also required for NSSAA and should be added.

	
	

	Summary of change:
	Upon reception of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message, the UE shall stop timer T3346 if running.

	
	

	Consequences if not approved:
	The congestion control timer is kept running contrary to the existing principle which stops the timer upon reception of a DL NAS message. This would not allow sending of a response by the UE.
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***** START CHANGE *****
[bookmark: _Toc36657123]5.4.7.2.1	Network slice-specific EAP message reliable transport procedure initiation
In order to initiate the network slice-specific EAP message reliable transport procedure, the AMF shall create a NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message.
The AMF shall set the EAP message IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message to the EAP-request message which is generated by the AMF or provided by the AAA-S.
The AMF shall set the S-NSSAI IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message to the HPLMN S-NSSAI to which the EAP-request message is related.
The AMF shall send the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message and start timer T3575 per S-NSSAI (see example in figure 5.4.7.1.1).
Upon receipt of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message, the UE shall stop timer T3346 if running. The UE shall pass:
a)	the EAP-request message received in the EAP message IE; and
b)	the HPLMN S-NSSAI in the S-NSSAI IE;
to the upper layers. Apart from this action, the network slice-specific authentication and authorization procedure is transparent to the 5GMM layer of the UE.

***** END CHANGE *****
