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1. Introduction

This document discusses a few topics related to eNS that are described in the following section. For each topic, a way forward is suggested as indicated in the conclusion section.

1. Discussion

1.1 Use of the Service area list during NSSAA (network slice-specific authentication and authorization)

TS 24.501 specifies the use of the Service area list IE during NSSAA as follows:

If the UE indicated the support for network slice-specific authentication and authorization, and:

a)
if the Requested NSSAI IE only includes the S-NSSAIs: 

1)
which are subject to network slice-specific authentication and authorization; and

2)
for which the network slice-specific authentication and authorization procedure has not been initiated;

the AMF shall in the REGISTRATION ACCEPT message include: 

1)
the "NSSAA to be performed" indicator in the 5GS registration result IE set to indicate whether network slice-specific authentication and authorization procedure will be performed by the network; 

2)
pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed; and

3)
the current registration area in the list of "non-allowed tracking areas" in the Service area list IE; or

b)
if the Requested NSSAI IE includes one or more S-NSSAIs subject to network slice-specific authentication and authorization, the AMF shall in the REGISTRATION ACCEPT message include:

1)
the allowed NSSAI containing the S-NSSAIs or the mapped S-NSSAIs which are not subject to network slice-specific authentication and authorization or for which the network slice-specific authentication and authorization has been successfully performed; and

2)
pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed, if any.

If the UE indicated the support for network slice-specific authentication and authorization, and if:

a)
the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are present in the subscribed S-NSSAIs; and 
b)
all of the S-NSSAIs in the subscribed S-NSSAIs are subject to network slice-specific authentication and authorization;

the AMF shall in the REGISTRATION ACCEPT message include: 

a)
the "NSSAA to be performed" indicator in the 5GS registration result IE to indicate whether network slice-specific authentication and authorization procedure will be performed by the network;

b)
pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed; and
c)   the current registration area in the list of "non-allowed tracking areas" in the Service area list IE.
Observation 1: when the AMF cannot provide an allowed NSSAI to the UE, due to the need to perform NSSAA, the AMF includes the current registration area in the list of “non-allowed tracking areas” in the Service are list IE.

As it is known, NSSAA is access independent i.e. for the slices that are subject to NSSAA the network will run the procedure regardless of the whether the registration procedure is performed on the 3GPP access or the non-3GPP access. However, service area restriction and hence the use of the Service area list IE is not applicable to the non-3GPP access as stated in section 5.3.5.1 of TS 24.501:

Service area restrictions are applicable only to 3GPP access and to wireline access.

Observation 2: NSSAA is access independent. However, the use of the Service area list IE during NSSAA introduces access dependency with the 3GPP access and would not work for registrations over non-3GPP access.
Based on the above, the use of the Service area list IE is not suitable as it does not apply to the non-3GPP access. Therefore a different - access independent - solution would be required.

Before looking at the specifics of an alternative solution, the motivation behind using the service area restriction should be understood. The following can be concluded about the use of the Service area list IE and specifically, as indicated above, setting the registration area in the list of “non-allowed tracking area” in this IE:

· The IE is used when no allowed NSSAI can be provided to the UE (see observation 1)

· The UE follows the service area restrictions as defined in 5.3.5.2. The outcome is that basically the UE which is in 5GMM-CONNECTED mode (as NSSAA will be initiated) will not be able to initiate any 5GSM procedure except for emergency services, etc.
Observation 3: the use of the Service area list IE as indicated above (i.e. during NSSAA) seems to be mainly to block all 5GSM requests from the UE.
Given the observations above, any alternative solution that replaces the use of the Service area list IE (so that there is no dependency on the access type over which the UE is registering) should achieve the same results i.e. block 5GSM requests except e.g. for emergency services, etc.
Proposal 1: an access independent solution should be used instead of the Service area list IE. Furthermore, it should result in the UE not initiating any 5GSM procedure except if the procedure is for emergency services, etc.

Looking at the current solution in its entirety, when an allowed NSSAI cannot be sent to the UE due to NSSAA, the AMF returns the following in the Registration Accept message:

a) the "NSSAA to be performed" indicator in the 5GS registration result IE,

b) the pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed, and

c) the current registration area in the list of "non-allowed tracking areas" in the Service area list IE.

If the Service area list IE is not to be used, the question then becomes: what can be used instead of this IE?

Possible options:

· Option 1: use a different indication instead of the IE e.g. a new bit in the 5GS registration result IE to indicate that services are not allowed, or
· Option 2: the existing "NSSAA to be performed" indicator in the 5GS registration result IE, the receipt of a pending NSSAI, and the lack of an allowed NSSAI are used by the UE to determine that services are not allowed.
Looking at both options, there seems to be no strong reason to define yet another indication to the UE as per option 1. The other existing indications (i.e. in option 2) are sufficient and can be used by the UE to determine that services are not allowed as described earlier. Moreover, this option (i.e. option 2) is access independent and works regardless of the access type over which the UE is performing the registration procedure.
Observation 4: not only does the use of the Service area list IE make NSSAA access specific, its use does not seem to be necessary. The same outcome can be achieved with the other current indications that are provided to the UE (i.e. "NSSAA to be performed" indicator, pending NSSAI, and the lack of an allowed NSSAI).
Proposal 2: the Service area list IE should not be used during NSSAA. Instead, reception of the "NSSAA to be performed" indicator, pending NSSAI, and the lack of an allowed NSSAI should be used by the UE to determine that no 5GSM request should be sent except for emergency services, etc.

The next question would then be that how would the UE resume its normal services? 

After NSSAA completes, the AMF will provide the UE with an allowed NSSAI if NSSAA succeeds for at least one S-NSSAI. Therefore, at the UE side, reception of an allowed NSSAI can be used to resume normal services. Of course if NSSAA fails for all S-NSSAIs, then the network will deregister the UE.

Note that section 5.15.5.2.1 of TS 23.501 specifies that after NSSAA completes and the UE is provided with an allowed NSSAI, then:

The AMF shall remove the mobility restriction if the Tracking Areas of the Registration Area were previously assigned as a Non-Allowed Area due to pending Network Slice-Specific Authentication and Authorization
However, by not using the Service area list IE, the above need not be performed as providing the UE an allowed NSSAI would remove the restriction regarding 5GSM requests.
Proposal 3: the reception of an allowed NSSAI should remove restrictions on initiating 5GSM requests by the UE.
1.2 Re-initiation of NSSAA 

As it is already known, the AMF at any time may decide to re-initiate NSSAA for all or some of the S-NSSAIs that are in the UE’s allowed NSSAI. One question that needs to be discussed is whether or not, during re-initiation of NSSAA, the UE would be allowed to initiate 5GSM requests for these S-NSSAIs?
There may be S-NSSAIs for which the UE has not yet established a PDU session. If these S-NSSAIs are subject to a re-run of NSSAA, then should the UE be allowed to initiate say PDU session establishment procedure when the outcome of the NSSAA is not yet known?

If the NSSAA fails for such an S-NSSAI, then allowing the UE to send a 5GSM request for the S-NSSAI that is undergoing NSSAA would lead to unnecessary signalling in the system.

To avoid this unnecessary signalling, these S-NSSAIs can be indicated as pending NSSAI and sent to the UE with the Configuration Update Command message. While NSSAA is ongoing, the UE should not initiate a 5GSM procedure for an S-NSSAI that is in the pending NSSAI. The network eventually updates the UE with what is allowed based on the result of NSSAA.

This is somehow related to the initial registration case i.e. if the UE, for the S-NSSAIs that are subject to NSSAA, cannot use S-NSSAIs that are in the pending NSSAI during initial registration, then why should the UE be allowed to use S-NSSAIs for which NSSAA will be re-initiated?

Proposal 4: CT1 should discuss if the UE would be allowed to initiate 5GSM procedures for S-NSSAIs that are subject to re-initiation of NSSAA.

1. Conclusion
This document has discussed two main aspects that are related with eNS.

The first aspect is about cases for which the network cannot send an allowed NSSAI to the UE due to pending NSSAA. The following observations and proposals are made.

Observation 1: when the AMF cannot provide an allowed NSSAI to the UE, due to the need to perform NSSAA, the AMF includes the current registration area in the list of “non-allowed tracking areas” in the Service are list IE.

Observation 2: NSSAA is access independent. However, the use of the Service area list IE during NSSAA introduces access dependency with the 3GPP access and would not work for registrations over non-3GPP access.

Observation 3: the use of the Service area list IE as indicated above (i.e. during NSSAA) seems to be mainly to block all 5GSM requests from the UE.

Proposal 1: an access independent solution should be used instead of the Service area list IE. Furthermore, it should result in the UE not initiating any 5GSM procedure except if the procedure is for emergency services, etc.

Observation 4: not only does the use of the Service area list IE make NSSAA access specific, its use does not seem to be necessary. The same outcome can be achieved with the other current indications that are provided to the UE (i.e. "NSSAA to be performed" indicator, pending NSSAI, and the lack of an allowed NSSAI).

Proposal 2: the Service area list IE should not be used during NSSAA. Instead, reception of the "NSSAA to be performed" indicator, pending NSSAI, and the lack of an allowed NSSAI should be used by the UE to determine that no 5GSM request should be sent except for emergency services, etc.

Proposal 3: the reception of an allowed NSSAI should remove restrictions on initiating 5GSM requests by the UE.

Proposal 4: CT1 should discuss if the UE would be allowed to initiate 5GSM procedures for S-NSSAIs that are subject to re-initiation of NSSAA.

C1-200602 implements proposals 1-3.

Associated with proposal 4 is C1-200604 which adds an editor’s note regarding whether the UE is allowed to send 5GSM messages for S-NSSAIs that are subject to re-initiation of NSSAA. Based on the discussions, the CR can be revised accordingly.

