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	Reason for change:
	For the Network slice-specific authentication and authorization procedure, the AMF initiates the procedure for "HPLMN S-NSSAI" according to the stage 2 and also to the clause 5.4.7.1 of TS 24.501. However it is not clear the definition of the HPLMN S-NSSAI in TS 24.501. Therefore, the HPLMN S-NSSAI can be interpreted in various ways as below.

1. SST and SD of the serving PLMN
2. Mapped HPLMN SST and mapped HPLMN SD for HPLMN of the associated with the serving PLMN
3. SST and SD of the serving PLMN and mapped HPLMN SST and mapped HPLMN SD of the associated with the serving PLMN

Since the AMF sets the S-NSSAI IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message to the HPLMN S-NSSAI, the correct interpretation is 2, so this needs to be clarified.



	
	

	Summary of change:
	When the AMF sets up HPLMN S-NSSAI to S-NSSAI IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message, what value to set has been explictly stated in this specification as below.

The HPLMN S-NSSAI is the S-NSSAI of the HPLMN. If the UE is in the VPLMN, the AMF sets HPLMN S-NSSAI, which is mapped HPLMN SST and mapped HPLMN SD (if available), to S-NSSAI IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message.


	
	

	Consequences if not approved:
	The incorrect UE behavior can be happened when the UE forwards wrong HPLMN S-NSSAI value to the upper layer.
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[bookmark: _Toc20232700][bookmark: _Toc27746761]***** First change *****
[bookmark: _Toc533172070][bookmark: _Toc27746762]5.4.7.1	General
The purpose of the network slice-specific authentication and authorization procedure is to enable the authentication, authorization and accounting server (AAA-S) to (re-)authenticate or (re-)authorize the upper layers of the UE.
[bookmark: _GoBack]The network slice-specific authentication and authorization procedure can be invoked for a UE supporting network slice-specific authentication and authorization procedure and for a HPLMN S-NSSAI (see subclause 5.15.10 in 3GPP TS 23.501 [8] and subclause 4.2.9.2 of 3GPP TS 23.502 [9]). If the UE is in the VPLMN, the AMF shall include the mapped HPLMN SST value in the SST field and the mapped HPLMN SD value in the SD field of the S-NSSAI IE in the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message.
The network (re-)authenticates the UE using the EAP as specified in IETF RFC 3748 [34].
EAP has defined four types of EAP messages:
a)	an EAP-request message;
b)	an EAP-response message;
c)	an EAP-success message; and
d)	an EAP-failure message.
The EAP-request message is transported from the network to the UE using the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message of the network slice-specific EAP message reliable transport procedure.
The EAP-response message to the EAP-request message is transported from the UE to the network using the NETWORK SLICE-SPECIFIC SESSION AUTHENTICATION COMPLETE message of the network slice-specific EAP message reliable transport procedure.
If the (re-)authentication of the UE completes successfully or unsuccessfully, the EAP-success message or the EAP-failure message, respectively, is transported from the network to the UE using the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message of the network slice-specific result message transport procedure.
There can be several rounds of exchange of an EAP-request message and a related EAP-response message for the AAA-S to complete the (re-)authentication and (re-)authorization of the request for an S-NSSAI (see example in figure 5.4.7.1.1).
The AMF shall set the authenticator retransmission timer specified in subclause 4.3 of IETF RFC 3748 [34] to infinite value.


***** End change *****

