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Executive Summary

The summary section provides a brief overview of the purpose, scope, and contents of the Working Text. 

1 Purpose and Scope
1.1 Purpose
The advent of 5G is seen by many operators as a once in a generation opportunity to converge their networks. Their motives for convergence are varied but include:

· Offer their customers a seamless, access-independent service experience

· Enable multi-access connectivity

· Streamlining the set of network functions required to operate their network

· Achieving common technology, on-boarding, training and services between fixed and mobile divisions

· Enabling common subscriber management

· Extending the reach of their core networks

· Extending the service offering of their fixed access

This is in addition to the new service capabilities enabled by the 5G Core (5GC). 

However, the required network transformation is significant, demands substantial investment and needs to be performed “in service”.

Broadband Forum has been working in cooperation with 3GPP to define how fixed access to the 5G core will operate. The key concerns raised by operators and embodied in the work is that:

1. The fact that no two operators will have the same starting point in the journey to 5G,

2. The need to eliminate as many dependencies in the process as possible so that transformation steps can be implemented without requiring coordination.

3. The need for deployment flexibility in how 5G components is introduced into the network.

What follows is a high-level guide to network architects/planners as to the value and applicability of the transformation toolkit.

1.2 Scope

This Document describes the 5G FMC architecture. This document is a companion of BBF specification TR-456 ‘AGF Functional Requirements’ and BBF work in progress document WT-458 ‘CUPS for AGF’.

IPTV multicast and wholesale deployment scenario are out of scope for the current Issue of this document and will be covered in a later revision. 
2 References and Terminology 
2.1 Conventions

In this Working Text, several words are used to signify the requirements of the specification. These words are always capitalized. More information can be found be in IETF RFC 2119.
	MUST
	This word, or the term “REQUIRED”, means that the definition is an absolute requirement of the specification.

	MUST NOT
	This phrase means that the definition is an absolute prohibition of the specification.

	SHOULD
	This word, or the term “RECOMMENDED”, means that there could exist valid reasons in particular circumstances to ignore this item, but the full implications need to be understood and carefully weighed before choosing a different course.

	SHOULD NOT
	This phrase, or the phrase "NOT RECOMMENDED" means that there could exist valid reasons in particular circumstances when the particular behavior is acceptable or even useful, but the full implications need to be understood and the case carefully weighed before implementing any behavior described with this label.

	MAY
	This word, or the term “OPTIONAL”, means that this item is one of an allowed set of alternatives. An implementation that does not include this option MUST be prepared to inter-operate with another implementation that does include the option.


2.2 References

The following references are of relevance to this Working Text. At the time of publication, the editions indicated were valid. All references are subject to revision; users of this Working Text are therefore encouraged to investigate the possibility of applying the most recent edition of the references listed below. 
A list of currently valid Broadband Forum Technical Reports is published at 
www.broadband-forum.org.

	Document
	Title
	Source
	Year

	[1] TR-069 Amendment 6
	CPE WAN Management Protocol
	BBF
	2018

	[2] TR-369 Amendment1
	User Service Platform (USP) Protocol
	BBF
	2020

	[3] TR-101 Issue2

	Migration to Ethernet-Based Broadband Aggregation

	BBF

	2011


	[4] TR-181 Issue 2 Amendment 14
	Device Data Model for TR-069
	BBF
	2020

	[5] TR-124 Issue 6
	Functional Requirements for Broadband Residential Gateway Devices
	BBF
	2020

	[6] TR-131
	ACS Northbound Interface Requirements
	BBF
	2015

	[7] TR-177 corrigendum1


	IPv6 in the context of TR-101
	BBF
	2017


	[8] TR-178 Issue2


	Multi-service Broadband Network Architecture and Nodal Requirements

	BBF


	2017



	[9] TR-456
	AGF functional requirements
	BBF
	2020

	[10] WT-458
	CUPS for AGF
	BBF
	2020

	[11] TR-459
	CUPS for disaggregated BNG
	BBF
	2020

	[12] 3GPP TS 24.501

	Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage3

	3GPP
	For R16


	[13]  3GPP TS 38.413

	NG-RAN; NG Application Protocol (NGAP)


	3GPP


	For R16


	[14]  3GPP TS 29.413

	Application of the NG Application Protocol (NGAP) to non-3GPP access


	3GPP


	For R16


	[15]  3GPP TS 29.281  

	General Packet Radio System (GPRS) Tunneling Protocol User Plane (GTPv1-U)


	3GPP


	For R16


	[16]  3GPP TS 23.316

	Wireless and wireline convergence access support for the 5G System

	3GPP


	For R16


	[17]  3GPP TS 23.003

	Numbering, addressing and identification

	3GPP


	For R16


	[18]  3GPP TS 33.510


	Security architecture and procedures for 5G system

	3GPP


	For R16


	[19]  3GPP TS 23.501


	System architecture for the 5G System (5GS)
	3GPP


	For R16


	[20]  3GPP TS 23.502
	Procedures for the 5G System (5GS)
	3GPP
	For R16

	[21]  3GPP TS 23.503
	Policy and charging control framework for the 5G System (5GS); Stage 2
	3GPP
	For R16

	[22]  IETF Internet draft draft-allan-5g-fmc-encapsulation
	“The 5G FMC User Plane Encapsulation”, IETF Internet draft, draft-allan-5g-fmc-encapsulation, July 2019
	IETF
	2019


2.3 Definitions 
The following terminology is used throughout this Working Text.
	Access Network (AN)
	A network used by a subscriber device to access a service edge, typically IP edge, i.e. BRAS, BNG, P-GW, 5G core.

	
	

	Wireline Access Network
	Access network conforming with TR-101/TR-178, that can be for example optical fiber, electrical cable, or fixed wireless connection. The egress interface of a wireline access network is either V or (N2, N3).



	Wireless Access Network
	Access Network whose physical media or channel is air, e.g. Cellular, Wi-Fi radio techniques, e.g. egress interface of a 4G cellular access network is S1.

· Cellular Wireless AN

· Wi-Fi Wireline AN

Distinguish RG as UE and RG as relay UE for Wi-Fi.



	Hybrid Access
	Access that utilize both wireline access network and wireless access networks. From the perspective of RG, 5G-RG or UE, this can either be exclusive or simultaneous access. RGs can be seen as UE or/and as acting as relay for UE for Wi-Fi connection.

	
	

	Wireline 5G Access Network (W-5GAN)
	This is a wireline AN that can connect to a 5G core via the AGF. The egress interfaces of a W-5GAN form the border between access and core. They are N2 for the control plane and N3 for the user plane.



	5G Access Network (5GAN)
	This comprises 5G radio ANs (NG RANs) and 5G wireline ANs connecting to a 5G core.


	Access Gateway function (AGF)
	A function connecting a wireline AN to the 5G core.


	AGF-CP
	The control plane of the AGF is in charge of the mediation between the AN control plane and N2.


	AGF-UP
	The user plane of the AGF is in charge of the mediation between the AN user plane and N3.


	5G-RG
	An RG acting as UE with regards to the 5G core. It holds a secure element and exchanges NAS signaling with the 5G core.



	FN-RG
	An RG not supporting 5G NAS. The FN-RG is a RG specified by TR-124i5.


	N1
	Reference point between UE and the AMF

	N2
	Reference point between W-5GAN and the AMF. On the W-5GAN side, the termination point is the AGF-CP

	N3
	Reference point between W-5GAN and the UPF. On the W-5GAN side, the termination point is the AGF-UP

	Definitions of 3GPP concepts: The following definitions summarize 3GPP definitions.  In case of inconsistency between the text in the following and 3GPP definition (please refer to the referenced documents in section 2.2), the 3GPP definition takes precedence.



	5G Access Network (5GAN)

	This comprises 5G radio ANs (RANs) and 5G wireline ANs connecting to a 5G core.

	5G System (5GS)
	A system consisting of 5G Access Network (AN), 5G Core Network and UE.


	Network Instance
	Information identifying a domain. Used by the UPF for traffic detection and routing (definition from 3GPP TS 23.501 [19]).  


	Network Slice
	A logical network that provides specific network capabilities and network characteristics (definition from 3GPP TS 23.501 [19]).


	Network Slice Instance
	A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice (definition from 3GPP TS 23.501 [19]).


	NSI ID
	An identifier for a Network Slice instance. The NSI ID is defined in 3GPP TS 23.501 [19].


	Network Slice Selection Assistance Information (NSSAI)
	The NSSAI is a collection of S-NSSAIs. An NSSAI may be a Configured NSSAI, a Requested NSSAI or an Allowed NSSAI. There can be at most eight S-NSSAIs in Allowed and Requested NSSAIs sent in signaling messages between the UE and the Network. The NSSAI is defined in 3GPP TS 23.501 [19].


	NSSP (Network Slice Selection Policy)
	It contains the mapping from target traffic (identified by an application Id or by a 5 Tuple) to the S-NSSAI’(s) that a UE may use for this traffic. It is provided by the PCF to the UE and stored in the UE. The set of S-NSSAI in NSSP corresponds to the set of S-NSSAI in the subscriber information in the network database.

	
	

	Allowed NSSAI
	NSSAI provided by the serving PLMN network during e.g. a registration procedure, indicating the S-NSSAIs value that the UE could use in the serving PLMN of the current registration area. The Allowed NSSAI is defined in 3GPP TS 23.501 [19]. 



	Configured NSSAI
	An NSSAI that has been provisioned in the 5G-RG applicable to one or more PLMN (the Configured NSSAI is defined in 3GPP TS 23.501 [19]).   

	
	

	Requested NSSAI
	NSSAI provided by the UE to the Serving PLMN during registration. The Requested NSSAI is defined in 3GPP TS 23.501 [19].



	Subscribed S-NSSAI
	S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN.  The Subscribed NSSAI is defined in 3GPP TS 23.501 [19] and the format of S-NSSAI is defined in 3GPP TS 23.003 [18].



	PDU session
	Temporal association between the UE and a Data Network that provides a PDU connectivity service. A session can be IP, Eth or unstructured.


	Access & Mobility Function (AMF)
	The AMF is a 5GC-CP function that terminates N1, the control interface with UEs, and N2, the control interface with access networks. It is responsible for mobility & access related functions. It acts as the security anchor point for a given UE. At PDU session establishment, it selects the SMF corresponding to the requested slice and targeted DN, and relays session related messages to this SMF.

	Session Management Function (SMF)
	The SMF is a 5GC control plane function.
Its main functionalities:

· establishing

· modifying and releasing sessions

· maintaining tunnel(s) between UPF and access network

· UPF control and selection

· address allocation

· policy and QoS enforcement, including traffic usage report control

5GC-UP: The 5GC user plane is a chain of UPFs.


	User Plane Function (UPF)
	The UPFs provide the following functions:

· PDU session point of interconnection to Data network

· packet routing & forwarding

· packet inspection and UP part of Policy rule enforcement

· uplink classifier to support routing traffic flows to a data network

· branching point to support multi-homed PDU session

· QoS handling for UP, e.g. packet filtering, gating, UL/DL rate enforcement, transport level packet marking

· Lawful intercept

· Traffic Usage Reporting


	Policy Control Function (PCF)
	The PCF supports a unified policy framework to govern network behavior and provides policy rules to CP function(s) to enforce them. It utilizes subscription information relevant for policy decisions stored in a UDR.


	User Data Management (UDM)
	The UDM has two parts, the application front end (FE) and the User Data Repository (UDR).
The data stored in the UDR is accessed via FE and includes::

· User subscription data, including identifiers, security credentials, access and mobility related and session related data

· Policy data


	Authentication Server Function (AUSF)

	The AUSF supports the authentication server functionalities as defined in 3GPP.


	5G-S-Temporary Mobile Subscriber Identity (5G-S-TMSI)

	The 5G-GUTI provides an unambiguous but temporary identification of the UE that does not reveal the UE or the user's permanent identity in the 5G System (5GS). The 5G-S-TMSI is a shortened form of the 5G-GUTI that only contains the identifier of the AMF within a region of a PLMN (<AMF Set ID><AMF Pointer>) and the temporary identifier of the UE <5G-TMSI>.

	Globally Unique AMF Identifier (GUAMI)
	The GUAMI uniquely identify an AMF. It is defined in 3GPP TS 23.501 [19] and the format of GUAMI is defined in 3GPP TS 23.003 [18].


2.4 Abbreviations
This Working Text uses the following abbreviations:

	5G-RG
	Routing gateway with 5G NAS

	AAA
	Authentication, Authorization and Accounting

	ACS
	Auto-Configuration Server (TR-069)

	AGF
	Access Gateway Function

	AMF
	Access and Mobility Management Function

	AN
	Access Node

	API
	Application Programming Interface

	AUSF
	Authentication Server Function

	BBF
	Broadband Forum

	BPCF
	Broadband Policy Control Function

	BNG
	Broadband Network Gateway

	BRG
	Bridged RG

	CPE
	Customer Premises Equipment

	DC
	Data Center

	DHCP
	Dynamic Host Configuration Protocol

	DM
	Data Model

	DN
	Data network

	FAP
	Femtocell Access Point

	FN-RG
	Fixed Routing Gateway without NAS

	FTTdp
	Fiber To The Distribution Point

	GW
	Gateway

	LSL
	Logical Subscriber Link

	MSBN
	Multi-Service Broadband Network

	MS-BNG
	Multi-Service BNG

	NAS
	Non Access Stratum

	NAT
NEF
	Network Address Translation
Network Exposure Function

	NERG
	Network Enhanced Residential Gateway

	NFV
	Network Function Virtualization

	NFVI
	NFV Infrastructure

	OAM
	Operations, Administration and Management

	OSS
	Operations Support Systems

	PCF
	Policy Control Function

	PCRF
	Policy and Charging Rules Function

	PON
	Passive Optical Networking

	(R)AN
	(Radio) Access Network

	RG
	Residential Gateway

	SDN
	Software-Defined Networking

	SMB
	Small/Medium Business

	SMF
	Session Management Function

	STB
	Set Top Box

	UDM
UDR
	Unified Data Management
User Data Repository

	UE
	User Equipment

	UPF
	User plane Function

	USP
	User Services Platform

	VBG
	Virtual Business Gateway

	vBNG
	Virtual BNG

	vG
	Virtual Gateway

	5GC
	5G Core Network




3 High Level Architecture

3.1 Deployment Scenarios 

The BBF work on 5G Fixed Mobile Convergence enables several scenarios to support different network environments, starting points and priorities. 

The Figure 1 represents six scenarios, with different cases in terms of Residential Gateway (RG) type, access network and interfacing model with the 5G Core. As part of these scenarios, devices supporting 3GPP procedures (UE), connected to the RG via the WiFi in the LAN and/or over the NG-RAN, may also access the 5G core network. 

The architecture supports two classes of CPE type: fixed network RGs (FN-RGs) which are existing and deployed equipment that does not support 3GPP procedures, and 5G-RGs which have been enhanced to support the 5G control plane and communicate with the 5G-Core directly. 5G-RGs can have wireline only, wireless only (Fixed wireless access) or both types of WAN interface.

The architecture includes a network function for adapting wireline access onto the 5G-Core, the Access Gateway Function (AGF), described in section 3.5, and specified in TR-456.


[image: image1]
Figure 1: The Different deployment scenarios possible from wireline RG to a 5G core
1. Fixed Wireless Access (5G-RG) – The 5G-RG is connected over the NG-RAN or LTE-RAN. EPC-5GC interworking is used if the RAN is LTE based.

2. Multi-access (5G-RG) - The 5G-RG is connected over both the wireline access network (direct mode) and the NG or LTE RANs. The 5G-RG may be connected over one of the accesses at once (active-standby) or may use both accesses in "steering" (flow-based load spreading) or "splitting" (per packet based load spreading).

3. Integration in Direct Mode (5G-RG)– The RG is connected over the wireline access network. An Access Gateway Function (AGF) mediates between the wireline access network (aggregated at layer 2) and the 5G core network, based on N2 and N3 interfaces. The 5G-RG is able to register directly with the 5G core network based on N1 interface. For this reason, the AGF is said to integrate the session in “direct mode”.

4. Integration in Adaptive Mode (FN-RG) – Similar to (2), the RG is connected over the wireline access network and the AGF mediates layer 2 traffic with the 5G core network based on N2 and N3 interfaces. However, FN-RG does not support N1, so the AGF acts as end point of N1 on behalf of the FN-RG. The AGF is said to integrate the session in “adaptive mode”.

5. Interworking (FN-RG) – The session is managed by a BNG. Services that are based on 5G core network are passed to the 5G core via a Fixed Mobile Interworking Function (FMIF). The FMIF supports N2 and N3 interfaces to the 5G core network. Since the FN-RG does not support N1, the FMIF acts as end point of N1 on behalf of the FN-RG.
6. Coexistence (FN-RG) - This is not a converged session model, as these sessions are not part of the 5G core network. However, coexistence is required to allow services that are not supported by the 5G core network to be available in a converged service provider network. Coexisting subscriber sessions are managed by the BNG or specialized platforms for voice or IPTV. When the wireline access network is shared between converged sessions (models (2), (3), (4)) and coexisting sessions, the AGF may need to be aware of the coexisting sessions, in order to offer an accurate traffic management in the wireline access network.

Embodied in the work of Broadband Forum is a triad of core concepts that address these concerns head-on. 

With the toolkit described in this document, the road to 5G becomes roadblock free. An operator deploying 5G FMC performs a series of steps:

· Deploy the 5G core and services

· Populate UDM with line ID based identifiers for the subscribers to be transitioned and subscription information for the 5GC instantiation of their wireline service profile

· Deploy the preferred interworking solution. This can be any combination of standalone AGF (either integrated into the access or connected via the access), or BNG integrated AGF.

· As 5G-RGs are rolled out, the 5G Core Unified Data Management and Authentication Server Function are updated to include the 5G-RG UICC credentials.

· Customers may self-install the upgraded CPE at their leisure, and back out the install if any issues arise.

The roads to 5G convergence are made easy by the architectural choices embodied in the Fixed Mobile Convergence work. These have been made specifically to address key challenges in the process identified by the operator community, and to enable a variety of deployment and transformation options. At the same time the impacts to the 5G-Core itself were minimized consistent with a true convergence approach. 

The BBF is close to completing a set of specifications documenting functional requirements that embodies the toolkit and the associated concerns of operators seeking to transform their networks and facilitate a smooth migration to 5G. Those are ‘AGF requirements’ TR-456 [9], ‘CUPS for AGF’ BBF work in progress document WT-458 [10], RG specifications for a 5G RG [5] and the object model for remote management of 5G RG via TR-069/TR-369 [4].

3.2 Fixed wireless access
For many operators, 5G is the next logical evolution for their existing fixed wireless access solution.  It is also of interest to many operators that have limited last mile access through fiber and copper and are interested in using fixed wireless access to broaden their offer and reach to end-customers.  Moreover, operators have shown great interest in Fixed Wireless Access as an enterprise business critical solution and as a disaster recovery mechanism. It provides a backup plan when broadband wireline access fails or is disrupted.   For disaster scenario specifically, delivering wireless CPEs in devastated zones might be faster and more economical in the short-term, before other medium-term recovery schemes could be thought off.
In this scenario, the 5G core network is used to provide fixed broadband services. The residential gateway is a fixed wireless device accessing the wireless access network.

In this architecture, the BNG can be used as an option to provide both SMF and UPF functions which is an investment protection on both existing and future BNG deployment.

Traditional broadband network gateway (BNG) and mobile core both deliver IP services to the end user.  However, the services provided, and the protocols used for service delivery are quite different.  For example, IPTV multicast historically is not a service offered over wireless.  To address these issues and offered the same wireline broadband service over 5G wireless, BBF has, in close collaboration with 3GPP, defined the 5G based Fixed Wireless Access solution within 3GPP Release 16.   The BBF defined FWA architecture provides the following key broadband service offered on wireline today including:
· High Speed Internet Service

· VoIP

· IPTV through IP multicast

A 5G-RG is connected to the 5GC utilizing 3GPP RAN as illustrated in Figure 2.  The broadband services offered by a 5G-RG over wireless compared to wireline have minor differences covered in the sections below.
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Figure 2: a 5G-RG for FWA offering wireline services and connecting to 5GC through RAN
3.2.1 Authentication and IP Address Assignment Procedures
The 5G-RG follows the authentication procedure documented in 3GPP 23.502 section 4.2.2  

Equivalent to wireline IP address and/or prefix request, the 5G-RG will perform a session management request for at least one PDU session detailly documented in 3GPP 23.502 section 4.3.  Each PDU session can support up to one IPv4, one IPv6 WAN address and one IPv6 LAN prefix.  

3.2.2 5G-RG Security

In case of FWA compared to wireline, the NSSAI might not be sent during the initial registration procedure depending on security and privacy requirements.  Please refer to 3GPP 23.501 section 12.15.

3.2.3 IPTV multicast specificities for FWA
IPTV services are provided through STB which are connected to the 5G-RG.  The 5G-RG can reutilize an existing PDU session or a dedicated PDU session for IPTV.  Compared to wireline access, the UPF for FWA is the only network element that can replicate multicast packets.  

The call flow procedure is as follow:
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Step 1:
5G-RG performs registration and session management procedure as specified in 3GPP TS 23.502.

Step 2: The IPTV STB request for IP address and/or prefix from the 5G-RG

Step 3: The IPTV STB performs additional registration process

Step 4: End user performs a channel request, and the STB performs an IGMP/MLD request to the 5GC.

Step 5: If there are multiple STBs, the 5G-RG can perform IGMP/MLD proxy/snooping functions.  The 5G-RG MUST proxy the IGMP/MLD request to utilize the source IP of the 5G-RG.  In the case of IPv4, the PDU session assigned IPv4 address and in the case of IPv6 the link local address of the WAN interface.  The 5GC will then send at most a single (S,G) multicast group to the 5G-RG.  The 5G-RG is expected to be the replicator to replicate the multicast (S,G) for multiple STB requesting the same (S,G).  


In the case where 5G-RG does not perform proxy but rather bridges IGMP/MLD requests from the STB.  Each STB would require its own separate PDU session.  The 5GC in this case might be required to replicate the (S,G) within the same PDU session.

Step 6:
The 5GC will then send multicast traffic to the 5G-RG per (S,G) request.  In the case where the 5G-RG requested for the (S,G) N times, the 5GC is expected to send the same (S,G) N times.
3.2.4 5G FWA QoS and filter policies
Overall, 3GPP QoS described TS 23.501 is not an exact match of wireline QoS described in TR-178.  In wireline, it is possible to guarantee a minimum bandwidth per application (IP flow) and at the same time allow any application to utilize remaining bandwidth up to the maximum bandwidth allocated for the subscription.   For wireless, it is not possible to reserve a minimum bandwidth per application qualified as non GBR within a single PDU session (typically data traffic).  It is possible to separate each application into individual PDU session and rate limit each by session-AMBR but deployments usually consider “access to Internet” as one application.  In addition, wireless does not provide an aggregate subscription rate, the subscription rate is the sum of all MFBR (all GBR flows) and UE-AMBR (all non GBR flows) where it is not possible for MFBR to utilize unused UE-AMBR bandwidth or vice versa.   However, MFBR which typically only includes voice service occupies a very small percentage of the overall subscription (limited by UE-AMBR).  
Therefore, the UE-AMBR would be the best representation of the overall subscription bandwidth.  

In conclusion, the engineering practices for FWA need to be adapted to offer the same QoE as for traditional wireline services.

3.3 Co-existence

Coexistence is the requirement to support adapting fixed broadband traffic to the 5GC on platforms deployed behind access nodes (coexistence at Layer 2) or Broadband Network Gateways (coexistence at Layer 3) such that the access network could be shared by multiple actors.  This did not preclude integrating this functionality into access nodes, but there are several motivations for the coexistence options:

1. It could reuse Layer 2 wholesale arrangements in use today

2. It would play into regulatory environments where fair access to the subscribers was required. An example would be local loop unbundling (LLU)

3. The addressable market would be maximized if a fork lift of the access network was not required.

4. Services delivered side by side with Internet and corporate access such as access node delivered linear IPTV could be left in place during the transition to 5G, or re-engineered for 5GC according to operator’s business imperative and investment timetable.

There are a few consequences to the co-existence requirement. 

The AGF may be deployed as a platform connected to the FN-RGs and 5G-RGs transiting an existing and unmodified Layer 2 aggregation network. This adds specific requirements to the protocol design:

1. Part of the signaling protocol exchange needed to be recognized by access nodes such that they would insert additional metadata in the exchange for consumption by the network. This included the line ID for the specific subscriber, and could include details of the DSL line physical characteristics  (the objective was to automate leveraging existing practice as much as possible and avoid requiring additional datafill in operational systems).

2. An AGF deployed connected to the aggregation network would not have direct visibility of DSL or PON failures. Hence additional procedures would be required such that an AGF would have knowledge of the availability of connectivity to the CPE.

3. Many access nodes implement enhanced QoS, security features, and other proprietary “value-adds” that operators depend upon. The design of the User Plane encapsulation for 5G needs to be recognized by deployed equipment such that these dependencies in service design were not disrupted.

This does not preclude vendors integrating AGF functionality into DSLAMs and OLTs. Broadband Forum’s work on Control User Plane Separation (CUPS) for FMC will facilitate this class of implementation as access equipment only needs to implement the user plane functionality. Coexistence simply means 5G FMC can be retrofitted to existing deployments.

Some operators offer VLAN delineated services to the home with voice on one VLAN, video on another, internet access on a third. The coexistence model provides carriers with this class of operation to choose what services they migrate to 5GC and when. The option of simply treating some services as a cash cow with a “best before” date is also an option and they can be maintained in parallel with 5G migration.
3.4 Hybrid Access

Hybrid access refers to a scenario where 5G-RG connects to 5GC via both 3GPP access and non-3GPP access simultaneously. It can not only increase the bandwidth that 5GC provides by distributing traffic across the two access networks, but it also enables session and service continuity when 5G-RG is out of the coverage area of one of the two access networks. Figure 3 shows the architecture of hybrid access for 5G-RG. This section includes both the support of Single-access PDU session and Multi-access PDU session for Hybrid Access. 
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Figure 3: High level view of Hybrid Access for 5G-RG

(a) a single-access PDU Session that provides PDU Connectivity Service which can use only a single access at a given time, i.e. either 3GPP access or Wireline access;
(b) a Multi-access PDU Session that provides PDU Connectivity Service which can use one access at time or simultaneously both 3GPP access and non-3GPP access. In this latter case the PDU session is simultaneously associated with two independent N3/N9 tunnels between the PDU Session Anchor (i.e. the UPF where PDU session is terminated and connected to DN via N6 interface) and RAN/AGF.
The MA PDU session requires the support of the associated ATSSS (Access Traffic Steering, Switching, Splitting) features in the 5G-RG, UPF, SMF and PCF. This section intends to provide an highlight of the MA PDU and ATSSS feature while for detailed specification refers to 3GPP TS 23.316 [16] clause 4.12, TS 23.501 [12] clause 5.32, TS 23.502 [20] clause 4.22 and TS 23.503 [21] clause 6.1.3.20, clause 6.2.2.7 and clause 6.3.

The MA PDU session and ATSSS feature enables to add and to remove dynamically one of the two accesses and when both are present to steer, to switch and to split the traffic within a single MA PDU session between the 2 accesses. The steering mode supported are:

· Active-Standby: It is used to steer the Data Flow traffic from the Active access to the Standby access when Active access becomes unavailable. 
· Smallest Delay: It is used to steer the Data Flow traffic to the access that is determined to have the smallest Round-Trip Time (RTT). The measurements may be obtained by the UE and UPF to determine the RTT over 3GPP access and over non-3GPP access via specific 3GPP measurement protocol.
· Load-Balancing: It is used to split a Data Flow traffic across both accesses based on a defined percentage (e.g. X% on 3GPP and 100-X% on Non-3GPP Access). if one access becomes unavailable, all traffic is switched to the other available access.

· Priority-based: It is used to steer all the traffic of a Data Flow the high priority access, until this access is determined to be congested. 

Figure Y from TS23.501 represents the ATSSS architecture enabling the MA PDU session support, The ATSSS feature makes use of MPTCP protocol for TCP traffic and ATSSS-LL (ATSSS Low Layer) functionality defined by 3GPP for all kind of traffic, such as UDP, Ethernet and TCP traffic. 

The PCF send ATSSS policy to SMF. The SMF generates the ATSSS rules which are send to 5G-RG via NAS to control the ATSSS function in 5G-RG. The 5G-RG steers, switches and splits the traffic matching the traffic descriptors filter included in the ATSSS rules. The SMF generates N4 rules which are send to UPF to steer, switch and split the traffic in downlink toward the appropriate N3 GTP tunnel interface. 

The whether to use ATSSS capability and which of the ATSSS capability is used is decided by PCF at establishment of MA PDU session based on the UE capability provided to the network, the UPF capability available. However, the following requirements applies to UE, i.e. 5G-RG, and UPF:

· the ATSSS-LL functionality is mandatory, the for MA PDU Session of type Ethernet.
· If the MPTCP functionality is not supported, the ATSSS-LL functionality is mandatory for an MA PDU Session of type IP. 
· If the MPTCP functionality is supported, the ATSSS-LL functionality with Active-Standby Steering Mode is mandatory for an MA PDU Session of type IP to support non-MPTCP traffic. 

However, the implementation in UE and UPF may support all operation modes. The UE always indicates all supported operation modes. 
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Figure 4: Architecture for ATSSS support (from 3GPP TS 23.401 Figure 4.2.10-1 where UE has been replaced by 5G-RG)
It should be noted that the Single Access PDU session enables to move all PDU sessions from different access, e.g. from 3GPP to Non-3GPP, by the 5G-RG based handover procedures triggered by 5G-RG decision defined in TR-456 [9] and TS 23.316 [16], in a behavior equivalent to the Active-Standby or Priority-made steering mode. However, the for single access PDU session the whole PDU is moved while for MA PDU in Priority-mode only part of traffic may be moved.

The AGF is not impact by support of MA PDU since its component on the single access is seeing and not management different from a PDU session running on single access.
3.5 Integration: Architecture for Wireline Access with a Converged 5G Core Network

[image: image6]
Figure 5: Architectural view of AGF, with control and user plane split, connecting 5G-RGs and FN-RGs to the 5G core through wireline only access networks
Figure 5 pictures a FN-RG and a 5G-RG connected to the 5G core through the Access Gateway Function, AGF. W-5GAN comprises of wireline access nodes and an adaption function for 5G convergence, i.e. the AGF. The AGF may be split into control plane, AGF-CP, and user plane, AGF-UP. The control plane and user plane separation of the AGF is specified in WT-458.

The converged 5G core network is used to deliver both functions traditionally offered by the wireline core network as well as potential new 5G services. 

The egress interfaces of a W-5GAN form the border between access and core. They are the N1 and N2 interfaces for the control plane and N3 interface for the user plane. These are defined in 3GPP documents [12],[13],[14] and [15].

In this figure, there is no NG-RAN connecting the 5G-RG, which is only connected via wireline access. However, it is possible that a 5G-RG would use a NG-RAN as well to connect to the 5G core. The user devices (i.e. UE, PC, and STB) access to the 5G Core Network through the 5G-RG or the FN-RG and W-5GAN. 

N1 is supported by 5G-RGs and carried over the W-5GAN. For a FN-RG, the AGF supports a N1 interface and generate the NAS signaling to the AMF. 

The AGF requirements and behavior is described in TR-456.
On the ingress interface on the AGF, the V reference point as defined in [8] and modified as per document TR-456 [9], connects the wireline access nodes to the AGF. 
3.5.1 Inventory of functions and relevant specifications
The following Figure 6 illustrates the set of functions and interfaces that realizes the use cases targeted by the BBF and 3GPP Rel-16 FMC work.
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Figure 6: Architectural overview of 5G FMC showing different functions
The functions (listed in alphabetical order) are:

5G-RG
5G Residential Gateway. A 5G-RG is an RG that has been augmented with 5G capabilities in the form of QoS handling, a NAS stack, and possibly additional capabilities such as multi access (ATSSS) and support for devices using 3GPP procedures at the premises (TNAP).  The 5G-RG is specified in BBF TR-124 issue 6.

5GC
5G Core. The 5G Core hosts all of the non-access functions of the 5G-System. The documents TS 23.501, TS 23.502 and TS 23.503 provides a stage 2 description of the 5G System.

ACS
Autoconfiguration Server. An auto configuration server provides management of FN-RG and 5G-RG devices using the BBF TR-069/369 exchange. BBF TR-069 and TR-369 are where the ACS is specified. BBF TR-181 provides the data models.

AGF
Access Gateway Function.  The AGF supports both 5G-RGs (direct mode) and as a proxy NAS end point mapping of FN-RG IP sessions to 5G PDU sessions. The AGF is specified in BBF WT-456.  The AGF can be separated into the control (AGF-C) and user plane (AGF-U) components. The interface between the two is specified in BBF WT-458.

AMF
Access and Mobility Management Function. The functionality of the AMF is described in detail in clause 6.2.1 in 3GPP TS 23.501. Some of the functionalities offered by the AMF include registration, connection, reachability management etc. 
ATSSS
Access Traffic Steering Switching Splitting. The support for ATSSS mechanism is described in detail in clause 5.32 in 3GPP TS 23.501. This feature can be supported over any type of access network and enables a multi-access (MA) PDU connectivity service. The PCF may take ATSSS policy decisions during MA PDU sessions, QoS supported, etc.

BNG
Broadband Network Gateway. A legacy wireline access IP edge. First specified in BBF TR-101, it has accreted additional functionality in BBF TR’s 177, 178, 187, etc
DN
Data Network. This network function is described in section 4.2.2 in 3GPP TS 23.501 and consists of operator services, internet access or 3rd party services.

ES
End system. A networked device in the home supported by the FN or 5G-RG that does not use 3GPP procedures. 

FMIF
Fixed Mobile Interworking Function. A function that interworks subscriber traffic received from the BBF A10 interface and adapts it onto the 5G Core. It is specified in BBF WT-457.

FN-RG
Fixed Network Residential Gateway. A legacy residential gateway that connects the home LAN to the WAN. Residential gateways come in a variety of configurations and capabilities. An FN-RG is specified a supporting a combination of device profiles specified in BBF TR-124.

N3IWF
Non-3GPP access Interworking Function. The functionality of the N3IWF is described in detail in clause 6.2.9 in 3GPP TS 23.501. Some of the functionalities offered by the N3IWF include support of IPsec tunnel establishment with UE, termination of N2 and N3 interfaces to 5GC control and user plane, handling of N2 signaling from SMF, etc.

RAN
Radio Access Network. An access network comprising of NG-RAN and/or non-3GPP AN connecting to the 5G core network as per clause 3.1 in 3GPP TS 23.501.

SMF
Session Management Function. The functionality of the SMF is described in detail in clause 6.2.2 in 3GPP TS 23.501. Some of the functionalities offered by the SMF include session management, UE IP address allocation and management, DHCPv4 and DHCPv6 functions, responding to ARP requests, selection and control of UP function, etc.
TNAP
Trusted Network Access Point. The TNAP provides the 5G-RG end of support for devices using 3GPP procedures in the home and trusted access to the 5GC. TNAP procedures are described in TS 23.502 clause 4.12a.

TNGF
Trusted Network Gateway Function. The TNGF provides the network end of support for devices using 3GPP procedures in the home and trusted access to the 5GC. The TNGF is described in 3GPP TS 23.501 clause 6.2.9A, and procedures described in TS 23.502 clause 4.12a.

UE 
User Equipment. A networked device in the home that uses 3GPP procedures.

UPF
User plane function. The functionality of the UPF is described in detail in clause 6.2.3 in 3GPP TS 23.501. Some of the functionalities offered by the UPF include allocation of UE IP address in response to SMF request, external PDU session point of interconnect to DN, user plane policy rule enforcement, transport level marking in UL and DL, etc.
The set of interfaces relevant to this set of functions are:
A10
The A10 is a BBF reference point for an IP handoff between a BBF specified network and the WAN. It may support a number of technologies such as MPLS, L2TP, Ethernet, TDM etc. Given the variety of potential interfaces in the industry, it has not been formally specified. The most thorough description available is in TR-178 [8] and TR-459 [11]
N1
Reference point between UE and the AMF, as in 3GPP TS 23.501 section 4.2.7.

N2
Reference point between the (R)AN and the AMF as in 3GPP TS 23.501 clause 4.2.7.

N3
Reference point between (R)AN and the UPF as in 3GPP TS 23.501 clause 4.2.7.

N4
Reference point between the SMF and the UPF as in 3GPP TS 23.501 clause 4.2.7.

N6
Reference point between the UPF and a data network as in 3GPP TS 23.501 clause 4.2.7.

Nwu
Tunneled interface between a UE and an N3IWF described in clause 4.2.8.3 of 3GPP 23.501.

Ta
Tunneled interface between a TNAP and a TNGF described in clause 4.2.8.3 in 3GPP TS 23.501. 

Uu
Radio interface between UTRAN and UE as per 3GPP TS 21.905. In general, refers to the radio interface between the UE and gNodeB

U/Y4
The U/Y4 (BBF/3GPP) interface is the interface between a wireline access network and a 5G-RG. The Ethernet aspects are specified in BBF TR-101 and TR-178. The 5G aspects are specified in WT-456.

U/Y5
The U/Y5 (BBF/3GPP) interface is the interface between a wireline access network and an FN-RG. The Ethernet and IP aspects are specified in BBF TR-101, 177, 178 and 187.


V/Y4
The V/Y4(BBF/3GPP) interface is the interface between an AGF and a wireline access network supporting a 5G-RG. The Ethernet aspects are specified in BBF TR-101 and TR-178. The 5G aspects are specified in WT-456.

V/Y5
The V/Y5 (BBF/3GPP) interface is the interface between an AGF and a wireline access network supporting an FN-RG. The Ethernet and IP aspects are specified in BBF TR-101, 177, 178 and 187.

3.5.2 Control and User Plane Separation

AGF Control and User Plane Separation (CUPS) is described in BBF work in progress document WT-458 ‘CUPS for AGF’ [10]. AGF CUPS is a possible deployment option. AGF-CP is referring to AGF control plane and AGF-UP is referring to AGF user plane.

BBF WT-458 defines the AGF CUPS solution and architecture utilizing the PFCP protocol.  PFCP is also used in BBF specification for dis-aggregated BNG TR-459 [11].  PFCP is specified by 3GPP, details are covered in TS 29.244.  

BBF is using the extensibility mechanism of PFCP, defining new PFCP information elements for AGF in BBF work in progress document WT-458. 

3.5.3 Migration to Wireline and Wireless Converged use of 5GC 

The decision was made to support FN-RGs and provide the capability to perform incremental deployment of 5G-RGs and the possibility to back out a CPE change. This capability, termed “migration”, resulted in additional protocol design requirements. Primarily some of the 5G signaling exchange needed to be recognized by access nodes so that the meta data would be inserted. This meant at some level it employed protocol elements in common with legacy FN-RGs, but the exchange could also be identified as either legacy session establishment or 5G registration by the AGF. Similarly, a 5G-RG would be able to detect if it was connected to a BNG or an AGF and behave accordingly to provide service. In particular, if the 5G-RG detects it faces a BNG instead of an AGF, it reverts back to functioning as an FN-RG.

The design decision was made to address interworking by specifying a proxy UE signaling termination in the AGF acting on behalf of legacy RGs. This produced a legacy support model the minimized the impacts on the 5G core. When an FN-RG was known to be attached to a particular DSL or PON port the AGF would act on behalf of the FN-RG to set up the required service connectivity in response to subscription information in the 5GC User Data Management repository and then map the 5G connectivity to the legacy IP sessions. The one change made to the 5GC was to modify authentication to permit the line ID to act as a trusted identifier so that a rack of credentials co-located with the AGF would not be required. The mode of operation and onboarding would not be perfectly aligned with credentials based 5G subscription management but would leverage the architecture with a minimum of impact and simplify the configuration of subscription information at the start of deployment.

Ultimately the set of approaches to transition reflected the fact that different operators would have different starting points, and different business cycles from that of the mobile broadband business.

3.5.4 Overview of 5G-RG Procedures
A 5G-RG is an RG that has been augmented with a control plane which can interact directly with the 5GC. It is referred to as Non-Access Stratum (NAS) communication.  NAS implements common channel signaling that performs life cycle management for all user plane sessions (known as PDU sessions). A PDU session implements connectivity to the core network at the granularity of a session per data network per slice. As such an RG has a separate IP interface for each PDU session.  The operator rationale for multiple PDU sessions is described elsewhere in this document. Subscription information, connectivity policies (known as UE Route Selection Policy (URSP)) are all disseminated via NAS.  The NAS is authenticated, ciphered and integrity protected. 
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Figure 7: 5G-RG Control Connectivity
NAS communication is between the 5G-RG and an Access Management Function (AMF) in the 5G Core. The connectivity is achieved via the AGF which simply relays NAS PDUs between the 5G_RG and the AMF. This is known as the N1 interface. The AMF also communicates directly with the AGF over the N2 interface to control the network side of PDU session life cycle management. Finally, there is a control path for access stratum (AS) information between the AGF and the 5G-RG for the exchange of access specific subscription and PDU session configuration. The set of procedures for registration and PDU session life cycle management are described in WT-456 5G-RG procedures. 

CP and UP Connectivity

A 5G-RG is connected to an AGF via a VLAN delineated ethernet circuit that is used for both NAS and AS signaling and 5FE encapsulated PDU sessions. It is also possible to have an IPoE based PDU session multiplexed with the 5FE sessions in the same VLAN, as well as additional VLAN delineated IPoE based sessions. VLAN delineated IPoE sessions are a capability provided to support content delivery, and do not (for example) communicate QFI or RQI information to the 5G-RG. 

The VLAN ID used for signaling and 5FE based sessions is known apriori by the 5G-RG either by local configuration or defaulting to an untagged or priority tagged UNI.
Registration Process

Registration of a 5G-RG is a pre-requisite to PDU Session lifecycle management. Registration is the process of authentication of and establishment of a signaling path between a 5G-RG and the 5G Core. 

The registration process occurs in a series of phases

· PPPoE session initiation

· Link configuration

· Authentication

· Establishment of NAS ciphering

· Establishment of the VSNP NAS and AS connection

· A check of the 5G-RG’s permanent equipment identifier (PEI)

· Registration complete

Registration and Connection States

The separation of registration and connection state is an artifact of mobility management in the radio access world.  As a bit of background, user equipment (UE) can be continuously registered for service with the network but is only intermittently connected, which assists in both network scale and UE battery life. The location of a registered UE is tracked at a coarse granularity by the network using low level exchange; broadcast of tracking area identifiers by the network which allows a UE to determine when it has changed tracking areas and update its coarse location information with the network. When the network needs to communicate with UE that is not connected; for the purposes of an incoming call, notification or emergency broadcast, it pages the UE within the last known tracking area, upon receipt of which, the UE will then connect to the network.

For wireline access, location tracking and paging are not relevant concepts, hence the use of registration and connection state has been slightly modified. Whereas for a UE, not being connected is a normal artifact of fault free operation, for a registered wireline attached 5G-RG, not being connected corresponds to a fault condition.

When a 5G-RG loses connectivity with the network, the process in wireline is that both the 5G-RG and the network start a de-registration timer. Loss of connectivity is detected by the AGF via the use of LCP echo for supervision of the connectivity to the 5G-RG. The AGF will report the loss to the AMF. The AGF is directed to drop session state by the AMF, however session state is retained deeper in the network. If the de-registration timer expires, then the 5G-RG is de-registered from the network, all session state is flushed, and the 5G-RG needs to re-register and re-establish the required PDU sessions when connectivity is restored. If connectivity is restored prior to the timer expiring, the 5G-RG issues a service request in order to resume the existing PDU sessions.

TR-069/369 Support

In the legacy wireline world, an FN-RG has a single session to the serving network, the ACS is hosted in and reachable via that network, and the configuration applies to the session.

For 5G, the TR-069/369 ([1],[2]) configuration received from an ACS would be applicable for connectivity to all data networks and slices, and access to an ACS would only be via a single PDU session. This may be a dedicated PDU session or a shared PDU session that provides access to other services. This imposes an additional step in establishing ACS connectivity, as the 5G-RG needs to know in which DNN the ACS can be found.

The result is that, during the registration time, the 5G-RG receives an indication of the DNN and S-NSSAI to use to reach the network hosting the ACS, and at session establishment time, it can require via PCO or via DHCP the particulars on reaching the server once connected to the DNN.

PDU Session Life Cycle Management

The establishment of a PDU session is initiated by the 5G-RG. This is in response to the subscription information received from the AMF at registration time.

At a high level, the session is requested, the network is configured, the access is configured, and setup is confirmed.

The 5G-RG requests session establishment via the NAS channel. The AGF will communicate access specific configuration to the 5G-RG via an AS message. This will include the identifiers (5FE session ID or VLAN ID) to use in the user plane to identify the session, and the valid QFI values for the session, including the default value, and whether the information mapping QFI to DSCP/PCP marking that overrides the previous configuration is included.

Upon completion of the network aspects of session setup and communication of the access specific session parameters to the 5G-RG, a confirmation is sent to the 5G-RG via a NAS message.

At any point during the session lifetime, a 5G-RG may modify the session or release the session. The network may also release the session, this is typically in response to business issues such as non-payment.

QoS Handling

QoS for 5G is achieved with the well understood techniques of diffserv packet marking and where appropriate shaping. 5G QoS is identified by a QoS Flow Identifier (QFI).

QFI is the 3GPP identification of a 5G QoS profile. QFI is locally mapped to packet marking and in the case of a guaranteed bit rate service, to a profile for shaping. QFI and the reflective QOS indicator (RQI) is encoded in the user plane in the 5FE encapsulation.  When the 5FE is not used (raw VLAN session delineation and the IPoE protocol suite), QFI and RQI information is not communicated to the 5G-RG, and the default session QFI is used for all upstream packet marking. When a session is 5FE encapsulated the default QFI is normal the RQI provides a selective override of the default QFI in the upstream direction.  When an 5G encounters a downstream packet with RQI indicated it is being directed to use the same QFI in the upstream direction for the same 5 tuple and installs the appropriate filters in the upstream direction to achieve this.

5G Behavior and Fall Back

A 5G capable RG implements 5G procedures and is identified as a 5G-RG mode of operation. A 5G capable RG typically also implements a non-5G set of capabilities (identified as FN-RG capabilities) allowing it to support a non-5G mode of operation (identified as an FN-RG mode of operation in BBF WWC specifications). Therefore, a 5G capable RG can be deployed in advance of deployment of a reachable AGF and 5G Core and may obtain service from existing BNGs.

LCP is used to negotiate whether the PPPoE session is used for 5G procedures or a legacy IP session. A 5G capable RG that has an LCP request for 5G control channel connectivity rejected (indicating lack of 5G support) and implements FN-RG capabilities will be able to fall back to the FN-RG mode of operation.  More detail is provided in annex “NAS and AS Transport and Information Elements” in WT-456 [9].

3.5.5 Policies co-ordination between ACS and PCF
The Figure 8  below represents the architectural view of 5G RGs and FN-RGs connecting to the 5GC through an AGF, and adding the ACS, PCF, NEF, UDR and OSS elements.
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Figure 8: Interaction of ACS with PCF through the OSS

A 5G-RG behaves as a regular 3GPP UE (User Equipment, as a smartphone) i.e. it is able to exchange NAS/N1 signaling with the 5GC including:

· NAS RM/CM to register to and establish a signaling connectivity with the 5GC

· NAS SM to establish / modify /release data connectivity capabilities via the 5GC (called PDU Sessions)

· 5G-RG receiving URSP (UE Route Selection Policy) policies from the 5GC PCF (Policy Control Function) (via the AMF);

URSP are defined in 3GPP TS 23.503 § 6.6.2 and in 3GPP TS 24.526

The 3GPP N1/NAS for the FN-RG, which is not 5G capable, is terminated on AGF: AGF exchange NAS/N1 signaling with the 5GC on behalf of the FN-RG(s) they serve. This includes:

· NAS RM/CM to register to and establish a signaling connectivity with the 5GC

· NAS SM to establish / modify /release data connectivity capabilities via the 5GC (called PDU Sessions)

· AGF receiving URSP policies from the 5GC PCF (Policy Control Function) (via the AMF);

From the perspective of the 5GC both the 5G-RG and the FN-RG are UE; the 5GC PCF determines and sends corresponding URSP policies to the 5G-RG or to the AGF in case of FN-RGs.

The PCF gets policy related subscription information about a UE (or a RG) from the UDR; Current definition of this policy information is in 3GPP TS 23.503;
Moreover, in wireline, an auto-configuration server, ACS, using either CWMP (CPE WAN Management Protocol) protocol (BBF TR-069 latest issue [1]) or USP (User Services platform) protocol (TR-369, latest issue [2]), configures RG deployed in the customer premises by Wireline operators. Both 5G-RG and FN-RG receive policies from the wireline ACS. The 5G-RG and FN-RG use the User plane to exchange information with the ACS, possibly via an IP management address.

Requirements for the Northbound interface of the ACS are described in TR-131 (ACS Northbound interface requirements [6]). This northbound interface connects an ACS to an OSS (Operational Support System). 

For the 3GPP systems, it is the Network Exposure Function (NEF) that would connect to the OSS, and then communicate the URSP to the UDR, and then further to the PCF.

The co-ordination of the policies in the PCF (wireless) and the ACS (wireline) should happen at the OSS level. 
The potential policy related co-ordination between ACS and PCF policies may correspond to following sets of policy information – the below are examples:
· Mapping from applications (e.g. internet / IMS Voice / IPTV) to data sessions: Data sessions relate to (DNN, slice identifier S-NSSAI) in 5GC, while they relate to the VLAN used on the access in the Wireline access. A priori the mapping from applications (e.g. internet / IMS Voice / IPTV) to data sessions is configured once on the terminal.

· URSP policies mapping traffic multiplexing identifiers (e.g. S-tags) over the V interface to 5GC PDU session level parameters (DNN, S-NSSAI) 
Note: the study of the AGF being a TR-069 client for the FN-RG configuration and management is not considered here and is FFS.

Mapping from applications (e.g. internet / IMS Voice / IPTV) to data sessions 

In 5GC, the PCF provides the UE with URSP rules that contain a mapping from traffic filters to PDU Session parameters (DNN, S-NSSAI) where traffic filters may correspond to an application Id (+OS Id, currently OS Id may correspond to Android or IOS) or to traffic related filters (e.g. IP “5 Tuple”).

TR-181 object model [4] defines policies sent by an ACS that can associate an application (e.g. internet / IMS Voice / IPTV) with a L2 header (e.g. VLAN) to be used by the RG.

When there is only one IP session, additional configuration for mapping IP sessions to VLANs by the ACS to the RG is not required.

In the case of multiple VLANs between the FN-RG and the AGF, ACS rules control how the RG sends upstream traffic and DHCP requests on VLAN corresponding to the target application (as defined in TR-181 object model). 

Irrespective of the number of IP sessions supported for an FN-RG, when the AGF handles DHCP requests received from the RG, the AGF needs a mapping from VLAN parameters (Port, VLAN) to PDU Session parameters (DNN, S-NSSAI) to be used in PDU Session requests sent to the 5GC. 
Coherency is required between “application to VLAN” mapping defined in ACS and VLAN to (DNN, S-NSSAI) mapping used by the AGF, because improper configuration may lead to service deployment issues. To ensure this coherency, the 5GC supports an API that can be used to configure the mapping between VLAN used on the V (wireline) interface of the AGF and PDU session subscription parameters (e.g. (DNN, S-NSSAI)).

The OSS:

1. May configure the ACS with the mapping ‘application to a VLAN’ used on the wireline access, as defined in TR-181 object models.

2. May configure the 5GC subscription data with the List of subscribed PDU sessions (DNN, S-NSSAI) of the corresponding 5GC user with for each subscribed PDU sessions the corresponding VLAN used on the wireline access.

4 Use Cases and Deployment Scenarios
Architecturally a 5G core supporting Fixed Mobile Convergence offers a wide variety of access methods. The principal concepts driving this flexibility are:

· Single (wireline only) or multiple (wireline and wireless) access technologies.

· Single or multiple IP sessions (PDU).) per subscriber.

· Steering of traffic between access technologies (ATSSS)

· Backwards compatibility with legacy gateways (FN-RG)

· Sessions may be modified by either 5G-RG or 5G Core at any time.

4.1 Use Cases

The following combinations are possible WWC use cases:

	
	Single Access Network
	Multiple Access Networks

	FN-RG compatibility
	(
	(

	ATSSS
	(
	(

	Multiple PDU sessions
	(
	(


The use cases below largely concentrate on multiple PDU sessions since a single PDU session represents the trivial case.

In addition, WWC supports 5G UEs behind the RG (for example, 5G smartphone connected in Wi-Fi to the RG). The specifics vary depending if it is a 5G-RG or an FN-RG.

4.1.1 FN-RG connected to a 5G core

What: 

Backward compatibility support for existing customer equipment. The sum of AGF 5G core will provide BNG equivalent functionality such that any existing residential gateway may connect to a 5G core without RG modification.

Why:

An operator may offer convergent services with a 5G core to customers provided with 5G-RGs and, simultaneously, use the same core to continue to serve legacy customers equipped with FN-RG. This allows the flexibility of supporting both customers supplied equipment (5G-RG and FN-RG) and removing the dependency of a 5G-RG on the 5G core rollout.

How: 

1) The FN-RG establishes either a PPPoE or IPoE session using the procedures detailed in TR-456 10.1

2) The AGF operating in adaptive mode communicates with the 5G core on behalf of the FN-RG. In particular N1 interface is initiated on the AGF.

3) IP addresses are provided to the RG as part of the PPPoE or IPoE session establishment.

4) All the 5G features are supported only between the AGF and 5G core. Between the FN-RG and the AGF, only features described in TR-101 are supported. As a consequence, not all 5G core benefits are available in this use case (in particular, no multi PDU support over a single L2 access (V)  interface and no multi-access/ ATSSS).

5) The AAA functions are executed by 5GC and not by the legacy fixed network AAA platform.

6) Even if not all the 5G features are exploitable by a FN-RG, it might be possible to make convergence on the service platforms (e.g. IMS, gaming application servers, and so on). 

4.1.2 5G-RG using a single access network and a single PDU session

What:

Simplest implementation of a residential gateway using 5G NAS and session transport. The access network may be fixed or cellular. (a.k.a fixed wireless access).

Why:

When 5G NAS is used, the 5G-RG has access to 5G policy, QoS and the ability to modify sessions without loss of service. Furthermore, operators gain the ability to detect connection loss, modify RG behaviour mid-session and set access policy.

How:
1) The 5G-RG registers to the 5G core using the procedures detailed in TR-456 10.2.1

2) The 5G-RG receives policy information via URSP

3) The 5G-RG creates a PDU session using the procedures detailed in TR-456 10.2.2

4) The 5G-RG using the newly established PDU requests IP allocation using DHCP and/or DHCPv6

4.1.3 5G-RG using multiple access networks and multiple PDU sessions

What:

A more complex example of a residential gateway using 5G NAS and session transport with a choice of access networks and establishing multiple PDU sessions.

Why:

Using policy (URSP), an operator may specify which access network it prefers a 5G-RG to use. Multiple PDU sessions allows an operator to access to different data networks or different services, as well as to segregate traffic for security or QoS purposes. Different PDUs can be terminated in different 5G core instances.

How:
1) The 5G-RG registers to the 5G core using the procedures detailed in TR-456 10.2.1 separately on all access networks

2) The 5G-RG receives policy information via URSP – this information includes the mapping between flows and PDU sessions.

3) The 5G-RG creates a each PDU session using the procedures detailed in TR-456 10.2.2 choosing the preferred access network from the URSP rules.

4) The 5G-RG using the newly established PDU requests IP allocation using DHCP and/or DHCPv6

5) All the 5G features are supported between the 5G-RG and 5G core.Additional PDU sessions are established by repeating steps 3 and 4.

4.1.4 5G-RG using multiple access networks and multiple PDU sessions with failover

What:

A more complex example of a residential gateway using 5G NAS and session transport with a choice of access networks and establishing multiple PDU sessions. Upon failure of one access network, the PDU may be transferred to a new access network.

Why:

Using policy (URSP), an operator may specify which access network it prefers a 5G-RG to use. Multiple PDU sessions allows an operator to segregate traffic for security or QoS purposes. Resilience is added by the ability to transfer a PDU to another network mid-session.

How:
1) The 5G-RG registers to the 5G core using the procedures detailed in TR-456 10.2.1 separately on all access networks

2) The 5G-RG receives policy information via URSP

3) The 5G-RG creates a PDU session using the procedures detailed in TR-456 10.2.2 choosing the preferred access network from the URSP rules.

4) The 5G-RG using the newly established PDU requests IP allocation using DHCP and/or DHCPv6

5) Additional PDU sessions are established by repeating steps 3 and 4.

6) The 5G-RG detects a loss of connectivity on the current access network.

7) The 5G-RG modifies the PDU to use the other registered access network

4.1.5 5G-RG using multiple access networks and  multi-Access PDU sessions using ATSSS

What:

A complex example showcasing all the features a 5G-RG is capable of. In addition to multiple access networks and multi access PDU session, ATSSS allows traffic to be seamlessly steered, switched and split across multiple access networks.

Why:

Failover provides operators network resilience. ATSSS takes that concept further and allows the traffic to be split over multiple networks controlled by operator policy. 

How:
1) The 5G-RG registers to the 5G core using the procedures detailed in TR-456 10.2.1 separately on all access networks

2) The 5G-RG receives policy information via URSP

3) The 5G-RG creates a PDU session using the procedures detailed in TR-456 10.2.2 choosing the preferred access network from the URSP rules.

4) The 5G-RG using the newly established PDU requests IP allocation using DHCP and/or DHCPv6

5) Additional PDU sessions are established by repeating steps 3 and 4.

6) ATSSS rules are applied to the PDU sessions and access networks to permit steering, switching and splitting.

7) The 5G-RG detects a loss of connectivity on the current access network.

8) ATSSS seamlessly switches the traffic to an alternate access network.

4.1.6 5G capable UE behind FN-RG or 5G-RG
3GPP UE behind 5G-RG accesses to 5G Core network over Non-3GPP access network, the 3GPP UE is assumed 5G capable, as a premise, 5G-RG as UE has registered and authenticated to 5GC through W-5GAN which generates N2 and N3 connections. For 5G-RG can support EAP-based authentication, the network of W-5GAN can be considered as a Trusted Non-3GPP Access Network (TNAN) for 5G capable UE, in this case, 5G-RG can be considered as a Trusted Non-3GPP Access Point (TNAP), through discovering and connecting a Trusted Non-3GPP Gateway Function (TNGF) which uses NAS and PDU procedures to converge to the 5G Core network. 
When the 5G capable UE initiates connection with TNGF, the 5G-RG can be triggered to find the right PSA/UPF to set up PDU session to bear the control and user plane transport from 5GC-capable UE. About the right PSA/UPF selection, considering the connection between PSA/UPF and TNGF is N6 interface, the TNGF can be acted as a “Destination Network (DN)” for the 5G-RG.  the "DN" (i.e., TNGF) can be stored in SMF as a specified information used for PSA/UPF selection and re-selection, local operator policies can also be considered to be the parameters for PSA/UPF selection. After the registration of 5G capable UE to 5G Core network, the NAS signaling and PDU messages of 5G capable UE are transported over 5G-RG PDU session to PSA/UPF. The architecture figure can be shown as below in Figure 9.
A “5GC capable UE device behind an RG (either 5G-RG or FN-RG)” can access to 5GC services by connecting via WiFi to an RG and exploiting an IP PDU connection that this RG has set with the 5GC. 

Through this PDU session, the UE accesses to the 5GC via a N3IWF or via a TNGF. 
A single RG PDU session can be used to serve multiple UEs behind the RG. 

Please refer to section 4.10 of 3GPP TS23.316 [16] for further details.

[image: image10]
Figure 9: 5G UE behind a 5G RG
4.2 Multiple PDU sessions examples

Looking at a PDU session in abstract, it can be seen as a logical circuit between a 5G-RG and a UPF guaranteed bit rates and QoS rules. This leads to applications requiring:

· Separate IP or Ethernet sessions

· Preferential data paths within the operator’s network through the use of dedicated UPF instances such as VoIP, streaming media

· Traffic separation for security.

· Guaranteed bit rates for a given application

4.2.1 VoIP

Operators providing a ‘carrier grade’ VoIP solution require a reliable solution capable of supporting emergency calls. A dedicated PDU for VoIP would provide the following benefits:

· Restricts access to operators’ customers only

· Guaranteed bit rates are supported at a per service level allowing multi line services

· Network path can go directly from UPF to voice platform simplifying network architecture

· Operator can specify application specific QoS rules

4.2.2 Device Management (TR-069/TR-369)

Security is of paramount concern for any device management system. An operator must have total confidence that they are the only entity capable of managing a device. Consequently, a dedicated PDU for device management offers:

· Private network for device management both at the CPE and platform ends.

4.2.3 Gaming (and other low latency applications)

The gaming community demands a network that supports both low latency and traffic prioritization. A dedicated PDU provides:

· Guaranteed bit rates for gaming traffic

· Latency is minimized via dedicated UPF supporting local game servers and network breakout.

4.2.4 IoT

One of the fastest growing areas, notorious for poor security. Placing IoT devices on a dedicated LAN network supported its own PDU provides:

· IoT traffic is separated from regular internet traffic

· A UPF supporting IoT allows breakout to the internet with dedicated firewall rules.

5 BBF specified Information Elements
The following section specifies identifiers that are specified by the BBF for 5G FMC.
5.1 Line ID
The BBF specified line ID serves two roles in the 5G System:
1) It is used for construction of a SUCI and/or SUPI as a specialized subscription identifier for FN-RG support. Actual procedures are documented in 3GPP TS 23.316.

2) It is used as location information.

The format of the Line ID is generic, allowing different operators and access networks to use different encoding of the content. The Line ID has common information (Circuit ID and/or Remote ID), but it can be encoded in different formats:
-
DHCPv4 option 82 (TR-101 issue 2 Annex B, original specification 2006);

-
PPPoE Circuit and Remote ID AVP (TR-101 issue 2 Annex A/8.3, original specification 2006);

-
DHCPv6 option 18 and/or option 37 (BBF TR-177 Issue 1 Corrigendum 1, original specification 2010);

-
Line ID Option (LIO) in RS messaging (BBF TR-177 Issue 1 Corrigendum 1, original specification 2010)
Note: Documenting how it is used as location information needs further description.

The BBF specified line ID is required to be unique to the network operator that owns the AGF or FMIF and this operator is also assumed to be the 5GC operator and is subsequently referred to as simply the operator. As a result, if the BBF specified line ID is combined with the operator’s PLMN-ID it provides a globally unique identifier in the 5G-system.  The use of private networks can also be addressed by the use of an MCC of 999 although the resulting line ID will not be globally unique and therefore roaming would not be supported.

As an operator may obtain access via wholesale arrangements with 3PP access operators, therefore the circuit-ID/remote-ID information may not be unique and duplicate values could occur within the operator’s network. Therefore, it is combined with an operator administered line ID source identifier to permit duplicates to be disambiguated. The 3GPP specified SUCI and SUPI encoding adds a PLMN ID such that the SUCI and SUPI can be guaranteed to be unique across the 5G system.

The encoding of line ID is as follows:
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Within this encoding the line ID may include the circuit ID, remote ID or both depending on existing operator practice. The possible arrangements of the line ID would be:
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6 RG management

The 5GC has been extended to support TR-069/369 for CPE management, including FN-RG and 5G-RG. This permits a significant suite of service capabilities to be easily ported to the converged core. Extensions to the BBF document ‘Functional Requirements for Broadband Residential Gateway Devices’ have been made for 5G-RG in [5]. Extensions to the TR-069/369 data models explicitly for 5G remote management are included in the BBF document [4].

7 End-to-end QoS
5G Fixed Mobile Convergence leverages 5G QoS mechanisms (for some background information on QoS in 5G architecture, see clause 5.7 “QoS Model” in TS23.501 [18]). In particular, data packets in downstream and upstream are mapped to QoS flows based on policy rules. The QoS flow is the finest level of granularity in the PDU session. A QoS flow is defined by a QoS flow identifier (QFI), that can be understood as a QoS profile. Where applicable (e.g. on N3 interface), encapsulated packets carry the QFI parameter (see GTP-U header). Flows are mapped to specific network resources, enabling differentiated QoS per application.
In the case of 5G FMC, as described in TS 23.316 [16] clause 4.5 “QoS Model”, the AGF acts as an Access Network, toward the 5G core. As the AGF relays user plane packets between RG and UPF, it is responsible to mark and schedule packets on the V interface and on N3.
The AGF maps 5GC QoS profiles to wireline access network QoS. The AGF behavior differs for FN-RG and 5G-RG sessions.

· In the case of FN-RG, 5G specific parameters are not exchanged between the AGF and the RG. QoS mechanisms used on the data plane between the AGF and the RG are the same that are used today between the BNG and the RG, as specified in TR-101/TR-178 [8].

· 5G-RG supports QFIs. QFI is encoded in 5FE, as described in IETF Internet draft draft-allan-5g-fmc-encapsulation [22]. Optionally a Reflective QoS Identifier (RQI) is also present in 5FE header, to allow the 5G-RG to apply the same QoS flow identifier for upstream traffic, as the one received from the AGF in downstream. The AGF copies QFI and RQI from GTP-U.

The transport layer is aware of traffic classes based on the DSCP and PCP marking applied by the 5G-RG and the AGF (QFI aware policies).

Details and requirements for user plane aspects of QoS on AGF are covered in the “QoS” section of TR-456 [9]. 

Requirements for user plane aspects of QoS on 5G-RG are covered in the “5G-FMC.WAN.UP.QOS” section of TR-124i6 [5].
In terms of control plane, the AGF receives QoS profile information from the AMF over N2. QoS provisioning on 5G-RG can be done in NAS messages or via TR-069/TR-369 [4].

Some 5G QoS parameters are specific to wireline access:

· RG-LWAC (RG level wireline access characteristics) is an attribute representing the QoS characteristics for a wireline subscriber. It is used by the wireline access network to interpret 5G QoS parameters. It applies both to FN-RG and 5G-RG. It is sent by the AMF to the AGF during the RG Registration phase. The RG-LWAC informational element can be retrieved from the UDM, but the content of RG-LWAC is transparent to the 5GC. See “QoS” section in TR-456 for details on RG-LWAC.

· 5G-RG is aware of the relevant part of RG-LWAC for upstream, based on the AS Subscription Parameters TLV communicated by the AGF during RG registration (see “Annex NAS and AS Transport and Information Elements” in TR-456)

· RG-TMBR (Total Maximum Bit Rates) represent the aggregated bit rates at the subscriber level (in upstream and downstream). It is passed by the AMF to the AGF during Registration and Service Request procedures. See 3GPP TS 23.316 [16] for details on RG-TMBR.

ATSSS leverages a similar QoS model to the single access scenarios, but applied to the multi-access PDU session, as described in 3GPP TS 23.501 clause 5.32 “Support for ATSSS”. Specifics on QoS requirements for ATSSS relevant for 5G WWC are not in scope of the current BBF specifications.
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