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Introduction

CT1 have discussed for several meetings in-a-row on documenting the UE OS identity. This issue has been debated for long but not conclusion has been reached by the group.
This paper analyses the UE OS identities within 3GPP, the benefits of documenting UE OS identities, and finally the proposals discussed by CT1 during the last meetings.

2
UE OS identities in 3GPP
2.1
What is UE OS identity in the scope of the 3GPP work?
The stage 2 specification provides requirements on UE OS identity in 3GPP TS 23.503 [1] under the clause 6.1.2.2.2 on Distribution of the policies to UE stating that the UE may decide to provide its OS identity (OSId) to the network during registration procedure. It is up to the network to decide to use or not the OSId, if received, as other information can be used to determine the UE OS identity used (e.g., PEI, ANDSP info), quote:
The (H-)PCF may use the PEI provided by the AMF and/or the OSId provided by the UE, to determine the operating system of the UE.

If the PEI, the OSId or the indication of UE support for ANDSP is available to the PCF, the PCF stores them in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data" when such information is received from the UE in the UE Policy Container.

NOTE 7:
If the PCF does not take into account the received PEI and/or OSId then the PCF can send URSP rules containing application traffic descriptors associated to multiple operating systems.
Observation 1: The UE OS identity is optional to be provided by the UE and its use, even if received, it is optional for the (H)PCF. The (H)PCF can use other available information to determine the UE OSId if needed.
Additionally, the UE OS identity can be used to identify the application(s) which is(are) running on the UE's OS. Note that per stage 2 requirement the UE OS identity does not include an OS version number, and the UE OS application identity (OSAppId) does not include a version number for the application either.
Observation 2: Neither the UE OS identity (OSId) nor the UE OS application identity (OSAppID) includes an OS version number.
Stage 2 further provides requirements on the optional use of application descriptor(s), which consists of both OSId and OSAppId(s),in the UE route policy selection rule, see table 6.6.2.1-2 of 3GPP TS 23.503 [1]. The application descriptors is used to identify the application(s) that is(are) running on the UE's OS so a rule can be designed to take place in the UE for pairs of OSId plus OSAppId. Note that the use of application descriptor(s) does not require the UE sending its OSid as the (H)PCF can derive it by other means in most cases.
Observation 3: PCC rules can be designed so that they take place in the UE for pairs of OSId plus OSAppId regardless whether the UE has sent its OSId or not.
The OSId encoding format is defined in CT1 and use in several specifications (3GPP TS 24.501 [2], 3GPP TS 24.526 [2] and 3GPP TS 27.007 [4]). The OSId is specified to use the UUID format of IETF RFC 4122 [5] which is a 16-octet long information. Since not standardized values exist for the encoding of the OSId, there is a risk that one or both the UE a the (H)PCF would not be able to determine the OSId if received. However, a UE may understand received OSAppIds even if it cannot determine the OSId received. Also, the (H)PCF may be able to determine the OSId of the UE by other means (see observation 1 above).
Observation 4: The OSId is used by several CT1 specs and is encoded by using the UUID format without having any value standardized in 3GPP. There is a risk that the UE or the (H)PCF cannot determine the OSId if received.
2.2
Can the UE OS identity be always determined by the network?
First of all, it is important to note that the operators can decide to execute the UE policy or management for access and mobility related policies of devices based on UE OS identity so there is need to know whether this would work in all cases or not.

Having said that, in most cases, the UE OS identity can be determined by the (H)PCF even if not provided by the UE. However, there are actually situations where the UE OS identity may not be possible to be determined but in most of these situations/scenarios the network, if needs to provide a rule with application descriptor(s), can make use of providing the UE with all the supported OSIds for an OSAppId and expect the UE to understand at least the OSAppId(s). But even it is possible that the UE does not understand the OSAppIds received independently from the OSId. This is in our view due to the lack of standardization of OSId values. We acknowledge that this case is not the common one but still possible. Hence, in an operator wants to make use of the OSId capabilities defined by 3GPP to steer the UE behavior by means of PCC rules, this may not be possible in all situations/scenarios. Documentation (standardization) of OSId values could help in fixing the issue.

Observation 5: If an operator wants to use the OSId for steering the UE behaviour, there is risk that this would not work in all situations.
2.3
Proposals for documenting UE OS identities
CT1 have discussed till now three possible ways of documenting UE OS identities mapped to OSId with one of them being out of the 3GPP control. The table below summarizes the proposals and attempt to provide an evaluation.
	Criterion
	Documenting in 3GPP technical specification [6]
	Documenting in a 3GPP registry webpage [7]
	Documenting in GSMA

	Placeholder and owner
	3GPP. TS 24.501 Annex D. 
	3GPP. Webpage.
	GSMA but the owner of the OSId is 3GPP in fact. A sort of odd that the mapping of a 3GPP-owned and used identity is done by a different technological industry organization.

	Extensibility and control
	Same as regular 3GPP specification, i.e., by means of controlled methodology and under version control. For example, use of change request (CR), 3GPP specs published as ETSI deliverables and transported into standards by the regional standards setting organizations (SSOs).
	Regular 3GPP methodology and control not applicable BUT particular extensibility and control rules of the webpage registry which will be based on rules set by the 3GPP working group as proposed by [7].
	GSMA controlled. Methods under GSMA for extensibility of UE OS identities decided by GSMA and not 3GPP are at this moment in time unclear.

	Who can add a mapping to an OSId?
	3GPP individual members from across the 3GPP technology ecosystem (e.g., UE vendors, network/infrastructure vendors, operators, etc) by means of attending a meeting and tabling a CR.
	Any individual by means of sending an e-mail to the 3GPP CT1-secretary to ask for registration of an OS Id. Some rules for acceptance apply (see [7] for details).
	GSMA members.

	How to take advantage of the mapping for implementation and deployment?
	Verification of implementation based on release version of the specification supported for the PCC feature/UE policy delivery service.
	Unclear from which release a certain mapping is supposed to be supported by the UE or the network.
	Unclear from which release a certain mapping is supposed to be supported by the UE or the network.


In our view, having the documentation of mapping of UE OS identity standardized as a part of a Rel-16 version of 3GPP specifications means to use standardized values in a similar way as 3GPP have done in the past, e.g., QCI. We believe that using the way done in the past allows knowing and checking towards UE and network vendors whether functionality is implemented in products (software version) and to what extent. From our perspective, it is seems better to use the well-known and used procedure of release version of 3GPP specification.
3
Conclusion

The authors of this paper provide an analysis of documenting UE OS identities.
We, the authors, are positive to document UE OS identities from Rel-16 onwards so that operators can safely decide to execute the UE policy or management for access and mobility related policies of devices based on UE OS identity.

Additionally, we have a preference for a 3GPP specification as the placeholder for documenting UE OS identities. One of the main reasons is that a 3GPP registry webpage or any other registry means outside the 3GPP umbrella does not help in developing implementations and taking full advantage of documenting UE OS identities as, for example, there is no way to know from which release the UE or the network supports the mapping of the UE OS identities. 
However, if a 3GPP specification is the placeholder of documenting UE OS identities, the UE and the network supporting that release version of the 3GPP specification support the mapping by default. 
Finally, we recommended that CT1 discuss and decide in how to document UE OS identities so that it is possible to conclude on the continuous debate.
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