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1. Introduction
Adds a note explaining how cross-system authorization is handled for a user initiating an action in another system.
2. Reason for Change
Cross-system authorization is an internal IWF matter. The following cases are considered:
-	IWF user initiates action in MC System: the IWF authorization of its own users is out of scope. The MC system may perform checking, which is out of scope of the IWF specifications. How the MC system obtains information about the IWF user is out of scope of the IWF specfications.
- 	IWF hosts partner system user action: the IWF authorization is out of scope. How and whether the IWF obtains information about partner system users is out of scope.
- 	MC system user initiates action in the IWF: How the MC system authorizes its own user is in scope for TS 24.379 but out of scope of the IWF specfications. 
- 	MC system hosts partner system user action: How the MC system authorizes partner system users could be in scope for TS 24.379 but out of scope for TS 29.379. How and whether the MC system obtains information about partner system users is out of scope of the IWF specfications. 
In all 4 cases, user authorization is out of scope of the IWF specfications.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.379-110.

* * * First Change * * * *
[bookmark: _Toc17962544]4.1	IWF overview
The IWF interacts with the controlling, participating and non-controlling MCPTT functions of an MCPTT system as a peer system via the IWF-1 interface and with MCData systems via the IWF-2 interface. The IWF supports a subset of the client-server group management interfaces defined in 3GPP TS 24.481 [16] required to support IWF-3, with the exceptions and additions defined in the present document. 
NOTE:	Authorization for a user to initiate an action in a partner system, such as an emergency on a partner system owned group, is determined in the system of the originating user. Whether a gateway or a server in the partner system performs authorization checking of its own using its own configured information is out of scope of the present document.

