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2. Reason for Change

2.1 Stage-2 requirements
23.501 states:
--------

5.32.5
Access Network Performance Measurements

5.32.5.1
General principles

When the UE requests an MA PDU Session Establishment and indicates it is capable to support ATSSS, the UE may receive Measurement Assistance Information when the MA PDU Session is accepted by the network. This information assists the UE in determining which measurements shall be performed over both accesses, as well as whether measurement reports need to be sent to the network.

Measurement Assistance Information shall include the addressing information of a Performance Measurement Function (PMF) in the UPF, the UE can send PMF protocol messages to:

-
For a PDU Session of IP type, Measurement Assistance Information contains one IP address for the PMF, one port associated with 3GPP access and another port associated with non-3GPP access;

-
For a PDU Session of Ethernet type, Measurement Assistance Information contains one MAC address associated with 3GPP access and another MAC address associated with non-3GPP access.

NOTE 1:
To protect the PMF in the UPF (e.g. to block DDOS to the PMF), the IP addresses of the PMF are only accessible from the UE IP address via the N3/N9 interface.

NOTE 2:
After the MA PDU Session is released, the same UE IP address/prefix is not allocated to another UE for MA PDU Session in a short time.

The following PMF protocol messages can be exchanged between the UE and the PMF:

-
Messages to allow for Round Trip Time (RTT) measurements, i.e. when the "Smallest Delay" steering mode is used;

-
Messages for reporting Access availability/unavailability by the UE to the UPF.

The PMF protocol is specified in TS 24.193 [109].

The PMF protocol messages exchanged between the UE and UPF shall use the QoS Flow associated with default QoS rule over the available access(es).

The QoS Flow associated with default QoS rule for MA PDU Session is Non-GBR QoS Flow.

The UE shall not apply the ATSSS rules and the UPF shall not apply the MAR rules for the PMF protocol messages.

When the UE requests a MA PDU session and indicates it is capable to support the MPTCP functionality only, the network should not send Measurement Assistance Information as in this case the UE can use measurements available at the MPTCP layer.

5.32.5.2
Round Trip Time Measurements
RTT measurements can be conducted by the UE and UPF independently. There is no measurement reporting from one side to the other.

The estimation of the RTT by the UE and by the UPF is based on the following mechanism:

1.
The PMF in the UE sends over the user plane PMF-Echo Request messages to the PMF in the UPF, and the PMF in the UPF responds to each one with a PMF-Echo Response message. Similarly, the PMF in the UPF sends over the user plane PMF-Echo Request messages to the PMF in the UE, and the PMF in the UE responds to each one with a PMF-Echo Response message.

2.
In the case of a MA PDU Session of IP type:

-
The PMF in the UE sends PMF messages to the PMF in the UPF over IP. The destination IP address is the IP address contained in the Measurement Assistance Information and the destination port is one of the two ports contained in the Measurement Assistance Information. One port is used for sending PMF messages to UPF over 3GPP access and the other port is used for sending PMF messages to UPF over non-3GPP access. The source IP address is the IP address assigned to UE for the MA PDU Session and the source port is a port that is dynamically allocated by the UE for PMF communication. This source port in the UE remains the same for the entire lifetime of the MA PDU Session.

-
The PMF in the UPF sends PMF messages to the PMF in the UE over IP. The source IP address is the same IP address as the one provided in the Measurement Assistance Information and the source port is one of the two ports as provided in the Measurement Assistance Information. One port is used for sending PMF messages to UE over 3GPP access and the other port is used for sending PMF messages to UE over the non-3GPP access. The destination IPv4 address is the IPv4 address assigned to UE for the MA PDU Session (if any) and the destination IPv6 address is an IPv6 address selected by the UE from the IPv6 prefix assigned for the MA PDU Session (if any). The destination port is the dynamically allocated port in the UE, which is contained in all PMF messages received from the UE. If the UE receives Measurement Assistance Information, the UE shall inform the network via the user plane about the UE's dynamically allocated port, and the IPv6 address in case IPv6 is used for PMF messages, so that it is possible for the UPF to know the UE's IPv6 address (if applicable) and dynamically allocated port as soon as the MA PDU Session has been established.

Editor's note:
Whether the PMF messages are exchanged over TCP/IP or over UDP/IP will be specified by Stage 3.

3.
In the case of a MA PDU Session of Ethernet type:

-
The PMF in the UE sends PMF messages to the PMF in the UPF over Ethernet. The Ethertype is the Ethertype contained in the Measurement Assistance Information and the destination MAC address is one of the two MAC addresses contained in the Measurement Assistance Information. One MAC address is used for sending PMF messages to UPF over 3GPP access and the other MAC address is used for sending PMF messages to UPF over non-3GPP access. The source MAC address is a MAC address of the UE, which remains the same for the entire lifetime of the MA PDU Session.

-
The PMF in the UPF sends PMF messages to the PMF in the UE over Ethernet. The Ethertype is the same Ethertype as the one provided in the Measurement Assistance Information and the source MAC address is one of the two MAC addresses as provided in the Measurement Assistance Information. One MAC address is used for sending PMF messages to UE over 3GPP access and the other MAC address is used for sending PMF messages to UE over non-3GPP access. The destination MAC address is the MAC address of the UE, which is contained in all PMF messages received from the UE. If the UE receives Measurement Assistance Information, the UE shall inform the network via the user plane about the UE's MAC address so that it is possible for the UPF to know the UE's MAC address as soon as the MA PDU Session has been established.

4.
When the UP connection of the MA PDU session is deactivated on an access, no PMF-Echo Request messages are sent on this access. The PMF in the UPF shall not send PMF-Echo Request on this access if the UP connection is not available or after it receives notification from the (H-)SMF to stop sending the PMF-Echo Request on this access.

5.
The UE and the UPF derive an estimation of the average RTT over an access type by averaging the RTT measurements obtained over this access.

5.32.5.3
Access Availability/Unavailability Report

If required by the network in the Measurement Assistance Information, the detection of the unavailability and of the availability of an access, as well as the decision of reporting it, can be performed by the UE, based on implementation. When the UE has decided, based on implementation, to report the unavailability/availability of an access, it shall:

-
build a PMF-Access Report containing the access type and an indication of availability/unavailability of this access;

-
send the PMF-Access Report to the UPF via the user plane.

The UPF shall acknowledge the PMF-Access Report received from the UE.

5.32.5.4
Protocol stack for user plane measurements and measurement reports
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Figure 5.32.5.4-1: UE/UPF measurements related protocol stack for 3GPP access and for an MA PDU Session with type IP

In the case of an MA PDU Session with type Ethernet, the protocol stack over 3GPP access is that same as the one in the above figure, but the PMF protocol operates on top of Ethernet, instead of UDP/IP or TCP/IP.
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Figure 5.32.5.4-2: UE/UPF measurements related protocol stack for non-3GPP access and for an MA PDU Session with type IP

In the case of an MA PDU Session with type Ethernet, the protocol stack over non-3GPP access is that same as the one in the above figure, but the PMF protocol operates on top of Ethernet, instead of UDP/IP or TCP/IP.

--------

2.2 Stage-3 considerations
1) The naming in stage-2 is a slightly confusing as:

-
the protocol is called "PMF protocol" (see e.g. "Measurement Assistance Information shall include the addressing information of a Performance Measurement Function (PMF) in the UPF, the UE can send PMF protocol messages to:"); and
-
PMF protocol messages are exchanged between the performance measurement function (PMF) in the UE and the performance measurement function (PMF) in the UPF (see e.g. "The PMF in the UE sends over the user plane PMF-Echo Request messages to the PMF in the UPF")

however:

-
the PMF protocol messages are called "PMF XYZ" (e.g. "The PMF in the UE sends over the user plane PMF-Echo Request messages to the PMF in the UPF"). However, The PMF protocol messages should be called "PMFP XYZ" as the messages related to the protocol (and not to a function of the UE or of the UPF),
-
the entire section describing PMF protocol is called "Access Network Performance Measurements" (5.32.5 Access Network Performance Measurements) rather than PMF protocol. Furthermore, "Access Network Performance Measurements" (5.32.5 Access Network Performance Measurements) includes Round Trip Time Measurements (5.32.5.2 Round Trip Time Measurements) and Access Availability/Unavailability Report (5.32.5.3 Access Availability/Unavailability Report). This is not mapped consistently in 24.193 as:

-
the PMF protocol procedures do not have a common section as the access performance measurement procedures (5.3 Access performance measurement procedures) are in a different section than the access availability procedures (5.4 Reporting of access availability procedures);

-
the PMF protocol message coding has a common section 6.2 Encoding of PMF protocol.
Thus, it is proposed:
-
the protocol is called the performance measurement function protocol (PMFP)

-
the message of the performance measurement function protocol (PMFP) are called PMFP XYZ

-
all procedures of the the performance measurement function protocol (PMFP) are documented in the same section ("5.3 Performance management function (PMF) protocol (PMFP) procedures")
-
all messages of the the performance measurement function protocol (PMFP) are documented in the same section ("6.2 Encoding of performance management function (PMF) protocol (PMFP)")

2) for RTT measurement procedure, if two RTT measurement procedures are run in sequence, the protocol needs to ensure that the later transactions ignores any PMFP ECHO RESPONSE messages generated as part of the earlier transaction. Thus, a procedure transaction identity is needed in the PMFP messages. Furthermore, given that the UDP and Ethernet transports do not guarantee in-sequence delivery, it is proposed to define an extended procedure transaction identity of 4 octet length, with starting values of 00000000H at the UE and 80000000H at the UPF set when the PDU session is created, and monotonically increased while using PMFP in the PDU session.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.193.
* * * Change * * *
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5.3
Performance management function (PMF) protocol (PMFP) procedures
5.3.1
General

Performance management function protocol (PMFP) procedures are performed between a performance management function (PMF) in a UE and a PMF in the UPF.
The following UE-initiated PMFP procedures are specified:

a)
UE-initiated RTT measurement procedure; and

b)
access availability or unavailability report procedure.

The following UPF-initiated PMFP procedures are specified:

a)
UPF-initiated RTT measurement procedure.

The UE-initiated PMFP procedures and the UPF-initiated PMFP procedures can be performed in an MA PDU session only when the measurement assistance information is provided to the UE during establishment of the MA PDU session.
PMFP messages are transported in an IP packet or an Ethernet frame according to clause 5.3.2.
PMFP is a standard L3 protocol according to 3GPP TS 24.007 [r24007], PMFP messages are standard L3 messages according to 3GPP TS 24.007 [r24007] and error behaviour specified for L3 protocol in according to 3GPP TS 24.007 [r24007] applies for PMFP.
5.3.2
Elementary procedures for PMFP
5.3.2.1
PMFP message transport

5.3.2.1.1
PMFP message transport in IPv4, IPv6 or IPv4v6 PDU session

In order to send a PMFP message over an access of an MA PDU session of IPv4, IPv6 or IPv4v6 PDU session type:

a)
if the UE obtained IPv4 address for the PDU session and the received measurement assistance information contains an IPv4 address of the PMF in the UPF, the UE shall create a UDP/IPv4 packet. In the UDP/IPv4 packet:
1)
the UE shall set the data octets field to the PMFP message;
2)
the UE shall set the source port field to the UDP port of the PMF in the UE;
3)
the UE shall set the destination port field to the UDP port of the PMF in the UPF associated with the access of the MA PDU session, included in the received measurement assistance information;

4)
the UE shall set the source address field to the IPv4 address of the UE; and
5)
the UE shall set the destination address field to the IPv4 address of the PMF in the UPF, included in the received measurement assistance information; or
b)
if the UE obtained IPv6 prefix for the PDU session, generated an IPv6 address for the PMF in the UE and the received measurement assistance information contains an IPv6 address of the PMF in the UPF, the UE shall create a UDP/IPv6 packet. In the UDP/IPv6 packet:
1)
the UE shall set the data octets field to the PMFP message;
2)
the UE shall set the source port field to the UDP port of the PMF in the UE;
3)
the UE shall set the destination port field to the UDP port of the PMF in the UPF associated with the access of the MA PDU session, included in the received measurement assistance information;

4)
the UE shall set the source address field to the IPv6 address of the PMF in the UE; and

5)
the UE shall set the destination address field to the IPv6 address of the PMF in the UPF, included in the received measurement assistance information.
The UE shall send the UDP/IPv4 packet or UDP/IPv6 packet over the access of the MA PDU session.
In order to send a PMFP message over an access of an MA PDU session of IPv4, IPv6 or IPv4v6 PDU session type:

a)
if the UPF is aware of the UDP port of the PMF in the UE used with IPv4, the UPF shall create a UDP/IPv4 packet. In the UDP/IPv4 packet:
1)
the UPF shall set the data octets field to the PMFP message;
2)
the UPF shall set the source port field to the UDP port of the PMF in the UPF associated with the access of the MA PDU session, included in the measurement assistance information provided to the UE;

3)
the UPF shall set the destination port field to the UDP port of the PMF in the UE used with IPv4;
4)
the UPF shall set the source address field to the IPv4 address of the PMF in the UPF, included in the measurement assistance information provided to the UE; and
5)
the UPF shall set the destination address field to the IPv4 address of the UE; or

a)
if the UPF is aware of the UDP port and the IPv6 address of the PMF in the UE, the UPF shall create a UDP/IPv6 packet. In the UDP/IPv6 packet:
1)
the UPF shall set the data octets field to the PMFP message;
2)
the UPF shall set the source port field to the UDP port of the PMF in the UPF associated with the access of the MA PDU session, included in the measurement assistance information provided to the UE;

3)
the UPF shall set the destination port field to the UDP port of the PMF in the UE;
4)
the UPF shall set the source address field to the IPv6 address of the PMF in the UPF, included in the measurement assistance information provided to the UE; and
5)
the UPF shall set the destination address field to the IPv6 address of the PMF in the UE.
The UPF shall send the UDP/IPv4 packet or UDP/IPv6 packet over the access of the MA PDU session.

The UE shall select the UDP port of the PMF in the UE upon establishment of an MA PDU session of IPv4, IPv6 or IPv4v6 PDU session type. The UE shall use the same UDP port of the PMF in the UE till release of the MA PDU session. The UE shall select the IPv6 address of the PMF in the UE upon establishment of an MA PDU session of IPv6 or IPv4v6 PDU session type. The UE shall use the same IPv6 address of the PMF in the UE till release of the MA PDU session.

The UPF shall discover the UDP port of the PMF in the UE used with IPv4 of an MA PDU session of IPv4 or IPv4v6 PDU session type, in the source port field of an UDP/IPv4 packet:

a)
received via the MA PDU session;
b)
with the destination port field set to the UDP port of the PMF in the UPF associated with an access, included in the measurement assistance information provided to the UE; and
c)
with the destination address field set to the IPv4 address of the PMF in the UPF, included the measurement assistance information provided to the UE.
The UPF shall discover the UDP port and the IPv6 address of the PMF in the UE of an MA PDU session of IPv6 or IPv4v6 PDU session type, in the source port field and the source address field of an UDP/IPv6 packet:

a)
received via the MA PDU session;

b)
with the destination port field set to the UDP port of the PMF in the UPF associated with an access, included in the measurement assistance information provided to the UE; and

c)
with the destination address field set to the IPv6 address of the PMF in the UPF, included the measurement assistance information provided to the UE.
In order to enable the UPF to discover:

a)
the UDP port of the PMF in the UE in case of an MA PDU session of IPv4 or IPv4v6 PDU session type, or
b)
the UDP port and the IPv6 address of the PMF in the UE in case of an MA PDU session of IPv6 or IPv4v6 PDU session type;

the UE shall perform a UE-initiated RTT measurement procedure over an access immediately after the MA PDU session is established. If the MA PDU session is established over both 3GPP access and non-3GPP access, the UE may use either of the accesses for the UE-initiated RTT measurement procedure. If the UE-initiated RTT measurement procedure results in the UE determining that the UPF is not reachable, the UE shall repeat the UE-initiated RTT measurement procedure over the same access or, if the MA PDU session is established over both 3GPP access and non-3GPP access, over the other access.
5.3.2.1.2
PMFP message transport in Ethernet PDU session

In order to send a PMFP message over an access of an MA PDU session of Ethernet PDU session type, the UE shall create an Ethernet frame as specified in IEEE 802.3 [ieee8023]. In the Ethernet frame, the UE:

a)
shall set the length/type field of the Ethernet frame to the ethertype value included in the received measurement assistance information;

b)
shall set the destination address field of the Ethernet frame to the MAC address of the PMF in the UPF associated with the access of the MA PDU session, included in the received measurement assistance information;

c)
shall set the source address field of the Ethernet frame to the MAC address of the PMF in the UE;
d)
shall set the MAC client data field of the Ethernet frame to the 3GPP IEEE MAC based protocol family envelope;

e)
shall set the protocol subtype field of the 3GPP IEEE MAC based protocol family envelope to "Performance measurement function protocol (PMFP)"; and
f)
shall set the protocol data field of the 3GPP IEEE MAC based protocol family envelope to the PMFP message.

The UE shall send the Ethernet frame over the access of the MA PDU session.
In order to send a PMFP message over an access of an MA PDU session, the UPF shall create an Ethernet frame as specified in IEEE 802.3 [ieee8023]. In the Ethernet frame, the UPF:

a)
shall set the length/type field of the Ethernet frame to the ethertype value included in the measurement assistance information provided to the UE;

b)
shall set the source address field of the Ethernet frame to the MAC address of the PMF in the UPF associated with the access of the MA PDU session, included in the measurement assistance information provided to the UE;

c)
shall set the destination address field of the Ethernet frame to the MAC address of the PMF in the UE; and

d)
shall set the MAC client data field of the Ethernet frame to the 3GPP IEEE MAC based protocol family envelope;

e)
shall set the protocol subtype field of the 3GPP IEEE MAC based protocol family envelope to "Performance measurement function protocol (PMFP)"; and

f)
shall set the protocol data field of the 3GPP IEEE MAC based protocol family envelope to the PMFP message.

The UPF shall send the Ethernet frame so that the UE receives it over the access of the MA PDU session.
The UE shall select the MAC address of the PMF in the UE upon establishment of an MA PDU session of Ethernet PDU session type. The UE shall use the same MAC address of the PMF in the UE till release of the MA PDU session.

The UPF shall discover the MAC address of the PMF in the UE of an MA PDU session of Ethernet PDU session type, in the source address field of an Ethernet frame:

a)
received via the MA PDU session;

b)
with the length/type field of the Ethernet frame set to the ethertype value included in the measurement assistance information provided to the UE; and

c)
with the destination address field of the Ethernet frame set to the MAC address of the PMF in the UPF associated with an access, included in the measurement assistance information provided to the UE.

In order to enable the UPF to discover the MAC address of the PMF in the UE of an MA PDU session of Ethernet PDU session type, the UE shall perform a UE-initiated RTT measurement procedure over an access immediately after the MA PDU session is established. If the MA PDU session is established over both 3GPP access and non-3GPP access, the UE may use either of the accesses for the UE-initiated RTT measurement procedure. If the UE-initiated RTT measurement procedure results in the UE determining that the UPF is not reachable, the UE shall repeat the UE-initiated RTT measurement procedure over the same access or, if the MA PDU session is established over both 3GPP access and non-3GPP access, over the other access.
5.3.2.2
Extented procedure transaction identity (EPTI)
The UE shall maintain the current available EPTI value. After the MA PDU session is established, the UE shall set the current available EPTI value to 00000000H. When a UE-initated PMFP procedure is initiated, the UE shall allocate the current available EPTI value to the UE-initated PMFP procedure and shall increase the current available EPTI value by one. The UE shall release the EPTI value allocated for the UE-initated PMFP procedure when the UE-initated PMFP procedure completes or is aborted.
The UPF shall maintain the current available EPTI value. After the MA PDU session is established, the UPF shall set the current available EPTI value to 80000000H. When a UPF-initated PMFP procedure is initiated, the UPF shall allocate the current available EPTI value to the UPF-initated PMFP procedure and shall increase the current available EPTI value by one. The UPF shall release the EPTI value allocated for the UPF-initated PMFP procedure when the UPF-initated PMFP procedure completes or is aborted.
5.3.3
UE-initiated RTT measurement procedure

5.3.3.1
General

The purpose of the UE-initiated RTT measurement procedure is to enable the UE to measure the RTT of an exchange of user data packets between the UE and the UPF over an access of an MA PDU session.

The UE-initiated RTT measurement procedure can be performed over an access of an MA PDU session only when the UE has user-plane resources on the access of the MA PDU session.
5.3.3.2
UE-initiated RTT measurement procedure initiation
In order to initiate a UE-initiated RTT measurement procedure over an access of an MA PDU session, the UE shall allocate an EPTI value as specified in subclause 5.3.2.2 and shall create one or more PMFP ECHO REQUEST messages. The number of created PMFP ECHO REQUEST messages is UE implementation specific. In each PMFP ECHO REQUEST message:

a)
the UE shall set the EPTI IE to the allocated EPTI value;

b)
the UE shall set the RI IE to a unique value identifying the particular PMFP ECHO REQUEST message within the transaction; and.
c)
if the upper layers request inclusion of padding of a particular length, the UE shall include padding IE with the requested length.
The UE shall start a timer Tx and shall send the one or more PMFP ECHO REQUEST messages over the access of the MA PDU session.

An example of the UE-initiated RTT measurement procedure is shown in figure 5.3.3.2-1.
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Figure 5.3.3.2-1: UE-initiated RTT measurement procedure

5.3.3.3
UE-initiated RTT measurement procedure completion

Upon reception of the PMFP ECHO REQUEST message, the UPF shall create a PMFP ECHO RESPONSE message. In the PMFP ECHO RESPONSE message, the UPF shall set the EPTI IE to the EPTI value in the PMFP ECHO REQUEST message and shall set the RI IE to the RI value in the PMFP ECHO REQUEST message. If the PMFP ECHO REQUEST message contains the Padding IE, the UPF shall include the Padding IE with the same content in the PMFP ECHO RESPONSE message. The UPF shall send the PMFP ECHO RESPONSE message over the access of the MA PDU session via which the PMFP ECHO REQUEST message was received.

Upon reception of a PMFP ECHO RESPONSE message with the same EPTI as the allocated EPTI value and with the RI value of a sent PMFP ECHO REQUEST message, the UE shall determine the RTT value for the request identified by the RI value by substracting the current value of the timer Tx from the value of the timer Tx valid when the PMFP ECHO REQUEST with the RI value was sent.

When a PMFP ECHO RESPONSE message with the same EPTI as the allocated EPTI value has been received for each sent PMFP ECHO REQUEST message, the UE shall calculate an average of the RTT values for the requests, shall stop the timer Tx.

5.3.3.4
Abnormal cases in the UE

The following abnormal cases can be identified:
a)
Expiration of the timer Tx


Upon expiration of the timer Tx, the UE shall abort the procedure and shall calculate an average of the RTT values for the requests, for which a response was received and shall count the number of not responded RTT requests.

5.3.4
Network-initiated RTT measurement procedure

5.3.4.1
General

The purpose of the UPF-initiated RTT measurement procedure is to enable the UPF to measure the RTT of an exchange of user data packets between the UPF and the UE over an access of an MA PDU session.
The UPF-initiated RTT measurement procedure can be performed over an access of an MA PDU session only when the UE has user-plane resources on the access of the MA PDU session.
5.3.4.2
UPF-initiated RTT measurement procedure initiation
In order to initiate a UPF-initiated RTT measurement procedure over an access of an MA PDU session, the UPF shall allocate an EPTI value as specified in subclause 5.3.2.2 and shall create one or more PMFP ECHO REQUEST messages. The number of created PMFP ECHO REQUEST messages is UPF implementation specific. In each PMFP ECHO REQUEST message:

a)
the UPF shall set the EPTI IE to the allocated EPTI value;

b)
the UPF shall set the RI IE to a unique value identifying the particular PMFP ECHO REQUEST message within the transaction; and
c)
if the upper layers request inclusion of padding of a particular length, the UPF shall include padding IE with the requested length.

The UPF shall start a timer Ty and shall send the one or more PMFP ECHO REQUEST messages over the access of the MA PDU session.

An example of the UPF-initiated RTT measurement procedure is shown in figure 5.3.4.2-1.
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Figure 5.3.4.2-1: UPF-initiated RTT measurement procedure

5.3.4.3
UPF-initiated RTT measurement procedure completion

Upon reception of the PMFP ECHO REQUEST message, the UE shall create a PMFP ECHO RESPONSE message. In the PMFP ECHO RESPONSE message, the UE shall set the EPTI IE to the EPTI value in the PMFP ECHO REQUEST message and shall set the RI IE to the RI value in the PMFP ECHO REQUEST message. If the PMFP ECHO REQUEST message contains the Padding IE, the UE shall include the Padding IE with the same content in the PMFP ECHO RESPONSE message. The UE shall send the PMFP ECHO RESPONSE message over the access of the MA PDU session via which the PMFP ECHO REQUEST message was received.

Upon reception of a PMFP ECHO RESPONSE message with the same EPTI as the allocated EPTI value and with the RI value of a sent PMFP ECHO REQUEST message, the UPF shall determine the RTT value for the request identified by the RI value by substracting the current value of the timer Ty from the starting value of the timer Ty valid when the PMFP ECHO REQUEST with the RI value was sent.

When a PMFP ECHO RESPONSE message with the same EPTI as the allocated EPTI value has been received for each sent PMFP ECHO REQUEST message, the UPF shall calculate an average of the RTT values for the requests, shall stop the timer Ty.

5.3.4.4
Abnormal cases in the network

The following abnormal cases can be identified:
a)
Expiration of the timer Ty


Upon expiration of the timer Ty, the UPF shall abort the procedure and shall determine that the UE is not reachable.
5.3.5
Access availability or unavailability report procedure

5.3.5.1
General

The purpose of the access availability or unavailability report procedure is to enable the UE to inform the UPF about availability or unavailability of an access of an MA PDU session.
5.3.5.2
Access availability or unavailability report procedure initiation
In order to initiate an access availability or unavailability report procedure over an access of an MA PDU session, the UE shall allocate an EPTI value as specified in subclause 5.3.2.2 and shall create a PMFP ACCESS REPORT message. In the PMFP ACCESS REPORT message, the UE shall set the EPTI IE to the allocated EPTI value. The UE shall send the PMFP ACCESS REPORT message over the access of the MA PDU session and shall start a timer Tz.

An example of the access availability or unavailability report procedure is shown in figure 5.3.5.2-1.
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Figure 5.3.5.2-1: Access availability or unavailability report procedure 
5.3.5.3
Access availability or unavailability report procedure completion

Upon reception of the PMFP ACCESS REPORT message, the UPF shall create a PMFP ACKNOWLEDGEMENT message. In the PMFP ACKNOWLEDGEMENT message, the UPF shall set the EPTI IE to the EPTI value in the PMFP ACCESS REPORT message. The UPF shall send the PMFP ACKNOWLEDGEMENT message over the access of the MA PDU session via which the PMFP ACCESS REPORT message was received.

Upon reception of a PMFP ACKNOWLEDGEMENT message with the same EPTI as the allocated EPTI value, shall stop the timer Tz.

5.3.5.4
Abnormal cases in the UE

The following abnormal cases can be identified:
a)
Expiry of the timer Tz

The UE shall, on the first expiry of the timer Tz, retransmit the PMFP ACCESS REPORT message and shall reset and start timer Tz. This retransmission can be repeated up to four times, i.e. on the fifth expiry of timer Tz, the UE shall abort the procedure.
* * * Change * * *

6.2
Encoding of performance management function (PMF) protocol (PMFP)
6.2.1
Message functional definitions and format

6.2.1.1
General

The following PMFP messages are specified:

-
PMFP echo request;

-
PMFP echo response;

-
PMFP access report; and

-
PMFP acknowledgement.
6.2.1.2
PMFP echo request
6.2.1.2.1
Message definition
The PMFP ECHO REQUEST message is sent by the UE to the UPF or by the UPF to the UE to initiate detection of RTT.

See table 6.2.1.2.1-1.

Message type:
PMFP ECHO REQUEST
Significance:
dual

Direction:

UE to UPF or UPF to UE 

Table 6.2.1.2.1-1: PMFP ECHO REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PMFP echo request message identity
	Message type

6.2.2.1
	M
	V
	1

	
	EPTI
	Extended procedure transaction identity

6.2.2.2
	M
	V
	4

	
	RI
	Request identity

6.2.2.5
	M
	V
	1

	TBD
	Padding
	Padding

6.2.2.6
	O
	TVL-E
	3-1000


6.2.1.3
PMFP echo response
6.2.1.3.1
Message definition
The PMFP ECHO RESPONSE message is sent by the UPF to the UE or by the UE to the UPF as response to an PMFP ECHO RESPONSE message to enable detection of RTT.

See table 6.2.1.3.1-1.

Message type:
PMFP ECHO RESPONSE
Significance:
dual

Direction:

UE to UPF or UPF to UE 

Table 6.2.1.3.1-1: PMFP ECHO RESPONSE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PMFP echo response message identity
	Message type

6.2.2.1
	M
	V
	1

	
	EPTI
	Extented procedure transaction identity

6.2.2.2
	M
	V
	4

	
	RI
	Request identity

6.2.2.5
	M
	V
	1

	TBD
	Padding
	Padding

6.2.2.6
	O
	TVL-E
	3-1000


6.2.1.4
PMFP access report
6.2.1.4.1
Message definition
The PMFP ACCESS REPORT message is sent by the UE to the UPF to inform the UPF about access availability or unavailability.

See table 6.2.1.4.1-1.

Message type:
PMFP ACCESS REPORT
Significance:
dual

Direction:

UE to UPF

Table 6.2.1.4.1-1: PMFP ACCESS REPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PMFP access report message identity
	Message type

6.2.2.1
	M
	V
	1

	
	EPTI
	Extented procedure transaction identity

6.2.2.2
	M
	V
	4

	
	Access availability state
	Access availability state

6.2.2.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.2.2.4
	M
	V
	1/2


6.2.1.5
PMFP acknowledgement
6.2.1.5.1
Message definition
The PMFP ACKNOWLEDGEMENT message is sent by the UPF to the UE to acknowledge reception of a PMFP ACCESS REPORT message.

See table 6.2.1.5.1-1.

Message type:
PMFP ACKNOWLEDGEMENT
Significance:
dual

Direction:

UPF to UE 

Table 6.2.1.5.1-1: PMFP ACKNOWLEDGEMENT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PMFP acknowledgement message identity
	Message type

6.2.2.1
	M
	V
	1

	
	EPTI
	Extented procedure transaction identity

6.2.2.2
	M
	V
	4


* * * Change * * *

6.2.2
Encoding of information element


6.2.2.1
Message type
Message type is a type 3 information element with length of 1 octet.

Tables 6.2.2.1-1 defines the value part of the message type IE used in the PMFP.

Table 6.2.2.1-1: Message type
	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	PMFP ECHO REQUEST message 

	0
	0
	0
	0
	0
	0
	1
	0
	
	PMFP ECHO RESPONSE message

	0
	0
	0
	0
	0
	0
	1
	1
	
	PMFP ACCESS REPORT message 

	0
	0
	0
	0
	0
	1
	0
	0
	
	PMFP ACKNOWLEDGEMENT message

	

	All other values are reserved


6.2.2.2
Extented procedure transaction identity
The purpose of the extended procedure transaction identity information element is to enable distinguishing up to 100000000H different bi-directional message flows. Such a message flow is called a transaction.
Extended procedure transaction identity is a type 3 information element with length of 4 octet.

The extended procedure transaction identity information element is coded as shown in figure 6.2.2.2-1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	EPTI
	octet 1
octet 4


Figure 6.2.2.2-1: Extended procedure transaction identity information element

Table 6.2.2.2-1: Extended procedure transaction identity information element
	EPTI (octet 1 to octet 4)
Binary encoded EPTI value.
EPTI values between 00000000H and 7FFFFFFFH indicate a UE-initiated transaction. EPTI values between 80000000H and FFFFFFFFH indicate a UPF-initiated transaction.



6.2.2.3
Access availability state
The purpose of the access availability state information element is to provide information about availability of access.

The 5GS identity type is a type 1 information element.

The 5GS identity type information element is coded as shown in figure 6.2.2.3-1 and table 6.2.2.3-1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Access availability state IEI
	0

spare
	0

spare
	AN3A
	A3A
	octet 1


Figure 6.2.2.3-1: Access availability state information element

Table 6.2.2.3-1: Access availability state information element

	Availability over 3GPP access (A3A) (octet 1, bit 1)

	Bit

	1
	
	
	
	

	0
	
	
	
	3GPP access not available

	1
	
	
	
	3GPP access available

	

	Availability over non-3GPP access (AN3A) (octet 1, bit 2)

	Bit

	2
	
	
	
	

	0
	
	
	
	non-3GPP access not available

	1
	
	
	
	non-3GPP access available

	


6.2.2.4
Spare half octet
This information element is used in the description of messages when an odd number of half octet type 1 information elements are used. This element is filled with spare bits set to zero and is placed in bits 5 to 8 of the octet unless otherwise specified.

6.2.2.5
Request identity
The purpose of the Request identity information element is to enable association of a PMF ECHO RESPONSE message with one of PMF ECHO REQUEST messages sent within one RTT measurement procedure.

The Request identity is a type 3 information element with length of 1 octet.

The Request identity information element is coded as shown in figure 6.2.2.5-1 and table 6.2.2.5-1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Request identity value
	octet 1


Figure 6.2.2.5-1: Request identity information element

Table 6.2.2.5-1: Request identity information element

	Request identity value (octet 1)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	\

	to
	
	} Request identity value

	1
	1
	1
	1
	1
	1
	1
	1
	
	/

	
	
	
	
	
	
	
	
	
	


6.2.2.6
Padding

The purpose of the Padding information element is to extend the PMFP message to length requested by upper layers.
The Padding information information element is coded as shown in figure 6.2.2.6-1.

The Padding information is a type 6 information element with a minimum length of 3 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Padding IEI
	octet 1

	Padding length
	octet 2
octet 3

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	octets 3
octet n


Figure 6.2.2.6-1: Padding information element

* * * Change * * *

6.3
Encoding of 3GPP IEEE MAC based protocol family
Ethertype of the 3GPP IEEE MAC based protocol family is XYZ.

Editor's note: ethertype of the 3GPP IEEE MAC based protocol family will be assigned by IEEE.
The MAC client data field of a MAC frame as specified in IEEE 802.3 [ieee8023] with the length/type field set to the ethertype of the 3GPP IEEE MAC based protocol family contains a 3GPP IEEE MAC based protocol family envelope. The 3GPP IEEE MAC based protocol family envelope is encoded as shown in figure 6.3-1 and table 6.3-1.
	Bits
	

	8
	7
	6
	5
	4
	3
	2
	1
	Octets

	Protocol subtype
	1

	Protocol data
	2 - x


Figure 6.3-1: 3GPP IEEE MAC based protocol family envelope
Table 6.3-1: 3GPP IEEE MAC based protocol family envelope

	Protocol subtype (octet 1)

The protocol subtype field identifies protocol of the protocol data field.

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Performance measurement function protocol (PMFP).

	All other values are reserved.

	

	Protocol data (octets 2 to x)

The protocol data field contains a message of the protocol identified by the protocol subtype field.

	

	NOTE:
A sending entity shall not set the protocol subtype field to a reserved value. A receiving entity shall ignore a 3GPP IEEE MAC based protocol family envelope if the protocol subtype field is set to a reserved value.


* * * Change * * *

X
List of system parameters

X.1
General

The description of timers in the tables of clause X should be considered a brief summary. The precise details are found in clause 5, which should be considered the definitive descriptions.
X.2
Timers of performance management function (PMF) protocol (PMFP)
Timers of PMFP are shown in table X.2-1 and table X.2-2.
Table X.2-1: Timers of PMFP – UE side

	TIMER NUM.
	TIMER VALUE
	CAUSE OF START
	NORMAL STOP
	ON
THE
1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	Tx
	TBD
	Transmission of the first PMFP ECHO REQUEST message
	A PMFP ECHO RESPONSE message received for each sent PMFP ECHO REQUEST message
	Abort of the procedure.

	Tz
	TBD
	Transmission of PMFP ACCESS REPORT message
	PMFP ACKNOWLEDGEMENT message with the same EPTI is received 
	Retransmission of PMFP ACCESS REPORT message

	NOTE 1:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.


Table X.2-2: Timers of PMFP – UPF side

	TIMER NUM.
	TIMER VALUE
	CAUSE OF START
	NORMAL STOP
	ON
THE
1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	Ty
	NOTE 2
	Transmission of the first PMFP ECHO REQUEST message
	A PMFP ECHO RESPONSE message received for each sent PMFP ECHO REQUEST message
	Abort of the procedure.

	NOTE 1:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.
NOTE 2:
The value of this timer is network dependent.


* * * Change * * *
Annex Y (informative):
Registration templates

Y.1
IEEE registration templates

Y.1.1
IEEE registration templates for ethertype values

Y.1.1.1
IEEE registration templates for ethertype value for 3GPP IEEE MAC based protocol family

Editor's note: MCC is requested to apply in IEEE-RA for allocation of an ethertype value according to this template.
Registration URL:

http://standards.ieee.org/develop/regauth/ethertype/index.html
Registry:

ethertype

Detailed description:

This application requests allocation of an ethertype value for 3GPP IEEE MAC based protocol family, as specified in IEEE 802 [ieee802].

Protocol description:

The MAC client data field of a MAC frame as specified in IEEE 802.3 [ieee8023] of the 3GPP IEEE MAC based protocol family is formatted as follows:

-
octet 1 of the MAC client data field is the protocol subtype field.

-
remaining octets of the MAC client data field are the protocol data field.

The protocol subtype field set to one identifies the performance management function protocol specified in 3GPP TS 24.193.
3GPP TS 24.193 enables assignment of further protocols to values of the protocol subtype field.
Assignment quantity:

1

Additional comments:

1) Does the company requesting the assignment have any existing Ethertype assignments?
Yes.

1a) Does the existing use of the original assignment support sub-typing?
No.

1b) Does the current applicant know who is currently responsible for maintenance of the previously assigned Ethertype?
Yes.

1c) Has the company considered using sub-typing of the older Ethertype for the new use under application?
Yes. Sub-typing of the older Ethertype for the new use under application is not possible.
1d) Given the above, why is a new Ethertype needed?
See detailed description for the new use under application.
2) Has the new protocol been developed and tested in accordance with clause 9 and especially clause 9.2.3 and Figure 12 of IEEE Std 802-2014, IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture? 

The 3GPP IEEE MAC based protocol family has been developed as follows:

-
the first octet of the MAC client data field of a MAC frame as specified in IEEE 802.3 [ieee8023] of the 3GPP IEEE MAC based protocol family contains the protocol subtype field.

-
the MAC client data field of the MAC frame of the 3GPP IEEE MAC based protocol family does not contain a protocol version field. If a protocol identified by an existing protocol subtype field value is modified in a backward-compatible way, there is no need to indicate a protocol version. If a protocol identified by an existing protocol subtype field value needs to be modified in a backward-incompatible way, a new protocol subtype field value will be assigned to the modified protocol.

The 3GPP IEEE MAC based protocol family has not been tested.

3) Have the full provisions of Figure 12 for the “Protocol identification field” in the prototype protocol been preserved in the final version of the protocol for which the new EtherType is being requested?

The first octet of the MAC client data field of a MAC frame as specified in IEEE 802.3 [ieee8023] of the 3GPP IEEE MAC based protocol family contains the protocol subtype field.

The MAC client data field of the MAC frame of the 3GPP IEEE MAC based protocol family does not contain a protocol version field. If a protocol identified by an existing protocol subtype field value is modified in a backward-compatible way, there is no need to indicate a protocol version.If a protocol identified by an existing protocol subtype field value needs to be modified in a backward-incompatible way, a new protocol subtype field value will be assigned to the modified protocol.

This is preserved in the final version.

4) What provisions have been made for maintaining and assigning sub-types going forward within your company? Please provide an example of the first 10 bytes/octets as an example. 
3GPP TS 24.193 enables assignment of protocols to values of the protocol subtype field. A sending entity shall not set the protocol subtype field to a reserved value. A receiving entity shall ignore the MAC client data field, if the protocol subtype field is set to a reserved value. 3GPP TS 24.193 so far contains an assignment for the performance management function to value one of the protocol subtype field.
For the performance management function protocol:

- value of octet 1 of the MAC client data field is set to one.

- value of octet 2 of the MAC client data field is set to the message type of the performance management function protocol.

- value of octet 3 to octet 6 of the MAC client data field is set to the extended procedure transaction identity of the performance management function protocol, enabling distinguishing of procedures running in parallel.
- values of octets 7 and later of the MAC client data field depend on the message type of the performance management function protocol. 
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